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1 Reason for Change

The intent of this CR is provided updated text for Section 12:

1) Correcting use of HTTP GET with HTTP POST where necessary, and other editorial changes providing an overview of HTTP binding for specific transactions. 

Background on the change from GET to POST: after review it became clear that GET with entity-body is not recommended, per the reference below, and we should use POST instead:
http://www.w3.org/2001/tag/doc/whenToUseGet.html  "By convention, when GET method is used, all information required to identify the resource is encoded in the URI. There is no convention in HTTP/1.1 for a safe interaction (e.g., retrieval) where the client supplies data to the server in an HTTP entity body rather than in the query part of a URI. This means that for safe operations, URIs may be long. The case of large parameters to a safe operation is not directly addressed by HTTP as it is presently deployed. A QUERY or "safe POST" or "GET with BODY" method has been discussed (e.g., at the December 1996 IETF meeting) but no consensus has emerged."
2) Editorial corrections (e.g. MUST to SHALL).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  Update text in Section 12
12. DCD in Point-to-Point Realm

12.1 Push Mode

The DCD Server SHOULD support either the Push Access Protocol (PAP) [PUSH-PAP] or the Push-OTA protocol [PUSH-OTA] for point-to-point Content Push via the DCD-2 interface, and point-to-point system message Push via the DCD-3 interface.

For DCD Push messages, the DCD Server SHALL include the Push Application ID header “X-Wap-Application-Id: x-wap-application:dcd.ua”.
When using PAP, the DCD Server SHALL submit DCD messages for delivery using the MIME content type “application/vnd.oma.dcd”.

When delivering DCD messages via Push-OTA, the DCD Server SHALL encode the messages using the MIME content type “application/vnd.oma.dcdc”.

Push Clients in DCD supporting terminals SHALL support routing of Push messages with the Push Application ID header “X-Wap-Application-Id: x-wap-application:dcd.ua” to the DCD Client.
12.2 Pull Mode

12.2.1 HTTP Transport Binding

7.1.1.2 DCD-1, DCD-2, and DCD-3 Interfaces

DCD Clients and DCD Servers SHALL support Hypertext Transfer Protocol version 1.1 (HTTP [RFC2616]) for the DCD-1, DCD-2, and DCD-3 interfaces.
DCD Servers and DCD Clients SHALL support DCD-1, DCD-2, and DCD-3 interface messages formatted as entity-bodies with the application/vnd.oma.dcd media type. The application/vnd.oma.dcd media type is used when a single DCD interface message is included in the HTTP request/response.

DCD Servers and DCD Clients SHALL support DCD-1, DCD-2, and DCD-3 interface messages formatted as entity-bodies with the multipart/related media type. The multipart/related media type is used when DCD interface messages are delivered as several inter-related body parts in a single HTTP request/response. 

DCD Servers and DCD Clients SHALL support DCD-1, DCD-2, and DCD-3 interface messages formatted as entity-bodies with the multipart/mixed media type. The multipart/mixed media type is used when multiple DCD interface messages are concatenated in a single HTTP request/response. Note that DCD Clients can only use the multipart/mixed media type for message concatenation if the same DCD Server address applies to all the messages.
DCD Clients SHALL send all DCD-1 and DCD-3 interface messages as HTTP POST method requests, including:

· the DCD Server address in the request line, per the applicable connection profile for the DCD interface

· the Host request-header set to the hostname or IP address of the DCD Server, per the applicable connection profile for the DCD interface

· the User-Agent request-header set to identify the host device (e.g. “vendor-model/version”), and the name and version of the DCD Client as user agent initiating the request

· the Accept request-header with value “application/vnd.oma.dcd, multipart/related, multipart/mixed”

· the X-Wap-Profile request-header set to the URI of the User Agent Profile for the host device

· the Accept-Encoding request-header with value per the supported HTTP compression encodings, i.e. deflate and / or gzip
· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/vnd.oma.dcd”, “multipart/related”, or “multipart/mixed”, as applicable

· the DCD-1 or DCD-3 message(s) as message-body

DCD Servers SHALL send all DCD-1, DCD-2, and DCD-3 interface messages sent as responses to DCD Client messages as the entity-body of HTTP 200 OK responses, including:

· the ETag entity-header set to a unique value within the scope of the DCD Server

· the Content-Encoding entity-header set to the type of HTTP compression applied, if any
· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/vnd.oma.dcd”, “multipart/related”, or “multipart/mixed”, as applicable

· the DCD-1, DCD-2, or DCD-3 message(s) as message-body

DCD Servers SHALL NOT bundle multiple unrelated messages in an HTTP response for DCD Clients that support a Push bearer for the DCD-2 interface.
When there is no DCD message to send in response to a DCD Client request, the DCD Server SHALL send a 204 No Content response.

The following table provides an overview of the HTTP binding for each DCD-1, DCD-2, and DCD-3 transaction.

	HTTP Method
	Request Body
	Response Code
	Response Body

	POST
	ContentUpdateRequest
	200 OK
	ContentUpdateResponse

	POST
	ContentDeliveryConfirmation
	204 No Content
	

	POST
	ContentSubmitRequest
	200 OK
	One of:
ContentUpdateResponse ContentSubmitConfirmation

	POST
	ClientActivationRequest
	200 OK
	ClientActivationResponse

	POST
	ClientDeactivationRequest
	200 OK
	ClientDeactivationResponse

	POST
	ApplicationRegistrationRequest
	200 OK
	ApplicationRegistrationResponse

	POST
	ApplicationDeregistrationResponse
	204 No Content
	

	POST
	ContexualInformationUpload
	204 No Content
	

	POST
	UsageTrackingReport
	204 No Content
	

	POST
	ChannelSubscriptionRequest
	200 OK
	ChannelSubscriptionResponse

	POST
	ChannelUnsubscriptionRequest
	200 OK
	ChannelUnsubscriptionResponse

	POST
	ChannelDiscoveryConfirmation
	204 No Content
	

	POST
	ChannelDiscoveryRequest
	204 No Content
	

	POST
	ChannelSuspendRequest
	200 OK
	ChannelSuspendResponse

	POST
	ChannelResumeRequest
	200 OK
	ChannelResumeResponse

	POST
	ContentRepairRequest
	200 OK
	ContentRepairResponse

	POST
	ChannelMetadataUpdateConfirmation
	204 No Content
	


Table x Message Relations between HTTP request and responses
	HTTP Method
	Request Body
	Response Code
	Response Body

	POST
	Any request message
	200 OK
	One or more of:
ContentUpdatePush
ContentUpdateNotification
RequestForClientActivation
ClientDeactivationNotification
ApplicationDeregistrationNotification
ContexualInformationUploadRequest
RequestForUsageTrackingReport
ChannelUnsubscriptionNotification
ChannelSubscriptionNotification
ChannelDiscoveryInfo
ChannelDiscoveryNotification
ChannelSuspendNotification
ChannelMetadataUpdate


Table x Bundling Messages in HTTP response
7.1.1.3 Partial Messages Delivery

To support the capability of pause and resume for DCD messages, DCD Clients and DCD Servers SHALL support HTTP Partial GET requests (i.e. HTTP GET requests with Range header as defined in [RFC2616]).

The HTTP-level message flow of DCD Client initiated transactions is illustrated in “Figure 74 Message flow”.


[image: image1.emf]Client Server

HTTP GET

200 OK {ETag, content}


Figure 74 Message flow for initial request
If DCD Server response becomes interrupted before completion, the DCD Client SHALL NOT discard the received message part. The received message part SHALL be stored by the DCD Client but not made available to DCD-Enabled Client Application until the remaining part of the message is successfully received. 

To receive the remaining part of the message, the DCD Client SHALL send a HTTP Partial GET request to the DCD Server. The policy (e.g. time interval and maximum amount of retries) between the download resumptions is implementation-specific. The request SHALL be sent to the same URI as the original message request. The DCD Client SHALL also include the following headers in the request:

· The If-Match header SHALL contain the value of the ETag header provided in the original download attempt of the content file.
· The Range header SHALL specify the remaining content range of the content file that has not yet been successfully received in the DCD Client. 
Example: The DCD client has received the bytes 0-1233 in the initial download response. Thus it includes the following Range header in the Partial GET request:

Range: bytes 1234-

If the same message variant is still available in DCD Server (i.e. the ETag value included in the If-Match header matches with the ETag value of the message available in the DCD Server), the DCD Server responds with 206 Partial Content message including the remaining message part in the message body. In this case the DCD Client SHALL concatenate the received message parts and further process the completed message.

The message flow of a resumed message is illustrated in “Figure 75 Message flow”.
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Figure 75 Message flow for resumed message
However, if the same message variant is no longer available in the DCD Server upon message resumption attempt, the DCD Server SHALL respond with an error code (i.e. HTTP 412 Precondition Failed if the ETag values do not match, HTTP 410 Gone or HTTP 404 File Not Found if the requested message is no longer available in the requested URI). When receiving any of these three error codes, the DCD Client SHALL cancel the message retry and not to initiate any further retry attempts for this message. Further, the stored message part SHALL be discarded.

7.1.1.4 Messages and Information Elements
	Message
	Implementation
	Direction

	HTTP POST
	Mandatory
	DCD Client ( DCD Server 

	Response to HTTP POST
	Mandatory
	DCD Client (DCD Server

	HTTP GET (for partial message delivery)
	Mandatory
	DCD Client ( DCD Server

	Response to HTTP GET
	Mandatory
	DCD Client (DCD Server


Table 157 Message directions for HTTP GET/POST and responses between DCD Client and DCD Server

	Information Element
	Req
	Type
	Description

	Method
	Mandatory
	See [RFC2616]
	POST

	Request-URI
	Mandatory
	See [RFC2616]
	DCD Server address, per the applicable connection profile for the DCD interface

	Host request-header
	Mandatory
	See [RFC2616]
	the hostname or IP address of the DCD Server, per the applicable connection profile for the DCD interface

	User-Agent request-header
	Mandatory
	See [RFC2616]
	set to identify the host device (e.g. “vendor-model/version”), and the name and version of the DCD Client as user agent initiating the request

	Accept request-header
	Mandatory
	See [RFC2616]
	MIME media type of supported responses, i.e. “application/vnd.oma.dcd, multipart/related,  multipart/mixed”.

	X-Wap-Profile request-header
	Mandatory
	See [UAProf]
	URI of the User Agent Profile for the host device

	Accept-Encoding request-header
	Conditional
	See [RFC2616]
	Present if HTTP compression is supported. Set to the supported encodings, i.e. deflate and/or gzip

	Content-Length entity-header
	Mandatory
	See [RFC2616]
	set to the length of the entity-body

	Content-Type entity-header
	Mandatory
	See [RFC2616]
	MIME media type of the entity-body, one of “application/vnd.oma.dcd”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	Mandatory
	See Section 9
	DCD-1 or DCD-3 message(s)


Table 158 Content of initial HTTP POST requests
	Information Element
	Req
	Type
	Description

	Status-Line
	Mandatory
	See [RFC2616]
	200 OK or HTTP error code upon HTTP Layer error

	ETag entity-header
	Mandatory
	See [RFC2616]
	A response header including an entity tag value uniquely identifying (in the scope of this DCD Server) the content file variant included in the message body

	Content-Encoding entity-header
	Mandatory
	See [RFC2616]
	set to the type of HTTP compression applied, if any

	Content-Length entity-header
	Mandatory
	See [RFC2616]
	set to the length of the entity-body

	Content-Type entity-header
	Mandatory
	See [RFC2616]
	MIME media type of the entity-body, one of “application/vnd.oma.dcd”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	Mandatory
	See Section 9
	DCD-1, DCD-2, or DCD-3 message(s)


Table 159 Content of the response to the initial HTTP POST request, with an included DCD message
	Information Element
	Req
	Type
	Description

	Method
	Mandatory
	See [RFC2616]
	GET

	Request-URI
	Mandatory
	See [RFC2616]
	The URI pointing to the content file to be downloaded.

	If-Match
	Mandatory
	See [RFC2616]
	A request header, which SHALL include the ETag value from the initial download response.

	Range
	Mandatory
	See [RFC2616]
	A request header defining the byte range of the missing part of the content file.


Table 160 Content of HTTP Partial GET requests
	Information Element
	Req
	Type
	Description

	Status-Line
	Mandatory
	See [RFC2616]
	209 Partial Content or HTTP error code upon error

	ETag
	Mandatory
	See [RFC2616]
	A response header including an entity tag value uniquely identifying (in the scope of this DCD Server) the content file variant included in the message body

	Content-Range
	Mandatory
	See [RFC2616]
	An entity header specifying the byte range of the requested file, which is contained in the message body.

	Message-body
	Mandatory
	Content
	The requested byte range of the content file


Table 161 Content of the response message to HTTP Partial GET requests
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