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1 Reason for Change

The intent of this CR is to suggest various edits of the Semantics TS based upon review.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  Correct reference to Application Profile options in Section 5.2.1
5.2.1 Application Registration
The DCD Enabled Client Application needs to be registered with the DCD Enabler in order to receive DCD Content. An application registers with the DCD Enabler using the DCD-CAR interface of the DCD Client. Some general purpose applications (e.g. browser, RSS viewer, etc.) could be registered indirectly (i.e. by another application, device runtime, DCD Client, etc.) At registration, the DCD Client receives an Application Profile, which contains a Channel Metadata for all channels supported by the application along with the application settings common for all channels (e.g. application-ID, DCD-3 connection profile, etc.). 
Following application registration with the DCD Client, the DCD Client registers the application with the DCD Server. The registration message to the DCD Server contains an entire Application Profile or a subset of the Application Profile. The DCD Server matches the DCD Enabled Client Application with one or more registered content channels based on the preferences in the Application Profile. These preferences could be explicit (i.e. a channel-ID) or implicit (i.e. the application-ID or the content types supported by the application). The registration response from the DCD Server contains the “Channel Guide” which is the list of Channel Metadata for the channels matching application preferences. The registration process may be followed by a subscription to the channels offered on the Channel Guide.

(no further changes in this section)
Change 2:  Correct reference to Application Profile options in Section 5.2.2
5.2.2 Channel Registration
The DCD Content Provider registers with the DCD Enabler by interacting with the DCD-CPR interface of the DCD Server. The DCD-CPR interface supports dynamic channel registration and allows Content Providers to “plug-in” the new channels into the DCD Enabler. At registration, the Content Provider supplies Channel Metadata for offered DCD Channels. This metadata contains settings used by the DCD Server and the DCD Client to establish content delivery to appropriate DCD Enabled Client Applications. Similarly to integrating general purpose device applications with the DCD Enabler, a Content Provider may be engaged with the DCD Enabler through indirect, mediated registration performed by a DCD Service Provider or any other authorized entity.   

The DCD Enabler matches registered DCD Enabled Client Applications and DCD Content Providers. Upon the registration, the DCD Enabled Client Applications receive a list of matching channels in the registration response. Upon the registration of the new channel, the DCD Enabler may send channel availability notifications to the devices with matching applications installed. The binding between a DCD Enabled Client Application and content channels is dynamic and may change according to the settings defined by the Application Profile. The DCD Enabler uses explicit or implicit binding to match the applications and the Content Providers. In the case of explicit binding, the DCD Enabler matches an application with a Content Provider using a channel-ID supplied in the Application Profile. Alternatively, the DCD Enabler may match an application with a Content Provider using an application-ID specified in the Channel Metadata provided by a Content Provider. In the case of implicit binding, the DCD Enabler matches the content types supported by the DCD-Enabled Client Application, as described by its Application Profile, with the content types for registered DCD Channels. 
(no further changes in this section)
Change 3:  Correct the methods of version discovery referenced in Section 5.4
5.4 Session Management
A session is a framework within which the DCD Client and the DCD Server communicate over the DCD interfaces for the purposes of providing a DCD service, such as the negotiation of DCD version and device capabilities, establishment of content delivery, and suspension / resumption of the DCD Channels. The term “session” in this context is not a transport-layer session, but rather an application session. It is therefore transport-independent. If the transport connection is broken or the device is power-cycled, the client can reconnect the transport connection and, if successful, it will be able to continue the previously established session. 

A session is established upon client activation (see Section 7.1.3.1). While establishing a session, the DCD Client and DCD Server authenticate themselves via the DCD-3 interface (see Section 10.1), and comply with the connection security requirements for DCD-3 operations per the policy of the Service Provider (see Section 10.1.2).

The DCD Client may initiate a session with the highest version of the protocol and the security level that it supports. The DCD Client may also re-establish a new session at any time during an active session. The DCD server will deny the session establishment if it does not support the requested DCD protocol version. If the DCD Client is denied session establishment the DCD Server SHALL respond providing the protocol version supported by the DCD Server and the DCD Client may retry session establishment. A session SHALL be instantiated per DCD Client.

(no further changes in this section)
Change 4:  Edits to Section 5.6
5.6 Delivery

Content delivery occurs over DCD-1 or DCD-2 interfaces. The DCD Channel as a primary delivery construct carries DCD Content of interest to the DCD Enabled Client Application. The DCD Service Provider chooses the applicable content delivery methods based on the service policy and capabilities. The DCD Content could be delivered upon availability (i.e. upon retrieval from the DCD Content Provider or upon being published at the DCD Server), on schedule, or upon application request. In delivery upon availability mode, the push messages could carry the DCD Content or the notification of the DCD Content availability. In the delivery on schedule mode, the DCD Client can contact the DCD Server upon the predefined schedule. The delivery schedule may be requested by the DCD Enabled Client Application as a part of the Application Profile or established by the DCD Service Provider. A single DCD Channel may combine multiple delivery modes. For example, the RSS content could be delivered upon availability, but the content from the links embedded in the RSS document could be delivered upon application request following content consumption by the user.
The main feature of the DCD Enabler is the ability to manage delivery of generic content using metadata supplied by the applications and content providers. Channel establishment is managed by the Application Profile (see section 8.1) provided by the DCD Enabled Client Application and by Channel Metadata (see section 8.2) supplied by the DCD Content Provider. The DCD Enabler uses Channel Metadata to establish general content handling settings for the DCD Channel. The DCD Content delivered over the DCD Channel is augmented by the Content Metadata (see section 8.3). The Content Metadata contains delivery settings for a particular content item and overwrites associated general settings, if defined in Channel Metadata.

A DCD Channel is typically associated with a set of content types and MIME types. Based on these types and based on the attributes provided in the Application Profile / Channel Metadata, the DCD Enabler may use different bearer networks for different DCD Channels. The attributes provided in Content Metadata may affect the choice of delivery bearer for the particular content item. This choice is based on delivery cost, bandwidth, quality of service (e.g. latency), etc.  For example, the DCD Enabler may deliver “movie channel” content as follows: movie guide over any available network, movie preview over 3G (if in “home” network) or over Wi-Fi, full movie over Wi-Fi only. The DCD Server makes the decision about the delivery network bearer based on device capabilities and dynamic information provided by the Contextual Information Upload (see section 7.1.3.5) or the User Agent Profile provided by the DCD Client (see section 12.2.1).
Content delivery over DCD Channel could be suspended upon the request from the DCD Enabled Client Application or from the DCD Content Provider (see section 5.6.1), or terminated upon unsubscription (see Section 5.5) or / and deregistration of the DCD Enabled Client Application or the DCD Content Provider (see section 5.3).
(no further changes in this section)
Change 5:  Address TTL-based session reactivation in Section 6.1.1
6.1.1 Client Activation

Upon the first DCD-Enabled Client Application to register with a particular DCD Server, a DCD Client SHALL activate the service with the DCD Server as defined by the applicable DCD-3 connection profile. In order to activate the service, the DCD Client SHALL send ClientActivationRequest message with Version, Authentication-Mode, and other parameters, as described in section 7.1.3.1.1.

If the DCD Server does not require authentication and no errors occurred, the DCD Client receives a ClientActivationResponse indicating successful activation.

If the DCD Server requires authentication, the DCD Client receives a ClientActivationResponse message indicating that authentication is required. In this case, the DCD Client SHALL send a ClientActivationRequest message including the Auth-Info parameter in accordance with the Auth-Info parameter from the ClientActivationResponse message. If the DCD Client is successfully authenticated by the DCD Server and no errors occurred, the DCD Client receives a subsequent ClientActivationResponse indicating successful activation.

If the DCD Server responded with an indication that authentication was rejected, the DCD Client SHALL NOT automatically resend the ClientActivationRequest message.

If the DCD Server responded with an indication of a temporary failure condition showing that DCD Server is unavailable, the DCD Client SHALL re-attempt to activate the service at a later time.
In the event of successful activation, the ClientActivationResponse message contains Session-ID parameter issued by the DCD Server. The DCD Client SHALL include this Session-ID parameter in all messages sent to the DCD Server during the lifetime of the session.

If it receives a RequestForClientActivation message from the DCD Server, the DCD Client SHALL initiate service activation with a ClientActivationRequest message, as described in section 7.1.3.1.2.
Editor Note: apply this after document 246
If the Session-TTL attribute is non-zero, upon expiration of the session, the DCD Client SHALL send a new ClientActivationRequest as soon as possible.
The DCD Client MAY deactivate the DCD service at any time. To deactivate the service, the DCD Client SHALL send a ClientDeactivationRequest to the DCD Server, as described in section 7.1.3.2. The DCD Client SHALL re-attempt to deactivate the service at the later time if the ClientDeactivationResponse message from the DCD Server contains “False” as a value of the Status parameter.

If it receives a ClientDeactivationNotification message from the DCD Server, the DCD Client SHALL NOT attempt to reactivate the service with that DCD Server until it receives a RequestForClientActivation message from the DCD Server.

Upon deactivation of the DCD Service triggered by deregistration of the last DCD Enabled Client Application, the DCD Client SHOULD remove any remaining registration information for registered DCD Enabled Client Applications.
Change 6:  Correct reference to existing data removal on deregistration in Section 6.1.2.1

6.1.2.1 Application Registration

In order to allow a DCD Enabled Client Application to receive the content from the DCD Enabler, a DCD Client SHALL register the application with the enabler at the applicable DCD Server to which DCD service has been previously activated. In certain broadcast scenarios where uplink to the DCD Server is not available, the registration is local to the DCD Client and the text below is not applicable.

When it receives an ApplicationRegistrationRequest message from the DCD Enabled Client Application (see section 7.3.1.1) or it receives the Application Profile (see section 8.1) through other means (e.g. from mediator or preconfigured) , the DCD Client SHALL send an ApplicationRegistrationRequest message to the DCD Server including the Application Profile and other parameters, as described in section 7.1.3.3.

If the DCD Server responded with an indication of a temporary failure condition showing that DCD Server is unavailable, the DCD Client SHALL re-attempt to register the application at a later time.
If no errors occurred, and the DCD Client receives the ApplicationRegistrationResponse message from the DCD Server, the DCD Client SHALL respond to the DCD Enabled Client Application with a corresponding ApplicationRegistrationResponse message.

If the ApplicationRegistrationResponse message from the DCD Server contains Channel Metadata (see section 8.2) for channels successfully matched to the Application Profile preferences, the DCD Client SHALL extract the application-related subset of Channel Metadata and specify its location in the Channel-Discovery-Information parameter of the ApplicationRegistrationResponse message to the DCD Enabled Client Application.   

Upon receiving an ApplicationDeregistrationRequest message from the DCD Enabled Client Application (see section 7.3.1.2), the DCD Client SHALL respond with an ApplicationDeregistrationConfirmation message indicating successful deregistration. Consecutively, the DCD Client SHALL send an ApplicationDeregistrationNotification message to the DCD Server, as described in section 7.1.3.4. If no errors occurred, the DCD Client receives the DCD Server response in the ApplicationDeregistrationResponse message.
The DCD Client SHALL re-attempt to deregister the application with ApplicationDeregistrationNotification message at the later time if the ApplicationDeregistrationResponse message contains “False” as a value of the Status parameter. If the Status parameter value is “True”, the DCD Client SHOULD remove all registration information associated with the deregistered DCD Enabled Client Application.

If DCD Client detects that the DCD Enabled Client Application did not terminate channel subscriptions prior to deregistration, the DCD Client SHALL unsubscribe on behalf of the application by sending DCD-3 ChannelUnsubscriptionRequest.

Upon deregistration of DCD Enabled Client Application, if its content storage was provided by the DCD Client, the DCD Client SHOULD remove all stored DCD Content for the deregistered application, except for content that is shared by other registered applications..

Change 7:  Add storage of updated channel metadata from ChannelSubscriptionResponse in Section 6.1.2.1

6.1.3.3 Channel Subscription Update

The following refers to DCD Client handling of the Channel Subscription Update initiated by the DCD Enabled Client Application.

Upon receiving a DCD-CAR SubscriptionUpdateRequest message (see Section 7.3.1.4) from a DCD Enabled Client Application, the DCD Client SHALL: 
· update stored Channel Metadata parameters (see Section 8.2) relevant to the DCD Client with the parameters provided in the DCD-CAR SubscriptionUpdateRequest
· send DCD-3 ChannelSubscriptionRequest to the DCD Server if DCD-CAR SubscriptionUpdateRequest message contained updated Channel Metadata parameters relevant to the DCD Server. The DCD Client SHALL include in the DCD-CAR SubscriptionResponse all applicable parameters from the DCD-3 ChannelSubscriptionResponse. The DCD Client SHOULD remove from the Channel Metadata sent to the DCD Server all parameters that are relevant only to the DCD Client.
· send DCD-CAR SubscriptionUpdateResponse (see Section 7.3.1.4) to the DCD Enabled Client Application if DCD-CAR SubscriptionUpdateRequest message didn’t contain updated Channel Metadata parameters relevant to the DCD Server 

Upon receiving a DCD-3 ChannelSubscriptionResponse message (see Section 7.1.3.7) from the DCD Server, the DCD Client SHALL:

· update stored Channel Metadata parameters (see Section 8.2) relevant to the DCD Client with the parameters provided in the DCD-3 ChannelSubscriptionResponse message, using the comparison procedure described for Channel Metadata Update (see Section 6.1.4)
· send a DCD-CAR SubscriptionUpdateResponse (see Section 7.3.1.4) to the DCD Enabled Client Application that initiated the DCD-CAR SubscriptionUpdateRequest. The DCD Client SHALL include in the DCD-CAR SubscriptionUpdateResponse all applicable parameters from the DCD-3 ChannelSubscriptionResponse.
When the DCD client is BCAST and/or CBS enabled, the DCD Client SHALL also follow the rules and procedures of [OMA-TS-DCD_BCAST_Adaptation and/or OMA-TS-DCD_CBS_Adaptation] in addition to those listed above.













�Note that this (and references to “Status” below) will have to be updated as part of AI 021 re modifying response messages
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