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1 Reason for Change

This CR suggests the default connection profile and session handling. 
New AI (AI 20080604#1) – to put a clarification statement under section 6.1.1 Client Activation for selection of connection profile by DCD Client (ie. Default connection profile to be selected in the absence of connection profile in AP)

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Section 6.1.1. Client Activation – Client Part
6.1.1 Client Activation

Upon the first DCD-Enabled Client Application to register with a particular DCD Server, a DCD Client SHALL activate the service with the DCD Server as defined by the applicable DCD-3 connection profile. If there is no DCD-3 connection profile in the Application Profile, the DCD Client SHALL activate the service with a default DCD-3 connection profile, which is set originally in the device or provisioned by the DM (e.g. OMA DM). In order to activate the service, the DCD Client SHALL send ClientActivationRequest message with Version, and Device-ID, as described in section 7.1.3.1.1.

If the DCD Server does not require authentication and no errors occurred, the DCD Client receives a ClientActivationResponse indicating successful activation.

If the DCD Server requires authentication, the DCD Client receives a ClientActivationResponse message indicating that authentication is required. In this case, the DCD Client SHALL send a ClientActivationRequest message including the Auth-Info parameter in accordance with the Auth-Info parameter from the ClientActivationResponse message. If the DCD Client is successfully authenticated by the DCD Server and no errors occurred, the DCD Client receives a subsequent ClientActivationResponse indicating successful activation.

If the DCD Server responded with an indication that authentication was rejected, the DCD Client SHALL NOT automatically resend the ClientActivationRequest message.

If the DCD Server responded with an indication of a temporary failure condition showing that DCD Server is unavailable, the DCD Client SHALL re-attempt to activate the service at a later time.
In the event of successful activation, the ClientActivationResponse message contains Session-ID parameter issued by the DCD Server. The DCD Client SHALL include this Session-ID parameter in all messages sent to the DCD Server during the lifetime of the session.

If it receives a RequestForClientActivation message from the DCD Server, the DCD Client SHALL initiate service activation with a ClientActivationRequest message, as described in section 7.1.3.1.2.

The DCD Client MAY deactivate the DCD service at any time. To deactivate the service, the DCD Client SHALL send a ClientDeactivationRequest to the DCD Server, as described in section 7.1.3.2. The DCD Client SHALL re-attempt to deactivate the service at the later time if the ClientDeactivationResponse message from the DCD Server contains “False” as a value of the Status parameter.

If it receives a ClientDeactivationNotification message from the DCD Server, the DCD Client SHALL NOT attempt to reactivate the service with that DCD Server until it receives a RequestForClientActivation message from the DCD Server.

Upon deactivation of the DCD Service triggered by deregistration of the last DCD Enabled Client Application, the DCD Client SHOULD remove any remaining registration information for registered DCD Enabled Client Applications.
If the DCD Client receives a ConnectionProfileUpdate message including a modified DCD-3 connection profile from the DCD Server, the DCD Client:

· SHALL send the ConnectionProfileConfirmation to the DCD Server 
· and, as soon as possible, e.g. upon completion of any pending content delivery, SHOULD 

· send a ClientDeactivationRequest message to deactivate the session with the current DCD Server. if there was a change in the DCD-3 server address 
· send a ClientActivationRequest message according to the DCD-3 connection profile to re-establish a new session
Section 6.2.1. Client Activation – Server Part
6.2.1 Client Activation

In order to facilitate delivery of the DCD Content to a mobile device, the DCD Server SHALL activate the service for the DCD Client on this device. To facilitate the activation, the Service Provider SHOULD provision a default DCD-3 connection profile to the DCD Client using DM (e.g. OMA DM), or ensure that devices are pre-configured with a default DCD-3 connection profile.
Upon receiving the ClientActivationRequest message from the DCD Client, the DCD Server SHALL respond to the DCD Client with the ClientActivationResponse message. If no authentication is required, and the activation request is valid, the DCD Server SHALL send to the DCD Client the ClientActivationResponse message indicating successful activation, providing the Session-ID parameter and other parameters, as described in section 7.1.3.1.1.

If service establishment requires authentication, the DCD Server SHALL send to the DCD Client the ClientActivationResponse message indicating that authentication is required, providing the Auth-Info parameter in accordance to the authentication mode supported by the device, as specified in the Authentication-Mode parameter of the ClientActivationRequest message.
Upon receiving from the DCD Client the ClientActivationRequest message with the Auth-Info parameter, the DCD Server SHALL validate the Auth-Info, and if the DCD Client authenticated successfully, the DCD Server SHALL respond to the DCD Client sending the ClientActivationResponse message indicating successful activation, and providing the Session-ID parameter and other parameters, as described in section 7.1.3.1.1.
The DCD Server MAY trigger DCD Client activation by sending the RequestForClientActivation message, as described in section 7.1.3.1.2.

The DCD Server MAY deactivate the DCD Client at any time. In order to deactivate the DCD Client, the DCD Server SHALL send the ClientDeactivationNotification message to the DCD Client, as described in section 7.1.3.2.2.  

The DCD Server SHALL allow the DCD Client to deactivate the service. Upon receiving from the DCD Client the ClientDeactivationRequest message (see section 7.1.3.2), the DCD Server SHALL respond to the DCD Client with the ClientDeactivationResponse message. If the service can be deactivated immediately the DCD Server SHALL return “True” in the Status parameter of the ClientDeactivationResponse message. Otherwise, the DCD Server SHALL return “False” in the Status parameter of the ClientDeactivationResponse message.

If the DCD Service was deactivated by the DCD Client, the DCD Server SHALL NOT attempt to reactivate the service with the RequestForClientActivation message. 

Upon deactivation of the DCD Service, the DCD Server SHALL invalidate the session and remove all registration and subscription information for the DCD Enabled Client Applications associated with the deactivated DCD Client.
If the Service Provider needs to modify the DCD-3 connection profile, the DCD Server SHALL send the ConnectionProfileUpdate message to the DCD Client.
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