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1 Reason for Change

In the current version of specification, it is not specify when the DCD Client change it states to work in receive-only mode of operation
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  New paragraph to section 6.1 about working in receive-only mode
6.
DCD Operations

6.1
DCD Client Operations

6.1.1
Client Activation

Upon the first DCD-Enabled Client Application to register with a particular DCD Server, a DCD Client SHALL activate the service with the DCD Server as defined by the applicable DCD-3 connection profile. In order to activate the service, the DCD Client SHALL send ClientActivationRequest message with Version, Authentication-Mode, and other parameters, as described in section ‎7.1.3.1.1.

If the DCD Server does not require authentication and no errors occurred, the DCD Client receives a ClientActivationResponse indicating successful activation.

If the DCD Server requires authentication, the DCD Client receives a ClientActivationResponse message indicating that authentication is required. In this case, the DCD Client SHALL send a ClientActivationRequest message including the Auth-Info parameter in accordance with the Auth-Info parameter from the ClientActivationResponse message. If the DCD Client is successfully authenticated by the DCD Server and no errors occurred, the DCD Client receives a subsequent ClientActivationResponse indicating successful activation.

If the DCD Server responded with an indication that authentication was rejected, the DCD Client SHALL NOT automatically resend the ClientActivationRequest message.

If the DCD Server responded with an indication of a temporary failure condition showing that DCD Server is unavailable, the DCD Client SHALL re-attempt to activate the service at a later time.

If Client Activation fails because the uplink is unavailable, the DCD Client SHALL inform the DCD Enabled Client Application using the ErrorNotification message.

When the pull DCD-3 interface is unavailable because the uplink is unavailable, DCD Client SHOULD continue to support the DCD-3 interface via Push or broadcast bearers, if available and feasible.
When the DCD-1interface is unavailable because the uplink is unavailable, DCD Client SHOULD continue to support reception of content via the DCD-2 interfacefor subscribed channels, if feasible
…
Change 2:  New paragraph to section 6.1 about working in receive-only mode

13.3
Error Codes

This section provides the numeric values and text names for the error codes.

	Error Code
	Error Description

	001
	security level error

	002
	invalid parameter

	003
	invalid session id

	004
	authentication error

	005
	temporary failure

	006
	not allowed

	007
	unregistered application

	008
	server timeout

	009
	client unreachable

	010
	unsupported protocol version

	011
	authentication required

	012
	content unavailable

	013
	unusable content

	014
	HTTP error

	020
	uplink unavailable


Change 3:  Adding paragraph to Section 11
11. 
DCD in the Broadcast realm

When the pull DCD-3 interface is unavailable because the uplink is unavailable, DCD Client SHOULD continue to support the DCD-3 interface via Push or broadcast bearers, if available and feasible.

When the DCD-1interface is unavailable because the uplink is unavailable, DCD Client SHOULD continue to support reception of content via the DCD-2 interface for subscribed channels, if feasible

Change 4:  Add Error condition in table at section 13.1.1
13.1.1
Transport Errors

This section addresses errors related to events at the transport layer of DCD interfaces.

	Error Condition
	Detected by
	Response
	Description

	HTTP error
	DS
	DS: response per HTTP [RFC2616)]

DC: fail or retry per [RFC2616)]
	HTTP errors (e.g. HTTP 4xx, 5xx status codes)

	
	DC
	DC: response per HTTP [RFC2616)]

DS: fail or retry per [RFC2616)]
	HTTP errors (e.g. HTTP 4xx, 5xx status codes)

	
	DS
	Upon failure, if related to a dependent DCD-1 or DCD-3 transaction:
DS: fail (“content provider”, “HTTP error”, HTTP status code)

DC: fail request
	Generic response for HTTP errors of the Content Provider detected by DCD Server (e.g. HTTP 4xx, 5xx status codes)

	Response timeout


	DS, DC
	retry request after delay
	No response received to a transaction between DCD Server and DCD Client or between DCD Server and Content Provider, for which a response is expected.

	
	DS
	Upon failure, if related to a dependent DCD-1 or DCD-3 transaction:

DS: fail (“content provider”, “server timeout”)

DC: retry request after delay
	Timeout on Content Provider response from DCD Client though the DCD Server to the Content Provider. (e.g. content update request)

	Client unreachable
	DS
	DS: fail (“server”, “client unreachable”)

CP: retry request after delay
	No DCD Client response (following any DCD Server retries, if applicable) to a request initiated by a Content Provider and delivered through the DCD Server to the DCD Client. (e.g. subscription validation)

	Unsupported protocol version
	DS
	DS: fail (“unsupported protocol version”)

DC: retry with correct protocol version
	Session activation request with unsupported DCD protocol version

	uplink unavailable
	DC
	
	Transport uplink is not available – device cannot connect to the data network (for example in GSM/ UMTS the device fail to perform GPRS attach with the SGSN) – In most cases it is relatively persistent status.


Table 172 Transport Errors
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