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	Source:
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1 Reason for Change

The ‘service-fragment-reference; element of used to provide BCAST access information in the Application Profile and Channel Metadata is currently described as containing the value of the ‘id’ attribute from a BCAST Service Guide fragment.  While the ‘id’ attribute can be used to uniquely identified a service guide fragment, several members of the BCAST working group have pointed out that it would be more appropriate to use the ‘globalServiceID’ attribute.  The ‘id’ attribute may change over time, whereas the ‘globalServiceID’ will not.  This contribution updates the BCAST access information metadata in the TS Semantics specification to rectify this issue.  

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the group review and update the proposed changes.

6 Detailed Change Proposal

Change 1:  Section 8.1.2 – Application Profile Update

8.1.2 Application Profile Elements, Attributes and Values
This section defines the Application Profile in detail.
DCD Servers and DCD Clients SHALL support DCD Application Profiles defined in accordance with the “DCD Application Profile” XML schema.
Unless otherwise specified, all Application Profile elements and attributes are mandatory for support by DCD Servers and DCD Clients, and optional for use. 
Explanation of the Type in Table 1 Application Profile:
· E = Elements
· A = Attributes
· 1,2,3, etc = nesting level of the element
Application Profile basic structure:

application-profile – E

· application-id – A 

· application-description – A
· channel-discovery-notification – A
· dcd-3-connection-profile-name – A
· dcd-3-connection-profile – E1

· dcd-server-address – A

· proxy – A

· data-connection-details – E2
· apn – A
· auth-method – A
· auth-username – A
· auth-password – A
· broadcast-profile – E2
· cell-broadcast-message-id – A
· broadcast-service-id - A
· response-spread – A
· bcast-access-info – E3

· service-reference – E4
· access-fragment – E4
· sdp-description– E4
· dcd-channel-selection-metadata – E1

	Name
	Type
	Cardinality
	Description
	Data Type
	Use in DCD-3
	Use in DCD-CAR

	application-profile
	E
	1
	Contains the following attributes:

application-id

application-description
channel-discovery-notification
dcd-3-connection-profile-name
Contains the following sub-elements:

dcd-3-connection-profile

dcd-channel-metadata
	Structure
	Mandatory
	Mandatory

	application-id
	A
	1
	ID of the Application
	String
	Mandatory
	Mandatory

	application-description
	A
	0..1
	“Friendly name” of the application. May be used by the DCD Client for unspecified purposes, e.g. logging.
	String
	Not Allowed
	Optional

	channel-discovery-notification
	A
	0..1
	An optional attribute indicating whether the DCD-Enabled Client Application wants explicit notification from the DCD Client when new channels are available. DCD Clients can validate that notifications are sent only for channels which are compatible with the DCD-Enabled Client Application per its Application Profile.
Values:

0 – False

1 – True (*)
	Boolean
	Not Allowed
	Optional

	dcd-3-connection-profile-name
	A
	0..1
	Name of a locally configured DCD-3 connection profile to be used, if matched by the DCD Client.
	String
	Not Allowed
	Conditional

(note 2)

	dcd-3-connection-profile
	E1
	0..1
	Specific DCD-3 connection profile to use.

Contains the following attributes:

dcd-server-address

proxy
Contains the following sub-elements:

data-connection-details
broadcast-profile
	Structure
	Not Allowed
	Conditional

(note 2)

	dcd-server-address
	A
	0..1
	Address (URL) of the DCD server with which the DCD Client should activate DCD.
	URI
	Not Allowed
	Optional

	proxy
	A
	0..1
	Address (IP address or hostname) of the WAP proxy that should be used for transactions via the DCD-3 interface.
	String
	Not Allowed
	Optional

	data-connection-details
	E2
	0..1
	Additional bearer-network-specific connection details for the DCD-3 interface, e.g. APN, data connection username / password, etc.

Contains the following attributes:

apn

auth-method

auth-username

auth-password
	Structure
	Not Allowed
	Optional

	apn
	A
	0..1
	Access Point Name used to establish a data connection for the interface.
	String
	Not Allowed
	Optional

	auth-method
	A
	0..1
	Authentication method for the interface. Possible values: “none”, “digest-user”, “digest-gba”, “x509”. If this attribute is not present, method “none” is assumed.
	String
	Not Allowed
	Optional

	auth-username
	A
	0..1
	Username for use with “digest-user” authentication method. If auth-method “digest-user” is specified and this attribute is not present, the username is to be determined through other unspecified means, e.g. user prompts.
	String
	Not Allowed
	Optional

	auth-password
	A
	0..1
	Password for use with “digest-user” authentication method. If auth-method “digest-user” is specified and this attribute is not present, the password is to be determined through other unspecified means, e.g. user prompts.
	String
	Not Allowed
	Optional

	broadcast-profile
	E2
	0..1
	Broadcast bearer connection details, e.g. cell broadcast message-identifier and/or BCAST access parameters.
Contains the following attributes:

cell-broadcast-message-id

response-spread
broadcast-service-id
Contains the following sub-elements:

bcast-access-info 
	Structure
	Not Allowed
	Optional

	cell-broadcast-message-id
	A
	0..1
	The Cell Broadcast Service Message Identifier (logical Cell Broadcast Service channel) from which the DCD Client should expect DCD-3 interface data delivered via Cell Broadcast Service.
	Integer
	Not Allowed
	Optional

	response-spread
	A
	0..1
	Period in seconds over which DCD Clients should randomize responses to DCD-2 notifications, in order to spread response load at the DCD Server.
	Integer
	Not allowed 
	Optional  

 (when broadcast is used)

	broadcast-service-id
	A
	0..1
	A comma separated list of Broadcast-Service-IDs. Includes all Broadcast Service IDs applicable for the Application.

It is present only if CBS technology is supported.
Broadcast Service IDs are intended to be globally unique, and start with a registered Internet domain name.
	String
	Not allowed
	Optional (when broadcast is used)

	bcast-access-info
	E3
	0..1
	OMA BCAST specific connection details (e.g. multicast IP, port, and TSI) for file delivery session over which the DCD Client should expect DCD-3 interface data to be delivered via OMA BCAST.

Note: One of ‘service-fragment-reference’ or ‘access-fragment’ or ‘sdp-description’, but not more than one, SHALL be instantiated. Implementation in XML Schema should use <choice>.
Contains the following sub-elements:

service-fragment-reference

access-fragment
sdp-description
	Structure
	Not Allowed
	Optional

	service-reference 
	E4
	1
	A URI which provides the globalServiceID for the OMA BCAST service associated with the DCD-3 interface (see Section 5.1.2.1 of [Error! Reference source not found.])
	URI
	Not Allowed 
	Optional 

	access-fragment
	E4
	1..n
	Complete OMA BCAST Service Guide “Access” fragment as described in Section 5.1.2.4 of [Error! Reference source not found.] containing access information for the file delivery session associated with the DCD-3 interface. 

Note: Applications SHOULD provide at most one access fragment per underlying BDS.
	Structure 
	Not Allowed 
	Optional

	sdp-description
	E4
	1..n
	An SDP session description containing access information for the file delivery session associated with the DCD-3 interface. 
	String
	Not Allowed 
	Optional

	dcd-channel-selection-metadata
	E1
	0..N
	A subset of Channel Metadata (see Section Error! Reference source not found.) that allows DCD Server and/or DCD Client to facilitate channel selection for the DCD Enabled Client Application
	Structure
	Conditional

(note 1)
	Optional


Table 1 Application Profile

Change 2:  Section 8.2.2.1.2  - Delivery Personalization Channel Metadata

8.2.2.1.2 Delivery Personalization Metadata 

	Name
	Type
	Cardinality
	Description
	Data Type
	Used By DCD Entities

	delivery-personalization-metadata
	E
	1
	Contains the following attributes:

· channel-id 
· content-availability-notification

· dcd-provided-storage-size

· content-storage-location

· network-preferences 
· deliver-when-roaming
· update-upon-expiration
· dcd-2-broadcast-profile-name
Contains the following elements:
· dcd-2-broadcast-profile

	Structure
	DS, DC

	channel-id 

	A
	1
	Channel identifier assigned by the DCD Service Provider, to uniquely identify the channel within the DCD Service Provider domain. It is provided to the application through channel discovery means.    
	String
	DS, DC

	content-availability-notification


	A
	0..1
	An indication that the DCD Enabled Client Application should be given explicit notification from the DCD Client when new content has been received for this channel.

Values:

0 – False (*)

1 – True
	Boolean
	DC

	dcd-provided-storage-size


	A
	0..1
	A requested reserved amount of content storage space (in bytes) for this channel. This is mutually exclusive with content-storage-location.
	Integer
	DC

	content-storage-location
	A
	0..1
	A specific location provided by the DCD-Enabled Client Application where it wants the content delivered for this channel to be stored.
	String
	DC

	network-preferences 

	A
	0..1
	Descending priority-ordered, comma-separated list of network/bearer types for use in content delivery, selected per arbitrary deployment-specific criteria for network selection (e.g. GPRS vs. UMTS vs. Wi-Fi) based on delivery cost, bandwidth, quality of service, etc. DCD Client and DCD Server apply these criteria for content delivery over DCD-1 and DCD-2 interfaces. One or more of “UMTS”, “WiMAX”, “LTE”, “802.11”, “CBS”, “BCAST”.
	String
	DS, DC

	deliver-when-roaming


	A
	0..1
	Indication that content delivery is allowed when roaming.

Values:

0 – False (*)

1 – True
	Boolean
	DS, DC

	update-upon-expiration
	A
	0..1
	Indicates that the DCD Client should automatically send a content update request when all content for the channel has expired. This attribute is ignored if update-upon-expiration-allowed is “False”.
Values:

0 – False (*)

1 – True
	Boolean
	DC

	dcd-2-broadcast-profile-name
	A
	0..1
	A pre-configured DCD-2 connection profile to use for the DCD-2 interface.

This attribute is mutually exclusive with dcd-2-broadcast-profile.
	String
	DS, DC

	dcd-2-broadcast-profile
	E2
	0..1
	A set of parameters that define how the DCD Client receives content via the DCD-2 interface for specific transports (note: WAP Push requires no special configuration).

Contains the following attributes:

cell-broadcast-message-id

Contains the following sub-elements:

bcast-access-info
	Structure
	DC

	cell-broadcast-message-id
	A
	0..1
	The Cell Broadcast Service Message Identifier (logical Cell Broadcast Service channel) from which the DCD Client should expect DCD-2 interface data delivered via Cell Broadcast Service.
	Integer
	DS, DC

	bcast-access-info
	E4
	0..1
	OMA BCAST specific connection details (e.g. multicast IP, port, and TSI) for file delivery session over which the DCD Client should expect DCD-2 interface data to be delivered via OMA BCAST

Note: One of ‘service-fragment-reference’ or ‘access-fragment’ or ‘sdp-description’ but not more than one SHALL be instantiated. Implementation in XML Schema should use <choice>.
Contains the following sub-elements:

service-fragment-reference

access-fragment

Sdp-description
	Structure
	DS, DC

	service-reference 
	E5
	1
	A URI which provides the globalServiceID for the OMA BCAST service associated with the DCD-3 interface (see Section 5.1.2.1 of [Error! Reference source not found.])
	URI
	DS, DC

	access-fragment
	E5
	1..n
	Complete OMA BCAST Service Guide “Access” fragment as described in Section 5.1.2.4 of [Error! Reference source not found.] containing access information for the file delivery session associated with this DCD channel 

Note: Applications SHOULD provide at most one access fragment per underlying BDS
	Structure 
	DS, DC

	sdp-description
	E5
	1..n
	An SDP session description containing access information for the file delivery session associated with the DCD-3 interface.
	String
	DS, DC


Table 2 Delivery Personalization Metadata
Change 3:  Section 8.2.2.2.3 – Delivery Preferences Metadata

8.2.2.2.3 Delivery Preferences Metadata
	Name
	Type
	Cardinality
	Description
	Data Type
	Used By DCD Entities
	Include In Channel Guide 

	delivery-preferences-metadata
	E1
	1
	Contains the following attributes:
· channel-id

· network-preferences

· dcd-interface

· deliver-when-roaming
· suspend-allowed
· on-demand-pull-allowed

· update-upon-expiration-allowed
· dcd-1-connection-profile-name

· dcd-2-broadcast-profile -name

Contains the following sub-elements:

· pull-schedule

· dcd-1-connection-profile

· dcd-2-broadcast-profile
	Structure
	DS, DC
	

	channel-id 

	A
	1
	Channel identifier assigned by the DCD Service Provider, to uniquely identify the channel within the DCD Service Provider domain. It is inserted in delivery preferences metadata by the DCD Server.    
	String
	DS, DC
	No

	network-preferences
	A
	0..1
	Descending priority-ordered, comma-separated list of network/bearer types for use in content delivery, selected per arbitrary deployment-specific criteria for network selection (e.g. GPRS vs. UMTS vs. Wi-Fi) based on delivery cost, bandwidth, quality of service, etc. DCD Client and DCD Server apply these criteria for content delivery over DCD-1 and DCD-2 interfaces. One or more of “UMTS”, “WiMAX”, “LTE”, “802.11”, “CBS”, “BCAST”.
	String
	DS, DC
	No

	dcd-interface
	A
	0..1
	A comma-separated list of DCD interfaces to be used for content delivery.

Values:

DCD-1/HTTP

DCD-1/HTTPS

DCD-2/Point-To-Point

DCD-2/Broadcast
	String
	DS, DC
	No.

	deliver-when-roaming


	A
	0..1
	Content Provider supplied indication whether the content delivery is allowed when roaming. 

Values:

0 – False (*)

1 – True
	Boolean
	DS, DC
	No

	suspend-allowed
	A
	0..1
	Indication that DCD-Enabled Client Application is allowed to suspend delivery, either upon application request or based upon provided metadata.

Values:

0 – False

1 – True (*)
	Boolean
	DC
	Yes

	on-demand-pull-allowed
	A
	0..1
	Indication that on-demand channel update requests by the DCD-Enabled Client Application are allowed.

0 – False

1 – True (*)
	Boolean
	DC
	Yes

	pull-schedule
	E2
	0..N
	Set of schedules upon which the DCD Client should request channel updates via DCD-1.

Contains the following attributes:

pull-start-date

pull-start-time
pull-interval

pull-end-date

pull-end-time
	Structure
	DC
	No

	pull-start-date
	A
	0..1
	Date on which content pull should begin. 
	Date
	DC
	No

	pull-start-time
	A
	0..1
	Time at which interval pull should begin. If the time value is a clock time only (does not include a weekday or date indication), pull should begin daily at the given time.
	Time
	DC
	No

	pull-interval
	A
	0..1
	Interval between content update requests by the DCD Client, in seconds.
	Integer
	DC
	No

	pull-end-date
	A
	0..1
	Date on which content pull ends. 
	Date
	DC
	No

	pull-end-time
	A
	0..1
	Time at which content pull ends. If the time value is a clock time only (does not include a weekday or date indication), pull should end daily at the given time.
	Time
	DC
	No

	pull-end
	A
	0..1
	Time at which interval pull ends. If the time value is a clock time only (does not include a weekday or date indication), pull should end daily at the given time.
	String
	DC
	No

	update-upon-expiration-allowed
	A
	0..1
	Indicates that the DCD Enabled Client Application is allowed to request that the DCD Client automatically send a content update request when all content for the channel has expired.

Values:

0 – False (*)

1 – True
	Boolean
	DC
	Yes

	dcd-1-connection-profile-name
	A
	0..1
	A pre-configured DCD-1 connection profile to use for the DCD-1 interface.

This attribute is mutually exclusive with dcd-1-connection-profile.
	String
	DC
	No

	dcd-1-connection-profile
	E2
	0..1
	A set of parameters that define how the DCD Client interacts with the DCD Server for the DCD-1 interface.

This attribute is mutually exclusive with dcd-1-connection-profile-name.

Contains the following attributes:

dcd-server-address
proxy

Contains the following sub-elements:

data-connection-details
	Structure
	DC
	No

	dcd-server-address
	A
	1
	The address (URL) of the DCD-1 interface server assigned by the DCD Service Provider. This address is used by the DCD Client to retrieve content for channels via the DCD-1 interface.
	URI


	DC
	No

	proxy
	A
	0..1
	Address (IP address or hostname) of the WAP proxy that should be used for transactions via the DCD-1 interface.
	String
	DC
	No

	data-connection-details
	E3
	0..1
	Additional bearer-network-specific connection details for the DCD-1 interface, e.g. APN, data connection username / password, etc.

Contains the following attributes:

apn

auth-method

auth-username

auth-password
	Structure
	DC
	No

	apn
	A
	0..1
	Access Point Name used to establish a data connection for the interface.
	String
	DC
	No

	auth-method
	A
	0..1
	Authentication method for the interface. Possible values: “none”, “digest-user”, “digest-gba”, “x509”. If this attribute is not present, method “none” is assumed.
	String
	DC
	No

	auth-username
	A
	0..1
	Username for use with “digest-user” authentication method. If auth-method “digest-user” is specified and this attribute is not present, the username is to be determined through other unspecified means, e.g. user prompts.
	String
	DC
	No

	auth-password
	A
	0..1
	Password for use with “digest-user” authentication method. If auth-method “digest-user” is specified and this attribute is not present, the password is to be determined through other unspecified means, e.g. user prompts.
	String
	DC
	No

	dcd-2-broadcast-profile-name
	A
	0..1
	A pre-configured DCD-2 connection profile to use for the DCD-2 interface.

This attribute is mutually exclusive with dcd-2-broadcast-profile.
	String
	DS, DC
	No

	dcd-2-broadcast-profile
	E2
	0..1
	A set of parameters that define how the DCD Client receives content via the DCD-2 interface for specific transports (note: WAP Push requires no special configuration).

Contains the following attributes:

cell-broadcast-message-id

Contains the following sub-elements:

bcast-access-info
	Structure
	DC
	No

	cell-broadcast-message-id
	A
	0..1
	The Cell Broadcast Service Message Identifier (logical Cell Broadcast Service channel) from which the DCD Client should expect DCD-2 interface data delivered via Cell Broadcast Service.
	Integer
	DS, DC
	No

	bcast-access-info
	E4
	0..1
	OMA BCAST specific connection details (e.g. multicast IP, port, and TSI) for file delivery session over which the DCD Client should expect DCD-2 interface data to be delivered via OMA BCAST

Note: One of ‘service-fragment-reference’ or ‘access-fragment’ or ‘sdp-description’ but not more than one SHALL be instantiated. Implementation in XML Schema should use <choice>.
Contains the following sub-elements:

service-fragment-reference

access-fragment

Sdp-description
	Structure
	DS, DC
	No

	service-reference 
	E5
	1
	A URI which provides the globalServiceID for the OMA BCAST service associated with the DCD-3 interface (see Section 5.1.2.1 of [Error! Reference source not found.
	URI
	DS, DC
	No

	access-fragment
	E5
	1..n
	Complete OMA BCAST Service Guide “Access” fragment as described in Section 5.1.2.4 of [Error! Reference source not found.] containing access information for the file delivery session associated with this DCD channel 

Note: Applications SHOULD provide at most one access fragment per underlying BDS
	Structure 
	DS, DC
	No

	sdp-description
	E5
	1..n
	An SDP session description containing access information for the file delivery session associated with the DCD-3 interface.
	String
	DS, DC
	No


Table 3 Delivery Preferences Metadata
Change 4:  Section 8.2.2 – Channel Metadata Elements

8.2.2 Channel Metadata Elements, Attributes and Values

This section defines the Channel Metadata in detail.

DCD Servers and DCD Clients SHALL support DCD Channel Metadata defined in accordance with the “DCD Channel Metadata” XML schema.

Unless otherwise specified, all Channel Metadata elements and attributes are mandatory for support by DCD Servers and DCD Clients, and optional for use. 

Channel Metadata can be partitioned into the following logical subsets based on the source of metadata and the use in DCD transaction:

· Application supplied Channel Metadata

· Content Provider supplied Channel Metadata

Application supplied Channel Metadata is further partitioned into the following subsets:

· Channel Selection Metadata 

· Delivery Personalization Metadata

Content Provider supplied metadata could be partitioned into the following subsets:

· General Channel Metadata

· Charging Metadata

· Delivery Preferences Metadata

· Channel Publication Metadata

Some attributes of the Content Provider supplied metadata could be added or updated by the DCD Server as specified in the tables below.

DCD transactions may carry one or more subsets of Channel Metadata, detailed mapping of DCD messages to the appropriate subsets of channel metadata is specified in the DCD XML schema (see Section Error! Reference source not found.).

Explanation of the Type for metadata items:
· E = Elements
· A = Attributes

· 1,2,3, etc = nesting level of the element 
Channel Metadata subsets have the following structure:
channel-selection-metadata – E1
· mime-types – A

· content-types – A
delivery-personalization-metadata – E1

· channel-id – A 

· content-availability-notification – A
· dcd-provided-storage-size – A
· content-storage-location – A

· network-preferences – A 

· deliver-when-roaming – A
· update-upon-expiration – A  
· dcd-2-broadcast-profile-name – A

· dcd-2-broadcast-profile – E2

· cell-broadcast-message-id – A
· bcast-access-info – E3

· service-reference – E4

· access-fragment – E4
· sdp-description – E4
general-channel-metadata – E1
· channel-id – A 

· updated – A 
· storage-reservation – A
· channel-name – A

· channel-description – A

· channel-icon – E1

· mime-type - A
· adaptation-capability – E1
· genre – A

· parental-rating – A

· content-expiration – A

· content-protection – A
· matching-applications – A

· mime-types – A
· content-types – A
· subscription-required – A

charging-metadata – E1
· charging-rules – E2

· purchase-options – E2

· purchase-option-id – A

· cost-information – A

· price – E3

· amount – A

· currency – A

delivery-preferences-metadata – E1

· channel-id – A 

· network-preferences – A 

· dcd-interface – A
· deliver-when-roaming – A
· suspend-allowed – A
· on-demand-pull-allowed – A
· pull-schedule – E2

· pull-start-date – A
· pull-start-time – A
· pull-interval – A
· pull-end-date – A
· pull-end-time – A
· update-upon-expiration-allowed – A  
· dcd-1-connection-profile-name – A

· dcd-1-connection-profile – E2
· dcd-server-address – A

· proxy – A

· data-connection-details – E3
· apn – A
· auth-method – A
· auth-username – A
· auth-password – A

· dcd-2-broadcast-profile-name – A

· dcd-2-broadcast-profile – E2
· cell-broadcast-message-id – A
· bcast-access-info – E3

· service-reference – E4
· access-fragment – E4
· sdp-description – E4
channel-publication- metadata – E1

· channel-availability-start – A
· channel-availability-end – A
· publication-methods – A
· pull-publication-address – A
· publication-schedule – E2

· publication-start-date – A
· publication-start-time – A
· polling-interval – A
· publication-end-date – A
· publication-end-time – A
· push-schedule – E2

· push-start-date – A
· push-start-time – A
· push-interval – A

· push-end-date – A
· push-end-time – A

· channel-personalization – E2
· deliver-per-location – E3
· deliver-per-presence – E3
· deliver-per-xdms – E3

· channel-subscription – E2

· cp-subscription-manager-address – A
· notify-on-subscription-change – A
· proxied-subscription – A 
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