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1. Scope

This document defines the technical specification of Look and Feel Customization (LFC) Enabler. 

Mechanisms defined in this document fulfil the functional capabilities needed to support LFC enabler as described in the LFC Requirement Document [OMA-LFC-RD] and comply with the architecture defined in LFC Architecture Document [OMA-LFC-AD]. 

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA-LFC-RD]
	“Look and Feel Customization Requirements”, Open Mobile AllianceTM, OMA-RD-LFC-V1_0, URL:http://www.openmobilealliance.org/ 

	[OMA-LFC-AD]
	“Look and Feel Customization Architecture”, Open Mobile AllianceTM, OMA-AD-LFC-V1_0, URL:http://www.openmobilealliance.org/ 

	[DMPRO]
	“OMA Device Management Protocol”, Version 1.2, Open Mobile Alliance, OMA-TS-DM_Protocol-V1_2, URL:http://www.openmobilealliance.org/

	[OMA-DLOTA-TS]
	“Download Over the Air Specification”, Open Mobile AllianceTM, OMA-TS-DLOTA-V2_0, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA-DM-AC_MO]
	“White Paper on Provisioning Objects”, Open Mobile Alliance, OMA-WP-AC_MO, URL:http://www.openmobilealliance.org/

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	LFC Content Server
An entity that supports the delivery of LFC Packages to an LFC enabled device
LFC Element
One characteristic of a device’s LFC (e.g. screen saver, incoming data message alert, ringtone per caller, etc).
LFC Element Settings
The combination of an LFC Element and an associated value for it 
LFC Management Server

An entity that issues and handles the commands to perform Remote Management operations to an LFC enabled device

LFC Operations
Operations targeted on LFC Packages or LFC Element Settings which may be invoked on a LFC Client.
LFC Packages

Group of LFC Element Settings that are part of the device’s Look and Feel. This package is used by a Service Provider to describe part or the whole Look and Feel Customization of the device.
Look and Feel

Appearance and behavior of the device’s user interface.

Look and Feel Customization

Process by which all or part of a device’s Look and Feel is modified

Management Object
A data model for information which is a logical part of the interfaces exposed by DM components.
Remote Management
LFC Operations originating from an entity residing on the network to be performed on an LFC capable device
Secure removable media
It refers to secure physical devices able to be inserted to and removed from terminal equipments. These devices must be able to protect not only logically but physically the data and/or applications they carry. Typical secure removable medias in the LFC are the UICC’s (see [OMADICT])

	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3 Abbreviations

	DLOTA
	DownLoad Over The Air

	DM
	Device Management

	LFC
	Look and Feel Customization

	OMA
	Open Mobile Alliance

	SRM
	Secure Removable Media

	
	


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.
DELETE THIS COMMENT

5. Look and Feel Customization Framework

5.1 LFC Package and Element Settings
5.1.1 LFC package
LFC Package may contain operational instructions required for its installation, activation, or the others. The format for the operation instructions is implementation-specific.
LFC Package is a group of LFC Element Settings for delivery and management purposes. One LFC Package MUST consists of at least one LFC Element Setting. The number of LFC Element Settings and categories of LFC Element Setting in one LFC Package is not restricted. It is possible to include more than one of LFC Element Settings, all associated to one characteristic of a device’s look and feel.
	Name
	LFC Package Description

	ID
	The identification of the LFC Package. 

This element could be filled with the package’s web download URI or included with the SP’s domain name or other ways to avoid duplication.

	Version
	The version of the LFC Package.

	Name
	The user readable name of LFC Package.

	Description
	A short textual description of the LFC Package.


5.1.2 LFC Element Setting
The data associated with an LFC Element can contain either multi-values or a single value. However, at any time, there is only one active Element value for each LFC Element. LFC Element may also contain additional instructions. The format for the additional instructions is implementation-specific.

Editor’s Notes: this text should be re-visited again when more progress indone in this section.
LFC Element Setting is the combination of an LFC Element and an associated value for it.
	Name
	LFC Element Description

	ESID
	It defines the identification of the LFC Element Setting to distinguish from other LFC Element Settings so that the value should be unique. 

	ESDescription
	ESDescription is a user readable information about the LFC Element Setting.

	ESVersion
	It defines the version of the LFC Element Setting.

	ECategory
	ECategory is a vendor defined name to indicate which characteristic of a device’s look and feel is associated with the LFC Element Setting


5.1.3 LFC Package metadata
LFC Package metadata is a metadata associated to an LFC Package. The metadata consists of multiple attributes (e.g. id, name, version, etc. for LFC Package and every LFC Element Settings.) as well as category description for every LFC Element Setting to indicate which characteristic of a device’s look and feel is associated with the LFC Element Setting. The metadata MAY also consist of some information which will be used by the LFC Client to verify against the device capability. The metadata MUST be provided by the LFC Content Server and the same values MUST be placed in corresponding nodes of the LFC management tree by the LFC Client after installation of LFC Package if the LFC Remote Management is supported. 

The LFC Package metadata provides the description of the LFC Package, which will be used by the device to identify the LFC Package and render the LFC Element Settings. The table below lists the attributes of LFC Package Metadata. 
Table 1: LFC Package metadata
	Name
	Status
	LFC Description

	Type
	Mandatory
	The MIME media type of the LFC Package.

[Editor’s notes: The value of this element will be defined later.]


Editor’s Notes: Make sure this table works (and/or needed) for other transport mechanisms.

The LFC Package metadata may also be used for LFC Package Delivery. It provides the information for the device to identify, retrieve, and install the LFC Package. Such function of the LFC Package metadata is defined with relation to a specific download technology.
5.1.3.1 DLOTA
If DLOTA is used to download an LFC Package, LFC Package metadata will reuse the DLOTA Download Descriptor [OMA-TS-DLOTA]. The table below describes the usage of DLOTA Download Descriptor for LFC Package metadata. The elements which is defined in the DLOTA Download Descriptor and not mentioned in the Table 2 are Optional and the usage of such elements are defined outside this specification.

Table 2: LFC Package metadata
	Name
	Status
	LFC Description

	DDVersion
	Mandatory
	The version of the metadata. The description is defined in the [OMA-TS-DLOTA].

	product
	Mandatory
	Container of one or more LFC Packages.

	Media Object
	Mandatory
	Container of specific information for the LFC Package.

	Size
	Mandatory
	The number of bytes to be downloaded from the URI. i.e. the Download Size of the LFC Package.

	installSize
	Optional
	The number of bytes of Unallocated Memory that is required in order to download and install the LFC Package.

	type
	Mandatory
	It is filled with the “Type” attribute defined in 5.1.3.

	objectID
	Mandatory
	It is filled with the “ID” attribute defined in 5.1.1.

	objectVersion
	Mandatory
	It is filled with the “Version” attribute defined in 5.1.1.

	objectURI
	Mandatory
	The objectURI contains one or many server elements that define the set of URI’s that can be used to Download the LFC Package. The Delivery Client can choose any of the URI’s

	server
	Mandatory
	The URI (usually URL) from which the LFC Package can be downloaded.

	meta
	Optional
	Container of LFC Package information.

	name
	Optional
	It is filled with the “Name” attribute defined in 5.1.1.

	description
	Optional
	It is filled with the “Description” attribute defined in 5.1.1.

	environment
	Optional
	The Extension element for LFC Element Settings. The metadata related to the LFC Element will be described here.


Editor’s Notes: Check if the semantics of the “environment” field could be used for these purposes in LFC DD.

The metadata related to the LFC Element will be defined in the environment element. 

5.1.3.2 Other Download Mechanism

[To be defined]
5.2 Lightweight Model
5.2.1 Delivery of LFC Package

5.2.2 Installation of LFC Package

5.2.3 User Interaction

5.3 Remote Management Model
5.3.1 Delivery of LFC Package

5.3.2 Installation of LFC Package

5.3.3 Look and Feel Management Object
<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

<text>

5.3.3.1 Figure of the Management Object
(Informative)
<text>

5.3.3.2 Look and Feel Management Object Parameters
<text>

5.3.4 Behaviour Associated with the Management Object

5.3.4.1 Use of the Generic Alert

5.3.4.2 User Interaction Commands




	
	
	

	
	
	

	
	
	


5.3.5 SCOMO Use in LFC Remote Management Model
(Informative)

This section describes how to use SCOMO for the download (delivery) and install operations of LFC packages in LFC remote management model. 

5.3.5.1 SCOMO Introduction

SCOMO is a Software Component Management Object defined by OMA DM. It enables remote operations, such as download and install, for software components in the Device. SCOMO is application agnostic.  An LFC package is one example of a software component. This means SCOMO supports an LFC package’s download and install operations.

5.3.5.2 Rationale of SCOMO Use in LFC Remote Management Model 

The advantages of SCOMO use include: (1) Leverage Management Object (MO) design work already done in OMA DM to avoid repeated design work. And (2) Avoid duplicated implementations when both LFC and SCOMO enablers are in the device

5.3.5.3 SCOMO Use Approach in LFC Remote Management Model

LFCMO download and install nodes are optional. If a device already has SCOMO in it, LFCMO can use SCOMO to support download and install operations.  If SCOMO is used to support download and install operations, LFCMO itself must not implement the download and install operations. If the device does not use SCOMO for download and install operations, LFCMO must implement its own download and install operations.
If SCOMO is used for LFC remote management model, SCOMO is used for the following operations:
· Download: Download an LFC package

· InstallInacitve: Install an LFC package (no package activation)

· Remove: Remove a pre-installed LFC package 
(1) LFC package mapping in SCOMO

SCOMO supports to download and install a delivery package. A delivery package consists of one or more deployment components. A deployment component consists of a software component and its associated metadata. In LFC, An LFC package and its meta-data correspond to an LFC deployment component. An LFC delivery package contains one LFC deployment component. 

(2) LFCMO tree 

In LFCMO, the download and install nodes are optional. If SCOMO is used, LFCMO tree must not have its own download and install nodes (see Figure 1). And LFCMO needs to give the reference value (URI) to SCOMO at SCOMORef Node. If SCOMO is not used, the reference value at the SCOMORef node is set as NULL.
[image: image3.emf]   

Inventory Deployed

<Interior Node>

Delivered?

x*

PkgID

Data?

Name?

PkgType?

EnvType?

Description?

State

Operations

Remove?

Ext?

Download? x*

PkgID

PkgURL

Name?

Status

EnvType?

PktType?

Operations

Download?

Ext?

Ext?

Ext?

Status

InstallInactive?

Other LFC Operations

(please refer to 

corresponding 

LFCMO Tree) 

SCOMORef

Description?

If SCOMO is used,   The download and delivered    subtrees are NULL.  

Inventory Deployed

<Interior Node>

Other LFC Operations

(please refer to 

corresponding 

LFCMO Tree) 

SCOMORef


Figure 1: LFC MO tree in case of SCOMO Use for download and install operations
 (3) LFC Package States in SCOMO Delivery Package State Machine.
If SCOMO is used in LFC remote management mode, the states, “Not downloaded” and “Delivered”, of LFC package are realized by SCOMO’s delivery package state machine. LFC state machine must not implement these two states.  The corresponding states in SCOMO state machine are shown as below: 
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Figure 2: LFC Package States in SCOMO delivery package state machine
In SCOMO delivery package state machine, the installed state of a delivery package means the deployment component(s) within it have been installed in the execution environment. If a delivery package in SCOMO is an LFC package and the delivery package is in Installed state, it means the LFC package has been installed. In this case, DM client sends a notification to LFC Client and hands over the installed LFC package information and its current state to LFC client for further management purpose. When LFC client receives the handover, it must create the corresponding nodes in the deployed tree of LFCMO. For LFC package state machine, the state of the LFC package should be set as the corresponding state. 
6. Security Considerations
7. Look and Feel Customization Usage
(Informative)
Editor’s notes: Some examples will be provided here to describe the usage of the LFC.
Appendix A. Change History
(Informative)
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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