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1 Reason for Contribution

Input to the LA OMA meeting, for review and discussion in the OMA-MAE meeting.
2 Summary of Contribution

This is an extract of the Proxy-Based Redirect specification, from the architecture section.
3 Detailed Proposal

OMA-MAE is requested to consider the following for submission to OMA Arch as the architecture review input for Proxy-Based Redirect:
5. Architecture
(Normative)

5.1 Overview

The HTTP redirection mechanism is defined in [RFC2616]. In short, RFC2616 defines a means whereby an origin server can redirect a client to another resource location. As defined in [RFC2616], the client is responsible for handling of HTTP redirect responses. In this model, the HTTP proxy conveys the resource location information between the origin server and the client. It is then the responsibility of the client to take the further actions necessary for the redirection.

Although RFC2616 puts redirect response management in the client, it may, in some cases be convenient to take advantage of an architecture which enables network elements to manage the redirection. The Proxy-Based Redirect Architecture defines the concept of a Redirect Proxy. The redirect proxy is an HTTP proxy or proxy equivalent (e.g. WAP Gateway) that manages HTTP redirection on behalf of clients. The redirect proxy is responsible for managing proxy-based redirection, and modifies HTTP responses to the client to implement this function.

Proxy-based redirect is limited to use in temporary redirection of HTTP GET and HEAD requests since these are by far the most common HTTP redirection cases, and other cases have specific semantics only the client can meet.

This architecture supports clients with and without proxy-based redirect support, and enables clients and origin servers to control whether proxy-based redirection is enabled.

Proxy-based redirect operation has four stages:

· Enabling or disabling proxy-based redirect. Clients and origin servers can control this function with an HTTP header. Redirect proxies can control this function through network-based configuration.

· Client submission of an HTTP request, and origin server response with an HTTP redirect status code. The redirect location may be on the same or another origin server.

· Redirect proxy retrieval of the resource at the indicated location. The result may be another redirect response. Eventually a non-redirect response and content is received from an origin server.

· Redirect proxy delivery of the content to the client, with an indication of the actual content location provided in an HTTP header.

The essential architectural elements involved in proxy-based redirect are:

· Client: A wireless terminal-based program utilizing WSP or HTTP as the transport protocol for Pull services.

· Redirect Proxy: an HTTP proxy or proxy equivalent (e.g. WAP Gateway), offering WSP and/or HTTP proxy services to clients.

· Origin Server: A network-based program utilizing HTTP to deliver content to users of Pull services.
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Figure 1 Proxy-Based Redirect Architecture

5.2 Description of Enablers

Proxy-based redirect utilizes the enablers:

· Wireless Session Protocol [WSP]

WSP provides HTTP/1.1 functionality on the over-the-air interface between the client and the Redirect proxy. This includes the extensibility of WSP headers necessary for delivery of proxy-based redirect control options and status.

· HTTP [RFC2616]

HTTP provides HTTP/1.1 functionality on the over-the-air interface between the client and the Redirect proxy, and on the network interface between the Redirect proxy and the Origin Server. This includes the extensibility of HTTP headers necessary for delivery of proxy-based redirect control options and status.

· HTTP State Management [HTTPSM]

HTTPSM provides cookie management functionality for clients and Redirect proxies.

5.3 Description of Protocols

5.3.1 Proxy-Based Redirect Headers

5.2.1.1 X-Wap-Proxy-Based-Redirect-Location

The X-Wap-Proxy-Based-Redirect-Location response-header field supplies the resource location for the entity enclosed in a response, for entities accessed by a redirect proxy from a location separate from the requested resource's URI.

x-wap-proxy-based-redirect-location = "X-Wap-Proxy-Based-Redirect-Location” ":" absoluteURI

For the proxy-based redirect feature, this new new header has been defined for the following reasons:

· It creates a separation between this OMA-defined extension and [RFC2616].

· An extension header does not imply / illicit any specific [RFC2616] defined semantic on the device.

· It is different from the RFC2616 “location” header because the redirection has already taken place.

· It is different from the RFC2616 “content-location” header, in that, it may be a relative URI.

5.2.1.2 X-Wap-Proxy-Based-Redirect

The X-Wap-Proxy-Based-Redirect request-header field indicates client support of and preferences for use of proxy-based redirect in the current WSP session or for the current request.

x-wap-proxy-based-redirect
= "X-Wap-Proxy-Based-Redirect” ":" choice

choice 

= "enabled" | "disabled”

The choices are introduced briefly as follows:

· The value “enabled” expresses a preference to enable proxy-based redirect.

· The value “disabled” expresses a preference to disable proxy-based redirect.

The context in which the X-Wap-Proxy-Based-Redirect header is received determines the scope of its application:

· When received in WSP CONNECT requests, the X-Wap-Proxy-Based-Redirect header value applies for the current WSP session.

· When received in a WSP/HTTP GET or HEAD request, the X-Wap-Proxy-Based-Redirect header value applies for the current request.

· When recieved in an HTTP response from an origin server, the X-Wap-Proxy-Based-Redirect header value applies for the current response.
When received from clients, the meaning of the X-Wap-Proxy-Based-Redirect header is only defined in WSP CONNECT, WSP/HTTP GET, and WSP/HTTP HEAD requests. When received from origin servers, the meaning of the X-Wap-Proxy-Based-Redirect header is only defined in HTTP responses with HTTP status code "302 Found" or "307 Temporary Redirect".
4 Intellectual Property Rights Considerations

AT&T Wireless Services is not aware of any IPR relative to this contribution.
5 Recommendation

Since the section of the specification was reviewed in the London meeting and no changes have been made in the interim, OMA MAE is requested to approve the text above for forwarding to OMA Arch for architecture review.
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