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1. Scope
(Informative)

The mobile web industry has produced an extensive range of devices that support a variety of web browsers. The variety of web browsers and the variations in their supported browsing capabilities results in complex and effort-intensive work for both Content Developers and Service Providers in creating and maintaing web applications that are interoperable across the wide range of devices in order to achieve consistent end-user experience.

This document therefore defines requirements that will lead to the resolution of specific areas of mobile web browser functionality that currently results in web browser and web application interoperability issues.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


2.2 Informative References

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Device
	A Device is a voice and/or data terminal that uses a wireless bearer for data transfer. Device types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, etc.), data-only terminals, PDAs, laptop computers, PCMCIA cards for data communication, unattended data-only Devices (e.g. vending machines), and, when in a suitable terminal, Smart Cards (e.g. GSM SIM Smart Cards).

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction
(Informative)

In order to ensure the continuing growth of the mobile web market it is necessary to focus on improving the experience of the end-user who consumes web applications, and to continue to make available richer devices and web applications.

Today, the mobile web industry has produced a rich variety of devices that support mobile web browsers. In many ways this is one of the most exciting aspects of the mobile market; the rich variety and wide availability of devices provides the end user with extensive choices on how they can interact with the mobile web.

However, when compared to the personal computer browser market, which has far fewer supported web browsers, the multitude of web browsers and the variations between the browser implementations due to the optional nature of browser support for browser capabilities causes complex and effort-intensive work for both Content Developers and Service Providers in creating and maintaing web applications that are interoperable across the wide range of devices.

Browser content conformance

There are currently three main methods for dynamic determination of mobile web browser capabilities for support of web content, each of which has significant limitations:

1. Use of a User Agent header to tailor web applications to a specific web broswer including its browser version. In considering the number of web-enabled devices available in the mobile web market, the User Agent header is considered not to be a scalable method for achieving content negotiation. In addition, because of the need for specific handling of web browsers this method is also costly in terms of development and maintaince.

2. Utilisation of HTTP Accept headers and other HTTP headers provided by the web browser. This approach is complex and requires sophisticated content rendering logic that is required to select which content types should be used in the context of each request. Additionally, the use of HTTP Accept headers is also to an extent unreliable since in order to minimize header delivery in every request, which is perceived as an undesirable overhead, the trend in WAP2 devices is either to omit particular HTTP headers or to send wild card content types.

3. Utilisation of User Agent Profile (UAProf). This approach is also complex and requires sophisticated content rendering logic. In addition, because the support for UAProf varies across devices, and when implemented details of the same UAProf document across devices differs, the User Agent Profile method for content negotiatin is also considered as being non-reliable.

Interoperable web application and web content support across a variety of web browser requires one or more of the above methods. However to truly develop the mobile web market, a more straightforward method is required to attract a broader range of developers, and not just those Content Developers with resources to meet these challenges.

NOTE: The intent of this requirements document is not to lead to the creation of a new technology that will compete with UAProf as the premier mechanism in OMA for detailed content compatibility negotiation. The objective of the browser content conformance requirements activity, in comparison, is to lead to a complementary method for content negotiation that is focused on reliability and simplicity of browser and content implementation. The alternative chosen by a Content Developer or a Service Provider for a particular application can then be selected based upon the amount of resources expended in creating the application, and the flexibility required and available for dealing with special cases.

Browser HTTP conformance

Content Developers and Service Providers face a high level of complexity in ensuring interoperable web applications across web browsers. To ensure interoperability, Content Developers and Service Providers, not only need to ensure that web content is tailored to the web browser but also in many cases the HTTP server behaviour must also be tailored.

One of the main causes of this complexity is the variation in the support of HTTP features across web broswers. This situation in part arises because existing OMA HTTP specifications make reference to the IETF HTTP specifications without specifying which specifications and their capabilities are mandatory and which are optional.

This optionality leaves open to the web browser vendors the HTTP features that they choose to be supported by their browser implementations. This results in significant variation in browser compliance to HTTP features and hence non-interoperable web applications. Examples of inconsistent HTTP features implemented include:

· The URL length and number of URL variables supported varies significantly between clients. This limits use of HTTP and WML redirect to pass control and information between web servers;

· The Push URL length and number of URL variables supported in Service Indication and Service Loading content types varies significantly between Push clients. This prevents reliable use of WAP Push to deliver complex URLs to devices, e.g. for download of purchased content via the browser, or in general to retrieve content with lengthy URL parameters;

· Cache control options via HTTP headers or META directives vary significantly between clients. This prevents reliable use of device cache as a means to improve performance, and fails to ensure that stale content is not presented.

· Cookie size and control options vary significantly between clients. This prevents reliable use of cookies for storing of complex state information, or reliable cookie management in general.

· Time synchronization for purposes of cache and cookie management varies significantly between clients. This prevents reliable use of cache and cookies in many cases.

The objective of the HTTP browser conformance requirements activity will lead to a standard baseline of HTTP feature support for mobile web browsers.

In summary, the main factors that influence that lack of interoperability of web browsers, and which subsequently impact mobile web-based service growth are:

· Inconsistency and complexity of content negotiation;

· Inconsistent HTTP feature support.

These factors give rise to the need to focus efforts on:

· Simplifying the task of creating interoperable web applications across web browsers from a content support perspective (i.e. the need to address Browser content conformance requirements)

· Ensuring a reliable baseline of HTTP feature support across all mobile web browsers.

5. Use Cases
(Informative)

5.1 Use Case <Service Category>, Title

	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content

	Tickmarks (X)
	
	
	
	
	

	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for <Title>

5.1.1  ASK  \* MERGEFORMAT Short Description

5.1.2 Actors

5.1.2.1 Actor Specific Issues

5.1.2.2 Actor Specific Benefits

5.1.3 Pre-conditions

5.1.4 Post-conditions

5.1.5 Normal Flow

5.1.6 Alternative Flow

5.1.7 Operational and Quality of Experience Requirements

5.2 Open Issues

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	<Ref: Use Case Title> 
	


Table 2: High-Level Functional Requirements

6.1.1 Security

	<Ref: Use Case Title, HLFR>
	


Table 3: High-Level Functional Requirements – Security Items

6.1.2 Charging

	<Ref: Use Case Title, HLFR>
	


Table 4: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	<Ref: Use Case Title,  HLFR>
	


Table 5: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	<Ref: Use Case Title, HLFR>
	


Table 6: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	<Ref: Use Case Title, HLFR>
	


Table 7: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	<Ref: Use Case Title, HLFR>
	


Table 8: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>
	


Table 9: High-Level Functional Requirements – Security Items

<text>

6.3 System Elements

	System Element <letter>:
	<System Element Description>
	<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>


Table 10: System Elements

6.3.1 System Element A

	<Nr.>
	


Table 11: Requirements for System Element <A>

6.3.1.1 Interfaces to System Element X

6.3.2 Network interfaces

	<Nr.>
	<Ref: SE (letter)>
	


Table 12: Requirements for Network Interfaces

Appendix A. Change History
(Informative)

A.1 Draft Version 1.0 History
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B.1 App Headers

<More text>

B.1.1 More Headers
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