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1. Scope
(Informative)

This document defines the requirements for Dynamic Content Delivery.
<< This clause acts as a reminder to contributors of the RD:

This RD should have between 5 and 10 use cases.

When submitting use cases for consideration, contributors should include proposed requirements.

Inclusion of use cases that cover existing requirements should be avoided.

Requirements may be submitted without a use case.

For more detailed information on creating this RD, authors are asked to review the Requirements Best Practices document.  This is available on the website in the Requirements WG area.

DELETE THIS COMMENT>>

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Dynamic Content Delivery
	A client-server based content service intended to deliver personalized content on a periodic basis to mobile device.

	Presentation Window
	The portion of the screen that displays the content on mobile devices.


3.3 Abbreviations

	DCD
	Dynamic Content Delivery

	OMA
	Open Mobile Alliance

	
	


4. Introduction
(Informative)

Dynamic Content Delivery (DCD) is a solution for delivering personalized content on a periodic basis to mobile device subscribers.  An application on the mobile device receives the content from a network server for rendering, usually as an autonomous background activity.  The application may be integrated with a device's "idle screen" to increase the awareness and accessibility of the content to the user.  Within this application, the user can navigate the content, initiate requests for more detailed content, subscribe to additional content channels, and launch other applications.  This specification contains use cases and requirements for such a service.

5. Use Cases
(Informative)

5.1 Initial Use of Client Application
5.1.1  ASK  \* MERGEFORMAT  Short Description

The first time a User interacts with the Client Application, they should be presented with a default content display or with actual live content, if the Client Application has already successfully downloaded content from a Content Server.

5.1.2 Actors

· User: Begins interaction with the Client Application.

· Client Application: Presents default content or downloaded content to the User.

5.1.2.1 Actor Specific Issues

5.1.2.2 Actor Specific Benefits

5.1.3 Pre-conditions

The Client Application should be provisioned, but may or may not have downloaded an initial set of content.

5.1.4 Post-conditions

The Client Application displays default or initial content on the idle screen to the user.

5.1.5 Normal Flow

· User powers on the Client Device.

· The User views the idle screen, upon which the Client Application displays a short summary of content within one or more graphical groupings.

· If the Client Application has not yet retrieved an initial set of content from the Content Server, default content should be shown to the User.

· The content within each grouping in the Client Application display contains a limited amount of text and graphical information.  The information shown for each grouping may change dynamically to show multiple content items over time.  

· If the User finds a content item that is of interest to them, it can be selected in order to invoke a display of more information about that item.

5.1.6 Alternative Flow

5.1.7 Operational and Quality of Experience Requirements

5.2 <Add title here>
5.2.1  ASK  \* MERGEFORMAT  Short Description

5.2.2 Actors

5.2.2.1 Actor Specific Issues

5.2.2.2 Actor Specific Benefits

5.2.3 Pre-conditions

5.2.4 Post-conditions

5.2.5 Normal Flow

5.2.6 Alternative Flow

5.2.7 Operational and Quality of Experience Requirements

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	DCD-FUNC-001
	The DCD Enabler SHALL support the content delivery originated from the mobile device.
	

	DCD-FUNC-002
	The DCD Enabler SHALL support the content delivery originated from the content server.
	

	DCD-FUNC-003
	The DCD Enabler SHALL support the content subscription originated from the mobile device.
	

	DCD-FUNC-004
	The DCD Enabler MUST be data bearer agnostic.
	

	DCD-FUNC-005
	The DCD Enabler SHOULD support the partial transfer and resumption of content transfers that are interrupted before completion.
	

	DCD-FUNC-006
	The DCD Enabler SHOULD support the same content types and/or applications within the DCD presentation window that are supported by the handset natively
	

	DCD-FUNC-007
	The DCD Enabled-device MAY be able to support multiple simultaneous presentation windows
	

	DCD-FUNC-008
	The DCD Enabler MUST support the transfer of any text or binary data type that can be represented using appropriate OMA-compliant MIME type encoding
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	DCD-SEC-001
	The Client Application MUST authenticate the source of any subscription information prior to accepting any information.
	

	DCD-SEC-002
	The Client Application MUST authenticate the Content Server when it tries to push content.
	

	DCD-SEC-003
	The Content Server MUST authenticate the Client Application when it tries to retrieve content.
	

	DCD-SEC-004
	The Content Server MUST authenticate the Client Application when it tries to retrieve/alter a subscription list.
	

	DCD-SEC-005
	The source of any subscription information MUST authenticate the User before sending any subscription information.
	

	DCD-SEC-006
	The DCD service MUST support device, client, and user identification.
	

	DCD-SEC-007
	The DCD MUST ensure that only authorized agents are permitted to update DCD provisioning information on client devices.
	

	
	
	


6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	


Table 2: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	DCD-ADM-001
	The Client Device MUST authenticate the Provisioning Server when sending bootstrap info. 
	

	
	
	


Table 3: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	
	


Table 4: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	DCD-IOP-001
	Any DCD-Enabled Client SHALL be able to communicate to any DCD-Enabled Content Server
	

	DCD-IOP-002
	Roaming among Operators MUST be supported
	

	
	
	


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	


Table 6: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	


Table 7: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History
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