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1. Scope
(Informative)

This document identifies requirements for integrating the browsing enabler with other applications on the device. This is referred to in this document as “Application Integration.” The following applications are within scope for this version of Application Integration :

· Calendar

· Contacts

· Phonebook

· Camera

· Bookmarks

· Voicemail

This document identifies the specific functions applicable to each of these applications when invoked from the browser.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.
3.2 Definitions

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction
(Informative)

As the Browsing enabler has evolved, the analogy of the browser as a standalone application is no longer sufficient to fulfill the requirements of mobile content developers and service providers. There is a need to integrate the browser in a structured manner with well-defined interfaces to the other applications residing on a device, allowing the Browsing enabler to support a wider range of use cases.

Chapter 5 identifies some of these use cases, and chapter 6 identifies the specific functions required from the browser to support these use cases.

5. Use Cases
(Informative)

5.1 Use Case – Modifying device profile from the browser

5.1.1  ASK  \* MERGEFORMAT Short Description

End User clicks on input elements (checkboxes, radio buttons, etc.) or links within the browser to modify his/her device’s current profile (meeting, outdoor, etc.) 

5.1.2 Actors

End User – Individual using the browsing enabler on their mobile device.

Profile Application – The application on the device which natively handles all profile modifications. This can be a standalone function or part of some other function such as “settings.”

5.1.2.1 Actor Specific Issues

End User – Security considerations. Some acknowledgment will be necessary to prevent unauthorized modification of device settings.

5.1.2.2 Actor Specific Benefits

Allows modification of volume/tone settings without having to leave the page being browsed.

5.1.3 Pre-conditions

N/A

5.1.4 Post-conditions

Profile Application – The specified profile is selected, or the alternatively the user is taken to a selection screen where a profile can be selected.

End User – The user is returned to the browser where he left off.

5.1.5 Normal Flow

	Steps and behaviors
	End-user
	Profile Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Switch to meeting mode” action associated with it.
	X
	

	Profile application displays an alert and requests user confirmation
	
	X

	End User confirms profile modification. 
	X
	

	Specified profile is activated, and user returned to page being browsed.
	
	X


5.1.6 Alternative Flow

	Steps and behaviors
	End-user
	Calendar Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Change Profile” action associated with it.
	X
	

	Profile application launches with a list of available profiles. 
	
	X

	End User selects desired profile to be activated. 
	X
	

	Profile application activates selected profile, and returns user to page being browsed.
	
	X


5.1.7 Operational and Quality of Experience Requirements

5.2 Use Case – Launching Messaging Inbox from the Browser

5.2.1  ASK  \* MERGEFORMAT Short Description

In this use case, the End User is given the ability to the messaging (sms, mms, email) Inbox by clicking a link in the browser. 

5.2.2 Actors

End User – Individual using the browsing enabler on their mobile device.

Messaging Application – The messaging application on the device. This can be an sms, mms, or email application, or an integrated messaging application that handles all messaging types.

5.2.2.1 Actor Specific Issues

N/A

5.2.2.2 Actor Specific Benefits

Allows integrated messaging from within the browser.

5.2.3 Pre-conditions

N/A

5.2.4 Post-conditions

Messaging Application – The application has exited.

End User – The user is returned to the browser where he left off.

5.2.5 Normal Flow

	Steps and behaviors
	End-user
	PTT Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Launch messaging Inbox” action associated with it.
	X
	

	Messaging application displays the Inbox view.
	
	X

	End User performs messaging actions and returns to browser by clicking appropriate soft/hard key. 
	X
	

	Messaging application exits, End User is returned to browser where he/she left off.
	
	X


5.2.6 Alternative Flow

N/A

5.2.7 Operational and Quality of Experience Requirements

N/A

5.3 Use Case – Adding a Calendar event

5.3.1  ASK  \* MERGEFORMAT Short Description

In this use case, the End User clicks on a link while browsing a page to have a particular event added to his device calendar without requiring him to enter any of the details himself.

5.3.2 Actors

End User – Individual using the browsing enabler on their mobile device.

Calendar Application – The application on the device which natively handles all calendar functions.

5.3.2.1 Actor Specific Issues

End User – Security considerations. Some acknowledgment will be necessary to prevent unauthorized entry of information into the device calendar.

5.3.2.2 Actor Specific Benefits

Adding a specified calendar event requires less effort and time.

5.3.3 Pre-conditions

N/A

5.3.4 Post-conditions

Calendar Application – The specified calendar event is added to the user’s device calendar.

End User – The user is returned to the browser where he left off.

5.3.5 Normal Flow

	Steps and behaviors
	End-user
	Calendar Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Calendar – Add Event” action associated with it.
	X
	

	Calendar application displays an alert with the details of the event to be added, and requests user confirmation
	
	X

	End User confirms event to be added 
	X
	

	Calendar application adds specified event to the device’s calendar.
	
	X


5.3.6 Alternative Flow

	Steps and behaviors
	End-user
	Calendar Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Calendar – Add Event” action associated with it.
	X
	

	Calendar application displays an alert with the details of the event to be added, and requests user confirmation
	
	X

	End User rejects the event to be added 
	X
	

	Calendar application does nothing, returns user to page being browsed.
	
	X


5.3.7 Operational and Quality of Experience Requirements

5.4 Use Case – Adding a Bookmark 

5.4.1  ASK  \* MERGEFORMAT Short Description

In this use case, the End User clicks on a link while browsing a page to have a particular bookmark added to the device. This could be the current page, or a specified URL.

5.4.2 Actors

End User – Individual using the browsing enabler on their mobile device.

Bookmark Application – The application on the device which natively handles all bookmark functions. This may be a standalone application or part of another application such as the browser.

5.4.2.1 Actor Specific Issues

End User – Security considerations. Some acknowledgment will be necessary to prevent unauthorized entry of bookmarks into the device.

5.4.2.2 Actor Specific Benefits

Adding a specified bookmark requires less effort and time. Similar to keyboard shortcuts available on desktop browsers to bookmark current page.

5.4.3 Pre-conditions

N/A

5.4.4 Post-conditions

Bookmark Application – The specified bookmark is added to the user’s device.

End User – The user is returned to the browser where he left off.

5.4.5 Normal Flow

	Steps and behaviors
	End-user
	Bookmark Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Add Bookmark” or “Bookmark this page” action associated with it.
	X
	

	Bookmark application displays an alert with the details of the bookmark to be added, and requests user confirmation
	
	X

	End User confirms bookmark to be added 
	X
	

	Bookmark application adds specified bookmark to the device.
	
	X


5.4.6 Alternative Flow

	Steps and behaviors
	End-user
	Bookmark Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Add Bookmark” or “Bookmark this page” action associated with it.
	X
	

	Bookmark application displays an alert with the details of the bookmark to be added, and asks user to specify a title for the bookmark.
	
	X

	End User enters a title and confirms bookmark to be added 
	X
	

	Bookmark application adds specified bookmark with the given title to the device.
	
	X


5.5 Use Case – Camera 

5.5.1  ASK  \* MERGEFORMAT Short Description

In this use case, the End User clicks on a link while browsing a page to launch the camera.

5.5.2 Actors

End User – Individual using the browsing enabler on their mobile device.

Camera Application – The application on the device which natively handles the camera. 

5.5.2.1 Actor Specific Issues

N/A.

5.5.2.2 Actor Specific Benefits

More integrated multimedia experience – possibility to show the camera viewfinder within the context of the browser.

5.5.3 Pre-conditions

N/A

5.5.4 Post-conditions

Camera Application – The application stores any captured images if applicable, then exits.

End User – The user is returned to the browser where he left off.

5.5.5 Normal Flow

	Steps and behaviors
	End-user
	Camera Application

	End User navigates to a page which makes use of application integration semantics.
	X
	

	End User clicks on a link which has a “Launch Camera” action associated with it.
	X
	

	Camera application launches with viewfinder display.
	
	X

	End User captures a still/moving image. 
	X
	

	Camera application saves image with user acknowledgment as needed.
	
	X


5.5.6 Alternative Flow

N/A

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	
	User MUST be able to modify the device profile with single click from the browser.
	

	
	User MUST be able to modify the messaging Inbox with single click from the browser.
	

	
	User MUST be able to add a Calendar event with single click from the browser.
	

	
	User MUST be able to launch the Bookmarks application via a single click from the browser.
	

	
	User MUST be able to launch the Camera application via a single click from the browser.
	

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	SEC-1
	There MUST be user acknowledgment for any modifications to the device settings and/or its data.
	

	
	
	

	
	
	


6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	
	
	

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	OMA-xxyyz-V1_2
	7 Jun 2005
	
	Initial Draft

	
	
	
	





Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.
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