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1 Reason for Contribution

To further development of the DCD RD through discussion of various requirements.

2 Summary of Contribution

The intent of the new requirements is to introduce DCD channel-specific connection profiles. Via these profiles, DCD content update for different channels can occur using different proxy servers or DCD content servers. This will enable flexibility in DCD service network deployment (e.g. for load balancing or channel-specific data connection requirements) and charging (e.g. to allow differential charging of data usage for DCD service by proxy IP address).
3 Detailed Proposal

3.1 Definitions

	Connection Profile
	A set of parameters controlling the data path used by the DCD service, e.g. DCD content server address or proxy/gateway address.


5.6 Use Case I&E, Multiple DCD Connection Profiles

5.6.1  ASK  \* MERGEFORMAT Short Description

DCD content update for different channels can occur using different data paths, e.g. proxy servers or DCD content servers. This will enable flexibility in DCD service network deployment and charging, e.g. for:

· load balancing/distribution: multiple DCD server complexes may be operated, each serving a number of channels. This enables:

· Deployment of smaller DCD server complexes, improving the infrastructure cost of operating the DCD service

· DCD server complex geographic diversity/redundancy, improving the reliability and maintainability of the DCD service

· channel-specific data path requirements, e.g. to support:

· higher levels of security in some channels, e.g. due to the delivery of private information; such channels may require routing over VPN connections to the DCD server complex

· selection of special proxy/gateway for some channels, e.g. so additional information can be passed to the DCD server from the proxy/gateway, or other special proxy/gateway handling provided

· differential charging of data usage for DCD service, e.g. to support:

· use of established methods for data usage charging record collection and mediation, based upon IP core network elements, e.g. service modules in IP network switches, that create charging records based upon destination IP address (proxy/gateway/server) or hostname.

· differentiate channels using multiple rate plans, e.g. free or monthly-recurring-charge(MRC)-based (with usage unrecorded, zero-rated, or backed out), pay-per-use (per-KB charge), prepaid, where established deployments require different network data paths through core IP network elements

In practice, only a few such specific connection profiles would probably be configured, since the variety of connections needed would be few. Most channels would probably be associated with a couple of main profiles, and special channels provided with additional profiles as needed (e.g. for special data connection requirements or charging). These profiles could be managed at the application level through DCD service control data, e.g. via metadata associated with each channel.

5.6.2 Actors

· User of a Device with active DCD service

· DCD Provider – a mobile operator (or another Service Provider) that offers DCD services

5.6.2.1 Actor Specific Issues

5.6.2.2 Actor Specific Benefits

5.6.3 Pre-conditions

· A user is receiving DCD service that requires different connection profiles for some channels.

5.6.4 Post-conditions

· The DCD service has been provided per the special requirements of each channel.
5.6.5 Normal Flow

· Most DCD channels provided to the user are served from one of two DCD server complexes (A & B) in different data centers. Service is distributed between these complexes in the normal case, enabling them to provide redundancy for each other, and diversity for network load balancing.

· When a channel update is required, the DCD client requests the content from the configured DCD server address (A or B).

· During a maintenance window, DCD server complex A is taken out of service for an upgrade. Complex B begins serving all requests at both DCD server addresses. After the maintenance, complex A returns to serving requests at DCD server address A.

· A user subscribes to a personalized channel that provides a dashboard of sensitive personal information, e.g. stock positions, wireless data account information, location of the user’s children, etc. The privacy/security policy of the DCD service provider requires that this information be delivered over a secure private network connection from the DCD server C to the user. Other channels provided to the user are not affected by privacy/security concerns, and can be delivered over the Internet from DCD server D.

· A channel update from DCD server C is required, and is routed over the secured private network connection, preserving the privacy and security of the content.

· A channel update from DCD server D is required, and is routed over the Internet. This prevents the need to use the more costly private network connection, enabling the private network connections to be cost-effectively scaled.

· A user receives a free DCD channel used for DCD service provider promotional purposes, another channel which is charged at per-KB rates, and a third channel which is usage-free and charged by a MRC. The free and MRC channels are served via proxy/gateway A, and the per-KB channel are served via proxy/gateway B. The DCD service provider uses IP network switches for data usage collection based upon the proxy/gateway IP address used by clients.

5.6.6 Alternative Flow
5.6.7 Operational and Quality of Experience Requirements

6.1 High-Level Functional Requirements
	Label
	Description
	Enabler Release

	DCD-FUNC-nn1
	The DCD enabler SHALL support association of a data connection profile to each DCD channel.
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The input should be discussed in the first available DCD meeting.
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