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1 Reason for Contribution

This contribution proposes updates to the existing use-case for reliable and consistent content negotiation. The proposed updates are to further clarify the issues related to caching that leads to poor user experience and content interoperability. During the San Diego meeting the notion of specifying a minimum cache size was discussed but was not agreed.

This contribution identifies further issues and associated requirements related to the manageability of cache size.

2 Summary of Contribution

See section 3.

3 Detailed Proposal

6.1 Use Case 1. Reliable and consistent content negotiation and minimum features for browser interoperability
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Table 1: Affected Areas for Reliable and consistent content negotiation and features for browser interoperability

6.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes a scenario where several end-users all browse the same web page, and where each end-user uses a different web browser implementation. All served content is displayed correctly on the devices and the end-users browsing experience is good.

6.1.2 Actors

End-user:
· The end-user consumes the served content that they requested and experiences consistent and expected quality of service. This also means that any cached content on the device represents the latest version served by the Content Provider.

Content Provider:

· The Content Provider serves mobile web content in response to an end-user’s web browser request. 

Note: In the context of this use-case, the Content Provider also forms the role of a Service Provider.

5.2.1.1 Actor Specific Issues

End-user:

· The end user expects a consistent (or improved) browsing experience with no (or limited) user experience browsing faults, across a range of different devices, e.g. this may occur during when an end-user either purchases a new phone or upgrades their existing phone;
· The end user expects that any cached content on their device represent the latest version served by the Content Provider. Inconsistent interpretation of caching directives and management of session information means that some devices do not correctly handle the caching of web pages. This could result in the user being presented with an out of date web pages.

Content Provider:

· The Content Provider expects to be able to serve all mobile web browsers, and their specific versions, without effort intensive and costly device-specific handling techniques. Due to the lack of information or inconsistent information relating to the capabilities of mobile web browsers the Content Provider either assumes the supported web browser capabilities and tailors content as a “best effort”, or they simply serve default content (e.g. text and hyperlinks), which might not be compatible with specific mobile web browsers, or versions of the same web browser. 
These issues are further described by the following examples:

· For a Content Provider that performs content negotiation upon the User Agent header, which contains only limited information about the user-agent, sent by the web browser (i.e. browser-specific handling) the issues faced include:

· With an increasing availability of web browsers, the Content Provider spends significant time and effort (and hence cost) in ensuring that when new web browsers are launched into the market place that the capabilities of these devices are determined as accurately as possible, and proprietary libraries for each device are developed, before the launch of that web browser, in order to ensure as best as possible that Content Provider content is compatibly with the new device.

· If the Content Provider is not able to spend the resources required to stay ahead of device launches, or the content provider is not able to prepare support for a specific browser before its launch by operators, the content provider must fallback to a least-common-denominator approach, delivering a subset of content types that are very likely to be supported

· For a Content Provider that performs content negotiation upon the HTTP Accept headers sent by the browser, the issues faced include:

· When a device sends only the “*/*” MIME type in the HTTP Accept headers the Content Provider is forced to either assume content compatibility, or use browser-specific handling based upon the User Agent header;

· The number of supported MIME types in the HTTP Accept header varies considerably across devices. Additionally, when a device sends only a limited supported set of media types in the Accept headers the Content Provider can not reliably depend upon the Accept headers. If a specific media type is not included in the Accept header, the Content Provider is forced either to assume that the device does not support the specific media, or resort to exception handling based upon the User Agent header. However, if devices sends all possible supported MIME types in the Accept headers then the performance of those devices (e.g. latency) are worse than those devices that send a limited number of headers.
· The Content Provider, in order to determine more accurately the capabilities of the web browser, uses not only the information provided in the UA header and the Accept headers, but leverages the information provided by the device’s UAProf. Even though UAProf is not used in the content negotiation process, the information collectively provided in UAProf, HTTP Accept and UA header aids the Content Provider to ensure content interoperability on each web browser. However, the use of UAProf gives rise to a number of issues for the Content Provider:
· UAProf implementations are not consistent, e.g. there no consistent support of elements due to the optional nature of UAProf, the vocabulary (semantics) of UAProf differs across implementations, and a number of important elements needed by the Content Provider to develop content suitable for mobile web devices (e.g. usable screen size, video camera, streaming media format) are not supported. 
· In some cases, information contained in UAProf and information contained in the Accept headers are inconsistent and incorrect (e.g. UAProf indicates that the device supports a feature when in practice the feature isn’t supported).
· Not all mobile web browsers support the x-wap-profile: uaprof header. Additionally, mobile web browsers use x-wap-profile and its elements inconsistently. For example,  to identify and distinguish between 2G and 3G bearers:

· One device supporting 3G supports:

x-wap-profile:"http://vendorA.com/…/Profile/deviceA_NO_BEARER.rdf"\r\n

x-wap-profile:"http://vendorA.com/…/Profile/deviceA_WITH_BEARER.rdf"\r\n

· The same make of device supporting only 2G supports:

x-wap-profile:"http://vendorA.com/…/Profile/deviceA_NO_BEARER.rdf"\r\n

· Another device supporting 3G supports:

x-wap-profile:"http://vendorA.com/…/UAProfile/deviceA-3G.XML\r\n

· The same make of device supporting only 2G supports:

· x-wap-profile:"http://vendorA.com/…/UAProfile/deviceA.XML\r\nAnother device supporting 3G provide not indication

x-wap-profile:"http://vendorA.com/…/uaprofile/deviceA.XML\r\n
· The Content Provider (when acting as a Service Provider, i.e. they may not be authors of the content) needs to adapt and manage the content for different web browsers and web browser versions. In some cases, if the Content Provider is not aware or informed of firmware updates for a web browser, content served, which could be correctly displayed before the update, no longer works after the update. Today, there are real examples where an end-user receives different browsing experiences based on different firmware versions of the same device.
· The Content Provider needs to be aware of the caching directives supported by each device. Inconsistent interpretation of caching directives and management of session information, and multiple methods (e.g. meta=http-equiv=“cache=Control” or meta name=“cache control”) to invoke or prevent a device from caching web pages/content means that some devices do not correctly handle the caching of web pages and content. This results in the user being presented with an out of date page or having to revalidate pages that should have been cached. This also means that the Content Provider is not aware that cached content on a device is out-of-date.
· The Content Provider needs to be aware of not only the size of a devices cache but also how each device manages its cache and cache size. The Content Provider needs to know the capabilities of the devices cache in order to specify how specific content is cached (e.g. for a specific period of time) and how to ensure that other specific content binary object) is not cached.
5.2.1.2 Actor Specific Benefits

End-user:

· The end user browses to a web page and all content is presented correctly (e.g. rendered appropriately, and is presented with an up-to-date cached page) and the end-user experiences good browsing experience;

· The end user experiences a consistent (or improved) browsing experience without incurring browsing errors, across a range of different devices and different versions of the same device, across a range of Content Providers, and across a number of access technologies;

Content Provider

· Reliable Content negotiation between Content Provider and device is achieved and the Content Provider receives all browser capabilities, including the supported mechanisms for web browser control (e.g. for caching purposes), which allows the Content Provider to be confident that content served is compatible with a web browser that has negotiated its capabilities with the Content Provider, which are attached to various network technologies, without the need for costly specific device handling mechanisms, e.g. libraries of device profiles.
6.1.3 Pre-conditions

· The mobile device supporting a web browser is configured (i.e. it can be connected to the Internet) to browse the web and a Content Provider’s portal;

· There is support of reliable and consistent content negotiation and features between different web browsers (and versions of the same web browser) and the Content Provider.

· The Content Provider supports the mechanisms to generate content for different web browser capabilities.

6.1.4 Post-conditions

· The end-user is provided with content compatible with their web browser.

· The content served by a Content Provider is made available for consumption across a wide range of web browsers and end-users.

6.1.5 Normal Flow

1. An end-user purchases a new mobile device that supports the latest web browser.

2. The end-user launches the web browser and then selects a link (URL) that initiates a request to the Content Provider.

3. The Content Provider receives the request and detects the browser’s content compatibility, without any special preparation, or knowledge, of the new web browser.

4. The Content Provider serves content that is compatible with their web browser without any preparation of the content
.

5. The browser processes the content for the end-user and the end-user consumes the content. The end-user has a good browsing experience.

6. Any cached content is refreshed and referred to 
(revalidated) when appropriate, which means that the end-user always consumes the latest version of the available content.

6.1.6 Alternative Flow

Alternative Step 1: The end-user (or the Vendor of that device) upgrades the mobile web browser.

Alternative Step 1: The end-user migrates their subscription from one Content Provider to another Content Provider.

6.1.7 Operational and Quality of Experience Requirements

None

6.2 Open Issues

None

6.3 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	[BRWSRIOP-UC1-HL-7]
	The behaviour of a web browser (i.e. UA cache directive processing) when it retrieves content from its cache SHALL be consistent.
	

	[BRWSRIOP-UC1-HL-8]
	Mobile web browsers SHALL support a interoperable set of caching 
directives.
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review, agree and include the changes as described in section 3 in the Browsing interoperability RD.
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