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1 Reason for Contribution

To close an action item from the Montreal meeting: “Cingular to clarify the product requirements necessitating client storage, with followup by the MAE-DCD group to define what those require in terms of specifications.”
2 Summary of Contribution

The DCD RD currently includes the following requirements related to content storage on the DCD-enabled device:
	DCD-FUNC-053
	The DCD Enabler SHALL support pre-fetch (delivery without display) of additional content to the DCD client's local content storage
	

	DCD-FUNC-054
	The DCD Enabler SHALL support retrieval of cached content or persistently stored content for an item from the DCD client's local content storage.
	

	DCD-FUNC-079
	DCD clients SHALL enable the user to select the content storage period individually for each channel.  
	

	DCD-FUNC-055
	The DCD client SHALL support UTC time synchronization for the content cache.  
	

	DCD-PRV-003
	The DCD client SHALL enable the user to delete locally cached content manually.
	

	DCD-PRV-004
	The DCD client SHALL allow a properly authenticated DCD Provider to delete cached content remotely.
	


The product (meaning service offered to the user)-focused needs driving these requirements can be summarized:

DCD should enable services in which content is asynchronously delivered (or “pre-fetched”, meaning from a user perspective, not requiring user interaction) to the DCD client and stored on the device. This content can then be used (e.g. browsed by the user or otherwise presented via the DCD client) at any time. The amount of content that can be pre-fetched and stored will affect:

· the user experience, e.g. the “depth” of content related to a specific DCD-enabled service aspect (e.g. a “topic” in one content model), or the richness (e.g. presentation capabilities and media types/size) of the overall experience

· the efficiency of network and server utilization for the DCD service operator

Obviously content storage requirements, content freshness, and storage management need to be considered in DCD service deployment. The DCD enabler should provide the facility for DCD service providers and users to manage the content storage, with the objective that it should be as easy/transparent to the user as possible. The user should not have to select a lot of options or manage content storage directly, but should have some available controls if they want to use them (e.g. as also specified for user-selectable content delivery options). The service provider should be able to leverage content storage for pre-fetch of DCD content in a predictable way. For example:

· the content storage capabilities of the DCD client should be discoverable by the DCD server

· content time-to-live should be reliable via time synchronization between the server and client
· the DCD server should be able to remotely manage the DCD client content storage
· DCD content or client semantics should include the ability to direct the DCD client to first look in local storage for referenced content, and then retrieve the content as necessary if it is not locally available
The question whether we need to specify DCD content as cached or stored is relevant only to the extent that those terms affect reliability of content storage. Again, the intent is that the DCD service provider can reliably leverage client storage, i.e. in a predictable way. If caching means in a particular device that the DCD content storage space is shared among multiple clients and thus the DCD content may be removed by a common cache manager to make room for another client’s content, then that breaks the predictability of the service. So the key objective is that the DCD content storage is managed independently of other client’s content storage, so that the amount of storage available to the DCD service provider is predictable, once known.
Most of these capabilities are already covered by the existing requirements. A couple of new requirements are proposed for the additional clarifications.
3 Detailed Proposal

6.1.1.5 Content
	DCD-FUNC-nnn
	The DCD server SHALL be able to discover the amount of DCD content storage available for a DCD client.
	

	DCD-FUNC-nnn
	DCD clients SHALL support content storage/cache that is independent from other clients on the device.
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The input should be discussed in the first available DCD meeting.
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