Doc# OMA-MAE-2005-0260-Client-Side-CS-FW-ETR[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-Template-InputContribution-20050101-I.doc
Input Contribution



Input Contribution

	Title:
	Proposal for Client_Side_CS_FW ETR
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-MAE

	Submission Date:
	9 October 2005

	Source:
	Nicola Vote, McAfee, Nicola@mcafeemobile.com
Hyunsuk Seung, NTT DoCoMo, seung@cet.yrp.nttdocomo.co.jp

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This contribution proposes a baseline draft of the Client Side Content Screening Framework (Client_Side_CS_FW) Enabler Test Requirements (ETR) document to initiate the development of the Enabler Release Package. 
2 Summary of Contribution

Baseline draft of the ETR document for Client_Side_CS_FW. 
3 Detailed Proposal

4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler Client Side Content Screening Framework-1.0, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA Client-Side Content Screening Framework Architectural Document-1.0: Specifying the framework interfaces of the client side content screening framework
· OMA Client Side Content Screening Framework Technical Specification-1.0: Specifying the technical details of the framework interfaces of the client side content screening framework 
Generally, the testing activity should aim at validating the normal working behaviour of the enabler interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for Client Side Content Screening Framework-1.0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler Client Side Content Screening Framework-1.0.
5. Test Requirements
OMA Client Side Content Screening Framework Enabler defines a scan interface CSFScanData (CSF-1) and a set of supporting interfaces for use by OMA and non-OMA enablers related to end-user content delivery and/or processing for content scanning. The enabler consists of a requirements document, an architecture document and a technical specification that defines the technical details of the scan interface.  
5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler Client Side Content Screening Framework-1.0.

5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the framework.
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Invoking scan engine to scan content
	Required to test whether the invoking enabler provides data of the content as input to CSFScanData interface.

	
	Result of the scan returned by the scan engine
	Required to test whether the scan engine returns the result of the scan as output of CSFScanData interface.

	
	Status code 
	Required to test whether the scan engine returns status code for “success” as output of CSFScanData interface.

	ERROR FLOW
	Status code 
	Required to test whether the scan engine returns status code for “failure” as output of CSFScanData interface.


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.2 Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the framework, this requirement SHALL be tested.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Type of content
	Required to test whether the invoking enabler provides type of the content as input to CSFScanData interface.

	
	Name of threat
	Required to test whether the scan engine returns the name of threat detected as output of CSFScanData interface.

	
	Severity level
	Required to test whether the scan engine returns the severity level as output of CSFScanData interface.

	ERROR FLOW
	Last error code 
	Required to test whether the scan engine returns the last error code that has been set as output of CSFGetLastError interface.


Table 2: Applicability Table for Enabler Specific Optional Test Requirements

5.2 Backwards Compatibility

This enabler is the first OMA released version of Client Side Content Screening Framework. There are no previous releases of Client Side Content Screening Framework that this enabler needs to be compatible with. 

5.3 Enabler Dependencies

This enabler has no dependencies on other Enablers. 
5.4 Guidance

5.5 The test requirements require a test harness for testing the CSF interfaces. Whilst there is no requirement on the format of the test harness, it is expected that the test harness will be an enabler such as the browser. In addition, it is expected that the ability of the scan engine to correctly flag content will be tested using test contents based on EICAR, which is the European Institute for Computer Anti-virus Research standard for test content. The EICAR content can be accessed from www.eicar.org   
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that BAC-MAE agree with the proposed text as a baseline for the Client_Side_CS_FW Enabler Test Requirements document. 
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