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1 Reason for Contribution

To expand upon the current requirements, addressing key aspects related to subscriber identification.

2 Summary of Contribution

The DCD RD currently contains the following requirements related to subscriber identification:
	DCD-FUNC-010
	The DCD service SHALL support device, client, and user identification
	

	DCD-FUNC-041
	The DCD service SHALL be informed of a change of subscriber identity, e.g. e.g. (U)SIM as defined in 3GPP , using a DCD-enabled device.
	


To ensure that the realization of these requirements is possible with the least dynamic impact upon network resources, and greater reliability, the requirement is proposed that the DCD architecture must support subscriber (user) identification using direct client-server methods. This will avoid several key limitations of network-based approaches (e.g. RADIUS) to subscriber/user identification. RADIUS is provided here as the example since it is a widely-deployed approach. 
Network-based methods for subscriber identification require out-of-band data, e.g. 

· RADIUS server delivery of RADIUS Accounting to WAP gateways which then forward the subscriber identity as proprietary HTTP headers to service-providing systems
· RADIUS server delivery of RADIUS Accounting direct to servers

Both of the approaches above result in the requirement that the identity-receiving nodes must have interfaces on the mobile network, e.g. in 3GPP-based networks, the Gi network. This is required in order to use the RADIUS Accounting mapping between client IP address and identity (e.g. MSISDN). This is not scalable from a network architecture perspective, as it forces direct interconnection (a deployment dependency) between the core wireless data networks and the nodes at the service layer.
Forwarding of subscriber identity as proprietary HTTP headers from WAP gateways is a conventional (although non-standard) method used, e.g. for subscriber identity notification to web servers, MMSCs, and IM servers. However this is also not scalable, especially for transaction-intensive enablers such as DCD with point-to-point content delivery, due to the cost of using the WAP gateway for this limited function. 
Similarly, delivery of network-based identity impacts the scalability of the identity source (e.g. RADIUS server), especially as the number of service-layer systems (e.g. WAP gateways or servers) increases. It also impacts the reliability of the network-based identity service due to related problems with latency and resulting race conditions between the reception of client data and the network-based identity notification at the service-providing system. This can result in a significant number of failed service requests.

By its nature DCD, is intended to be a dynamic enabler, and thus elevates the need for a better solution to subscriber identification.  Support for a direct client-server method for subscriber identification will improve scalability and reliability of the DCD enabler for this essential function.
Support for a direct client-server method for subscriber identification should not preclude the use of network-based methods, and in fact may leverage network-based methods as one way to establish an identity that is subsequently passed directly between client and server. These options should be explored at the AD stage. The goal is that use of direct client-server method for subscriber identification can at least significantly reduce the dependency upon network-based methods.

3 Detailed Proposal

A new requirement is provided below, and an update to one of the current requirements,
6.1.1.3 Service and Content Subscription

	DCD-FUNC-041
	The DCD service SHALL be informed of a change of subscriber identity, e.g. e.g. (U)SIM as defined in 3GPP.
	


6.1.1.10 Miscellaneous DCD Functions
	DCD-FUNC-nn1
	The DCD enabler SHALL support subscriber identification via a direct client-server method.
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The input should be discussed in the first available DCD meeting.
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