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1 Reason for Contribution

To propose an Architecture model for the DCD Enabler

2 Summary of Contribution

This contribution proposes an architectural model for the DCD, including descriptions of each functional component and related interfaces within the architecture. 

In addition to the architectural model, the contribution proposes two unique Flows for the DCD enabler. 

Notes for Revision 01 – Updated IC to reflect IC OMA-MAE-2006-0004-IC-DCD-Basic-Principles-DCD-AD.doc. Inlcudes revisions for appropriate systematic interface naming conventions, as well as updates to the Flows in Section 5.4 to reflect updates in general DCD system architecture as detailed in the DCD Reqiurements Document. 

Notes for Revision 02 – Updates to the Architecture Model include schematics of the functional components of the DCD Server and DCD Generic Client. This is based upon document OMA-MAE-2006-033-DCD-AD-Proposal.doc. with addtions and modifications. 
3 Detailed Proposal

5.1 Dependencies
The Dynamic Content Delivery service is dependent on services defined in other enablers released by OMA and specifications from various OMA affiliates. These dependencies include:

· Use of Transfer, Push and Secure Transport services [WAPARCH] to deliver content to the DCD Generic Client and/or DCD-enabled Client Application. This process can be initiated by the DCD Server, DCD Generic Client or DCD-enabled Client Application. 

· Use of User Agent Profile [UAPROF] for functionality and preferences related to the DCD Enabler (DCD Client Devices).

· Propose to include [OMA-DPE] for extended device profile management capabilities. Dependent upon completion of OMA-DPE enabler. 

· Use of Client Provisioning [OMA-CP]. 

· Use of Digital Rights Management [OMA-DRM version 1.0 and 2.x] to control the consumption of the media objects transferred via DCD.
· The use of M-Commerce and Charging [OMA-MCC] for billing and charging for DCD user consumed content.
· Use of OMA Mobile Location Service and OMA Mobile Location Protocol (for DCD-enabled Client Applications).
· Use of OMA Push for communication between components of the DCD Enabler (DCD Server / DCD Generic Client).
· DCD Enabler will depend upon the User Profile Server inherent to the DCD Service Provider (for specific subscriber related information). DCD Mgmt Server will query the DCD Service Provider’s User Profile for required information (typically for a subscriber at time of registration). The User Profile Server is external to the DCD-enabler; however, is not currently an OMA enabler. 
· DCD Enabler will depend upon the DCD Service Provider policy for utilization of DCD Enabled Client Applications. 
5.2 Architectural Diagram
The DCD Enabler facilitates subscription and delivery of personalized, customized and/or broadcast content services. As a flexible enabler, Content can delivered via the Enabler (DCD Server to DCD Generic Client), or directly from the content provider (CP to DCD Generic Client). To achieve this, the DCD enabler has intrinsic functionality in addition to reliance upon current OMA enablers as well as legacy architecture of the DCD Service provider. Note: a DCD Service Provider may not be a network operator. For efficient system management, it is recommended to configure unique DCD Content server and DCD Service Management server entities. The separate entities can be scaled as required by the individual DCD Service Providers. Figure 1 details the logical entities of the DCD enabler.
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Figure 1: DCD Enabler Architectural Model
Figure 2 details the functional entities of the DCD Server and DDCD Generic Client. The DCD Server may or may not be separated into separate DCD Mgmt and DCD Content Server components as detailed in Figure 1. Figure 2 displays a single DCD Server, with separate functional entities. 
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Figure 2: DCD Server & Generic Client Architectural Model
5.3 Functional Components and Interfaces
5.3.1 Functional Components DCD Enabler
The following table details the functional components of the DCD enabler, as shown in Figure 1.

	Functional Component
	Description

	DCD Client Device
	- Device hosting a DCD Generic Client and one or more DCD-enabled Client Applications.

	DCD Generic Client
	- A client capable of communicating with any DCD Server for the purpose of reception and storage of DCD Content.  Its functionality includes authentication of the DCD Server as well as functionality for content Personalization and Customization, content charging and content notification. The DCD Generic Client does not render (e.g. display, play etc) DCD Content. Instead it acts as a generic service to DCD-Enabled Client Applications.

	DCD-enabled Client Application
	- A DCD-enabled client application that uses the DCD Generic Client to provide a DCD Service to the end-user, for example by rendering DCD Content. Examples of DCD-Enabled Client Applications are news-ticker and news-flash applications, active wall-paper applications and active ring tones-applications.

	DCD Management Server
	- This element of the DCD Enabler manages the user database as well as the overall DCD service parameters such as scheduling, content delivery, admin management functions, content customization and so on. 

- For user management, the DCD server Shall interact with the DCD client as well as the DCD service provider’s UA PROF system and User Profile.  

- DCD Mgmt Server may be interfaced with the DCD service provider’s Billing system (OMA -MCC) for subscription and registration purposes. 

- DCD Mgmt Server facilitates the Security policy of the DCD Service Provider.

	DCD Content Server
	- The function of DCD Content Server is management of DCD content. 

- Server efficiently manages broadcast and point-to-point content. 

- Personalization (personalization engine) of content is a function of this Server.

	Content Provider
	- DCD enabler supports delivery of content from the Content Providers. 

- Content Providers can interact via the DCD Enabler to deliver content, or interact directly with the DCD Generic Client to deliver content. 


Table 1: Functional Description of DCD Enabler Architectural Model
5.3.2 Functional Components DCD Server

The following table details the functional components of the DCD Server, as shown in Figure 2. 
	Functional Component
	Description

	DCD Service Administrator
	- Manages overall operation of DCD server and supports the DCD functions (service provider related) as listed below:

· Management of operational state of DCD server, and status reporting
· Management of DCD service policy provided by service provider 
· DCD Server control to execute DCD service policy 
· Management of Content Provision
· General Notification functions (PUSH)

· Management of DCD Generic client / DCD enabled client application software
· (optional) Device capabilities management (if UAPROF system is not applicable)
· DCD service statistics reporting

	User Service Manager
	- Manages DCD user’s service profile including:
· DCD user service status

· DCD user preference settings

· DCD client status (activation / deactivation)

· DCD user subscription information for Content Providers

	DCD Subscription Manager
	- Processes and manages DCD service subscription request from DCD Generic client

	Personalization Engine
	- Provides filtering and converting function to generate user specific and customized content using DCD user service profile managed by User Service Manager

	DCD Service Manager
	- Provides DCD service policy information for other modules in DCD server. Can request billing or DCD User information provided by DCD service provider. 

	DCD Content Aggregator
	- Collects (by gathering or receiving) content from Content Provider registered by DCD Service Administrator and parsing for internal management.

	DRM Manager
	- Processes DRM function for contents provided by DCD Content Aggregator

	Content Distributor
	- Provides content (DRM processed and customized) to DCD Generic Client using PUSH & PULL (point to point) or Broadcast mechanisms. 

	Device Profile Manager
	- Provides filtering functionality to determine content & device compatibility by using UAPROF system. 


Table 2: Functional Description of DCD Server Architectural Model
5.3.3 Functional Components DCD Generic Client
The following table details the functional components of the DCD Generic Client, as shown in Figure 2.
	Content Manager
	- Manages the content received from the content distributor

	Scheduler
	- Enables the user to set the time for selected information/services and coordinates the display times

	Push Handler
	- Controls the Push Data received through push mechanism (SMS/OTA/WAP). Analyzes the push data, and then generates necessary event to receive actual data from the server via Pull Handler.

	Pull Handler
	- Control the interface of HTTP protocol through DCD Server. The interface between DCD Server occurs when a Call Event is executed by Push Handler

	User Service Manager
	- Manages User configured Information (Channel info, Template Info, etc.) 

	DCD Subscription Manager
	- Responsible for managing the DCD service subscription, including initial service registration and service guide

	Client Application Manager
	- Manages client information. (ex. Client version)


Table 3: Functional Description of DCD Generic Client Architectural Model
5.3.4 Functional Components DCD-Enabled Client Application / Additional Modules
The following table details a few key functional components of DCD-Enabled Client Applications as shown in Figure 2. These may or may not be included or specified in the OMA DCD Standards or only for informative purposes (to be discussed).
	UI Handler
	- Manages raw content data (for example SMIL/XML) extracted from parser and displays the content through interaction with appropriate content players.

	Content Manager
	- Manages the content.

	Event Handler
	- When client is activated, event handler manages various event that occur during operation.

	Additional Modules
	

	Storage Manager
	- Stores contents that are received from push & pull service; manages display related info & user settings; and interfaces with Embedded File System

	Memory Manager
	- Integrates with the Embedded File System for storage


Table 4: Functional Description of DCD-Enabled Client Architectural Model
5.3.5 Interfaces 

The following table details the interfaces between the functional components of the DCD Enabler, as shown in Figure 1. Examples of dependencies (such as other OMA enablers) have been included for informative purposes. DCD has been selected as the generic naming convention for the Interfaces. 
	DCD Interface
	Description

	DCD1
(DCD User Mgmt)
	- Communication of user information or DCD user service parameters between the DCD Generic Client and the DCD Mgmt. 

- Communication protocol Shall abide by the security policy of the DCD Service Provider.

	DCD2
(DCD content)
	- Communication protocol for content delivery between DCD Content server and DCD Enabled Client.

	DCD3
	- Communication protocol between the DCD Mgmt Server and DCD Content Server.

- Communication is required to provide user information to the DCD Content Server, upon which the server creates personalized content for the user. 

	DCD4
(DCD external content)
	- Communication protocol for direct content delivery between a Content Provider (external to the DCD Enabler) and the DCD Enabled Client. 

	DCD5
(Content Provision)
	- Protocol for content delivery between DCD Content Server and Content Provider.

	DCD6
(Dependency: DCD Generic client – DCD Enabled Application)
	- Interface between the DCD Generic Client and DCD Client Applications. 

- Definition of these interfaces is outside the scope of the DCD Enabler.

	DCD7
(Dependency: User Profile)
	- Protocol for the interface between the DCD Mgmt Server and (DCD Service provider’s) User Profile system. 

- This protocol interface is outside the scope of the DCD enabler.

	DCD8
(Dependency: OMA-User Agent Profile)
	- Protocol for the interface between the DCD Mgmt Server and (DCD Service provider’s) UAPROF system. - This protocol interface is outside the scope of the DCD enabler.

	DCD9
(Dependency: OMA-MCC)
	- Protocol for the interface between the DCD Mgmt Server and the OMA-MCC enabler (billing and commerce). 

- This protocol interface is outside the scope of the DCD enabler.


Table 5: Interfaces of DCD Enabler Architectural Model
The following table details the interfaces between the functional components of the DCD Server and Client, as shown in Figure 2. DCD has been selected as the generic naming convention for the Interfaces, and INT is used for internal interfaces. Note, numbering is congruent between diagrams. 
	DCD-1.1

	- The DCD-1.1 interface provides authentication and authorization, and exchanges DCD user service profile information between DCD server and DCD Generic Client (including service subscription request).

	DCD-1.2
	- The DCD-1.2 interface provides installation/upgrades for DCD Generic Client and DCD enabled client applications.

	DCD-2


	- The DCD-2 interface provides the content delivery management and control functions by DCD server and DCD Generic Client / DCD Enabled Client Application.

- DCD Generic Client downloads and stores the content from DCD server to the local storage.

- DCD Enabled Client Application downloads the content from DCD server (or content provider server) to process detail information request from a user. 

	Interfaces outside of DCD Enabler
	There are other interfaces that are out of scope of DCD Enabler but very important to DCD service, including:

	INT-1
	DCD service management functions

	INT-2
	Provides UAPROF information

	INT-3
	DCD user service preference settings (including service subscription)

	DCD-5
	Content provision from external CPs. 

	INT-5
	Flow of content processing (DRM management, Device capabilities, user preferences )

	INT-6
	DCD client software management


Table 6: Interfaces of DCD Server & Client Architectural Model
5.4 Flows
The purpose of the Flow diagrams is to logically illustrate the process the DCD Enabler must employ to achieve particular Use Cases detailed within the DCD Requirements Document. 

5.4.1 Initial Use of DCD Generic Client (DCD Client Device)

Figure 3 logically illustrates the flow for USE CASE 5.1 (OMA RD DCD V1 0 2005-12-18).  
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Figure 3 - Flow for Use Case 5.1
5.4.2 Subscriber Swap on Previously Activated Device

Figure 4 logically illustrates the flow for USE CASE 5.5 (OMA RD DCD V1 0 2005-12-18).  
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Figure 4 - Flow for Use Case 5.5
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this contribution be discussed and accepted in the DCD AD.
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