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1 Reason for Contribution

This contribution proposes a DCD Architecture.
2 Summary of Contribution

This contribution proposes a DCD Architecture.

3 Detailed Proposal

5. Architectural Model

5.1 Dependencies

Although there is no explicit dependency on the other OMA Enablers, the DCD Enabler is built on top of them and there is certain functional reuse of those enablers. For example, the DCD content could be protected by using OMA DRM Enabler.

It is expected that DCD Enabler and those enablers will co-exist, and may be deployed or offered at different layers.

The other OMA Enablers that the DCD Enabler MAY interact with are as follows:

· OMA DM CP (Client Provisioning) for DCD service provisioning
· OMA DM SCOMO (Software Component Management Object) for update and configuration of DCD Generic Client and / or DCD-Enabled Client Application

· OMA BAC-MAE DPE (Device Profile Evolution) for DCD client capabilities in a dynamic environment
· OMA BAC-MAE PUSH for general notification framework
· OMA Device Mangement (general purpose) for the other device management that DCD Generic Client and / or DCD-Enabled Client Application may depend upon
· OMA BAC-MAE RME (Rich Media Environment) for the content presentation and interaction in the DCD-Enabled Client Application
· OMA DRM (Digital Rights Management) for DCD content protection

· OMA BCAST (Broadcast) for one of the transports of DCD content delivery (distribution and adaptation)

· OMA MCC (Mobile Commerce and Charging) for general charging of DCD-enabled services
5.2 Architectural Diagram
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Figure 1: Dynamic Content Delivery Architectural Model

5.3 Functional Components and Interfaces

5.3.1 DCD Server
DCD Server provides the DCD service at the service provider side, and provides all necessary functions that are essential for DCD service, including:
· DCD Subscription Management – responsible for managing the DCD service subscription, including initial service registration and service guide.
· DCD Content Aggregation – responsible for collecting the necessary content from different content providers, and get ready for delivery. The Content Aggregation component will interact with DRM as necessary for content protection.
· DCD Content Protection – responsible for protecting the DCD Content if necessary on different bearers.

· Personalization Engine – responsible for preparing the content in a personalized and customized way for each individual subscriber.

· DCD Content Delivery – responsible for distributing the content to the transport layer with appropriate adaptation. The transport layers include broadcast bearers and point-to-point bearers.
· DCD Service Administration – responsible for the session management, service administration in the service provider side, and may interact with the other enablers / functions if applicable:

· DCD session management, including authentication and authorization, session maintenance, session recovery, etc.
· Usage Tracking

· Service and operational state management and control (e.g. activation and deactivation), and status reporting

· Client provisioning (DM and CP)

· Software update/install and configuration (SCOMO)

· Client Capabilities Management (DPE / UAProf)

· General Notification functions (PUSH)

· DCD User Profile Management – responsible for managing DCD-related user profile information to support subscription management, personalization and customization, and service administration.
5.3.2 DCD Generic Client
The DCD Generic Client communicates with the DCD Server for the purpose of reception and storage of DCD Content. Its functionality includes authentication of the DCD Server as well as functionality for content personalization and customization, content charging and content notification. The DCD Generic Client acts as a generic service to DCD-Enabled Client Application.
5.3.3 DCD-Enabled Client Application

The DCD-Enabled Client Application provides the end user with the DCD service and presents the content delivered from the service provider side, including:

· DCD Content Presentation – responsible for the content rendering and interaction. One implementation choice may be using the Rendering Modules such as plug-ins so that the Content Presentation can render any type of content. For example, RME may be one of the Rendering Modules.

· DCD Subscription Management – responsible for managing the user subscription at the client side, including client-side personalization and content filtering, and interacting with the subscription management at server side, for example, service guide.

· DCD Service Administration – responsible for the client-side administration, including:

· Service profile

· Connection settings

· Software patching

· Customization of content presentation (UI look and feel)

5.3.4 DCD-1 Interface

The DCD-1 interface provides the content delivery management and control functions.over broadcast bearers.
5.3.5 DCD-2 Interface

The DCD-2 interface provides the content delivery management and control functions over point-to-point bearers.
5.3.6 DCD-3 Interface

The DCD-3 interface provides the session management, authentication and authorization, usage tracking, service and operational state management and control, and status reporting functions in DCD Enabler, and other service administration functions that are out of scope of DCD Enabler.
5.3.7 Other Interfaces outside of DCD Enabler

There are other interfaces that are out of scope of DCD Enabler but very important to DCD service, including:
· INT-1: channel subscription management functions

· INT-2: aggregating the content feed from the DCD Content Providers

· INT-3: feeding the content to the distribution bearers for delivery
· INT-4: content customization and personalization

· INT-5: content protection

· INT-6: managing DCD related user profile information, such as subscription information, personalization information etc.

· INT-7: interaction between DCD Generic Client and DCD-Enabled Client Application.

5.4 Flows

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this contribution be discussed and accepted in the DCD RD.
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