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1 Reason for Contribution

This contribution proposes a DCD Architecture, description of the DCD entities’ internal functions and an overview description of the interfaces between client and server. This text is based on the decisions of the Paris meeting agreed in OMA-MAE-2006-0067R01-DCD-Result-of-AD-discussion.ppt
2 Summary of Contribution

This contribution proposes a DCD Architecture, description thereof for section 5. It provides the description of the DCD functional entities and needed references to external functionalities providing support to the DCD service.  Re-used definitions from the RD have been added as place holder to the section 3.2. Those need to be added after finalizing the DCD RD.

The contribution uses the baseline document OMA-AD-DCD-V1_0-20051026-D as basis for the proposed text to be included in the DCD AD document.
3 Detailed Proposal

FIRST input to section 3.2:
3.1 Definitions

	Interface
	See [OMA-DICT].

	Application Profile
	

	DCD Client
	

	DCD Content
	

	DCD-enabled Application
	

	DCD Server
	


Editor's Note: review and r-use of RD definitions when RD is finalized.
SECOND input to section 5
5. Architectural Model

The DCD enabler is realized as client- server architecture. It uses and interacts with other network internal as well as external OMA and non-OMA enablers.
5.1 Dependencies

DCD enabler can be supported by various other enablers. 

· The DRM enabler is described in [DRM AD] and SHOULD be used for content protection.

Editor’s Note: How the DCD – DRM interaction is FFS.
· The MCC enabler is described in [MCC AD] and SHOULD be used for charging.

Editor’s Note: How the DCD – MCC interaction is FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
· The DM enabler SHOULD be used for the service provisioning and is described in [DM AD].

Editor’s Note: How the DCD – DM interaction is FFS.
Editor’s Note: the usage of CP and FUMO is FFS.
· The PUSH enabler SHOULD used for the service provisioning and is described in [PUSH AD].

Editor’s Note: How the DCD – PUSH interaction is FFS.
· The CBCS enabler MAY used for the content filtering and is described in [CBCS AD].

Editor’s Note: How the DCD – CBCS interaction is FFS.
· The CSCF enabler MAY used for the content filtering and is described in [CSCF AD].

Editor’s Note: How the DCD – CSCF interaction is FFS.
In order to support the DCD service, the DCD enabler might have additional external interfaces to content management systems and personalization sources that may be internal or external to the service provider (e.g. presence enabler, location enabler). If those personalization sources are used, the Presence enabler described in [PRS AD] and the Location enabler described in [LOC AD] SHOULD be used for presence and location information.
Editor’s Note: The DCD – PRS and DCD-LOC interaction is out of scope of this DCD V1.0 specification.


5.2 Architectural Diagram

Figure 1 describes the functional entities and interfaces that are involved in the support of the DCD service.


[image: image1]
Figure 1: Dynamic Content Delivery Architectural Model

The internal functions defined in the DCD Server are content delivery and service administration. In the DCD Client, the defined functions are also the delivery and administration functions. 

The DCD enabler has several internal functionalities which are service provider specific and are not in the scope of standardization. Those functionalities include the content aggregation, personalization/ filtering and content protection functions.
The DCD Client provides an Application Profile specified interface between the DCD Client and the DCD-enabled Application.
5.3 Functional Components and Interfaces

DCD Functional Entities
5.3.1.1 DCD Client

The DCD Client resides on the mobile terminal and is used to access the DCD service.

The DCD Client SHALL be able to provide support for:

· Administration Function:
· Service registration procedure

· Logging capability of security violations and statistics 
· Content discovery
· Subscription handling
· Activation/De-activation
Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.
Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.
· Content presentation 

· Application interaction
Editor’s Note: The definition and content of the application profile is FFS. 
· Content Delivery Functions 

· Push/Pull Content delivery on demand or scheduled or prefetched
· Broadcast and P2P delivery
· Connection profile handling (service address and security)

· Content data handling (e.g. storage, meta data, expiration time)

· Specific content delivery functions:

· Client content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority handling for content delivery

Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.
Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.
The DCD Client SHOULD:

· Be able to Interact with the PUSH client
· provide interfaces to supporting enablers like:
· Content filtering
Editor’s Note: the re-use of CSCF and/or CBCS is FFS.
NOTE: Realization of this function is implementation-dependent.

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content protection

Editor’s Note: How the DCD – DRM interaction is FFS.
· Charging agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
· Browsing client
5.3.1.2 DCD-enabled Application

The DCD-enabled application resides on the mobile terminal and interacts with the DCD Client. 
The DCD-enabled Application SHALL be able to:

· Interact with the DCD Client to present the DCD Content via the Application Profile interface

The DCD-enabled Application MAY be able to:

· Provide settings for presentation control to the DCD client.

5.3.1.3 DCD Server
The DCD Server implements the application level network functionality for the DCD service.
The DCD server SHALL provide:

· Service Administration

· Service registration procedure

· Logging capability of security violations and statistics

· Content discovery
· User’s/Content provider’s service and channel subscription management functions 

· Activation/De-activation of clients

Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.
Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.
· Content delivery

· Push/Pull content delivery on demand or scheduled

· Broadcast and P2P delivery
· Specific content delivery functions:

· Client Content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority Handling for Content Delivery (not for presentation purpose)

· Content expiration and update handling

· Connection profile handling (service address and security)

· Content delivery management of functions 
Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.
Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.
The DCD Server SHOULD:

· be able to Interact with the PUSH enabler.
· provide the support functions:
· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content Protection
Editor’s Note: How the DCD – DRM interaction is FFS.
· Content Aggregation Agent by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Charging Agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
NOTE: Realization of this function is implementation-dependent.

5.3.2 External Entities providing services to the DCD system
5.3.2.1 Device Provisioning and Management Client

The Device Provisioning and Management Client is an external entity providing the Provisioning Functions to the DCD Client. It is able to:

· receive the initial parameters needed for DCD service sent by service provider by using mechanisms specified in [OMA CP] or [OMA DM].. 

· update the parameters needed for DCD service sent by service provider by using [OMA-DM] .
5.3.2.2 Device Provisioning and Management Server

The Device Provisioning and Management Server MAY perform the following functions that are needed in support of the DCD service:

· Initialization and updates all the configuration parameters necessary for the DCD Client.

· Support of software update for application upgradeable handsets.

5.3.3 The detailed description of the functionalities is given in [OMA CP] or [OMA DM] or [FUMO].
5.3.3.1 Charging Entity

This is an external entity, which MAY reside in the operator's domain. This entity takes various roles, which network operators and/or service providers need to perform the charging activities.
5.3.3.2 Presence Server

The Presence Service is an entity that SHOULD provide presence information of the DCD User for content personalization.

This entity is specified in [PRS AD].
5.3.3.3 Location Server

The Location Service is an entity that SHOULD provide location information for the content personalization.

This entity is specified in [LOC AD].
5.3.3.4 Category-Based Content Screening Service
The CBCS Service is an entity that MAY provide content screening information for the content filtering.

This entity is specified in [CBCS AD].
5.3.3.5 Client-Side Content Screening Framework Service
The CSCF Service is an entity that MAY provide content screening information for the content filtering.

This entity is specified in [CSCF AD].
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this contribution be discussed within the DCD AD session.
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