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Copyright Notice

   Copyright (C) The Internet Society (2006).

Abstract

This document requests the registration of a URI scheme, to be known as mmsto for the purpose of identifying logical endpoints capable of supporting the Multimedia Message Service (MMS). This document conforms to the registration requirements and template set out in RFC 4395 [7].
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1. URI scheme name
mmsto     
2. Status

provisional
3. URI scheme syntax

The "mmsto:" URI is case-insensitive.  The syntax of an "mmsto:" URI is formally described as follows, where the base syntax is taken from RFC 3986 [6].
mmsto-uri 

= mmsto-scheme ":" scheme-specific-part

mmsto-scheme 
= "mmsto"

scheme-specific-part 
= [ to ] [ headers ]

to 

      =   1*( mms-address )

headers 

   = "?" header *( "&" header )

header 

   = hname "=" hvalue

hname 

   = *urlc

hvalue 

   = *urlc

mms-address 
= rfc2822-addr 
/ dev-addr 

/asc-addr
/ ["," mms-address]

dev-addr 

= gstn-phone ["/TYPE=PLMN"]
/ ipv4 ["/TYPE=IPv4"]
/ ipv6 ["/TYPE=IPv6"]
rfc822-addr 
= mailbox ["/TYPE=rfc822"]

asc-addr 

= *urlc

The "mms-address" is defined by the MMS Addressing Model as specified in OMA MMS [1] (Section 8). A valid MMS recipient address can be either an E.164 (MSISDN), an RFC2822 address as defined in RFC 2822 [5] or a short code ascii address. 

The "hname" and "hvalue" are encodings of an MMS informational element name and value, unless a mapping already exists to RFC 2822 [5], as specified in OMA MMS [1].
The "gstn-phone" is as specified in RFC 3601 [8], allowing global as well as local telephone numbers. Note that local telephone numbers can be problematic and SHOULD NOT be used, if possible.

The "mailbox" is as specified in RFC 2822 [5]. This means that it consists of zero or more comma-separated mail addresses, possibly including "phrase" and "comment" components.

The "asc-addr" is a alphanumeric short code that is interpreted by the MMS infrastructure as specified in OMA MMS [1].

All URI reserved characters in "to" must be url-encoded: in particular parentheses (%28,%29), slashes (%2F), commas (%2C), and the percent sign "%" (%25), which commonly occur in "mailbox" syntax.

MMS messages may contain a variety of headers as specified in OMA MMS [1]. The "hname" and "hvalue" are encodings of MMS information element name and values, where the information elementname has been hyphenated.

The following header(s) MUST be supported by MMS User Agents:


Body 
= "body" "=" unstructured
To-header 
= "to" "=" 1*( mms-address )

Cc-header 
= "cc" "=" 1*( mms-address )

Subject-header = "subject" "=" unstructured
The following headers MAY be supported by MMS User Agents:

Message-class = "Message-Class" "=" ( Class-identifier | quoted-string )

Class-identifier = "Personal" | "Advertisement" | "Informational" | "Auto"

Expiry-value = "Expiry" "=" ( HTTP-date | delta-seconds )

Delivery-report = "Delivery-Report" "=" ( "Yes" | "No" )

Priority = "Priority" "=" ( "Low" | "Normal" | "High" )

Sender-visibility = "Sender-Visibility" "=" ( "Hide" | "Show" )

Read-reply = "Read-Reply" "=" ( "Yes" | "No" )

4. URI scheme semantics

An "mmsto:" URI identifies an "internet resource" corresponding to the MMS mailbox specified in the address.  When additional headers are supplied, the resource designated is the same address, but with an additional profile for accessing the resource.

In current practice, resolving URIs and URLs such as those in the "http:" scheme causes an immediate interaction between user agents and a host running an interactive server. In contrast, the "mmsto:" URI has similar semantics as the "mailto:" URL -- resolving the "mmsto:" URI does not cause an immediate interaction. Rather, the user agent creates a message to the designated address with the various header fields set as default. The user can edit the message, send this message unedited, or choose not to send the message.

The following list describes the steps for processing an "mmsto:" URI by an MMS user agent:

1.  The user agent MUST extract the plmn-addr, rfc822-addr, or short code of each "mms-address".  The user agent SHOULD ignore recipients with invalid syntax.

2.  The user agent MUST extract each header ("hname" and "hvalue" pair) in order.

3.  The user agent SHOULD NOT create the message if any of the headers are considered dangerous.  The user agent MAY also choose to create a message with only a subset of the headers given in the URI.  Only the headers specified in this memo are considered safe. The creator of an "mmsto:" URI cannot expect the resolver of a URI to understand more than the "subject" and "body" headers. Clients that resolve "mmsto:" URIs into multimedia messages MUST be able to correctly create MMS-compliant messages using the "subject" and "body" headers.

4.  The user agent MUST provide some means for an end-user to verify and modify the URI parameters passed into a user agent as part of the "mmsto:" URI, either by implementing this itself, or accessing a service or application providing message composition.

5. Encoding considerations
All URI reserved characters (%x00-2A / %x2C / %x2F / %x3A-40 / %x5B-60 / %x7B-FF) MUST be url-encoded.  8-bit characters in mmsto: URIs are forbidden. MIME encoded words (as defined in RFC 2047 [2]) are permitted in header values, but not for any part of a "body" hname.
Because the "&" (ampersand) character is reserved in HTML, any "mmsto:" URI that contains an ampersand must be spelled differently in HTML than in other contexts.  An "mmsto:" URI that appears in an HTML document must use &amp; instead of "&".

Also note that it is legal to specify both "to" and an "hname" whose value is "to". That is, 

mmsto:addr1%2C%20addr2 is equivalent to 

mmsto:?to=addr1%2C%20addr2 is equivalent to 

mmsto:addr1?to=addr2 
6. Applications/protocols that use this URI scheme name.
The "mmsto:" URI scheme is intended for addressing an MMS message to certain recipients. The functionality is quite similar to that of the "mailto:" URL scheme (RFC 2368 [4]), that can be used with a comma-separated list of email addresses.  In both cases, additional message parameters (such as the subject and message body) may be provided.

How an MMS message is composed and subsequently sent to the MMS Relay/Server is outside the scope of the URI scheme specification. MMS messages may be sent over the GSM air interface, by using a modem and a suitable protocol, or by accessing services over other protocols, such as a Web service for sending MMS messages.

7. Interoperability considerations

No interoperability issues have been identified.
8. Security considerations

Because message spoofing is a possibility, the "from" header is not supported, and MUST be ignored by an MMS user agent.
Sending an MMS message is an action that usually incurs a billing cost. For that reason the processing of the "mmsto:" scheme requires end-user interaction to complete. There MUST NOT be support for the automatic generation and transmission of an MMS message without end-user intervention.
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