Doc# OMA-MAE-2006-0129-DCD-Responses-to-RD-Comments-Set-5.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-MAE-2006-0129-DCD-Responses-to-RD-Comments-Set-5.doc
Input Contribution



Input Contribution

	Title:
	Responses to DCD RD Comments, Set 5
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-MAE

	Submission Date:
	28 March 2006

	Source:
	Bryan Sullivan, Cingular Wireless

425-580-6514

Bryan.sullivan@cingular.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

To provide some responses to the received comments to the DCD RD during formal review, in order to help move the RD review process along.
2 Summary of Contribution

A portion of the open comments are addressed here with responses and in some cases proposed requirement changes.
3 Detailed Proposal

	ID
	Section
	Description
	Response

	A149
	6.1.1.7
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

STAT-002 & -005: Requirement seems service rather than enabler. Where is the requirement on the enabler?
	Status: OPEN

Cingular:  The enabler requirement is on the delivery (or not) of the content based upon the conditions mentioned. This is provided at the service delivery layer, not the application layer.

	A150
	6.1.1.7
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

STAT-006: Presumes the client knows the state of the service. Prefer this to be SHOULD NOT or clarity the behaviour if it does, e.g. Suspension is ended.
	Status: OPEN

Cingular:  This requirement does presume client awareness of the suspension state (“DCD Service is suspended” is a state, not action in this case), either because it was initiated by the DCD Client (e.g. upon user/application request or discovery of DCD Server inaccessibility), or the DCD Server (e.g. though an explicit DCD Server notification). Since thus the DCD Client is aware of the state, there is no technical limitation that would make this a “SHOULD NOT”.


	A151
	6.1.1.7
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

STAT-007 – 011 Could be rationalised into just one requirement re inaccessible. Also should 007 be a SHALL for consistency ?
	Status: OPEN   

Cingular: We agree, and propose that the detailed contextual requirements for service suspension called for in DCD-STAT-007 through DCD-STAT-011 be deferred to the TS stage. Ensuring coverage of all scenarios (e.g. point-to-point/broadcast) is problematic at the RD stage. A single requirement is proposed: “The DCD Enabler SHALL minimize ineffective content delivery attempts, when either the DCD Server or DCD Client is inaccessible.”

	A152
	6.1.1.8
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

INTG-001: scope. This is implementation not enabler.
	Status: OPEN   

Cingular:  The intent of the requirement is that the DCD Enabler be able to operate independently of other clients on the terminal (and vice versa). This is necessary to ensure that the autonomous delivery of content is possible in the background. This does not mean that DCD content delivery must always be possible, but that at least the DCD Enabler can operate reliably, if there are technical limitations in a terminal. 

As mentioned by TME, this does overlap somewhat with USA-001, and the reliability requirement is covered by FUNC-006. We thus propose to delete INTG-001.

	A153
	6.1.1.8
	Source: TME

Form: OMA-REQ-2006-0021

DCD-INTG-001:

The user SHALL be able to use the device for any purpose without either waiting for DCD client-server interaction to complete, or impacting the reliability of the DCD Service.

See comments in USA-001
	Status: OPEN   

Cingular:  See response to A152. We propose to delete INTG-001.

	A154
	6.1.1.8
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

INTG-002 & 003: OK re browser but does the browser need provisioning with bookmarks etc or what other requirement is there on the location of the service guide
	Status: OPEN   

Cingular: There should be no requirement on the browser configuration. The location of the service guide should be passed to the browser in the invocation, through a URI. The DCD-Enabled Application could discover the service guide location through the process of service registration via the DCD Client. These details are TBD at the AD/TS stage.

	A155
	6.1.1.8
	Source: NEC

Form: OMA-MAE-2006-0039

DCD-INTG-004

Not very much different from DCD-CONT-011, as given below, in terms of accessing the service Guide. Mixed roles between DCD Generic client and DCD-Enabled Client Application. Some clarification is needed here.


	Status: OPEN   

Cingular: CONT-011 was deleted. These requirements were originally to the DCD Client but were changed to the DCD-Enabled Application when it was split from the DCD Client.  However we believe these requirements should still apply to the DCD Client, i.e. it should be possible for the DCD Client to provide access to the Service Guide and discovery/subscription clients on behalf of DCD-Enabled Applications.

	A156
	6.1.1.9
	Source: Mark Pozefsky, IBM

Form: OMA-REQ-2006-0029 

CAPA-001: this describes design work, not functional requirements such as "content should be customized appropriate for device"
	Status: OPEN   

Cingular: The comment is not understood. The requirement addresses an enabler capability, not a developer activity.

	A157
	6.1.1.9
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

CAPA-002: Implies devices support multiple time zones. Is this the intent ?


	Status: OPEN   

Cingular: At least the device needs to support an absolute clock that is synchronized with UTC. It does not necessarily need to understand time zones and local time based upon them. 

	A158
	6.1.1.9
	Source: Nokia

Form: OMA-REQ-2006-0030 

DCD-CAPA-002

SHOULD
	Status: OPEN   

Cingular:  Agreed that this can be changed to SHOULD.

	A159
	6.1.1.9
	Source: Nokia

Form: OMA-REQ-2006-0030 

DCD-CAPA-003

MUST be network agnostic
	Status: OPEN   

Cingular: “Agnostic” does not seem to be a correct term (its theology, not technology). What is meant is that DCD is adaptable to various underlying technologies. The set re “various” will need to be defined at the TS stage based upon contributions. But this does not mean that DCD is either “oblivious to the nature of” or “completely independent of” underlying bearers. Most delivery enablers will have practical aspects related to the nature of the underlying bearers, e.g. point-to-point or broadcast, broadband or narrowband. 

	A160
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-001: Define “user” is that the same as IMSI etc or is it Mickey.Mouse@Disney.com , others ?
	Status: OPEN   

Cingular: “User” in this case is the wireless service customer, e.g. as identified by IMSI.

	A161
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-003: Is it “shall not” in lower case deliberately or not ? If deliberately its not a normative requirement.
	Status: OPEN   

Cingular:  It should be “SHALL NOT”.

	A162
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-004: If connection profile means the parameters re the communications connection between client and server (e.g. GPRS PD) where are the requirements to justify this ? DCD is above the physical and IP layers and thus should be agnostic and not need to specify anything 
	Status: OPEN   

Cingular: At the least, each client on a device should have the ability to be associated with a unique connection profile. In the case of DCD, there will be potentially multiple clients each of which receives multiple content services via the DCD Enabler. The requirements of those services may depend upon use of specific data connection parameters, e.g. APN, proxy address. There are a number of valid reasons for this flexibility as described in the “Multiple DCD Connection Profiles” use case.

	A163
	6.1.1.10
	Source: TME

Form: OMA-REQ-2006-0021

DCD-MISC-005:

When a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Generic Client SHOULD delete (or hide) the DCD Content of the previous subscriber.

The user should be prompted before the deletion of previously received DCD Content. This could prevent from situations like, for example, those in which a very short SIM change make a subscriber lose all him DCD Content. In any case, DCD Content shall not be accessible by the new user in the device.

The behaviour described by or derived from this requirement should be related with the one described in CSUB-008 and related requirements
	Status: OPEN   

Cingular: We support this position but in various discussions on the topic the DCD group was not able to reach consensus on the “hiding” of prior DCD content on subscriber change. If the group wants to reconsider this spin on the requirement, we will still support it.

	A164
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-006: 
Client or server/service ? If later there is a question of scope
	Status: OPEN   

Cingular: We agree, this requirement may be out of scope unless it is more clearly related to DCD enabler functions. Aspects related to DCD delivery options control are already covered by FUNC-009. Aspects related to content selection are covered by CSUB-001.

	A165
	6.1.1.10
	Source: Nokia

Form: OMA-REQ-2006-0030 

DCD-MISC-006

This is an implementation detail
	Status: OPEN   

Cingular: See response to A164.   

	A166
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-007: Duplicates a previous requirement *FUNC-020 and -024
	Status: OPEN   

Cingular:  FUNC-020 is related to application management, and FUNC-024 is related to delivery confirmation for content providers. MISC-007 is intended to ensure that users can get notification of new content delivery when content display is currently inactive. However the key function here is that the DCD Client notifies the DCD-Enabled Application when new content has arrived. Whether the DCD-Enabled Application uses any specific UI element to notify the user is out of scope of the DCD Enabler, at least in this general case. In general due to the split of terminal entity functions in the RD, the “Active state” described in the RD should be out of scope of the DCD Enabler, since it is only related to the display of the content, and not the functional operation of the enabler. We thus propose to delete MISC-007.

	A167
	6.1.1.10
	Source: TME

Form: OMA-REQ-2006-0021

DCD-MISC-007:

The DCD Enabler SHOULD support notification of new Content Item delivery to the User (e.g. audio, visual, ticker, icon, vibration) in the ACTIVE or INACTIVE state.

See comments in USA-007
	Status: OPEN   

Cingular: See response to  A166

	A168
	6.1.1.10
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

MISC-008: Seems implementation not enabler
	Status: OPEN   

Cingular:  Agreed. It should be inherent that clients can be manually launched. We propose to delete MISC-008. 

	A169
	6.1.1.10
	Source: NEC

Form: OMA-MAE-2006-0039

DCD-MISC-008

Not sure if it should be DCD Client Device. It may be better to say DCD Generic client …, since it is the DCD Generic client that is used by DCD-Enabled Client Application for DCD service provision. Check the definition for DCD- client application
	Status: OPEN   

Cingular: See response to A168.

	A170
	6.1.1.10
	Source: Nokia

Form: OMA-REQ-2006-0030 

DCD-MISC-009

What does this mean?
	Status: OPEN   

Cingular: This means that the identification of the subscriber is possible without reliance on out-of-band information, e.g. user identity forwarding by WAP proxies, or RADIUS event forwarding to the DCD Server. This ensures that we do not have to rely upon use of WAP proxies for DCD, which is a very important scalability requirement. In addition, this makes DCD a viable service over any available network.

	A171
	6.1.2
	Source: Mark Pozefsky, IBM

Form: OMA-REQ-2006-0029 

SEC-001 and others: This requirement deals with the client appl and content server, both outside the realm of DCD enabler.
	Status: OPEN   

Cingular: The requirement is to the DCD Client and not the DCD-Enabled Application. The “source of subscription information” means the DCD Server, as it is the source of the service administration operations that update content delivery arrangements managed by the DCD Client. This occurs on behalf of Content Providers, but for the enabler requirement, it occurs between the DCD Server and DCD Client. If it helps to clarify this requirement, we can propose a rewording “The DCD Client SHALL support authentication of the DCD Server upon DCD Server-initiated service administration actions”.

	A172
	6.1.2
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

SEC-001: presumes the client has knowledge of subscriptions which is not a hard requirement so far.  Also its before the client authorises acceptance of any information.
	Status: OPEN   

Cingular: The service management function of DCD will involve the update of DCD content delivery arrangements as subscriptions change. The source of these service administration operations needs to be authenticated by the DCD Client.

	A173
	6.1.2
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

SEC-002 – 005, 007: authorization. Not within scope.
	Status: OPEN   

Cingular: For SEC-002 thru SEC-005: Authenticity for these functions (content delivery and service administration) must be ensured. We can collapse the current set of requirements here to a single requirement if needed, and address the detailed requirements at the TS stage. For example, these could be covered by “The DCD Enabler SHALL support the DCD Client and DCD Server to authenticate each other for all interactions over the DCD Enabler.”

For SEC-007: See response to MISC-005. This requirement overlaps and is in conflict with MISC-005 to some degree.

	A174
	6.1.2
	Source: NEC

Form: OMA-MAE-2006-0039

DCD-SEC-005

I believe the intent here is to say the ‘identity of DCD Client’ instead of ‘User’ since it is the DCD Client that communicates with the Subscription server as shown in SEC-001
	Status: OPEN   

Cingular: Agreed. We propose to collapse this requirement as described for A173.

	A175
	6.1.2
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

SEC-006: authorisation. Agents ? Which
	Status: OPEN   

Cingular: We propose to collapse this requirement as described for A173.   

	A176
	6.1.2
	Source: TME

Form: OMA-REQ-2006-0021

DCD-SEC-007:

Upon detection that a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Enabler SHALL prevent access to all device-resident DCD subscription information of the previous subscriber, as specified by previous subscriber.

See comments in CSUB-008
	Status: OPEN   

Cingular: See RDRR response to A105. 

	A177
	6.1.2
	Source: Nokia

Form: OMA-REQ-2006-0030 

DCD-SEC-008

When required
	Status: OPEN   

Cingular: Agreed, but the current wording does not imply that security transfer always be used.

	A178
	6.1.2
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

SEC-009: Requirement is vague. Does this mean there needs to be several strengths etc of security and the enabler can decide which ? My view is the enabler should NOT specify strength (it’s a policy of the Service Provider)
	Status: OPEN   

Cingular: The intent was not to mandate various security levels, just whether a secure connection is used or not. The requirement can be reworded to be clearer: “The DCD Enabler SHALL support whether a secure connection is required for content delivery on a per-channel basis.” 

	A179
	6.1.2
	Source: A J Angwin, IBM

Form: OMA-REQ-2006-0029 

SEC-011: Is logging really in scope?  How can it be tested? What is to be done with the logs? Generating them for no purpose is wasteful. DCD RD might that the enabler logs problems, not that the client does so (this is AD phase work). 
	Status: OPEN   

Cingular: Logging is a key service management feature. It obviously would need to be used wisely. We agree that the details require AD (or even TS) level work.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The DCD working group should discuss these responses during the first available DCD call, if the RD comments are still open.
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