Doc# OMA-MAE-2006-0139-DCD-Broadcast-flows-and-functions[image: image3.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-MAE-2006-0139-DCD-Broadcast-flows-and-functions

Input Contribution

	Title:
	DCD Broadcast flows and functions
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MAE

	Submission Date:
	31st March 2006

	Source:
	David Sanders, Vodafone

+44 1635 676684

David.sanders@vodafone.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This contribution presents several example flow diagrams that illustrate broadcast delivery of DCD content to the DCD Client, and proposes several required functions to be supported by the DCD enabler.

2 Summary of Contribution

This contribution introduces:

Two flow diagrams:

· Initial activation of DCD application utilising Broadcast bearer

· Customization of content for DCD application utilising Broadcast bearer 

Two functions to be standardised:

· Filtering / customization function at the Client

· Synchronization function between Client and Server

3 Detailed Proposal

	
	


5 Architectural Model

…

5.2 Architectural Diagram

Figure 1 describes the functional entities and interfaces that are involved in the support of the DCD service.
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Figure 1: Dynamic Content Delivery Architectural Model

The internal functions defined in the DCD Server are content delivery and service administration. In the DCD Client, the defined functions are also the content delivery and service administration functions. 

The DCD Enabler has several internal functionalities which are service provider specific and are not in the scope of standardization. Those functionalities include content aggregation, DCD Server side personalization / filtering, and content protection functions.

The DCD Client provides an Application Profile Interaction Function (APIF) between the DCD Client and the DCD-Enabled Client Application.

5.x DCD Flow diagrams

5.x.1 Initial activation of DCD application utilising Broadcast bearer
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Steps:

1. The user initiates a DCD Client application from their device.

2. The DCD Client notifies the DCD Server of the initialization of the DCD application. As this is the first time that the user has invoked the DCD application the DCD Server authorises the user and registers the channels available to the user (i.e. default channels).  

3. The DCD Server notifies the DCD Client of successful authorization and registration to DCD default channels. The Client’s local presence/subscription evaluation is updated to reflect subscription to the default channels.
4. The DCD Client receives periodic broadcast DCD channels and discards those channels that the user is not subscribed to, i.e. non-default channels.

5. The default channels are displayed to the user according to the DCD application.
5.x.2 Customization of content for DCD application utilising Broadcast bearer 
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Steps:

1. The user initiates a request to customize their subscription/preference for DCD Channels to be delivered, e.g. instead of receiving the default channels the user wishes only to receive news instead of Sport and weather information.
2. The DCD Client notifies the DCD Server of the user’s request. The DCD Server authorises the user and de-registers the selected channels from the user’s subscription profile.  

3. The DCD Server notifies the DCD Client of successful authorization and de-registration from the DCD default channels. The Client’s local presence/subscription evaluation is updated to reflect subscription to only the required channel.
4. The Client and Server performs a Synchronization ensure alignment of the user’s subscription information at the Client and Server.

5. The DCD Client receives periodic broadcast DCD channels and discards those channels that the user is not subscribed to, i.e. all channels except news channel.

6. The news channel is displayed to the user according to the DCD application.

Alternative steps:
1. The Service Provider offering the DCD Service initiates a request to customize an end-user’s subscription/preference for DCD Channels to be delivered.
2. The DCD Server de-registers the selected channels from the user’s subscription profile.  

3. The DCD Server notifies the DCD Client of de-registration from the DCD default channels. 
4. The Client and Server performs a Synchronization ensure alignment of the user’s subscription information at the Client and Server.

5. The DCD Client receives periodic broadcast DCD channels and discards those channels that the user is not subscribed to, i.e. all channels except news channel.

6. The news channel is displayed to the user according to the DCD application.

5.2 Functional Components and Interfaces

5.2.1 DCD Functional Entities

5.2.1.1 DCD Client

The DCD Client resides on the mobile terminal and is used to access the DCD service.

The DCD Client SHALL be able to provide support for:

· Administration Function:

· Service registration procedure

· Logging capability of security violations and statistics 
· Content discovery

· Subscription handling

· Activation/De-activation

Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.

Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.

· Application Profile Interaction Function (APIF) - it is the set of DCD Client functions related to DCD-Enabled Client Application interaction with the DCD Enabler driven by the Application Profile.

· The Application Profile includes, but not limited to, the following elements:

· Application-Id – identify the type of client applications that handles the DCD Content in a consistent way with the definitions and rules.

· MIME Types – describe the MIME types that are supported by this type of applications

· Data Handling Rules – specify the interpretation rules of the semantics of the standard DCD Data structure (e.g. semantics of the XML elements and attributes) for this type of applications

· Content Meta Data – define the meta data of the DCD Content for this type of applications

· Content Storage Management – allows this type of applications to request specific content storage options or actions provided by the content storage of DCD Client, e.g:

· Content storage allocation and reservation in DCD Client

· Content retention policies in the content storage of DCD Client

· APIF provides the DCD-Enabled Client Application with an interaction with the DCD Client to handle the DCD Content consistently according to the specific Application Profile.

Editor’s Note: The definition and content of the application profile is FFS. 
· Content Delivery Functions 

· Push / Pull Content delivery on demand or scheduled or prefetched

· Broadcast and P2P delivery

· Connection profile handling (service address and security)

· Content data handling (e.g. storage, meta data, expiration time)

· Specific content delivery functions:

· Client content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority handling for content delivery

· Transport layer delivery confirmation

· Synchronization of subscription information between DCD Client and Server Administration functions
Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.

Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.

· Filtering / customization function

· The Filtering / customization function at the client allows the user and the Service Provider to customize the user’s subscription to DCD channels broadcast from a DCD Server to that client. The Filtering / personalization function filters broadcast channels at the client that, for example:

· Are not subscribed to by the user;

· The subscription period to a channel has expired;

· A channel is no longer active;
· Subscription to a channel is limited.
· DCD Client-Application Interaction Functions – the DCD Client provides a set of functions to DCD-Enabled Applications for the purpose of accessing DCD enabler services. These include the following:
· Service Registration
· Registration with a DCD service provider

· This allows a DCD-Enabled Application to register with a specific DCD service provider or any available (e.g. a default) DCD service provider.

· Notification of DCD service provider registration changes

· This allows a DCD-Enabled Application to receive notifications that the registration state with a DCD service provider has changed. For example, the DCD-Enabled Application can be informed that prior registrations are no longer valid, and the DCD-Enabled Application needs to re-register:

· Where a subscriber change has occurred, and existing registration information erased

· Where a DCD service provider has terminated the registration with the DCD-Enabled Application

· Service Discovery
· Discovery of DCD services available via the DCD service provider

· This allows a DCD-Enabled Application to request a description of the DCD services that are available from Content Providers via the DCD service provider. The DCD-Enabled Application may present this information to the user for service subscription and/or content selection purposes. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. the BCAST Service Guide data model.

· Notification of DCD services change via the DCD service provider

· This allows a DCD-Enabled Application to receive notifications that a service description update is available from the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Subscription to DCD services available via the DCD service provider

· This allows a DCD-Enabled Application to request subscription to a Content Provider service via the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Content Update
· Notification of new content delivery via DCD

· This allows a DCD-Enabled Application to receive notifications that new content has been delivered by the DCD enabler, and is available in the device’s storage.

· Requests for synchronous DCD service, and responses to those requests

· This allows a DCD-Enabled Application to requests a content update via the DCD enabler, and receive the enabler’s response.

· Session Management
· Selection of delivery options for subscribed DCD services

· This allows a DCD-Enabled Application to request changes to the content delivery options available for a subscribed DCD service. DCD service content delivery options may vary, and via this facility the DCD-Enabled Application can retrieve the available options and current settings for a subscribed service, and provide them in the UI for user information or control, as applicable.

· Notification of changes in Dynamic Client Capabilities

· This allows a DCD-Enabled Application to inform a subscribed DCD service of changes to the applications capabilities. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Dynamic Profile Environment.

· Notification of DCD service suspension and resumption

· This allows a DCD-Enabled Application to receive notifications that operation of the DCD enabler has been suspended for various reasons. The DCD-Enabled Application may use this notification for arbitrary purposes, e.g. to update graphical UI elements (e.g. a “connection status” icon, or graying of menu options for manual updates) or suspend requests for synchronous DCD content updates.

· Requests for DCD service suspension and resumption

· This allows a DCD-Enabled Application to request the suspension and resumption of the DCD enabler operation on its behalf, for various reasons. 

· Storage Management
· Content storage management

· This allows a DCD-Enabled Application to request specific content storage options or actions provided by the DCD client content storage, as available for a subscribed DCD service. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Persistent Storage. Functions include:

· Reserve a certain amount of content storage.

· Erase the DCD-Enabled Application’s content in the content storage.

· Set DCD content storage content retention policies, as available to the user for a particular subscribed service.

The DCD Client SHOULD:

· Be able to Interact with the PUSH client

· provide interfaces to supporting enablers like:

· Content filtering
Editor’s Note: the re-use of CSCF and/or CBCS is FFS.

NOTE: Realization of this function is implementation-dependent.

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content protection

Editor’s Note: How the DCD – DRM interaction is FFS.

· Charging agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.

Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.

· Browsing client

· Handle settings for delivery control provided by DCD-Enabled Client Application.
5.2.1.2 DCD-Enabled Client Application

The DCD-Enabled Client Application resides on the mobile terminal and interacts with the DCD Client.

The DCD-Enabled Client Application SHALL be able to:

· Interact with the DCD Client via the Application Profile specified interface

5.2.1.3 DCD Server

The DCD Server implements the application level network functionality for the DCD service.

The DCD server SHALL provide:

· Service Administration

· Service registration procedure

· Logging capability of security violations and statistics

· Content discovery

· User’s/Content provider’s service and channel subscription management functions 

· Activation/De-activation of clients

Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.

Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.

· Content delivery

· Push/Pull content delivery on demand or scheduled

· Broadcast and P2P delivery

· Specific content delivery functions:

· Client Content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority Handling for Content Delivery (not for presentation purpose)

· Content expiration and update handling

· Connection profile handling (service address and security)

· Content delivery management of functions 

· Transport layer delivery confirmation

· Synchronization of subscription information between DCD Client and Server Administration functions

Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.

Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.

The DCD Server SHOULD:

· be able to Interact with the PUSH enabler.

· provide the support functions:

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content Protection

Editor’s Note: How the DCD – DRM interaction is FFS.

· Content Aggregation Agent by re-use of existing interfaces to external OMA and non-OMA Enablers

NOTE: Realization of this function is implementation-dependent.

· Charging Agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.

Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.

NOTE: Realization of this function is implementation-dependent.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree proposed changes as described in section 3 and include in latest version of DCD AD.
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