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1 Reason for Contribution

The input contributions OMA-MAE-2006-0096R02-DCD-AD-Application-Conformance-Profile and OMA-MAE-2006-0098-DCD-Client-Middleware-Interface introduced the concepts of Application Profile (AP) and Application Profile Interaction Functions (APIF). There are certain inconsistencies in the architecture document related to the definition of target consumer for the AP and of the user for the APIF.

The input contribution is proposed to address these inconsistencies.
2 Summary of Contribution

This contribution proposes changes to the Application Profile definition and its relationship with the DCD-Enabled Client Application. The new definition is based on the analysis of the Application Profile Interaction Functions and on the results of discussion in the OMA MAE email list. 
The contribution uses the baseline architecture document OMA-AD-DCD-V1_0-20060316-D as basis for the proposed text to be included in the DCD AD document.
3 Analysis

The current definition of the Application Profile implies that it is shared by the DCD Client and the DCD-Enabled Client Application. The DCD Client uses AP to perform Application Profile Interaction Functions. It is presumed that the DCD-Enabled Client Application also uses AP or some of its fields. Hence, there is a need for an AP related interface between the DCD Client and the DCD-Enabled Client Application. This contribution questions the validity of such a paradigm.
Componentization and low coupling are two cornerstone principles of modern software architecture. The data (or metadata) should be shared between the two modules only if it is produced by one of them or it is not feasible to decouple the interface. When discussing the AP in the OMA MAE email list, the following consensus was reached:

1. Content metadata - opaque to the DCD Client. This is captured as part of "application-specific data" in the doc, and consumed by DCD-Enabled Client Application.
 

2. Content type metadata (and some others related): this is AP. When AP is consumed by the DCD Client, it is handled by APIF.
Furthermore, the section 5.3.1.1 defines AP as:

· The Application Profile includes, but not limited to, the following elements:

· Application-Id – identify the type of client applications that handles the DCD Content in a consistent way with the definitions and rules.

· MIME Types – describe the MIME types that are supported by this type of applications

· Data Handling Rules – specify the interpretation rules of the semantics of the standard DCD Data structure (e.g. semantics of the XML elements and attributes) for this type of applications

· Content Meta Data – define the meta data of the DCD Content for this type of applications

· Content Storage Management – allows this type of applications to request specific content storage options or actions provided by the content storage of DCD Client, e.g:

· Content storage allocation and reservation in DCD Client

· Content retention policies in the content storage of DCD Client

It is apparent that only the Content Metadata element is relevant to the DCD-Enabled Client Application, all other fields are only used by the DCD Client. Nevertheless, according to the agreed principle #1 (above) the content metadata is opaque to the DCD Client, hence there are two separate metadata entities: the Application Profile (or content type metadata) consumed by the DCD Client, and the Content Metadata consumed by the DCD-Enabled Client Application. The Content Metadata is either embedded in the DCD-Enabled Client Application or delivered from the Content Provider by the same means as the DCD Content. Since DCD-Enabled Client Application is out of scope for the specification effort, the Content Metadata should also remain out of scope.
4 Detailed Proposal

FIRST changes to section 3.2:
3.2 Definitions

	Interface
	See [OMA-DICT].

	Application Profile (AP)
	The Application Profile (AP) is the set of definitions and rules that specify how the DCD Client interprets the DCD Content for a particular DCD-Enabled Client Application..

	Application Profile Interaction Functions (APIF)
	The Application Profile Interaction Functions (APIF) is the set of DCD Client functions related to the processing of DCD Content for a DCD-Enabled Client Application. The APIF is driven by the Application Profile. 

	DCD Client
	


……
SECOND changes to section 5.2
5.2 Architectural Diagram

Figure 1 describes the functional entities and interfaces that are involved in the support of the DCD service.


The internal functions defined in the DCD Server are content delivery and service administration. In the DCD Client, the defined functions are also the content delivery and service administration functions. 

The DCD Enabler has several internal functionalities which are service provider specific and are not in the scope of standardization. Those functionalities include the content aggregation, personalization / filtering and content protection functions.

The Application Profile specified interface (APSI) is an optional interface for interaction between the DCD Client and the DCD-Enabled Client Application (e.g. notification on content delivery).
THIRD changes to section 5.3.1.1
5.1.1.1 DCD Client

……
· Application Profile Interaction Functions (APIF) - is the set of DCD Client functions related to the processing of DCD Content for a DCD-Enabled Client Application. The Application Profile Interaction Functions are driven by the Application Profile.
· The Application Profile includes, but not limited to, the following elements:
· Application-Id – identify the type of client applications that handles the DCD Content in a consistent way with the definitions and rules.
· MIME Types – describe the MIME types that are supported by this type of applications

· Data Handling Rules – specify the interpretation rules of the semantics of the standard DCD Data structure (e.g. semantics of the XML elements and attributes) for this type of applications

· 
· Content Storage Management – allows this type of applications to request specific content storage options or actions provided by the content storage of DCD Client, e.g:
· Content storage allocation and reservation in DCD Client
· Content retention policies in the content storage of DCD Client

· 
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

It is recommended that this contribution be discussed within the DCD AD session.
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