Doc# OMA-MAE-2006-0196R01-DCD-AD-Flows-Subscription-Via-Web.doc[image: image3.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-MAE-2006-0196R01-DCD-AD-Flows-Subscription-Via-Web.doc
Input Contribution



Input Contribution

	Title:
	DCD AD Flow for DCD Channel Subscription via Web
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-MAE

	Submission Date:
	11 May 2006

	Source:
	Bryan Sullivan, Cingular Wireless, bryan.sullivan@cingular.com, +1 425 580 6514

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	OMA-MAE-2006-0196-DCD-AD-Flows-Subscription-Via-Web


1 Reason for Contribution

This contribution is intended to clarify use of the DCD enabler functions supporting establishment of content delivery via a DCD channel, in the case where subscription occurs by a process outside the DCD enabler.
2 Summary of Contribution

This contribution includes an input for the DCD AD in the Flows section, describing a typical flow for subscription via a web-based UI, with the resulting DCD enabler actions (establishment of content delivery via a DCD channel). This illustrates the case in which an application does not directly utilize the DCD enabler “Service and Subscription Administration” function for service discovery/subscription.
3 Detailed Proposal

5.4.1
Web-Based Subscription with Resulting Establishment of Content Delivery via a DCD Channel
This describes an example flow for subscription via a web-based UI, with the resulting DCD enabler actions (establishment of content delivery via a DCD channel). This illustrates the case in which an application does not directly utilize the DCD enabler “Service and Subscription Administration” function for service discovery/subscription, but involves the DCD enabler via two methods:

· DCD service registration by a DCD-Enabled Client Application that has been downloaded

· Subsequently, Content Provider notification to the DCD Server (e.g. via EXT-3) of user subscription to an additional content service, for which a DCD-Enabled Client Application has already been installed.
In this example, a web-based Content Provider UI (e.g. accessed via the device browser) is used to discover and subscribe to available content services. The flow covers two phases of this experience, which are separable:

· The initial discovery and subscription to a DCD-enabled content service, and download of a DCD-Enabled Client Application, which is installed and establishes a content service via DCD. Note the application download, installation, and DCD-enabled content service setup may occur transparently to the user, who continues to browse the Content Provider’s service guide.
· The subsequent discovery and subscription of additional content services available for the same DCD-Enabled Client Application, and establishment of content service via DCD
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Figure 1: Initial discovery and subscription to a DCD-enabled content service, and download of a DCD-Enabled Client Application, which is installed and establishes a content service via DCD

1. The user browses content services available from a Content Provider, selects a content service they are interested in, and subscribes to it. The subscription includes a downloadable client (DCD-Enabled Client Application) providing access to various content.
2. The DCD-Enabled Client Application is downloaded and installed.
3. The DCD-Enabled Client Application requests to be registered with the content service, via the DCD Client. In this example it is assumed that the DCD-Enabled Client Application is pre-configured when downloaded, with the address of a DCD Server, and the address of the DCD-enabled content service to which the user has subscribed.
4. The DCD Client registers the DCD-Enabled Client Application with the DCD Server. It is required that a security context/session has already been established between the DCD Client and DCD Server. 
5. The DCD Client requests an initial set of content for the subscribed content service address.
6. Optionally, the content is retrieved from the Content Provider, and personalized/customized for the user. Alternatively, the content is fetched from DCD Server local storage and personalized/customized by the DCD Server.

7. The response to the DCD Client includes application content and DCD metadata (enabler operation control data). The DCD metadata in this case is assumed to be pre-defined for the content service. Based upon the directives in the DCD metadata, the DCD Client establishes the DCD channel service functions for the application, e.g. update schedule, content storage requirements, local enabler integration (e.g. local personalization/customization/charging), etc. After any necessary processing, the DCD Client stores the application content locally.
8. The DCD-Enabled Client Application is optionally notified that a content update is available. The notification includes the content service address to which the content is related, and the local address of the content.
The flow can continue immediately or later, with the user discovering and subscribing to additional content services for the same application.
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Figure 2: Discovery and subscription to a DCD-enabled content service, with pushed Subscription Notification and establishment a content service via DCD

1. The user browses content services available from a Content Provider, selects a content service they are interested in, and subscribes to it. The Content Provider detects that the user has already installed a DCD-Enabled Client Application for the service.
2. The Content Provider sends a Subscription Notification to the DCD Server, and includes the Subscriber ID and DCD metadata (e.g. Application ID, content address) for the content service.
3. The DCD Server sends a Push Message request to the Push Server, including the Push target address, Push Application ID for DCD Client (identifier for Push message routing by the Push Client), and DCD message. The DCD message is a DCD Notification of specific type “Subscription Notification”, and includes the DCD metadata (e.g. target Application ID, and the address of the content service to which the application has been subscribed). The Push server delivers the Push message to the Push client over the air.
4. The Push Client receives the Push message, and based upon the Push Application ID, delivers the message to the DCD Client.
5. The DCD Client optionally sends a Subscription Notification event to the DCD-Enabled Client Application via the APSI. The DCD Client includes the DCD metadata, e.g. content address to which the DCD-Enabled Client Application has been subscribed.
6. Unless already registered, the DCD-Enabled Client Application accepts the subscription notification, and sends a Registration request to the DCD Client, including the DCD metadata (e.g. its Application ID, DCD Server address, and the content address to which it wishes to establish DCD service). The DCD Client detects that the DCD-Enabled Client Application is already registered with the DCD Server. The flow then continues at step 5 in “Figure 1: Initial discovery and subscription to a DCD-enabled content service, and download of a DCD-Enabled Client Application, which is installed and establishes a content service via DCD”.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, and included as agreed in the DCD AD.
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