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1 Reason for Change

DCD-SEC-007 of the approved DCD RD states that the DCD Content should be possible to be protected by utilizing the OMA DRM [OMA-DRM]. DCD Enabler supports both point-to-point and broadcast bearers, but approved DRM enablers (OMA DRM V1, OMA DRM V2) are intended only to support point-to-point bearers. Motivated by the joint discussion between DLDRM and BCAST about how to address service protection and content protection for BCAST enabler, DLDRM SWG has been developing OMA DRM V2.0 Extensions for Broadcast Support (XBS), which supports not only OMA-BCAST but also other broadcast bearers. 
XBS addresses broadcast-specific requirements which include followings:
· In DRM V2, ROAP Protocol is bi-directional. A broadcast (uni-directional) equivalent for the functionality provided by the ROAP protocol is required.

· There is a need for additional types of usage that are typical to the broadcast model, e.g. time-shift, record, edit.

· Subscription Group Addressing, a feature that allows to define the exact group of broadcast receivers that will be capable of accessing the protected content, is required.

· A new type of RO (BCRO: Broadcast RO) is required, which is optimized for the efficient use of bandwidth.

Considering that it is a separate specification from OMA DRM V2.0 ERP, we suggest that OMA DRM V2 XBS is added to external dependencies section of DCD AD
Description of DRM system, an external entity to DCD Enabler, is also proposed to be included into DCD AD
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DCD breakout discuss this contribution and revise DCD AD as proposed.
6 Detailed Change Proposal

Change 1:  Normative References
2.1 Normative References

	[DCD-RD]
	“Dynamic Content Delivery Requirements”, Open Mobile AllianceTM, OMA-RD-DCD-V1_0, URL:http://www.openmobilealliance.org/ 

	[BCAST-AD]
	“Mobile Broadcast Services Architecture” , Open Mobile AllianceTM, OMA-AD- BCAST-V1_0, URL:http://www.openmobilealliance.org/

	[Browsing[
	“OMA Browsing v2.3”, Open Mobile AllianceTM, OMA-ERP-Browsing-V2_3, URL:http://www.openmobilealliance.org/

	[CBCS-AD]
	“Categorization-based Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD-CBCS-V1_0, URL:http://www.openmobilealliance.org/ 

	[CSCF-AD]
	“Client Side Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD_Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/ 

	[DM-AD]
	“Device Management Architecture”, Open Mobile AllianceTM, OMA-AD-DM-V1_0, URL:http://www.openmobilealliance.org/ 

	[DPE-RD]
	“Device Profile Requirements Version 1.0”, Open Mobile AllianceTM, OMA-RD-DPE-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-DRM]
	“OMA Digital Rights Management (DRM) V2.0”, Open Mobile AllianceTM, OMA-ERP-DRM-V2_0, URL:http://www.openmobilealliance.org/ 
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	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/ 
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	“Charging Architecture”, Open Mobile AllianceTM, OMA-AD-Charging-V1_0, URL:http://www.openmobilealliance.org/ 

	[OMA-CP]
	OMA Client Provisioning v1.1, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-DM]
	OMA Device Management v1.2, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-FUMO]
	OMA Firmware Update Management Object v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-LOC]
	OMA Location v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 
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	OMA Presence (IMPS and SIMPLE), Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-SCOMO]
	OMA Software Component Management v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/
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	“OMA Service Environment”, Open Mobile AllianceTM, OMA-Service-Environment-V1_0_2,
URL: http://www.openmobilealliance.org/

	[PUSH-AD]
	“Push Architecture”, Open Mobile AllianceTM, OMA-AD-Push-V2_2, URL:http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[UAPROF]
	“OMA User Agent Profile V2.0”, Open Mobile AllianceTM, OMA-ERP-UAProf-V2_0-20060206, URL:http://www.openmobilealliance.org/

	
	


Change 2:  Another change
5.2 Dependencies

The DCD Enabler can use other OMA Enablers.

· The DRM Enabler SHOULD be usable for content protection and is described in [OMA-DRM] and [DRM20-Broadcast-Extensions].
· The MCC Enabler SHOULD be usable for charging and is described in [MCC-AD].

· The DM Enabler SHOULD be usable for the service provisioning and is described in [DM-AD].

· The PUSH Enabler SHOULD be usable for the service and system functions as well as content delivery, and is described in [PUSH-AD].

· The Browsing Enabler SHOULD be usable for the service and system functions including content delivery and is described in [Browsing]
· The BCAST Enabler SHOULD be usable for service administration and content delivery and is described in [BCAST-AD].
· The CBCS Enabler MAY be usable for the content filtering and is described in [CBCS-AD].

· The CSCF Enabler MAY be usable for the content screening and is described in [CSCF-AD].

· The UAPROF Enabler SHOULD be usable for the adaptation of content based on device capabilities and is described in [UAPROF].
· The DPE Enabler SHOULD be usable for the adaptation of content based on device capabilities and is described in [DPE-RD].
· The 3GPP SMS MAY be usable for service administration and content delivery and is described in [3GPP 23.040].

· The 3GPP Cell Broadcast (CBS) MAY be usable for service administration and content delivery and is described in [3GPP 23.041].
In order to support the DCD service, the DCD Enabler might have additional external interfaces to content management systems and personalization sources that may be internal or external to the service provider (e.g. Presence Enabler, Location Enabler). If those personalization sources are used, the Presence Enabler described in [OMA-Presence] and the Location Enabler described in [OMA-LOC] SHOULD be used for presence and location information.
Change 3:  DRM Enabler Entities
5.5.2.11 DRM Enabler Entities

DRM Enabler provides DCD Enabler with capabilities of controlled consumption of DCD Content delivered over point-to-point bearers and broadcast bearers. DCD Enabler use of DRM enabler entities and functions includes:

· DRM Agent: A DRM Agent embodies a trusted entity in a device. This trusted entity is responsible for enforcing permissions and constraints associated with DRM Content, controlling access to DRM Content, etc. Use of DRM Agent by DCD Enabler entities are for further study.
· Rights Issuer: The rights issuer is an entity that assigns permissions and constraints to DRM-protected DCD Content, and generates Rights Objects, which is an XML document expressing permissions and constraints associated with a piece of DRM-protected DCD Content.
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