Doc # OMA-MAE-2006-0269-DCD-AD-update-re-comments-from-ARCH[image: image7.wmf] 

Content Delivery

 Layer 

–

 Core DCD Enabler Functions

 

Transport Layer 

–

 HTTP, SMS, Cell Broadcast, BCAST

, etc.

 

Client

-

Application 

Interaction Functions

 

.doc
Input Contribution

Doc# OMA-MAE-2006-0269-DCD-AD-update-re-comments-from-ARCH[image: image8.jpg]"sOMaQa

Open Mobile Alliance



.doc
[image: image9.wmf] 

Content Delivery

 Layer 

–

 Core DCD Enabler Functions

 

Transport Layer 

–

 HTTP, SMS, Cell Broadcast, BCAST

, etc.

 

Client

-

Application 

Interaction Functions

 

Input Contribution



Input Contribution

	Title:
	DCD AD update re comments from ARCH
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-MAE, DCD AHG

	Submission Date:
	21 June 2006

	Source:
	Michael Shenfield, RIM, mshenfield@rim.com
Bryan Sullivan, Cingular Wireless, bryan.sullivan@cingular.com
David Sanders, Vodafone , david.sanders@vodafone.com
Jin Peng, Huawei Technologies, fr.Peng@huawei.com
Anett Schülke, NEC, Anett.Schuelke@netlab.nec.de


	Attachments:
	none
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This contribution proposes changes to DCD AD diagrams and text, to address comments provided by the BAC MAE group during the MAE opening in Osaka and by the ARCH group during ARCH-DCD joint meetings.

2 Summary of Contribution

The current DCD AD diagram is shown below:
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The DCD AD diagram was the focus of multiple comments during the MAE opening meeting in Osaka and during the joint meeting between ARCH and DCD groups:

· The DCD-2, and DCD-3 interfaces should not show the leveraged bearer functions (e.g. Broadcast and Push)

· Scope definition is not clear, needs clear identification what is in the scope and what is not.

· External interfaces need to be shown explicitly as DCD interfaces, since DCD will export these for use by Content Providers and the DCD-Enabled Client Applications

· “In scope limited” functionality related to interaction with other enables and external applications doesn’t need to be shown in the architecture diagram. This functionality is implied by interaction with external entities and limited to defining data binding to interfaces provided by other enablers and/or external applications.
· Definition and concept of APSI are not clear – it is in fact a general purpose data interface between the DCD Client and the DCD Enabled Client Application and should be defined as such. Similar data interface exists between the DCD Server and Server provider but there’s no concept of SPSI (Service Profile Specified Interface).
· APIF is a subset of DCD Client-Application Interaction Functions, there’s no need in duplicate definitions

To address these comments the contribution proposes to split architecture diagram. The first diagram demonstrates interactions of the DCD Enabler with other enablers and external applications and will be provided for informative purposes only. The second diagram shows enabler core components and interfaces and specifies the scope of DCD. The text is updated to reflect the changes in diagrams and to address comments from BAC-MAE and ARCH groups.
3 Detailed Proposal

Change 1: 
3.1 Definitions

	Interface
	See [Error! Reference source not found.].

	Channel Metadata
	The Channel Metadata is a set of static settings and rules for handling delivery of the DCD Content and administering the DCD Service for a particular channel (e.g. delivery, storage, notification rules). Channel Metadata is associated with the channel’s content types. The Application Profile is a part of Channel Metadata. 

	Content Metadata
	The Content Metadata is a set of dynamic settings and rules for handling delivery of the DCD Content. Content Metadata is associated with a particular unit of content and may include rules and settings for content expiry, replacement, fragmentation, etc.

	Application Profile (AP)
	The Application Profile (AP) is the set of definitions and rules that allow the DCD Client to interpret the DCD Content for a particular DCD-Enabled Client Application. The AP is a part of Channel Metadata and provided by the DCD Enabled Client Application or the DCD Content Provider upon registration with the DCD Enabler.

	Service Profile (SP)
	The Service Profile (SP) is a set of definitions and rules that define interactions between the DCD Server and the DCD Content Provider related to a particular content channel (e.g. data retrieval URI, push schedule, size limitations, etc.). The SP is a part of Channel Metadata and provided by the DCD Enabled Client Application or the DCD Content Provider upon registration with the DCD Enabler.

	
	

	
	


Change 2: 

4. Introduction
(Informative)
The Dynamic Content Delivery (DCD) Enabler is expected to enhance a mobile user’s experience through the periodic delivery of personalised or customized content to a device. Such content may be based on the subscription and preferences of the user, operator or service provider. As a complementary delivery mechanism to the existing mechanisms, e.g. browsing, messaging, etc., it will reuse as much existing technology as possible, while providing the added benefits of delivery control management, and an enhanced user experience. The content delivery should support various network technologies (i.e. network types and/or bearers), and may operate autonomously in the background.  
The content types and formats used by DCD will, wherever possible, be consistent with those of the established mechanisms. The DCD Enabler enables an application and its content delivery to be enhanced by making it available asynchronously and through automatic means though it does not specify detailed DCD applications, or how to render the content of those applications. The DCD Enabler is agnostic to different content types used by different applications.

This document defines the architecture of the Dynamic Content Delivery (DCD) Enabler based on the [DCD RD].
The DCD Enabler is a part of the OMA Service Environment [OSE] and designed to interface other OMA enablers. The following diagram shows DCD Enabler interactions with other enablers and applications.
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Figure 1: DCD Enabler interactions with external enablers and applications

Section 5 defines the architecture of the DCD Enabler. At first in section 5.2, the overall DCD architecture diagram is introduced, including its logical entities and interfaces. 
Secondly, the section 5.3 defines DCD Content packaging model that makes possible for the DCD Enabler to be content type agnostic and the DCD Content to be opaque to the enabler.
Section 5.4 shows diagrams for dynamic registration of the applications and the Content Providers with the DCD Enabler. The registration model supports dynamic plug-in of new applications and Content Providers into the DCD Enabler without interruption of services provided by the enabler.
Next in section 5.5, the DCD functional entities and interfaces are described in details and enabler functions are enumerated..
Finally in chapter 6, the DCD Enabler protocol stack is introduced to better describe the end-to-end content delivery flows and how the DCD Enabler handles the content delivery between the DCD Client, DCD Server and the DCD-Enabled Client Application.
Change 3: 

5.1   Dependencies

The DCD Enabler can use other OMA Enablers.

· The DRM Enabler for content protection  as described in [DRM-AD].

· The MCC Enabler for charging  as described in [MCC-AD].

· The DM Enabler for the service provisioning   asdescribed in [DM-AD].

· The PUSH Enabler for the service and system functions as well as content delivery, as described in [PUSH-AD].

· The Browsing Enabler for the service and system functions including content delivery as described in [Browsing]
· The BCAST Enabler for service administration and content delivery as described in [BCAST-AD].
· The CBCS Enabler for the content filtering as described in [CBCS-AD].

· The CSCF Enabler for the content screening as described in [CSCF-AD].

· The UAPROF Enabler for the adaptation of content based on device as described in [UAPROF].
· The DPE Enabler for the adaptation of content based on device capabilities as described in [DPE-RD].
· The 3GPP SMS for service administration and content delivery as described in [3GPP 23.040].

· The 3GPP Cell Broadcast (CBS) for service administration and content delivery as described in [3GPP 23.041].
· The Presence Enabler for the adaptation of content based on presence information as described in [OMA-Presence].
· The Location Enabler for the adaptation of content based on location information as described in [OMA-LOC].

Change 4: 

5.2  Architectural Diagram

Figure 2 describes the functional entities and interfaces of the DCD Enabler.





· 
· 
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Figure 2: DCD Enabler architecture

In order to maintain independence from the underlying implementation platform, all DCD interfaces need to be defined only in terms of data schema for the parameters of these interfaces. The following interfaces are in scope of DCD:
· DCD-1 is a bi-directional point-to-point interface between the DCD Server and the DCD Client. This interface is used by the DCD Client to send content requests to the DCD Server, and to receive responses.
· DCD-2 is a uni-directional point-to-point interface between the DCD Server and the DCD Client. This interface is used by the DCD Server to push notifications and/or content to the DCD Client.
· DCD-3 is a uni-directional multi-point interface between the DCD Server and the DCD Client. This interface is used by the DCD Server to push notifications and/or content to multiple DCD Clients.
· DCD-4 is a bi-directional point-to-point interface between the DCD Server and the DCD Client. This interface is used by the DCD Server and the DCD Client to exchange service administration and configuration information.
· DCD-CPR is a uni-directional interface between the Content Provider and the DCD Server. This interface is used by the Content Provider to register new content channels with the DCD Server. 
· DCD-CPDE is a bi-directional interface between the Content Provider and the DCD Server. This interface is used by the Content Provider to publish content at the DCD Server and by the DCD Server to retrieve content from the Content Provider. The interface could also be used for exchange of administration information, if applicable.
· DCD-CAR is a uni-directional interface between the DCD Enabled Client Application and the DCD Client. This interface is used by the DCD Enabled Client Application to register with the DCD Client when the application is installed on a handheld.  
· DCD-CADE is a bi-directional interface between the DCD Enabled Client Application and the DCD Client. This interface is used by the DCD Client to send notifications and/or content to the DCD Enabled Client Application and by the DCD Enabled Client Application to retrieve content from the DCD Client. The interface could also be used for exchange of administration information, if applicable.
Change 5: 
5.4  Registration with the DCD Enabler
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Figure 3: Registration with the DCD Enabler

The DCD Enabled Client Application registers with the DCD Enabler by interacting with the DCD-CAR interface of the DCD Client. The DCD-CAR interface allows dynamic registration of new applications. Upon registration, the application supplies Channel Metadata (incl. the Application Profile or parts of it). The Channel Metadata provided by an application may also include the Service Profile that defines the interactions between the DCD Server and the Content Provider. 
The DCD Enabled Client Application may be preinstalled on the device and preregistered with the DCD Client “out-of-the-box”.

The DCD Content Provider registers with the DCD Enabler by interacting with the DCD-CPR interface of the DCD Server. The DCD-CPR interface allows dynamic registration of new services and content channels. Upon registration the content provider supplies Channel Metadata. The channel metadata provided by a Content Provider may also include the Application Profile that defines the interactions between the DCD Client and the DCD Enabled Client Application. 


The DCD channel is established when both the DCD Enabled Client Application and the appropriate DCD Content Provider are registered with the DCD Enabler.

Figure 3 shows the DCD Server being shared by DCD Content Providers and the DCD Client being shared by DCD Enabled Client Applications. Both the DCD Server and the DCD Client are assumed here as logical entities; therefore the plug-in registration model is appropriate for various deployment topologies (e.g. container model with the pool of dedicated DCD Client or Server instances).

Change 6: 

5.5  Functional Components and Interfaces

DCD Functional Entities

5.5.1.1 DCD Client

The DCD Client resides on the mobile terminal and is used to access the DCD service.

The DCD Client will be able to provide support for:

· Administration Function:
· Service registration procedure

· Logging capability of security violations and statistics 
· Content discovery
· Subscription handling
· Alignment  of subscription information between DCD Client and DCD Server 
· Activation/De-activation
· Application version handling
· 
· 
· 
· 
· 
· 
· 
· 
· 
· Content Delivery Functions 

· Push / Pull Content delivery on demand or scheduled or prefetched
· Broadcast and P2P delivery
· Connection profile handling (service address and security)

· Content data handling (e.g. storage, meta data, expiration time)

· Specific content delivery functions:

· Client content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority handling for content delivery
· Transport layer delivery confirmation

· Channel filtering / customization function

· The channel filtering / customization function at the client allows the user and the Service Provider to customize the user’s subscription to DCD channels broadcast from a DCD Server to that client. The channel filtering / customization function filters broadcast channels at the client that, for example:

· Are not subscribed to by the user;

· The subscription period to a channel has expired;

· A channel is no longer active;

· Subscription to a channel is limited.

· DCD Client-Application Interaction Functions – the DCD Client provides a set of functions to DCD-Enabled Client Applications for the purpose of accessing DCD enabler services. These include the following:
· Service Registration
· Registration with a DCD service provider

· This allows a DCD-Enabled Client Application to register with a specific DCD service provider or any available (e.g. a default) DCD service provider.

· Un-registration with a DCD service provider
· This allows a DCD-Enabled Client Application to un-register with a specific service provider, which is already registered. 
· Notification of DCD service provider registration changes

· This allows a DCD-Enabled Client Application to receive notifications that the registration state with a DCD service provider has changed. For example, the DCD-Enabled Client Application can be informed that prior registrations are no longer valid, and the DCD- Enabled Client Application needs to re-register:

· Where a subscriber change has occurred, and existing registration information erased

· Where a DCD service provider has terminated the registration with the DCD- Enabled Client Application

· Service Discovery
· Discovery of DCD services available via the DCD service provider

· This allows a DCD-Enabled Client Application to request a description of the DCD services that are available from Content Providers via the DCD service provider. The DCD-Enabled Client Application may present this information to the user for service subscription and/or content selection purposes. The DCD Enabler may reuse elements of other OMA enablers for this purpose, e.g. the BCAST Service Guide data model.

· Notification of DCD services change via the DCD service provider

· This allows a DCD-Enabled Client Application to receive notifications that a service description update is available from the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Subscription to DCD services available via the DCD service provider

· This allows a DCD-Enabled Client Application to request subscription to a Content Provider service via the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Content Update
· Notification of new content delivery via DCD

· This allows a DCD-Enabled Client Application to receive notifications that new content has been delivered by the DCD enabler, and is available in the device’s storage.

· Requests for synchronous DCD service, and responses to those requests

· This allows a DCD-Enabled Client Application to requests a content update via the DCD enabler, and to receive the enabler’s response.

· Reception of asynchronously delivered content

· This allows a DCD-Enabled Client Application to receive new content that has been delivered asynchronously (Push or Broadcast) by the DCD enabler, and is available in the device’s storage.

· Session Management
· Selection of delivery options for subscribed DCD services

· This allows a DCD-Enabled Client Application to request changes to the content delivery options available for a subscribed DCD service. DCD service content delivery options may vary, and via this facility the DCD-Enabled Client Application can retrieve the available options and current settings for a subscribed service, and provide them in the UI for user information or control, as applicable.

· Notification of changes in Dynamic Client Capabilities
· This allows a DCD-Enabled Client Application to inform a subscribed DCD service of changes to the applications capabilities. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Dynamic Profile Environment.

· Notification of DCD service suspension and resumption

· This allows a DCD-Enabled Client Application to receive notifications that operation of the DCD enabler has been suspended for various reasons. The DCD-Enabled Client Application may use this notification for arbitrary purposes, e.g. to update graphical UI elements (e.g. a “connection status” icon, or graying of menu options for manual updates) or suspend requests for synchronous DCD content updates.

· Requests for DCD service suspension and resumption

· This allows a DCD-Enabled Client Application to request the suspension and resumption of the DCD enabler operation on its behalf, for various reasons. 

· Storage Management
· Content storage management

· This allows a DCD-Enabled Client Application to request specific content storage options or actions provided by the DCD client content storage, as available for a subscribed DCD service. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Persistent Storage. Functions include:

· Reserve a certain amount of content storage.

· Erase the DCD-Enabled Client Application’s content in the content storage.

· Set DCD content storage content retention policies, as available to the user for a particular subscribed service.

The DCD Client should:

· Be able to interact with supporting enablers realized in mobile terminal and providing following functions respectively
· Broadcast

· Push
· Content filtering
NOTE: Realization of this function is implementation-dependent.

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content protection

· Charging agent 
· Providing of an Advice of Charge (AoC) to the user as directed by the DCD Server, with the option of requiring user confirmation to proceed with the related action, based upon the AoC

· Online charging as defined by MCC

· Offline charging as defined by MCC

· Browsing client

· Service and system functions as well as content delivery
· Any functions necessary for broadcast service
· Handle settings for delivery control provided by either DCD-Enabled Client Application or DCD Content Provider.
5.5.1.2 DCD-Enabled Client Application

The DCD-Enabled Client Application resides on the mobile terminal and interacts with the DCD Client.

The DCD-Enabled Client Application will be able to:

· Interact with the DCD Client via the DCD-CADE interface to retrieve notifications and/or content 
· Interact with the DCD Client via the DCD-CAR interface for application registration.
The DCD-Enabled Client Application may be able to:
· Provide the elements of the Application Profile to the DCD-Client via the DCD-CAR interface upon registration with the DCD Enabler. 
· Interact with the DCD Client via the DCD-CADE interface to exchange of administration information
5.5.1.3 DCD Server
The DCD Server implements the application level network functionality for the DCD service.

The DCD server will provide:

· Service Administration

· Service registration procedure

· Logging capability of security violations and statistics

· Content discovery
· User’s / Content provider’s service and channel subscription management functions 

· Alignment  of subscription information between DCD Client and DCD Server 
· Activation/De-activation of clients
· Application version handling
· Content delivery

· Push/Pull content delivery on demand or scheduled

· Broadcast and P2P delivery
· Specific content delivery functions:

· Client Content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority Handling for Content Delivery (not for presentation purpose)

· Content expiration and update handling

· Connection profile handling (service address and security)

· Content delivery management of functions 

· Content Metadata for the DCD-Enabled Client Application to enable service functionality related to the DCD content

· Transport layer delivery confirmation

The DCD Server should:

· Be able to interact with supporting enablers realized in the network and providing following functions respectively
· Broadcast

· Push

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content Protection

· Content Aggregation Agent by re-use of existing interfaces to external OMA and non-OMA Enablers

NOTE: Realization of this function is implementation-dependent.

· Charging Agent 
· Based upon charging policies associated with DCD actions, directing the DCD Client to provide of an Advice of Charge (AoC) to the user, with the option of requiring user confirmation to proceed with the related action, based upon the AoC

· Online charging as defined by MCC

· Offline charging as defined by MCC

NOTE: Realization of this function is implementation-dependent.
Change 7: 

5.5.3 Interfaces

5.5.3.1 Interface DCD-1

DCD-1 is a bi-directional point-to-point interface between the DCD Server and the DCD Client. Via this interface the DCD Client sends content pull requests to the DCD Server, and receives responses. The DCD Client can send requests to the DCD server via DCD-1 as a result of several triggers, e.g.: 

· upon notification of content update availability by the DCD Server
· automatic request per a predefined schedule
· automatic request upon stored content expiration
· on-demand request of the DCD-Enabled Client Application, e.g. upon end-user interaction or application-specific function
· on-demand request due to DCD Server Push notification
5.5.3.2 Interface DCD-2

DCD-2 is a unidirectional point-to-point interface between the DCD Server and the DCD Client. Via this interface the DCD Server delivers pushed notifications and/or content to the DCD Client, e.g.

· Notification of content availability, for client-invoked retrieval via DCD-1 
· Notification of service guide update availability, for client-invoked retrieval via DCD-4

· Direct delivery of content or service guide

· Notification or direct delivery of service administration action

Actions on this interface may be initiated by the DCD Server upon request of a Service Provider / Content Provider, or by the DCD Server itself.

5.5.3.3 Interface DCD-3

DCD-3 is a unidirectional point-to-multipoint interface between the DCD Server and the DCD Client. Via this interface the DCD Server delivers notifications and/or content to the DCD Client, e.g.

· Notification of content availability, for client-invoked retrieval via DCD-1
· Notification of future scheduled content delivery via DCD-3

· Notification of service guide update availability, for later reception via DCD-3

· Direct delivery of content or service guide

· 
Actions on this interface may be initiated by the DCD Server upon request of a Service Provider / Content Provider, or by the DCD Server itself.

5.5.3.4 Interface DCD-4

DCD-4 is a bi-directional point-to-point interface between the DCD Server and the DCD Client. Via this interface the DCD Client and the DCD Server perform service subscription and administration e.g.. 


· Service registration actions

· Register

· Unregister

· Service administration actions, e.g.

· change channel delivery options

· change personalization/customization options

· suspend/resume service

· Service guide updates

· Service subscription actions

· request service guide

· subscribe/unsubscribe

· request advice of charge
Actions on this interface may be initiated by the DCD Client upon request of a DCD-Enabled Client Application, or by the DCD Client itself (e.g. automatic registration, or due to some DCD Server Push notification).
5.5.3.5 Interface DCD-CPR

DCD-CPR is a uni-directional interface between the Content Provider and the DCD Server. This interface is used by the Content Provider to register new content channels with the DCD Server. The Content Provider uses DCD-CPR interface when the new channels become available or when there is an update to the settings of the existing channels. The interface is used to supply Channel Metadata (incl. Application Profile and Service Profile) to the DCD Enabler. Typically, the DCD-CPR interface is used to provide Service Profile part of Channel Metadata. The DCD-CPR interface allows to plug-in new Content Providers into the DCD Enabler dynamically i.e. there is no need for the DCD Server restart or interruption of services upon registration. The registration of the Content Providers is independent from the registration of the DCD Enabled Client Applications.   

5.5.3.6 Interface DCD-CAR

DCD-CAR is a uni-directional interface between the DCD Enabled Client Application and the DCD Client. This interface is used by the DCD Enabled Client Application to register with the DCD Client when the application is installed on a device or upgraded. The DCD Enabled Client Application uses DCD-CAR interface to supply Channel Metadata (incl. Application Profile and Service Profile) to the DCD Enabler. Typically, the DCD-CAR interface is used to provide the Application Profile part of Channel Metadata. The DCD-CAR interface allows to plug-in new applications into the DCD Enabler dynamically i.e. there is no need for the DCD Client restart or interruption of services upon registration. The registration of the DCD Enabled Client Applications is independent from the registration of the Content Providers.   

5.5.3.7 Interface DCD-CPDE

DCD-CPDE is a bi-directional interface between the Content Provider and the DCD Server. This interface is used by the Content Provider to publish content at the DCD Server and by the DCD Server to retrieve content from the Content Provider. The interface DCD-CPDE is used to exchange data packaged according to the 
envelope model described in section 5.3. The data inside the envelope is opaque to the enabler, therefore only the structural parameters of the DCD Server envelope need to be specified.
5.5.3.8 Interface DCD-CADE

DCD-CADE is a bi-directional interface between the DCD Enabled Client Application and the DCD Client. This interface is used by the DCD Client to send notifications and/or content to the DCD Enabled Client Application and by the DCD Enabled Client Application to retrieve updated content from the DCD Client. The interface DCD-CADE is used to exchange data packaged according to the envelope model described in section 5.3. The data inside the envelope is opaque to the enabler, therefore only the structural parameters of the DCD Content envelope need to be specified.
5.5.3.9 External Interfaces (EXT-1, EXT-2, EXT-3)
The external interfaces EXT-1, EXT-2, and EXT-3 are out of scope for the DCD. The DCD Enabler is always a Client for these interfaces, therefore in terms of DCD Enabler it only needs to specify bindings of DCD specific data entities to data parameters of these interfaces.
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6 DCD Enabler Protocol Stack

6.1 DCD Enabler Protocol Stack

The DCD Enabler Architectural Model describes the interactions of DCD Enabler with other Enablers. 

Based on the interaction model, the DCD Enabler is viewed as a protocol stack with three layers as follows.

Figure 3: DCD Enabler Protocol Stack

At the bottom, there is a DCD Enabler Transport Layer that delivers the DCD Content and related control management messages from the DCD Server to the DCD Client. The transport bearers may be point-to-point bearers such as HTTP and SMS, or broadcast bearers such as cell broadcast or BCAST, or push bearers. Based upon the interface being provided, the Transport Layer may reuse elements of OMA Enablers such as W-HTTP, Push, and BCAST, across point-to-point or broadcast bearers.
Above the DCD Enabler Transport Layer is DCD Enabler Content Delivery Layer that defines two aspects of the key DCD Enabler functions. One is the semantics definition of the DCD Enabler functions including the control management message types and informational elements. Thus the DCD Client and DCD Server can interoperate in terms of control management functions. The other is the syntactic mapping of the semantics functions, e.g. the standard payload structure of the DCD Content and related control management messages. There may be several types of payload structure depending on the transport bearer limitations. For example, it may be XML for HTTP, or SMS token table for SMS, etc. However, the application-specific data is opaque to the content delivery layer, and the definitions and interpretation rules are represented in Application Profile.
On the top is the DCD Client-Application Interaction Functions  that allow the DCD Client to process the DCD Content for delivery to a particular DCD-Enabled Client Application. The Client Application Interaction Functions use Application Profile settings to process the DCD Content.  At this layer, the channel and / or user-specific functions can be applied, e.g. through integration with other Enablers not directly related to content delivery.

6.2 DCD Enabler Protocol Stack across DCD Entities

The DCD Protocol Stack across the DCD entities is illustrated as follows.

The application specific data is aggregated and generated in the DCD server as part of implementation of specific application and service based on the Channel Metadata.

In the DCD Client, the Client-Application Interaction Functions interchange relevant information between the DCD-Enabled Client Application and the DCD Enabler Content Delivery Layer (for example, the content update notification), and pass the DCD Content delivered from the DCD Server to the DCD-Enabled Client Application.

The DCD Client uses Client-Application Interaction Functions to process the DCD Content for delivery to a DCD-Enabled Client Application.
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Figure 4: DCD Enabler Protocol Stack across DCD Entities

4 Intellectual Property Rights
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5 Recommendation

To review the contribution and agree for modification of the AD.
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