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1 Reason for Change

The OMA Browser Interoperability RD (OMA-RD-BrowserInteroperability-V1_0-20060209-C) was approved in February 2006.

This Change Request is to the Enabler Test Requirements for Browsing (OMA-ETR-Browsing-V2_3-20050617-C) and reflects the agreed changes made to OMA-WAP-TS-WAESpec-V2_3-20050118-C.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree this change request and have it rolled into the Browsing 2.3 ETR
6 Detailed Change Proposal

Change 1:  OMA-ETR-Browsing-V2_3-20050617-C References
2.1
Normative References

	[CacheMod]
	“User AgentCaching Model, Version 1.1”, Open Mobile Alliance(. OMA-TS-UACACHE V1_1.  URL:http://www.openmobilealliance.org/

	[HTTPSM]
	“HTTP State Management Specification, Version 1.1”, Open Mobile Alliance(.  OMA-TS-HTTPSM-V1_1. URL:http://www.openmobilealliance.org/

	[RFC2965]
	"HTTP State Management Mechanism", D. Kristol, et al, October 2000.  URL: http://www.ietf.org/rfc/rfc2965.txt

	[RFC2109]
	HTTP State Management Mechanism”, D. Kristol and L. Montulli, February 1997. URL: http:/www.ietf.org/rfc/rfc2109.txt

	[WCSS]
	“WAP CSS Version 1.1”, Open Mobile Alliance(.  OMA-WAP-WCSS-V1_1. URL:http://www.openmobilealliance.org/

	[XHTMLMP]
	“XHTML Mobile Profile 1.2”, Open Mobile Alliance(.  OMA-WAP--XHTMLMP-V1_2.URL:http://www.openmobilealliance.org/

	[XHTMLMP12]
	“XHTML Mobile Profile 1.2”, Open Mobile Alliance(.  OMA-WAP--XHTMLMP-V1_2.
URL:http://www.openmobilealliance.org/


Change 2:  OMA-ETR-Browsing-V2_3-20050617-C ETRs for WAESpec
6.2 ETRs for WAESpec.

…
6.2.1 User Agent ETR

6.2.1.1 User Agent ETR

…

REQUIREMENT - The test campaign needs to verify UAs support the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.

The use of https: implies that there is a secure linkage end-to-end. [WAE] specifies that if https: is used between a client and a gateway, that the system must insure that similar security constraints are applied between the gateway and the server.

REQUIREMENT – The test campaign needs to verify the UA reporting an error to the user when the secure connection cannot be established and the retrieval attempt is aborted
The test campaign needs to verify the treatment of character encoding and the reporting of errors to the user when the document includes unknown characters.

REQUIREMENT - The test campaign needs to verify the UA supporting the advertising of its characteristics does so using HTTP accept headers including HTTP media range */* with associated “q” value regardless of any [UAPROF] support.

REQUIREMENT - The test campaign needs to verify the UA supporting the advertising of its characteristics using [UAPROF].

REQUIREMENT – The test campaign should verify the UA supports for the advertised characteristics and needs to verify support for all advertised characteristics specified by OMA.

6.1.1.1 Interoperability

User Agent interoperability is primarily addressed through the detailed specifications, e.g. [XHTMLMP], [ESMP], etc. and the User Agent ETRs above. The available test suites should be used to test both user agent-to-user agent and end-to-end interoperability among components under the test. The user agent-to-user agent interoperability is defined as consistent behavioural responses to input content. The end-to-end interoperability is defined as correct handling and delivery of the content from one of the delivery chain to the other.

Table 1 User Agent ETR Priorities for IOP Test

	Summary Requirement
	Priority

	Test via proxy/Gateway/PEP and directly to content server
	High

	Verify UA declares acceptance of all supported content types (those from [WAE] section 6.1 plus common media types, with priority on the following content types):

For presentation in the browser:

WML textual form

WML1 binary form

XHTML Basic

XHTML Mobile Profile

WCSS

WBMP

BMP

GIF

JPEG

PNG

For download:

AMR

MIDI

MP3

WAV

H.263 Video (3GPP)
	High

	Verify UA support (via in-line/direct presentation or other supported handling) for all declared content types
	High

	Verify UA declares all supported connection-oriented WAP1 Push methods as WAP1 protocol options.
	High

	Verify session establishment via supported WAP1 protocols, including secure and nonsecure session protocols
	High

	Verify data exchange via all supported protocols, including nonsecure and secure transport protocols of WAP1 and WAP2
	High

	Verify supported hypermedia transfer services, including the GET, HEAD and POST methods, status code 200, and Redirection status codes including 302
	High

	If supported, verify support for the HTTP Refresh header.
	High

	Verify minimum URI length support in all hypermedia transfer and markup language features that use URI’s, with priority on:

Anchor tags

Embedded object references

HTTP 302 redirect (Location header)
XHTML-specific features (e.g. Form)

WML-specific features

Push Service Indication and Service Loading URI’s
	High

	Verify supported URI schemes, including “http”, “https”, “mailto”, and “wtai”
	High

	Verify operation of softkeys when defined in applications[WML]
	High

	Verify the back key at all times.
	High


6.2.2 Proxy/Gateway/PEP ETR

6.2.2.1 Deployment

…
REQUIREMENT - The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.

REQUIREMENT – The test campaign needs to verify the Proxy reports an error to the user when the secure connection cannot be established and the retrieval attempt is aborted.

6.2.2.2 Interoperability

Proxy/Gateway/PEP interoperability is primarily addressed through the detailed specifications, e.g. [XHTMLMP], [ESMP], etc. and the Proxy/Gateway/PEP ETRs above.
Table 2 Proxy/Gateway/PEP ETR Priorities for IOP Test

	Summary Requirement
	Priority

	Verify session establishment via supported WAP1 protocols, including secure and nonsecure session protocols
	High

	Verify data exchange via all supported protocols, including nonsecure and secure transport protocols of WAP1 and WAP2
	High

	Verify supported hypermedia transfer services, including the GET, HEAD, and POST methods, and status codes 200, 302
	High

	Verify caching/forwarding of session headers (WAP1) and request headers (WAP1 and WAP2) 
	High

	Verify proxied request accept header includes all content types declared by the UA, and additionally content types supported for translation to UA-accepted content types.
	High

	Verify delivery of UA-declared content types (those from [WAE] section 6.1 plus common media types, with priority on the following content types):

WML textual form

WML1 binary form

XHTML Basic

XHTML Mobile Profile

WAP CSS

WAP BMP

BMP

GIF

JPEG

PNG

AMR

MIDI

MP3

WAV

H.263 Video (3GPP)
	High

	Verify nonsecure and secure delivery of content types as above via proxy/Gateway/PEP and directly to content server
	High


6.2.3 Content Server ETR

6.2.3.1 Deployment

The ETRs for the former are presented first, the ETRs for the latter are in essense those of the Proxy/Gateway/PEP but are replicated here for clarity.

There is one general ETR.

REQUIREMENT – The test campaign needs to provide the means to test both with and without any proxy/gateway/PEP elements claiming conformance to Browsing V2.1 by [WAESpec]. Optionally the test campaign needs to consider the use of pure HTTP proxies in the path between user agent/device and content server. 
The WAP V2.0 architecture [WAPArch] defines the elements of the content path, i.e. User Agent (UA), content server and any proxy/gateway/PEP functions in between. For Browsing V2.2 there is no requirement for a proxy/gateway/PEP function for most features. 

6.2.3.1.1 HTTP Server – with or without Proxy/Gateway/PEP 

This section covers the ETRs for the HTTP server providing support for Browsing V2.2 devices via an intermediate Proxy/Gateway/PEP or direct access from devices using [WSP] or [W-HTTP].

REQUIREMENT – The test campaign needs to ensure all the content type required to be supported for the Browsing V2.3 feature support are verified as supported by the Content Server, for the Media requirements defined in [WAE] section 6.1.

…

REQUIREMENT - The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.

REQUIREMENT – The test campaign needs to verify support for other schemes.

The URI schemes defined in [WAE] section 7.2.3 are all dependent on additional features.

\The ETRs for these URI schemes are defined in sections 7.2, 7.6, 7.8 and 7.9.

6.2.3.1.2 HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

This section covers the ETRs for the HTTP/1.1 or WSP connected server providing direct support for Browsing V2.3 devices without any intermediate Proxy/Gateway/PEP. It addresses the protocol or proxy ETRs rather than the content serving function whose ETRs are described in 6.2.3.1.1.

REQUIREMENT – The test campaign needs to ensure all the content type required to be supported by UAs are verified as supported by the Proxy/Gateway/PEP funcationality within the content server for support the Media requirements defined in [WAE] section 6.1.

Section 6.1 defines the minimum set of media types a UA needs to support for the features supported. 

REQUIREMENT – The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.

REQUIREMENT – The test campaign needs to verify the content server reports an error to the user when the secure connection cannot be established and the retrieval attempt is aborted.

6.2.3.2 Interoperability

Content Server interoperability is primarily addressed through the detailed specifications, e.g. [XHTMLMP], [ESMP], etc. and the Proxy/Gateway/PEP ETRs above.

Table 3 Content Server ETR Priorities for IOP Test

	Summary Requirement
	Priority

	Verify supported hypermedia transfer services, including the GET, HEAD, and POST methods, and status codes 200, 302
	High

	Verify delivery of UA-declared content types supported by the content server (those from [WAE] section 6.1 plus common media types, with priority on the following content types:

WML textual form

WML1 binary form

XHTML Basic

XHTML Mobile Profile

WAP CSS

WAP BMP

BMP

GIF

JPEG

PNG

AMR

MIDI

MP3

WAV

H.263 Video (3GPP)
	High

	Verify nonsecure and secure delivery of content types as above via proxy/Gateway/PEP and directly to content server
(Note: for the sake of clarity, the specification assumes WSP server to logically be combination of Proxy and content server)
	High


6.2.3.3 Optionality

The [WAE] has three types of optionality:

· Individual optional requirements within the [WAE], e.g. multipart/related.

· Optional features, e.g. [WSP], [W-HTTP], etc

· Optional features that enhance the UA support, e.g. [PICT], [EFI] etc., or provide other UAs that leverage aspects of WAESpec, typically the dispatcher, e.g. Download and DRM.

REQUIREMENT – The test campaign for the Browsing V2.3 Content Server needs to be able to verify any impacted aspects of WAESpec from these options. The detailed ETRs for these features is contained within the respective sections of this document or referred to ETRs.

6.2.4 Content Generator ETR

6.2.4.1 Deployment

There are no specific ETRs for the content generator as it is not impacted by the various deployments. The content is delivered from the content server via either the proxy/gateway/PEP or direct. Any specific issues, e.g. WMLScript compliation ETRs are called out in section 6.2.3.

6.2.4.2 Interoperability

Content Generator interoperability is primarily addressed through the detailed specifications and any ETRs stated above.

6.2.4.3 Optionality

The [WAE] has three types of optionality:

· Individual optional requirements within the [WAE], e.g. multipart/related.

· Optional features, e.g. [WSP], [W-HTTP], etc

· Optional features that enhance the UA support, e.g. [PICT], [EFI] etc., or provide other UAs that leverage aspects of WAESpec, typically the dispatcher, e.g. Download and DRM.

REQUIREMENT – The test campaign for the Browsing V2.3 Content Generator needs to be able to verify any impacted aspects of WAESpec from these options.
The detailed ETRs for these features is contained within the respective sections of this document or referred to ETRs.
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