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1 Reason for Change

The OMA Browser Interoperability RD (OMA-RD-BrowserInteroperability-V1_0-20060209-C) was approved in February 2006.
The derived requirements have been addressed in several ways:

1. Developing change requests against the following specifications:

· OMA-WAP-TS-WAESpec-V2_3-20050118-C
· OMA-TS-UACACHE-V1_0-20060822-D (Revised from WAP HTTPSM (Cookies)
· OMA-TS-HTTPSM-V1_0-20060612-D (Revised from WAP Cache specification

· OMA-UAProf-V2_0-20030520-C

· OMA-TS-XHTMLMP-V1_2-20050118-C 

· OMA-WAP-TS-PushOTA

· OMA-WAP-TS-PAP 
2. Creation of new documentation:
· The creation of UAProf best practices document as part of WID 60 (approved)
3. Planned improvements:

· WCSS and XHTML test cases identified for improvement. 

· OMA-Security-CertProf-V1_1-20040615-C

This Change Request is a change to OMA-RD-BrowserInteroperability-V1_0-20060209-C to reflect the associated Enabler release associated with each requirement.
2 Impact on Backward Compatibility

N/a
3 Impact on Other Specifications

N/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the changes as described in section 6.
6 Detailed Change Proposal

Change 1:  Enabler release indication for each requirement
Requirements
(Normative)

High-Level Functional Requirements

	Label
	Description
	Enabler Release

	[BROWSER-IOP-1]
	HTTP content negotiation headers MUST be generated and applied in a consistent manner between User Agent and Service Provider. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-2]
	Mobile web browsers MUST support a consistent set of information fields, and associated syntax (e.g. use of “quotes” and character “case”), within supported HTTP headers. (For reference see use-case 1)
	Browsing 2_3

(See Note 5)

	[BROWSER-IOP-3]
	Via the combination of Accept headers and User Agent Profiles, mobile web browsers MUST provide an accurate description of supported content types when they request web content. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-4]
	The size of an Accept header SHOULD NOT result in performance issues (e.g. latency) in mobile web browsers according to its underlying network characteristics. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-5]
	In Accept headers, mobile web browsers MUST identify at minimum the set of browser markup languages supported. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-6]
	The behaviour of a mobile web browser (i.e. UA cache directive processing) when it retrieves content from its cache SHALL be consistent. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-7]
	Mobile web browsers MUST support an interoperable set of caching directives by mandating at least one method of expiration, e.g. the Max-Age attribute of the Cache-Control header or the Expires header. Mobile web browsers MUST also use the HTTP Date header, if available, when cache freshness lifetime is calculated based on the Expires header. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-8]
	Mobile web browsers MUST support an interoperable set of directives for cookie expiration by mandating at minimum one method of expiration, e.g. Max-Age or Expires attribute. Mobile web browsers MUST also use the HTTP Date header, if available, when cookie freshness lifetime is calculated based on the Expires attribute. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-9]
	The caching of resources MUST be supported by a mobile web browser in accordance with [RFC2616] to improve network optimization, performance and usability (e.g. A browser must be able to allocate sufficient memory for caching purposes to avoid unnecessary reload of web pages). (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-10]
	It SHALL be possible for the Service Provider to accurately and consistently determine the supported content types using the information provided in the UA profile and/or Accept header. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-11]
	When a mobile web browser indicates that it supports similar MIME types (e.g. image/mng, image/x-mng, video/mng, video/x-mng, image) it SHALL include a quality value. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-12]
	A consistent format and vocabulary MUST be applied to all implementations of UAProf. (For reference see use-case 1)
	UAProf 2_0

	[BROWSER-IOP-13]
	Mobile web browsers MUST indicate the bearer (e.g. 2G or 3G) that it supports in a consistent manner. (For reference see use-case 1)
	See Note 6

	[BROWSER-IOP-14]
	The x-wap-profile header MUST be consistently populated with consistent syntax across all mobile web browsers. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-15]
	Information provided in a UAProf MUST be consistent with the capabilities supported by the associated mobile web browser. (For reference see use-case 1)
	Browsing 2_3

	[BROWSER-IOP-16]
	A Mobile Web Browser SHALL be capable of communicating the size of its available cache memory at any given point in time. (For reference see use-case 1)
	See Note 6

	[BROWSER-IOP-17]
	Upon the reception of spurious and corrupt HTTP messages the mobile web browser MUST either fail the current request gracefully (e.g. the mobile web browser is recoverable without end-user intervention) or continue to function without impacting user-experience. (For reference see use-case 2)
	See Note 5

	[BROWSER-IOP-18]
	When available, a mobile web browsers SHOULD use a network-based time source to ensure correct cookie/cache expiration. (For reference see use-case 1 and 3)
	Browsing 2_3

	[BROWSER-IOP-19]
	Service Providers SHOULD NOT rely upon cookie and cookie expiration for fine-grained application semantics. (For reference see use-case 1 and 3)
	Browsing 2_3

	[BROWSER-IOP-20]
	A Mobile web browser MUST support a minimum cookie size of 2048 octets. (For reference see use-case 3)
	Browsing 2_3

	[BROWSER-IOP-21]
	A Mobile web browser MUST support a minimum of 4 cookies. (For reference see use-case 3)
	Browsing 2_3

	[BROWSER-IOP-22]
	A Mobile web browser MUST support a minimum cookie storage of 8Kbyte cookie space. (For reference see use-case 3)
	Browsing 2_3

	[BROWSER-IOP-23]
	The behaviour of web browsers MUST be consistent when the maximum cookie limitation is exceeded. (For reference see use-case 3)
	Browsing 2_3

	[BROWSER-IOP-24]
	A mobile web browser MUST support a minimum URL with a minimum length of 1024 Unicode/ISO 10646 encoded characters as defined in [RFC3987] (See Note 1). (For reference see use-case 4)
	Browsing 2_3

	[BROWSER-IOP-25]
	A mobile web browser MUST allow as many name/value pairs as possible bounded by requirement [BROWSER-IOP-24]. (For reference see use-case 4)
	Browsing 2_3

	[BROWSER-IOP-26]
	Mobile web browser MUST support escape characters within URLs according to the appropriate specifications. (For reference see use-case 4)
	Browsing 2_3

(See Note 5)

	[BROWSER-IOP-27]
	A URL length of at least 256 characters MUST be supported by WAP Push SI and SL (see Note 2). (For reference see use-case 5)
	Push 2_2

	[BROWSER-IOP-28]
	A mobile web browser MUST support transport security through at least one means of connection. (For reference see use-case 6)
	Browsing 2_3

	[BROWSER-IOP-29]
	A mobile web browser MUST support HTTP Redirection 3xx status codes including 301 Moved Permanently, 302 Found, 303 See Other, 307 Temporary Redirect. (For reference see use-case 6)
	Browsing 2_3

	[BROWSER-IOP-30]
	A mobile web browser MUST initiate an HTTP POST method when it receives a 301 Moved Permanently status codes. (For reference see use-case 6)
	Browsing 2_3

	[BROWSER-IOP-31]
	A mobile web browser MUST initiate an HTTP GET method when it receives an HTTP 303 Redirection status code. (For reference see use-case 6)
	Browsing 2_3

	[BROWSER-IOP-32]
	A mobile web browser MUST support WTLS for a WAP 1.x (WSP) based protocol stack, and MUST support TLS for a WAP 2.x (W-HTTP) based protocol stack as the transport security protocols. The mobile web browser MAY also support SSL for a WAP 2.x protocol stack. (For reference see use-case 6)
	Browsing 2_3

	[BROWSER-IOP-33]
	A mobile web browser MUST support the OMA Certificate and CRL profile Specification [CertProf]. (For reference see use-case 6)
	See Note 6

	[BROWSER-IOP-34]
	All certificates supported by a mobile web browser, and that are used with transport security protocols (TLS/SSL/WTLS) MUST be compliant to OMA Certificate and CRL Profiles specification [CertProf]. (For reference see use-case 6)
	See Note 6

	[BROWSER-IOP-35]
	A mobile web browser MUST have the capacity to support a minimum number of WTLS/TLS/SSL certificates, e.g. a minimum of 20 WTLS/TLS/SSL certificates. (For reference see use-case 6)
	See Note 6

	[BROWSER-IOP-36]
	A mobile web browser MUST accurately interpret and render CSS Padding and Margin properties applied to content, as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP
(See Note 5)

	[BROWSER-IOP-37]
	A mobile web browser MUST accurately interpret and render CSS Border, Color and Background properties applied to content, as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-38]
	A mobile web browser MUST accurately interpret and render CSS Absolute and Relative positioning schemes applied to content, as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-39]
	A mobile web browser MUST accurately interpret and render the CSS Float property applied to content, as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-40]
	A mobile web browser MUST accurately interpret and render the CSS Font Size property applied to content, as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-41]
	A mobile web browser MUST accurately interpret and render CSS Tables as intended and specified by a Service Provider (See Note 3). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-42]
	The web browser SHOULD accurately interpret the parameters associated with Dynamic Pseudo-class: Focus. (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-43]
	Content specified font sizes MUST be mapped to the web browser’s supported font sizes in a non-decreasing manner (e.g. the medium font displayed will be smaller than the large font displayed). (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-44]
	Mobile web browser MUST apply a consistent ordering of CSS inline, external and internal features. (For reference see use-case 7)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-45]
	In isolation a mobile web browser MUST be able to support at least 30 XHTML Form “Option” elements per “Select” element (See Note 4). (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-46]
	In isolation a mobile web browser MUST be able to support at least 30 XHTML Form “Input (Radio and multiple Radio)” elements (See Note 4). (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-47]
	In isolation a mobile web browser MUST be able to support at least 30 XHTML Form “Text area” elements (See Note 4). (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-48]
	In isolation a mobile web browser MUST be able to support at least 100 Anchor elements (See Note 4). (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-49]
	In isolation the “Text area” of a mobile web browser MUST be able to support at least 512 bytes. (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-50]
	A mobile web browser MUST support at least 80 bytes in a text box (e.g. used for the HTTP authentication dialog and XHTML page). (For reference see use-case 8)
	Browsing 2_3

	[BROWSER-IOP-51]
	A mobile web browser SHOULD be able to render benchmark files with reasonable complexity as defined by the Browser Interoperability enabler. The benchmark files may consist of combinations of media content, e.g. images, CSS and XHTML. (For reference see use-case 8)
	Browsing 2_3 IOP

(See Note 5)

	[BROWSER-IOP-52]
	When the size of an applied XHTML file exceeds that of the supported XHTML file size on a mobile web browser then the mobile web browser MUST fail gracefully (e.g. the mobile web browser is recoverable without end-user intervention).
	Browsing 2_3


Table 1: High-Level Functional Requirements

NOTE 1. Specifying a minimum URL in terms of octets leads to varying sizes of URLs depending on the internal implementation, e.g. a URL stored as a URI [RFC3986] would have all characters UTF-8 encoded into one to four octets (bytes) per character. Any unreserved octets would then be percent encoded, yielding up to 12 octets for a single character, or a worst-case encoding of 12kbyte to store a 1024 character URL. A URL stored as an IRI [RFC3987] would have an encoding of two bytes per character or 2kbyte. However, a URL must be encoded as a URI in an HTTP request.
NOTE 2. With a 7bit SMS the maximum length of a URL is 140 characters, and the header uses the remaining 20 characters. The figure of 256 is proposed to ensure that Segmentation & Resemble is supported. However, it should be noted that sending excessive SMS over an SMS bearer to support long URLs (>256) would impact network performance.

NOTE 3. The requirement is bounded by a mobile web browser capabilities and language context, e.g. CJK.

NOTE 4. These requirements represent generic support of the features on a per document basis and are not intended to imply a specific User Experience. For example, the support of 100 Anchors does not imply the support of 100 Anchors in the viewable screen.
NOTE 5: The requirement has not resulted in a change request to the core specification. The required behaviour is addressed by an update to the OMA Browser test suite.
NOTE 6: The requirement will be addressed through existing enablers (e.g. Security enabler) or new enablers (e.g. the Device Profile Evolution enabler)
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