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1 Reason for Change

This contribution proposes to detail section 5.3.5.
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to approve these changes.

6 Detailed Change Proposal

5.3.5
Interfaces to Other Enablers

This section describes the relationship between the RME enabler and other OMA enablers with which the RME enabler can interact or that would provide support for to the RME enabler.
The RME Enabler shall be able to interface with other OMA enablers such as the ones listed below. However, it is not mandatory for an RME Enabler to include or interface with these components in order to be a conformant RME Enabler.
OMA enablers that the RME Enabler optionally should be able to use are:

5.3.5.1 Browser 
The interface must allow the RME client to invoke the browser. The interface must allow the browser to invoke the RME client.
5.3.5.2 DRM 
The DRM enabler can be used for protecting the RME data and/or associated audio and video streams. The interface between the DRM enabler and the RME enabler is implementation dependant.
5.3.5.3 BCAST - As a delivery option for point to multipoint RME data.
The BCAST enabler can be used in multiple ways along with the RME enabler. 
The RME enabler and the RME content are agnostic of the BCAST enabler. 
Interaction between the RME and BCAST enabler are as follows:

· The RME client can be used as the presentation layer of the BCAST Service Guide.

· Service Guide Function: BCAST Service Guide can be used to provide users with information about RME Services or Content. 
· File / Stream Distribution Function: BCAST File and Stream Distribution Functions can allow respectively efficient file and streaming delivery for the broadcast of RME contents to RME Clients.

· Service and Content Protection Function can be used either to control access to RME content and RME stream or only to associated AV streams.
A RME/BCAST adaptation specification may be needed during the Technical Specification Phase to allow and clarify the combined usage of RME and BCAST in particular over DVB bearer. Some interfaces are already defined in the BCAST specification, some other may be needed.
5.3.5.4 PUSH 
If RME content is pushed from a server to a client, the Push Enabler can be used for delivery of content or administration actions to the RME Client either by interacting with:

· The Push Proxy Gateway (PPG) entity via the Push Access Protocol (PAP) interface defined in [OMA-PUSH-PPG] for adaptation of Push operations to underlying bearers.

· The Push Client entity via the Push Over-the-Air protocol (Push-OTA) interface defined in [OMA-PUSH-OTA].
· The SIP Push Client entity via the Push over SIP protocol interface defined in [OMA-SIP_PUSH]
The RME Client uses the Push Enabler for reception of content from the Push Client. 
The interface between the Push Client and RME Client is implementation-dependent and unspecified by OMA.


5.3.5.5 Charging
This is an external entity, which may reside in the operator's domain. This entity takes various roles, which network operators and / or service providers need to perform the charging activities.
This entity is specified in [OMA-MCC-AD].
5.3.5.6 Device provisioning
The Device Provisioning and Management Server may perform the following functions that are needed in support of the RME Service:

· Initialization and updating of all the configuration parameters necessary for the RME Client.

· Software update for devices allowing OTA application upgrade.

The detailed description of the functionalities is given in [OMA-CP-ARCH], [OMA-DM-AD], [OMA-FUMO-AD] and [OMA-SCOMO-AD].
The definition of a Meta Object for the RME enabler maybe needed.

5.3.5.7 PSTOR

The PSTOR enabler may be used by the RME enabler to securely store user preference and user and services data in addition to specific mechanism that could be specify in the RME TS. 
Note: This will depend from the PSTOR time frame and from the fact that PSTOR could be accessible by a non browser enabler.
5.3.5.8 DCD

The RME server can be used as a content server to a DCD server. Some DCD server functionality can be incorporated in a RME server. In case one, interfaces are defined in the DCD AD document. In case two, interfaces between the two are implementation dependant.

The Interfaces between the RME client and DCD client are defined in the DCD AD as the DCD CADE and DCD CAR interface.

5.3.5.9 PRESENCE SIMPLE

The Presence Enabler, through the Presence Server entity provides presence information of a user, which may be used for RME content personalization.

This entity is specified in [OMA-PRS-IMPS-AD] and [OMA-PRS-SIMPLE-AD].

For access to presence information, the RME Server acts as a Watcher and interfaces to:

· the SIP/IP Core network via the PRS-2 reference point, as defined in [OMA-PRS-SIMPLE]

· the Content Server via the PRS-14 reference point, as defined in [OMA-PRS-SIMPLE]

The RME Server uses the methods defined by [OMA-PRS-SIMPLE] to acquire user presence information.

The conditions under which the Presence Service is invoked and the methods to be used in any specific RME supported services are application-specific, and thus not defined or limited by the RME Enabler.
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