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1. Scope

The purpose of the Browsing v2.4 Enabler Test Requirements (ETR) document is to provide information above and beyond the Browsing 2.4specification [Browsing24], which identifies key areas for interoperability, the means to verify such interoperability, and the expected results.

This document does not define the entire breadth of validation nor the individual test cases needed to validate interoperability.

The intended audience for this document is those involved with creation, execution and evaluation of test campaigns for the Browsing 2.3 OMA enabler. [Browsing24].
2. References

2.1 Normative References

	[BrowsingETR23]
	“Enabler Test Requirements for Browsing V2.3”, Open Mobile Alliance(. OMA-ETR-Browsing-V2_3.  URL:http://www.openmobilealliance.org/
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	“Enabler Release Definition for Browsing Version 2.4”, Open Mobile Alliance(. OMA-ERELD-Browsing-V2_4.  URL:http://www.openmobilealliance.org/
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	“User AgentCaching Model, V1.1”, Open Mobile Alliance(. OMA-TS-UACACHE-V1_1.  URL:http://www.openmobilealliance.org/

	
	

	
	

	
	

	
	

	
	


	
	


	
	

	
	

	[ESMP11]
	“ECMAScript Mobile Profile, V1.1”, Open Mobile Alliance™. OMA-TS-ESMP-V1_1. URL:http://www.openmobilealliance.org/ 

	[ESMPCrypto]
	“ECMAScript Crypto”, Open Mobile Alliance™.  OMA-WAP-ECMACR-V1.0. URL:http://www.openmobilealliance.org/ 

	[HTTPSM]
	“HTTP State Management Specification, V1.1”, Open Mobile Alliance(.  OMA-TS-HTTPSM-V1_1. URL:http://www.openmobilealliance.org/
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	"HTTP State Management Mechanism", D. Kristol, et al, October 2000.  URL: http://www.ietf.org/rfc/rfc2965.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner, March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	[RFC2616]
	Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding et al, June 1999. URL: http://www.ietf.org/rfc/rfc2616.txt

	
	

	
	

	
	

	
	

	[URIscheme10]
	“URI Schemes for the Mobile Applications Environment, Version 1.0”, Open Mobile Alliance™. OMA-TS-URI_Schemes-V1_0, URL:http://www.openmobilealliance.org/
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	[vObject10]
	“vObject Minimum Interoperability Profile, Version 1.0”, Open Mobile Alliance(., OMA-TS-vObjectOMAProfile-V1_0, URL:http://www.openmobilealliance.org/

	[WAE23]
	“Wireless Application Environment Specification”, Open Mobile Alliance™. OMA-WAP-WAESpec-V2_3. URL:http://www.openmobilealliance.org/ 

	[WAEMedia]
	“WAE Defined Media Type”, Open Mobile Alliance(.  WAP-237-WAEMT. URL:http://www.openmobilealliance.org/
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	[XHTMLMP13]
	“XHTML Mobile Profile 1.3”, Open Mobile Alliance(.  OMA-WAP-TS-XHTMLMP-V1_3.

URL:http://www.openmobilealliance.org/

	[XHTMLMP12]
	“XHTML Mobile Profile 1.2”, Open Mobile Alliance(.  OMA-WAP-TS-XHTMLMP-V1_2
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	[WTA]
	“Wireless Telephony Application Specification”, Open Mobile Alliance(. WAP-266-WTA. URL:http://www.openmobilealliance.org/
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2.2 Informative References

	[CSS2]
	“Cascading Style Sheets, level 2 (CSS2) Specification”, W3C Recommendation, Bert Bos et al., 12 May 1998. 
URL:http://www.w3.org/TR/1998/REC-CSS2-19980512.

	[CSSMP20]
	“CSS Mobile Profile 2.0”, W3C Candidate Recommendation, 2007.
URL: http://www.w3.org/TR/css-mobile
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	Standard ECMA-327, “ECMAScript 3 rd Edition Compact Profile”, ECMA, June 2001, URL:
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	[WDP]
	“Wireless Datagram Protocol”, Open Mobile Alliance(.  WAP-259-WDP. URL:http://www.openmobilealliance.org/

	[W-HTTP]
	“WAP Wireless Profiled HTTP”, Open Mobile Alliance(.  WAP-229-HTTP. URL:http://www.openmobilealliance.org/

	[WSP]
	“Wireless Session Protocol”, Open Mobile Alliance(.  WAP-230-WSP. URL:http://www.openmobilealliance.org/

	[W-TCP]
	”WAP Wireless Profile TCP”, Open Mobile Alliance(.  WAP-225-TCP. URL:http://www.openmobilealliance.org/

	[WTLS]
	”Wireless Transport Layer Security”, Open Mobile Alliance(.  WAP-261-WTLS. URL:http://www.openmobilealliance.org/

	[WTP]
	“Wireless Transaction Protocol Specification”, Open Mobile Alliance(. WAP-224-WTP. URL:http://www.openmobilealliance.org/
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	“XHTMLTM Basi c 1.1”, W3C Candidate Recommendation, Shane McCarron, et al., 13 July 2007. 
URL: http://www.w3.org/TR/2007/CR-xhtml-basic-20070713.


Editor’s Note: References should be cleaned up (Yam 071002)
3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

Any use of the same words other than as [RFC2119] key words SHALL be interpreted as their normal English language meaning.

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

All requirements shown in this document in the following form are intended for the target audience of test campaign developers, implementers and users.

REQUIREMENT – One  MUST do this
3.2 Definitions

	Browsing 
	The act of using a PC Browser or WAE User Agent to access content from a server using the established WWW request-response model using HTTP to establish sessions between client and server through intermediate networks and performance enhancing proxies.

	Client 
	A device (or application) that initiates a request for connection with a server

	Content 
	Synonym for data objects.

	
	

	
	

	Deprecated 
	A deprecated feature (e.g. specification, element or attribute) is one that has been outdated by a newer feature. Deprecated features are defined in the specification and are clearly marked as deprecated. Deprecated features may become obsolete in a future version.

	Device 
	A network entity that is capable of sending and receiving packets of information and has a unique device address.  A device can act as both a client and a server within a given context or across multiple contexts.  For example, a device can service a number of clients (as a server) while being a client to another server.

	ECMAScript
	A scripting language produced and managed by the European Computer Manufacturers Association (ECMA) which provides a common scripting language for the computer industry.  

	Enabler Release 
	A collection of specifications that combined together forms an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc. The specifications that are forming an enabler should combined fulfill a number of related market requirements.

	Gateway (or WAP Gateway) 
	A server, which acts as an intermediary for some other server. A gateway performs protocol transformation as well as encoding/decoding content. 

	Host Object 
	ECMAScript objects provided by the user agent for the purpose of interaction with the loaded document.

	
	

	MAE User Agent
(or User Agent)
	A User Agent is any software or device that interprets markup and scripting languages or other content.  This may include textual browsers, voice browsers, search engines, etc MAE User agent is a uer agent to interpret contents defined in MAE.

	Origin Server 
	The server on which a given resource resides or is to be created.  Often referred to as a web server or an HTTP server.

	Media type 
	A MIME media type or an identifier for a given data type.

	Minimum Functionality Description 
	Of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.

	PC Browser
	An existing Web browser that supports text/html

	Resource
	A network data object or service that can be identified by a URL.  Resources may be available in multiple representations (e.g., multiple languages, data formats, size, and resolutions) or vary in other ways.

	Server
	A device (or application) that passively waits for connection requests from one or more clients.  A server may accept or reject a connection request from a client. Also Origin Server

	Terminal
	A device typically used by a user to request and receive information.  Also called a mobile terminal or mobile station.

	User
	A user is a person who interacts with a User Agent to access a resource.

	
	

	
	

	
	

	
	

	WAP Proxy
	An intermediary program, which acts as both a server and a client for the purpose of making requests on behalf of other clients. Requests are serviced internally or by passing them on, with possible translation, to other servers. It may provide functions of protocol enhancement, transcoding or any number of other optimisation or transformation functions and may be associated with any gateways, proxies or servers being used in the deployment architecture. WAP gateway is one of the optional functionalities of WAP proxy.

	
	

	
	

	XHTML
	The W3Cs codification of HTML version 4.01 in an XML.

	XML
	The Extensible Markup Language is a World Wide Web Consortium (W3C) standard for Internet markup languages, of which WML is one such language.  XML is a restricted subset of SGML.

	
	

	
	


3.3 Abbreviations

	CSS
	Cascading Style Sheets

	
	

	ECMA
	European Computer Manufacturer Association

	EFI
	External Functionality Interface

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	ESMP
	ECMAScript Mobile Profile see [ESMP11]

	ETR
	Enabler Test Requirements, see [IOPProc]

	HTML
	HyperText Markup Language 

	HTTP
	HyperText Transfer Protocol [RFC2616]

	HTTPSM
	HypeText Transfer Protocol State Management, see [HTTPSM]

	MAEspec
	Mobile Application Environment spec, see [MAEspec24]

	OMA
	Open Mobile Alliance

	
	

	
	

	WAESpec
	Wireless Application Environment Specification, see [WAESpec]

	WAP
	Wireless Application Protocol

	WCSS
	Wireless Cascading Style Sheet, see  [WCSS]

	UAProf
	User Agent Profile

	W3C
	World Wide Web Consortium

	W-HTTP
	Wireless Profiled HTTP

	WML
	Wireless Markup Language (WML1 or WML2)

	WML1
	Wireless Markup Language Version 1.3

	WML2
	Wireless Markup Language Version 2.0

	WWW
	World Wide Web

	WSP
	Wireless Session Protocol

	WAP
	Wireless Application Protocol

	WAE
	Wireless Application Environment. Unless otherwise stated it refers to this version.

	
	

	WTA
	Wireless Telephony Application

	WTAI
	Wireless Telephony Application Interface

	WBMP
	Wireless BitMaP

	XHTML
	Extensible HyperText Markup Language

	XHTMLMP
	Extensible HyperText Markup Language Mobile Profile, see [XHTMLMP]


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Browsing 2.４ Enabler, documenting those areas where testing is most important, to ensure interoperability of implementations.

The difference between the ETR for Browsing v2.3 and v2.4 is the Browsing Enhancements Phase 1 work, which is comprised of four areas:

· XHTML MP for converged release
· WCSS 1.3 for converged release
· ESMP 1.1 for converged release
· MAEspec24 for restructuring WAEspec23
4.1 Browsing V2.4
4.1.1 XHTML MP 1.3
XHTMLMP 1.3 [XHTMLMP13] is a converged version of W3C XHTML Basic 1.1 [XHTMLBasic11]. It adds target module, however, there is no mandatory requirement for target element other than gracefully ignoring it when not supported.

The DTD is owned by W3C.

There is no other difference on conformance part of XHTMLMP 1.3 compared to XHTMLMP 1.2.
There is no new conformance requirements on XHTMLMP 1.3.
4.1.2 WCSS 1.2

WCSS 1.2 [WCSS12] is a converged version of W3C CSS Mobile Profile 2.0 [CSSMP20]. There is no difference on the mandatory part. The only difference is WAP related deprecated features (inputmode and marquee).
The conformance testing can be done in W3C. No OMA-specific conformance testing is required.
4.1.3 ESMP 1.1
ESMP1.1 [ESMP11] is a converged version of ESMP 1.0 with XMLhttpRequest object.

The technical differences to ESMP 1.0 include
· Namespace support has been added for 1.1. This includes the support for all ECMA-262 and W3C DOM properties and methods that have been extended for namespace support.

· DOM support has been re-referenced to the appropriate DOM 3 specifications from DOM 2.

· Support for a more complete DOM2/DOM3 Event model has been added. This includes the management of event listeners, and event propagation management.

· Support for W3C definition of XMLHttpRequest() has been added.

Semicolons are no longer mandated after every statement, but are still encouraged.
The test requirments focus on these new features. Other features inherited from Browsing 2.3, see Browisng 2.3 ETR [BrowsingETR23].
4.1.4 MAESpec 2.4

MAEspec 2.4 [MAEspec24] is a restructured version of WAEspec 2.3 [WAE23].

Some of the features are deprecated (WTA), but don’t impact the conformance testing.

All the mandatory features to XHTML MP 1.3 [XHTMLMP13], WCSS 1.2 [WCSS12], and ESMP 1.1 [ESMP11] are upgraded to the latest version, however, these issues are resolved in the above sections.

New MIME types for SMIL, SVG, and RME are added, However, the RME handling will be tested with RME enabler. SMIL and SVG testing will be done not in OMA but in W3C.

There are no other conformance testing changes in MAEspec 24, because it is a restructured version of WAEspec 2.3 to clean up legacy assumptions and frameworks.
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4.2 General Guidelines to Interpret ETRs

These are the guidelines to interpret these requirements.

· The components being tested are assumed to have reached to a certain level of maturity through implementer’s internal conformance methodologies. The internal conformance methodologies are out of scope of these ETRs.

· The test suites derived from these requirements are targeted to test the interoperability between the component implementations.

· The requirements specified below do not force any new behaviours that are not explicitly stated in the detailed specifications.
For testing requirements for legacy and obsolete technology components inherited from early versions, especially, those for a) proxies and gateways,  and b)WAP-related protocol handling, see [BrowsingETR23].
The legacy and obsolete technology components include WML1, WML2, WMLScript, WBXML, WMLScript Crypto Library, WBMP, WTA, Persistent Storage, and EFI.
5. Browsing ETR Methodology

5.1 Methodology Framework

The focus for the browsing ETRs is to define the means to verify interoperability.

It is accepted that the browsing specifications SHALL be definitive for all aspects of the specifications and that the enabler test requirements and any results obtained SHALL NOT take precedence over the specifications. The anticipated reconciliation of discrepancies or problems no matter when found SHALL be through the problem and change processes established for the drafting and evolution, validation and post approval phases for specifications.

In order to define the ETRs for browsing several factors SHALL be considered, namely deployment, optionality and behaviour, especially device behaviour, the details of these being described below. The ensuing definition of ETRs for all the core and optional specifications and enablers within [MAEspec24] SHALL consider all these factors.

Deployment Dimension

In Browsing the MAESpec [MAEspec24] is the core component addressing deployment. 

· Defines deployment entities and how they can be deployed. 

· Address use of and issues associated with use of the protocols. 

· The media types that must be accepted

· Certain behavioural and functional characteristics of the entities not covered elsewhere

The main entities in the validation are

· The device/user agent

This is considered a user agent that has implemented and claims conformance to the OMA Browsing enabler. Such a user agent may be a mobile device or it may be an emulator or it may be some other software realisation. ETRs SHALL be produced to quantify the important features to be verified. 

· The origin or content server

Generally the content server has few requirements placed on it from OMA browsing. However where such a server claims conformance criteria exist to prove it, e.g. support for OMA specified media types, and ETRs SHALL be produced where this is deemed sufficiently important.

· Any intermediate performance enhancing proxy service(s)

The Browsing enabler does place requirements on any performance enhancing proxy’s elements in the end-to-end delivery chain. ETRs SHALL be produced to ensure important features of the proxies are interoperable when conformant to OMA Browsing.

· Content author / tools

The source of content for the Browsing enabler, delivered from content or origin servers, is produced by content authors/tools. The verification of such content produced is in scope for OMA. However, only the validity of the content of test suites will be tested in advance. . 
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Optionality Dimension

Optionality in the Browsing enabler is expressed using the SCRs as defined in [IOPProc],

Addressing the validation and testing of options should be solvable through the SCRs in the specs being used to drive whether required test campaigns are executed or not. The mechanics for this may be complex at a micro level but that is out of scope for this document. This document SHALL focus with optionality at the macro level but where micro level issues re optionality are identifiable this document SHALL call out foreseeable problems.

Device to device behaviour

Interoperability is most noticeably demonstrable and perceivable in the users devices/user agents.

The motivation for OMA Browsing is not to deliver pixel to pixel level consistency between different devices/user agents, but rather to ensure the user experience is consistent between different devices bearing in consideration the user interface differences (screen size, definition, colour vs. monochrome, key navigation vs. pointing device etc.). Thus the ETRs SHALL determine device interoperability based on behaviour and general presentation conformant with the specifications. 
5.2 Priorities in Methodology Framework

	Summary Requirement
	Priority

	User Agent
	High

	
	

	Content Server
	High

	Content/Author
	Low


5.3 Requirements specified in Browsing 2.3

The following specifications are tested in Browsing 2.3, therefore, any test requirements are described in Browsing 2.3 ETR [BrowsingETR23].

· HTTP State Management spec [HTTPSM]
· Pictogram[PICT]

· CryptoLib for ESMP

· WAE Media Types
5.4 Requirements on Approved Specifications
The following specs are approved specification. The interoperability testing with these specifications are not necessary.

· URIscheme [URIscheme10]
· VObject [vObject10]
6. Browsing V2.4 ETRs 
6.1 ETRs for Browsing V2.4 as a whole.

Browsing V2.4 comprises the MAEspec24 [MAEspec24] as the top-level specification. 

The MAEspec24  provides the umbrella specification defining the core browsing paradigm, i.e. the markup languages, script languages, supported media types, use of HTTP/1.1, user agent behaviour etc.. The majority of the detail is handled in the individual specification comprising Browsing V2.4, e.g., [XHTMLMP13], [WCSS12 REF WML1 \h 
], [ESMP11 REF WML2 \h 
], [vObject10], [URIscheme10 REF WMLScript \h 
], [CacheMod], [WAEMedia], etc.  The test requirements for these specifications form the bulk of this ETR.

Moreover the MAEspec24 umbrella also defines a set of additional specifications and enablers that enhance the browser or leverage aspects of the MAEspec24, e.g. [PICT], etc. and where necessary any impact on the core Browsers ETR from these specifications is called out in this ETR but are only applicable if the additional specifications and enablers are supported. In many cases it is only the media type support functions of the implicitly defined dispatcher in Browsing V2.4 that is impacted.
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6.2 ETRs for MAESpec 2.4
There are no new features in MAEspec24 excepts the followings:

· New graphic applications (SVG, SMIL, RME)

· vObject

· .URIscheme

· deprecation (WTA, EFI, PSTOR)
· new languages (XHTMLMP 1.3, WCSS 1.2, and ESMP 1.1)
Because vObject and URIscheme are not tested in Browsing 2.4 ETR, there are no new test requirements.

Deprecation does not impact conformance requirements. Deprecated items are legacy ones, tehrefore, there are no new test requirements.
The new languages are covered in the separate subsections in this spec.
Test requirements valid from WAE2.3, see [BrowsingETR23].
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6.4 ETRs for XHTMLMP 1.3
There is no XHTMLMP 1.3 specific requirement.
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6.7 ETRs for ESMP 1.1.

ECMAScript-Mobile Profile is deployed as a client scripting interpreter which runs as an integral part of the browsing context. All of the deployment elements of the OMA E2E browsing enabler have elements that could be tested. The majority of testing is concentrated in the client.

The following sections will break down each of the deployment elements into the previously defined dimensions (deployment, device-to-device interoperability, and optionality) [see Section  5].
ESMP 1.1 is an extention of ESMP 1.0. For ESMP 1.0 compatible part testing requirements , see [BrowsingETR23].
6.7.1 User Agent (Client) ETR
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6.7.1.2.3 Priorities in Interoperability

Table 7 User Agent ETR for ESMP 1.1 Priorities for IOP Test

	Summary Requirement
	Priority

	Semicolon support at end of statements
	High

	Namespace support
	Medium

	XMLHttpRequest Object support
	High

	DOM3 support
	Medium

	DOM3 event model (navigation and propagation) support
	Medium

	DOM3 core object support
	Medium
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6.8 ETRs for WCSS 1.2
User agentThere
MUST conform to the WCSS 1.1 [ REF WCSS \h 
 \* MERGEFORMAT ] specification, i.e. support at least all mandatory features. This is tested in 








	
	

	





	

	

	

	
	

	
	

	
	

	
	

	
	

	
	





 There are no new test requirements for WCSS 1.2. 
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(Informative)
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