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1 Reason for Change

The OMA TS is utilizing much of the framework established in DIMS but adds some functionality. Among the added functionality is the possibility to deliver RME scenes and updates via HTTP. In this case information that is exchanged when streams is set up must be transferred in the HTTP request response action. This CR provides a method to exchange this information.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to review and accept the change request.
6 Detailed Change Proposal

Access unit

The DIMS specification defines DIMS UNITS as the basic data unit to be transported. The DIMS UNIT consists of a body and a header. The body can be either be a complete SVG document, possibly with DIMS extensions or a set of concatenated scene commands according to section 5.6.1 in the DIMS specification.

The DIMS UNIT header contains the following fields:

	Field
	Signalling in DIMS (RTP/3GP)
	Signalling in RME (HTTP)

	S
	Indicates if the body is a scene or not
	Signalled in the HTTP Content-Type (MIME) field (see section 11.1)

	M
	Indicates if the body is a random access point
	Not of interest in error free transport without tune-in

	I
	Signals redundant body
	

	D
	Signals exit of multi unit random access point
	

	P
	Signal if the unit is essential or not
	

	C
	Signals if the body is compressed
	Signalled in the HTTP Content-Encoding field


DIMS specifies how the units can be used in conjunction with delivery over RTP or storage in 3GP files. In addition to this, RME specifies delivery over HTTP of initial scenes in terms of SVG documents and scene commands in scene command group documents. Since HTTP is used for the delivery losses are not of concern, if the client asks for a document it will receive the complete document. The question arisen is thus if any of the signals in the header is needed for HTTP delivery. In the table above it is indicated how RME handles each of the signals. The conclusion is that RME does not need to add any specific signalling for HTTP delivery of DIMS data.

However, in addition to the DIMS UNIT header, DIMS transfers information in the RTP stream setup about the security variables useFullRequestHost and pathComponents. These variables are optional and indicate how save and restore of data is qualified by host name and path, which are used by the state management commands (see section 7.2). The settings are in DIMS valid for an entire stream session. HTTP is essentially session less, but the notion of a session can be added in the cookie variable connected to a HTTP transaction. The values of variables is suggested to be transmitted in as two optional parameters (in the form of name=value pairs) to the Content-Type (MIME) field for scene/scene commands. This approach is inline with the media-type definition in section 3.7 of RFC 2616 (http://www.ietf.org/rfc/rfc2616.txt).
Change 1:  Add a sub section in section 11
11.0 Security variables

The security variables useFullRequestHost and pahtComponents shall be set as name=value pairs as extensions to the MIME type in the Content-Type identification of the document.  The usage of these parameters shall be supported as defined in section 5.5.2 in DIMS.
Example Usage:

Content-Type = application/richmedia+xml;useFullRequestHost=1;pathComponents=4
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