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1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References

2.1 Normative References

	[DCD-RD]
	“Dynamic Content Delivery Requirements”, Open Mobile AllianceTM, OMA-RD-DCD-V1_0, URL:http://www.openmobilealliance.org/ 

	[CBCS-AD]
	“Categorization-based Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD-CBCS-V1_0, URL:http://www.openmobilealliance.org/ 

	[CSCF-AD]
	“Client Side Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD_Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/ 

	[DM-AD]
	“Device Management Architecture”, Open Mobile AllianceTM, OMA-AD-DM-V1_0, URL:http://www.openmobilealliance.org/ 

	[DRM-AD]
	“Digital Rights Management (DRM) Architecture”, Open Mobile AllianceTM, OMA-AD-DRM-V2_0, URL:http://www.openmobilealliance.org/ 

	[MCC-AD]
	“Charging Architecture”, Open Mobile AllianceTM, OMA-AD-Charging-V1_0, URL:http://www.openmobilealliance.org/ 

	[OMA-CP]
	OMA Client Provisioning v1.1, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-DM]
	OMA Device Management v1.2, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-FUMO]
	OMA Firmware Update Management Object v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-LOC]
	OMA Location v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-Presence]
	OMA Presence (IMPS and SIMPLE), Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OSE]
	“OMA Service Environment”, Open Mobile AllianceTM, OMA-Service-Environment-V1_0_2,
URL: http://www.openmobilealliance.org/

	[PUSH-AD]
	“Push Architecture”, Open Mobile AllianceTM, OMA-AD-Push-V2_2, URL:http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	[ARCH-PRINC]
	“OMA Architecture Principles”, Open Mobile AllianceTM, OMA-ArchitecturePrinciples-V1_2, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, Open Mobile AllianceTM, OMA-ARCHReviewProcess-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, Open Mobile AllianceTM, OMA-Dictionary-V2_1, URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Interface
	See [OMA-DICT].

	Application Profile (AP)
	The Application Profile (AP) is the set of definitions and rules that specify how the DCD-Enabled Client Application interprets the DCD data delivered through the DCD Client by the DCD Server so as to achieve the interoperability at the application and service level between the DCD-Enabled Client Applications and the DCD Server.

	Application Profile Interaction Functions (APIF)
	The Application Profile Interaction Functions (APIF) is the set of DCD Client functions related to DCD-Enabled Client Application interaction with the DCD Enabler driven by the Application Profile.

	DCD Client
	

	DCD Content
	

	DCD-Enabled Client Application
	

	DCD Server
	

	
	


3.3 Abbreviations

	DCD
	Dynamic Content Delivery

	OMA
	Open Mobile Alliance

	
	


4. Introduction
(Informative)

<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):

What is the purpose of this architecture?

What problems does this architecture solve?

DELETE THIS COMMENT >>

4.1 Planned Phases

<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases. 

If no additional phases are planned beyond this architecture then state so.

DELETE THIS COMMENT >>

4.2 Security Considerations

<<Describe possible security considerations that may arise due to the architecture proposed. Particularly please consider the following issues:

Does the AD introduce any functionality that may require a review by the Security Group?

Does the AD define or make use of any security features? (e.g. Authentication, Encryption, etc). If so please list potential security threats that lead to the introduction of these security features.  Please reference the relevant security sections

Is any security functionality needed by the enabler and considered outside the scope of the AD? If this is the case please state in this section. 

DELETE THIS COMMENT >>

5. Architectural Model

The DCD Enabler is realized as client- server architecture. It uses and interacts with other network internal as well as external OMA and non-OMA enablers.
5.1 Dependencies

. DCD Enabler can use other OMA Enablers. 

· The DRM Enabler is described in [DRM-AD] and SHOULD be used for content protection.

Editor’s Note: How the DCD – DRM interaction is FFS.
· The MCC Enabler is described in [MCC-AD] and SHOULD be used for charging.

Editor’s Note: How the DCD – MCC interaction is FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
· The DM Enabler SHOULD be used for the service provisioning and is described in [DM-AD].

Editor’s Note: How the DCD – DM interaction is FFS.
Editor’s Note: the usage of CP and FUMO is FFS.

· The PUSH Enabler SHOULD used for the service and system functions and is described in [PUSH-AD].

Editor’s Note: How the DCD – PUSH interaction is FFS.
· The CBCS Enabler MAY used for the content filtering and is described in [CBCS-AD].

Editor’s Note: How the DCD – CBCS interaction is FFS.
· The CSCF Enabler MAY used for the content screening and is described in [CSCF-AD].

Editor’s Note: How the DCD – CSCF interaction is FFS.
In order to support the DCD service, the DCD Enabler might have additional external interfaces to content management systems and personalization sources that may be internal or external to the service provider (e.g. Presence Enabler, Location Enabler). If those personalization sources are used, the Presence Enabler described in [OMA-Presence] and the Location Enabler described in [OMA-LOC] SHOULD be used for presence and location information.

Editor’s Note: The DCD – PRS and DCD-LOC interaction is out of scope of this DCD V1.0 specification.

5.2 Architectural Diagram

Figure 1 describes the functional entities and interfaces that are involved in the support of the DCD service.
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Figure 1: Dynamic Content Delivery Architectural Model

The internal functions defined in the DCD Server are content delivery and service administration. In the DCD Client, the defined functions are also the content delivery and service administration functions. 

The DCD Enabler has several internal functionalities which are service provider specific and are not in the scope of standardization. Those functionalities include the content aggregation, personalization / filtering and content protection functions.

The DCD Client provides an Application Profile Interaction Function (APIF) between the DCD Client and the DCD-Enabled Client Application.

5.3 Functional Components and Interfaces

5.3.1 DCD Functional Entities

5.3.1.1 DCD Client

The DCD Client resides on the mobile terminal and is used to access the DCD service.

The DCD Client SHALL be able to provide support for:

· Administration Function:
· Service registration procedure

· Logging capability of security violations and statistics 
· Content discovery
· Subscription handling
· Activation/De-activation
Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.
Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.
· Application Profile Interaction Function (APIF) - it is the set of DCD Client functions related to DCD-Enabled Client Application interaction with the DCD Enabler driven by the Application Profile.
· The Application Profile includes, but not limited to, the following elements:

· Application-Id – identify the type of client applications that handles the DCD Content in a consistent way with the definitions and rules.

· MIME Types – describe the MIME types that are supported by this type of applications

· Data Handling Rules – specify the interpretation rules of the semantics of the standard DCD Data structure (e.g. semantics of the XML elements and attributes) for this type of applications

· Content Meta Data – define the meta data of the DCD Content for this type of applications

· Content Storage Management – allows this type of applications to request specific content storage options or actions provided by the content storage of DCD Client, e.g:

· Content storage allocation and reservation in DCD Client

· Content retention policies in the content storage of DCD Client

· APIF provides the DCD-Enabled Client Application with an interaction with the DCD Client to handle the DCD Content consistently according to the specific Application Profile.
Editor’s Note: The definition and content of the application profile is FFS. 
· Content Delivery Functions 

· Push / Pull Content delivery on demand or scheduled or prefetched
· Broadcast and P2P delivery
· Connection profile handling (service address and security)

· Content data handling (e.g. storage, meta data, expiration time)

· Specific content delivery functions:

· Client content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority handling for content delivery
· Transport layer delivery confirmation

Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.
Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.
· DCD Client-Application Interaction Functions – the DCD Client provides a set of functions to DCD-Enabled Applications for the purpose of accessing DCD enabler services. These include the following:
· Service Registration
· Registration with a DCD service provider

· This allows a DCD-Enabled Application to register with a specific DCD service provider or any available (e.g. a default) DCD service provider.

· Notification of DCD service provider registration changes

· This allows a DCD-Enabled Application to receive notifications that the registration state with a DCD service provider has changed. For example, the DCD-Enabled Application can be informed that prior registrations are no longer valid, and the DCD-Enabled Application needs to re-register:

· Where a subscriber change has occurred, and existing registration information erased

· Where a DCD service provider has terminated the registration with the DCD-Enabled Application

· Service Discovery
· Discovery of DCD services available via the DCD service provider

· This allows a DCD-Enabled Application to request a description of the DCD services that are available from Content Providers via the DCD service provider. The DCD-Enabled Application may present this information to the user for service subscription and/or content selection purposes. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. the BCAST Service Guide data model.

· Notification of DCD services change via the DCD service provider

· This allows a DCD-Enabled Application to receive notifications that a service description update is available from the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Subscription to DCD services available via the DCD service provider

· This allows a DCD-Enabled Application to request subscription to a Content Provider service via the DCD service provider. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by BCAST.

· Content Update
· Notification of new content delivery via DCD

· This allows a DCD-Enabled Application to receive notifications that new content has been delivered by the DCD enabler, and is available in the device’s storage.

· Requests for synchronous DCD service, and responses to those requests

· This allows a DCD-Enabled Application to requests a content update via the DCD enabler, and receive the enabler’s response.

· Session Management
· Selection of delivery options for subscribed DCD services

· This allows a DCD-Enabled Application to request changes to the content delivery options available for a subscribed DCD service. DCD service content delivery options may vary, and via this facility the DCD-Enabled Application can retrieve the available options and current settings for a subscribed service, and provide them in the UI for user information or control, as applicable.

· Notification of changes in Dynamic Client Capabilities
· This allows a DCD-Enabled Application to inform a subscribed DCD service of changes to the applications capabilities. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Dynamic Profile Environment.

· Notification of DCD service suspension and resumption

· This allows a DCD-Enabled Application to receive notifications that operation of the DCD enabler has been suspended for various reasons. The DCD-Enabled Application may use this notification for arbitrary purposes, e.g. to update graphical UI elements (e.g. a “connection status” icon, or graying of menu options for manual updates) or suspend requests for synchronous DCD content updates.

· Requests for DCD service suspension and resumption

· This allows a DCD-Enabled Application to request the suspension and resumption of the DCD enabler operation on its behalf, for various reasons. 

· Storage Management
· Content storage management

· This allows a DCD-Enabled Application to request specific content storage options or actions provided by the DCD client content storage, as available for a subscribed DCD service. The DCD enabler may reuse elements of other OMA enablers for this purpose, e.g. as provided by OMA Persistent Storage. Functions include:

· Reserve a certain amount of content storage.

· Erase the DCD-Enabled Application’s content in the content storage.

· Set DCD content storage content retention policies, as available to the user for a particular subscribed service.

The DCD Client SHOULD:

· Be able to Interact with the PUSH client

· provide interfaces to supporting enablers like:

· Content filtering
Editor’s Note: the re-use of CSCF and/or CBCS is FFS.
NOTE: Realization of this function is implementation-dependent.

· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content protection

Editor’s Note: How the DCD – DRM interaction is FFS.
· Charging agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
· Browsing client

· Handle settings for delivery control provided by DCD-Enabled Client Application.
5.3.1.2 DCD-Enabled Client Application

The DCD-Enabled Client Application resides on the mobile terminal and interacts with the DCD Client.
The DCD-Enabled Client Application SHALL be able to:

· Interact with the DCD Client via the Application Profile specified interface

5.3.1.3 DCD Server
The DCD Server implements the application level network functionality for the DCD service.

The DCD server SHALL provide:

· Service Administration

· Service registration procedure

· Logging capability of security violations and statistics

· Content discovery
· User’s/Content provider’s service and channel subscription management functions 

· Activation/De-activation of clients
Editor’s Note: The realization of the Logging capabilities in the framework of the DM enabler is FFS.
Editor’s Note: The realization of the Content Discovery and Subscription Handling by reusing the BCAST enabler is FFS.
· Content delivery

· Push/Pull content delivery on demand or scheduled

· Broadcast and P2P delivery
· Specific content delivery functions:

· Client Content storage and delivery policy handling 

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority Handling for Content Delivery (not for presentation purpose)

· Content expiration and update handling

· Connection profile handling (service address and security)

· Content delivery management of functions 

· Transport layer delivery confirmation

Editor’s Note: The realization of the Push/Pull Content Delivery by reusing the PUSH enabler is FFS.
Editor’s Note: The realization of the broadcast delivery by reusing the BCAST DM enabler is FFS.
The DCD Server SHOULD:

· be able to Interact with the PUSH enabler.

· provide the support functions:
· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

NOTE: Realization of this function is implementation-dependent.

· Content Protection

Editor’s Note: How the DCD – DRM interaction is FFS.
· Content Aggregation Agent by re-use of existing interfaces to external OMA and non-OMA Enablers

NOTE: Realization of this function is implementation-dependent.

· Charging Agent 
Editor’s Note: the re-use of the MCC enabler and the DCD-MCC interaction are FFS.
Editor’s Note: The definition of additional charging functionality not given in the MCC enabler is FFS.
NOTE: Realization of this function is implementation-dependent.

5.3.2 External Entities providing services to the DCD system

5.3.2.1 Device Provisioning and Management Client

The Device Provisioning and Management Client is an external entity providing the Provisioning Functions to the DCD Client. It is able to:

· receive the initial parameters needed for DCD service sent by service provider by using mechanisms specified in [OMA-CP] or [OMA-DM].
· update the parameters needed for DCD service sent by service provider by using [OMA-DM] .

5.3.2.2 Device Provisioning and Management Server

The Device Provisioning and Management Server MAY perform the following functions that are needed in support of the DCD service:

· Initialization and updates all the configuration parameters necessary for the DCD Client.

· Support of software update for application upgradeable handsets.

The detailed description of the functionalities is given in [OMA-CP] or [OMA-DM] or [OMA-FUMO].
5.3.2.3 Charging Entity

This is an external entity, which MAY reside in the operator's domain. This entity takes various roles, which network operators and / or service providers need to perform the charging activities.
5.3.2.4 Presence Server

The Presence Service is an entity that SHOULD provide presence information of the DCD User for content personalization.
This entity is specified in [OMA-Presence].
5.3.2.5 Location Server

The Location Service is an entity that SHOULD provide location information for the content personalization.

This entity is specified in [OMA-LOC].
5.3.2.6 Category-Based Content Screening Service

The CBCS Service is an entity that MAY provide content screening information for the content filtering.

This entity is specified in [CBCS-AD].
5.3.2.7 Client-Side Content Screening Framework Service

The CSCF Service is an entity that MAY provide content screening information for the content filtering.

This entity is specified in [CSCF-AD].
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>
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