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1 Reason for Contribution

This contribution aims to propose some text describing Indirect Mode (chapter 7.2.2 White Paper) and adding a new paragraph on Barcode specifications.


2 Summary of Contribution

An overview description of the Indirect Method

3 Detailed Proposal

7.2.2 Indirect method
This section aims to describe the ‘Indirect’ case where the mobile code (tag) contains an “identifier” that needs to be resolved to obtain the data.

In the Indirect case, the identifier must be unique to avoid ambiguity, must allow a proper range of addressing in order to allow any usage for performing the wanted actions (multi/single operator, open/restricted, etc.) avoiding address overlapping risks.
The creator of the mobile code must have the right to use that identifier. Several URI schemes have already dealt with those issues: URNs and ‘tag’ URIs.
Indirect model: the process of decoding is not performed by the client on the device; in this case the client is able to recognize the client, to decode the information (for instance the URL) embedded in the tag and, eventually, it connects to a redirection platform which decodes the tag and retrieve the content or the service to the mobile handset. The decoding process is performed in two steps:

a. the software client recognize the information (the identifier e.g. a URL) in the tag and connects to the redirection platform using the available mobile network and the default APN settings

b. the redirection platform decodes the information related to the tag (the identifier) and retrieves the decoded data (for instance the URL of a multimedia video streaming) to the mobile handset

The process is transparent to the end user.

The following elements are involved in this model:

1. mobile barcodes generation and management platform, with direct model’s same features.

2. software client for mobile handsets: a client should be installed on mobile handsets in order to scan, acquire and recognize a barcode; it decode the content of the tag in order to allow the redirection platform to complete and manage the operation/action as described above; additionally, the client is suppose to properly manage the same mobile components as in the direct model. The redirection platform identification (e.g. IP address, or url) may be embedded in the sw client.

3. content delivery system, as described in the direct model.
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The main difference between the direct model and the indirect model is the presence of the redirection platform.
As this module works as a remote decoder which interrelates the information enclosed in the tag to a content delivery system which enables mobile users to receive multimedia content (text, pictures, audio and video) on their mobile handset, to connect to web page or to start personal communication services (i.e. text messages or MMS).

7.2.2.1 Barcode Specifications

The barcode specifications, in the “indirect model”, allow all the actors to implement different use cases and to manage the “rules” of the services. 
Main objectives of barcode specifications in the indirect model are:

· Specifications allow an operator and/or its technological partners (application/service providers) to manage tags which can be decoded by that operator’s subscribers exclusively
· Specification and software clients should be able to read SIM data information,,for authentication purposes, and provide such information to the redirecting platform. 

· Specification and software clients should be able to provide suitable notifications (for instance a popup window) to the end user in case of errors, failures, timeout exceeding, expiration time of the tags, etc. .

· Client Interoperability: Specifications and software clients are not strictly related as it is possible to use the client provided by the software vendor “A” in order to acquire, decode and perform the specifications provided and implemented by the software vendor “B”.
· Specifications apply during the tag management process: this procedure enables operators to output different service models and business models. For instance, specifications may set how many times a tag can be acquired or which services can be accessed by a customer in order to support different customer profiles.
· Specifications are additional part of the standard, and it allows actors to arrange their business models according to a particular need (for instance, a service available for a specific operator only)
· The current barcode 2d standards (Datamatrix, QR) don’t mention the role of specifications and don’t provide their complete description. The lack of the specifications may potentially affect the interoperability between different platforms provided by different Software Vendors
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The BT MC AHG is recommended to review and insert the content into section 7.2.2  of the MC WP.
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