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1 Reason for Contribution

This contribution aims to propose some text describing Direct Mode (chapter 7.2.1 White Paper)

2 Summary of Contribution

An overview description of the Direct Method
3 Detailed Proposal

7.2.1 Direct method
This section aims to describe the ‘Direct’ case, in which either the address (URI) of the data is present, or the data is present in-line.
Direct Mode: the decoding is completely performed by the client on the device. The following elements are involved in this model:

1. mobile barcodes generation and management platform: usually a web based application which enables administrators to create, edit, manage and delete barcodes with the following main features: 

a. expire date after that the client can’t decode the barcode anymore

b. barcode type management: administrators can choose between different types of barcodes (for instance, URL retrieving tag, VC card tag, Audiocall, Videocall, VoipCall, Local mobile application, SMS or MMS tag etc.)

c. content and information insertion: for instance, the URL of a website or of a multimedia content

d. management of optional special string (generated by a proper algorithm): for instance in order to create open or restricted class of tags, to trigger a popup message for the user (e.g. trusted/untrusted or direct/indirect mode Tag), eventually useable for apply a sort of authentication  policies

2. software client for mobile handsets: a client should be installed on mobile handsets in order to scan, acquire, recognize and decode a barcode; additionally, it is supposed to properly manage the following components: 
a. APN setting

b. WAP/Web browser launch

c. multimedia player launch

d. SMS/MMS creation tool

e. address book

f. call set up menù facility (for instance the selection of the call setup mode: audio, video, voip..)

g. properly decoding of optional special string (see point 1.d)
h. popup message configuration to provide alerting to customer for trusted/untrusted tag decoding (for instance the text, the language setting, etc.)  (see point 1.d)
3. content delivery system: one or more servers which are supposed to manage:

a. multimedia content delivery platform; a system which provides mobile users with multimedia content whose link is encoded in a tag

b. service delivery platform that manages the way and the rules with mobile users access the service
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The BT MC AHG is recommended to review and insert the content into section 7.2.1 of the MC WP.
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