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1 Reason for Change

To identify the roles and interactions between the Publisher, Code Sales Agencies, Code Management Platform, Tier 1 and Tier 2 Registries.
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1.1.1 Registration of Code Management Services

To facilitate the interfacing with the Registries, clearly defined code management services and interfaces will be used to provide functional features like Code Resolution services within and between Tier 2s.  The details of these services (whether they do simple redirection or complex information exchange to facilitate obfuscation of Code data or implement cost-defrayal policies) can be fleshed out in later AD and TS stages. 

1.1.2 Why include a CRS-Id in an Indirect Mobile Code’s Identifier

The main drivers for the inclusion of a CRS-Id in the identifier for an indirect Mobile Code are to:

1. Simplify the code resolution process for a CMP - With a CRS-Id, a CMP just needs to check with the Global Mobile Code Registry (GMCR) the first time it encounters a Mobile Code belonging to a new CMP to “learn” how to communicate with a that CMP to resolve that code.  Without the CRS-Id, every such Mobile Code must be checked against the GMCR to find out which CMP to send the code to for final resolution.  If any kind of prefix pattern of the code identifier is used to reduce the need for a check, then that degenerates to equivalent of a CRS-Id.

2. Simplify the registration process and the GMCR entity - The CMP can manage the registration of the individual Mobile Codes thereby removing the onus from Code Publishers, Code Sales Agencies and the GMCR – it does that simply by ensuring that the CRS-Id is included as part of the prefix. Without the CRS-Id, a CMP  must register all its codes in the GMCR
.

3. Significantly reduce the operational and resource load on the GMCR:

a. The traffic between the CMPs and the GMCR is significantly reduced since the CMPs just contact the GMCR when it encounters an unknown CRS-Id in a scanned code. Without the CRS-Id, the CMP must contact the GMCR every time it encounters a code not managed by it.

b. Further, since only CRS-Ids are registered and not all codes belonging to a CMP, the GMCR searches are also simpler requiring less computing and storage resources.  Without the CRS-Id, the GMCR needs to store and search through all the codes of all the CMPs in its Tier 2 which increases its computing and storage resources requirements. 

c. The SLAs (service level agreements) on the GMCR and the CMP, especially the code resolution responsiveness based on the shared search for a foreign code between the registry and the CMP, will be particularly complex to monitor and enforce.

Concerns about including a CRS-ID in an Indirect Mobile Code’s Identifier

The main concerns for not including a CRS-Id in the code identifier (or at least obfuscating it) are to prevent 2 things:

1. Allow an uncertified app from going directly to a non-certified CMP (i.e., one that is operating outside the carrier-approved business agreements for that market) instead of first going to the home-CMP.  This can happen if the app knows the resolution service URL for that non-certified CMP. In other words, it degenerates into a managed direct scenario.

2. Allow an uncertified app from going directly to a certified CMP which will impact the business arrangements between the CMPs.

It is assumed that a certified app will never go to a non-certified CMP since its home-CMP (which it always goes through) can prevent this.

Scenario #1 cannot be prevented since the same can be done currently using managed direct codes.  Plus, an uncertified app doesn't need a CRS-Id to do this - it can send all codes to this non-certified CMP which can then process all codes it knows about and then forward the rest to the home-CMP specified for that handset (which it can find out through sniffing while running a certified app).

Scenario #2 would mainly occur if the carrier-approved CMP published (or didn't secure) its resolution service URLs.  It can also occur in cases where the latter was sniffed out (e.g., like Goggle maps currently sniffs out the carrier tower locations to  build its database for its "My Location" service).  But in all cases, the carrier-approved CMP can still refuse the connection using authenticated communication to detect an uncertified app.

A few further clarifications:

1. At no time is a CMP's IP address or URLs of services (resolution, etc) exposed in the barcode identifier.  What is contemplated for a CRS-Id is merely a 1- or 2-digit unique identifier to let CMPs identify themselves in a Market. The IP addresses/service URLs will be securely registered at the market/international registries and only exchanged securely between carrier-approved CMPs.

2. All communication between CMPs and the Registries will be authenticated and secured so the chances of uncertified apps going to a carrier-approved CMP for resolution are minimal.

3. So the use case that remains will be that of an uncertified app going to a non-carrier approved CMP – Scenario #1.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This document recommends that the proposed requirements are agreed and included in the RD.

6 Detailed Change Proposal

Registration and Resolution Requirements

Definition

	Global Registry
	Is the single International part of the GMCR (Global Mobile Code Registry) 

	Local Region
	Is either a geographic area, e.g., such as country or a group of countries, or a logical operational area, e.g., all phones belonging to a handset manufacturer in Asia.

	Local Registry
	Is a part of the GMCR that manages the registry function for a Local Region


	Routing Prefix
	As defined in INP-0114

	CRS-Id
	Same as Routing Prefix

	Home CMP
	The CMP contacted by the Mobile Code Client


Registration

6.1.1 Requirements

	Label
	Description
	Enabler Release
	Functional module

	REG-0005
	During the registration request of a Local Registry, 

the Global Registry shall authenticate and validate the registration request from the Local registry.
	MC 2.0
	Registration

	REG-0006
	During the registration of a Local Registry, the Global Registry shall assign a unique Local Registry Prefix to the Local Registry.
	MC 2.0
	Registration

	REG-0007
	During the registration of a Local Registry, the Local Registry shall register its services and interfaces (address exchange, etc) with the Global Registry
	MC 2.0
	Registration

	REG-0008
	All Code Management Platforms in a Local Region shall be registered in the Local Registry for that Local Region.
	MC 1.0
	Registration

	REG-0009
	During the registration of a Code Management Platform, the Local Registry shall authenticate the registration request from the Code Management Platform.
	MC 1.0
	Registration

	REG-0010
	During the registration of a Code Management Platform, the Local Registry shall assign a unique CRS-Id to the Code Management Platform.  This CRS-Id shall include the Local Registry’s own unique Local Registry Prefix.
	MC 1.0
	Registration

	REG-0011
	During the registration of a Code Management Platform, the Code Management Platform shall register its code management services, e.g., code resolution,  with the Local Registry.
	MC 1.0
	Registration

	REG-0013
	A Code Publisher shall be able to directly create and manage Codes on a Code Management Platform.
	MC 1.0
	Registration

	REG-0015
	All Indirect Codes created by a Code Management Platform shall include as part of the Code’s Identifier its CRS-Id.
	MC 1.0
	Registration

	REG-0016
	All Indirect Codes managed by a Code Management Platform in a Local Registry shall indicate if they are to be resolved only on that Code Management Platform or on all Code Management Platforms in that Local Registry [through a setting associated with the Indirect Code].
	MC 1.0
	Registration

	REG-0017
	All Indirect Codes managed by a Code Management Platform in a Local Registry shall indicate if they are to be resolved on Code Management Platforms in specified Local Registries in addition to all Code Management Platforms in that Local Registry
	MC 2.0
	Registration


Change 2:  Resolution

6.2.1 Requirements

	Label
	Description
	Enabler Release
	Functional module

	RES-0001
	An MC Client shall be associated with a single Code Management Platform, its Home CMP.
	MC 1.0
	Resolution

	RES-0002
	An MC Clientshall forward all Indirect Codes to its Home CMP.
	MC 1.0
	Resolution

	RES-0003a
	The Home CMP shall process, identify

 and return the content inside the mobile code identifier (cfr Eddy by Vodafone)


	MC 1.0
	Resolution

	RES-0003b
	The MC Client SHALL be able to communicate in a secure manner with a trusted server (e.g. CMP) to resolve Indirect Codes (cfr Orange 0104  security document)
	MC 1.0
	Resolution

	RES-0004
	The Home CMP shall forward the Code’s Identifier for all Codes not owned by it to its Local Registry and request the address and code management services
 of the CMP associated with the Code.
	MC 1.0
	Resolution

	RES-0005
	For all Codes owned by Code Management Platforms in its Local Registry, the Local Registry Registry shall return a list of available code management services
 for the Code Management Platform that owns that Code – the Visitor CMP.
	MC 1.0
	Resolution

	RES-0006
	For all Codes not owned by Code Management Platforms in its Local Registry, the Local Registry shall contact the Global Registry with the Code’s Identifier.
	MC 2.0
	Resolution

	RES-0007
	The Global Registry shall return a list of available services
 and interfaces for the Local Registry that owns that Code – the “Visitor Local Registry”.
	MC 2.0
	Resolution

	RES-0008
	The Local Registry shall then contact the Visitor Local Registry using the appropriate interface returned by the Global Registry.
	MC 2.0
	Resolution

	RES-0009
	The Visitor Local Registry shall, in turn, return a list of available code management services
 for the Code Management Platform in its Registry that owns that Code – the “Visitor CMP”.
	MC 2.0
	Resolution

	RES-0010
	The Local Registry shall return this list of available code management services
 to its Code Management Platform.
	MC 2.0
	Resolution

	RES-0011
	The Home CMP shall contact the Visitor CMP using the appropriate code management services returned by its Local Registry to process all Codes not owned by it.
	MC 1.0
	Resolution

	RES-0012
	All communication between Local Registries and the Global Registry shall be authenticated.
	MC 1.0
	Resolution

	RES-0013
	All communication between Local Registries shall be authenticated.
	MC 1.0
	Resolution

	RES-0014
	All communication between a Home CMP and a Visitor CMP shall be authenticated.
	MC 1.0
	Resolution


�This last sentence allows CP and CSA to go directly to the Registries. This shouldn´t be allowed.


�What is exactly a service?


�What is it exactly a service?


�Service?


�Service?


�Service?
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