Doc# OMA-MC-2009-0006-CR_RDRR[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-MC-2009-0006-CR_RDRR.doc

Change Request

	Title:
	Changes to proposed amendments in REQUIREMENTS DOCUMENT REVIEW REPORT
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA MCE MC

	Doc to Change:
	OMA-RDRR-Mobile_Codes_Requirements-V1_0-20090117-D

	Submission Date:
	19 Jan 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tim Kindberg, HP. timothy@hpl.hp.com

	Replaces:
	n/a


1 Reason for Change

This document gives changes to the items under consideration in OMA-RDRR-Mobile_Codes_Requirements-V1_0-20090117-D.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group agree to the changes to the items in OMA-RDRR-Mobile_Codes_Requirements-V1_0-20090117-D, and consequent changes to the effects on the underlying RD.

6 Detailed Change Proposal

	001-ALU- 01
	2009.01.06
	T
	6.2.2.1
	MC-AUTHN-001   The MC Enabler SHALL enabler the CMP to be authenticated to Mobile Code Client, for example, to provide protections from attacks (e.g., man-in-the-middle) in the method of indirect mobile codes.
The Direct case is not at all the same as the Indirect case in this requirement: there is no CMP. In the Direct case, the requirement is unclear. What is it to reconfigure the client in the Direct case? Any reconfiguration mechanism should be secure, but that's not for the MC Enabler to define!
	Status: OPEN 



	003-ALU-03
	2009.01.06
	T
	6.2.2.3
	MC-INT-001   Data integrity protection SHALL be provided for the Indirect Code Identifier resolution between Mobile Code Client and CMP (CRS where applicable) in the method of indirect mobile codes.


Again, the requirement is very unclear: there is no such thing as "decoded Mobile Code data transferred from the server to the Mobile Code Client in the method of direct mobile codes". In any case, data integrity protection should be entirely optional in connection with the Direct case.
	Status: OPEN 



	004-ALU-04
	2009.01.06
	T
	6.2.2.4
	MC-CONFD-001   Data confidentiality SHOULD be provided for the Indirect Code Identifier resolution between Mobile Code Client and CMP (CRS where applicable) in the method of indirect mobile codes.


Similar comment to 003-ALU-03. The requirement w.r.t. the Direct case is very unclear. In any case, data confidentiality protection should be entirely optional in connection with the Direct case
	Status: OPEN 



	007-TE-03
	2009.01.09
	T
	6.2
	Proposed change: SYMB-0001: 
This allows non-open standards to be mandated so it is obviously substantively different from SYMB-001 as it stands in the RD, which is:

“The MC Enabler MUST NOT mandate any non-open standards defined Symbology”. 
SYMB-001 should be left as it stands in the RD.  NB SYMB-0004 ensures that at least one (open) symbology will be mandated.
	Status: OPEN

	017-TE-13
	2009.01.09
	T
	6.2.1
	Proposed change: Change the requirement SYS-013 to: “The MC Enabler SHALL be able to process the EAN/UPC (ISO/IEC 15420) family of 1D barcodes as Mobile Codes, with the restrictions applicable due to their smalldata capacity.”  
(“Size” is ambiguous.)
	Status: OPEN

	025-TI-03
	2009.01.09
	T
	6.2
	Proposed Change: It’s suggested to add the requirement in section 6.2. like below:

I support the use case but I find these new requirements (025-TI-03 -  027-TI-05) redundant, given the existing contents of the RD. To include a (geo-)location in the Direct or Indirect case, simply use a standard geo: URI; for a street address, use a vCard representation. All URIs and vCards are both already accommodated in the RD as it stands. Obviously, an implementation would offer the user a choice of whatever applications (mapping  etc.) could consume a geo URI or a vCard with an address. There is no agreed representation for 'room location' so that could not be included in the spec.

	Status: OPEN 



	026-TI-04
	2009.01.09
	T
	6.2
	Proposed Change: it’s suggested to add to the above mentioned requirement a bullet text as below 
See 025-TI-03

	Status: OPEN 



	027-TI-05
	2009.01.09
	T
	6.3
	Proposed Change: It’s suggested to add the requirement in section 6.3  like below:

See 025-TI-03

	Status: OPEN 



	042-RIM-15
	2009.01.09
	T
	6.2
	Source: RIM

Form: OMA-REQ-2009-0011

Comment: In SYMB-010 and -011, are these requirements on the enabler? The requirements seem to be defined against the Symbology.

Proposed Change: Clarify or remove the requirement.
Both SYMB-010 and -011 are intended to refer to the Enabler and should remain. Slight re-wording is required.
	Status: OPEN

	054-RIM-27
	2009.01.09
	T
	6.2
	Comment:  For SA-OFF-01-04, are we going to redefine standard symbologies? Are we going to extend these? The MC Enabler SHALL be able to recognize whatever is defined in the symbology including business card fields, etc. What information is the MC Enabler expected to “encode” and from where is this information is coming from?

Proposed Change: Clarify requirement.
There seems to be a misunderstanding here: Business card fields etc. are not defined in the Symbology but in the format of data encoded in a Symbology.


	Status: OPEN

	062-RIM-35
	2009.01.09
	T
	6.2.1
	Comment: SYS-016 seems to be implementation specific. Are we expected to define interface to MC Client to associate such handlers with the codes?

Proposed Change: Clarify or remove requirement.
SYS-016 refers to what is current practice on Japanese handsets. This requirement should be retained.


	Status: OPEN

	083-RIM-56
	2009.01.09
	T
	6.2.5
	Comment: UINT-003, -004 are implementation specific. UINT-004 is obvious behaviour; what is expected at the TS stage?

Proposed Change: Recommended to remove requirements.
These are both substantive, experimentally verified requirements on the UI and should stand. UINT-03 says code reading SHOULD be possible in video preview mode –that may be a substantive requirement on how code readers can be implemented in other respects; as for UINT-03, “obviousness” is subjective and does not disqualify it as a requirement!
	Status: OPEN

	084-RIM-57
	2009.01.09
	T
	6.2.5
	Comment: UINT-009 is an implementation choice.

Proposed Change: Recommended to remove requirement.
This could be changed to SHOULD – good practice.
	Status: OPEN

	086-RIM-59
	2009.01.09
	T
	6.3
	Comment: SYS-038 assumes the MC Client’s control of email and SMS applications. I don’t think we have an expectation that these applications will be specifically modified to support interface from MC Client i.e. ban user from modifying specified fields.

Proposed Change: Recommended to remove the requirement.
This is an important marketing requirement: to add data (serial numbers etc.) that the user cannot modify. Existing code readers do this by using the SMS/Email APIs, informing the user of what is to be sent but not allowing it to be edited.  requirement should stand.
	Status: OPEN

	087-RIM-60
	2009.01.09
	T
	6.3
	Comment: The text of SYS-039 is very confusing. In any case, this is a requirement on the content provider. Does not apply to the specification.

Proposed Change: Recommended to remove requirement.
Requirement should stand. E.g.a check-digit would have to be computed and verified by the implementation (c.f. software that processes credit card numbers). 
	Status: OPEN

	088-RIM-61
	2009.01.09
	T
	6.3
	Comment: SYS-041 is a requirement on the Direct Mobile Code. It would be better to make this a requirement on the Data Format.

Proposed Change: Propose to change to “The Mobile Code Data Format SHALL support embedding additional code-specific text strings (e.g. the message for the user when decoding the Mobile Code).”

If changed like this it will cover both 041 and 042.
SYS-041 should stand. The concept of Mobile Code incorporates both data format and Symbology, so there is no need to change it.

SYS-042 should also stand. The proposed wording changes what was intended.


	Status: OPEN

	089-RIM-62
	2009.01.09
	T
	6.3
	Comment: SYS-043 is a non-requirement. When the user or application receives the address (of the service) from MC Client they can access it, if desired. MC Client obviously cannot “disallow” such access. 

Proposed Change: Recommended to remove requirement.
Requirement should stand. Disallows policy implementations that provide selective access to certain addresses only. 
	Status: OPEN

	090-RIM-63
	2009.01.09
	T
	6.3
	Comment: SYS-044 is a SHALL requirement. Why? It’s the user’s (if MCC has UI) or application’s choice. MC Client doesn’t need to do anything to support this.

Proposed Change: Recommended to remove requirement.
Requirement should stand. Countless studies show the importance of being able to bookmark information when busy and mobile, for later access. This requirement does not mandate the use of such a mechanism: it says there must be one.
	Status: OPEN

	130-ATT-02
	2009.01.09
	T
	6.2
	Comment: SYMB-003 needs a footnote to clarify its reference to “… to support additional Symbology(ies)” in order to align with the revised terminology of “mandated Symbology(ies)” in SYMB-001.

Proposed change: No change to the current text in SYMB-003; add a clarifying footnote as follows:

Note:

Additional Symbology(ies) as mentioned above may include ones not mandated by the MC Enabler. 
This ‘Note’ is unnecessary and confuses different issues. SYMB-03 was intended only to identify the need for an update mechanism per se, not to make requirements on Symbologies. It clearly refers to any Symbology as allowed by the Enabler and no clarification is necessary. It is the job of other requirements to say which Symbologies are allowed by the Enabler, and we have been over that ground very thoroughly.
 
	Status: OPEN
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