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1 Reason for Change

Consolidates QR code and Data Matrix symbology section, based on the agreed text of OMA-MC-2009-0156R01-CR_QR_Code_Symbology_Specification.

Major changes are:

· Added the whole section on Data Matrix as section 5.1.2
· Created a new section 5.1.3 to describe common issues of QR Code and Data Matrix, including character set for display and  Minimum Conformance Characters Set for Direct Code Display, MCCSDCD
· Removed all editor’s notes that were inserted in the terminology table, since this CR has harmonized and consolidated QR Code and Data Matrix.

· Terminologies that were in the common Terminology Table are separated into QR Code specific terms and Data Matrix specific terms, and they are inserted in the respective sections, in order to increase readability. Thus, the original terminology table is gone.
R01- As per agreement in the 3rd day of the Berlin meeting, made section numbers to be consistent with those of the latest TS draft OMA-TS-MC-V1_0-20091203-D, e.g., 5.1.X is now 5.1.1.
2 Impact on Backward Compatibility

Nothing identify 
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this CR.
6 Detailed Change Proposal
Change 1:  Proposed texts for 5.1 Mandated 2D Standard Symbologies  
5.1.1  QR Code support 
The MCC MUST support QR Code as defined in ISO/IEC 18004:2006 [QR], with the following clarifications in order to ensure interoperability.

5.1.1.1 Model 

The MCC MUST support QR Code Model 2.

5.1.1.2 Versions

The MCC MUST support Versions 1 to 10.

The MCC MAY support Versions 11 or higher.

5.1.1.3 Error Correction Levels

QR Code 2005, which is the basis of the specification [QR] that is normatively referenced in this specification employs Reed-Solomon error control coding to detect and correct errors. For QR Code there are four user-selectable levels of error correction, i.e., L, M, Q and H, offering the capability of recovery from the following amounts of damage, i.e., 7%, 15%, 25% and 30%, respectively. 

The MCC MUST support  Error Correction Levels, L, M, Q and H, for all the mandatory Versions (i.e., Versions 1 to 10).

5.1.1.4 Mode

The MCC MUST support the following Modes:

· Numeric mode,

· Alphanumeric mode, and
· Byte mode.
The MCC MUST support any combination of the above three modes.






5.1.1.5 Structured Append mode
Structured Append mode that is supported by  QR Code is used to split the encoding of the data from a message over a number of QR Code symbols. All of the symbols require to be read and the data message can be reconstructed in the correct sequence. 
The MCC MUST support Structured Append mode to enable multiple QR Code symbols to be concatenated. It is recommended that no more than 16 symbols be concatenated.
5.1.1.6 QR Code terminology

The following table shows terminologies that are used for QR Code.

	Alphanumeric mode 
	One of the modes that is supported by QR Code. It encodes data from a set of 45 characters, i.e. 10 numeric digits (0 - 9) (byte values 30HEX to 39HEX), 26 alphabetic characters (A - Z) (byte values 41HEX to 5AHEX) , and 9 symbols (SP, $, %, *, +, -, ., /, :) (byte values 20HEX, 24HEX, 25HEX, 2AHEX, 2BHEX, 2D to 2FHEX, 3AHEX respectively). Normally, two input characters are represented by 11 bits.


	Byte mode

	One of the modes that is supported by QR Code. In this mode, data is encoded at 8 bits per character.. Corresponds to the term “Base 256” within the context of Data Matrix.


	Kanji mode

	One of the modes that is supported by QR Code. The Kanji mode efficiently encodes Kanji characters in accordance with the Shift JIS system based on JIS X 0208.

	Mode 
	Method of representing a defined character set as a bit string that is used to encode the character string into a QR Code symbol. Corresponds to the term “Encodation Scheme” within the context of Data Matrix.


	Model 

	QR Code family contains four different technologies, i.e., QR Code Model 1, QR Code Model 2, QR Code 2005, and the Micro QR Code format. QR Code Model 2 symbols are fully compatible with QR Code 2005 reading systems.



	Numeric mode
 
	One of the modes that is supported by QR Code. It encodes data from the decimal digit set (0 – 9) (byte values 30HEX to 39HEX). Normally, 3 data characters are represented by 10 bits.


	Version
 
	Size of the QR Code symbol represented in terms of its position in the sequence of permissible sizes.  QR Code 2005 defines 40 Versions (1 to 40) among others. For QR Code symbols, the sizes are from 21 × 21 modules (Version 1) to 177 × 177 (Version 40) modules.




5.1.2  Data Matrix support 

The MCC MUST support Data Matrix as defined in ISO/IEC 16022:2000 [DATAMATRIX], with the following clarifications in order to ensure interoperability.

5.1.2.1 Type of Data Matrix 

The MCC MUST support Data Matrix type ECC 200. 
5.1.2.2 Data Matrix symbol sizes

Data Matrix ECC 200 supports square symbols of several sizes ranging from 10x10 modules up to 144x144 modules as well as non-square rectangular shaped symbols of six different sizes.

The MCC MUST support Data Matrix symbol sizes up to 52x52 modules, including the rectangular symbols. Specifically these are the ECC 200 symbols of sizes 10x10, 12x12, 14x14, 16x16, 18x18, 20x20, 22x22, 24x24, 26x26, 32x32, 36x36, 40x40, 44x44, 48x48, 52x52, 8x18, 8x32, 12x26, 12x36, 16x36, 16x48.

The MCC MAY support Data Matrix ECC 200 symbol sizes of 64x64 or larger.

5.1.2.3 Encodation Scheme

The MCC MUST support the following Encodation Schemes:

· ASCII

· C 40

· Text

· X12

· EDIFACT

· Base 256.

The MCC MUST support any combination of the above encodation schemes.

5.1.2.4 Structured Append
Structured Append mode that is supported by Data Matrix is used to split the encoding of the data from a message over a number of Data Matrix symbols. All of the symbols require to be read and the data message can be reconstructed in the correct sequence. 

The MCC MUST support Structured Append to enable up to 16 Data Matrix symbols to be concatenated. 

5.1.2.6 Data Matrix terminology

The following table shows terminologies that are used for Data Matrix.

	ASCII encodation 

	One of the encodation schemes that is supported by Data Matrix ECC 200. In this scheme, double digit numerics are encoded at 4 bits per character digit, ASCII values 0-127 are encoded at 8 bits per character, and extended ASCII values 128-255 are encoded at 16 bits per character.


	Base 256 encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. In this scheme, data is encoded at 8 bits per character. Corresponds to the term “Byte mode” within the context of QR code.


	C 40 encodation 

	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from a set of 37 characters in a Basic Set, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32) and 26 uppercase alphabetic characters (A - Z) (byte values 65 to 90), and it encodes the remaining data values from the range (0-127) in a Shifted Set.  Three characters belonging to the Basic Set are represented by 16 bits.


	EDIFACT encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes 63 ASCII values (byte values 32 to 94). Four characters are represented by 24 bits.


	Encodation Scheme 
	Method of representing a defined character set as a bit string that is used to encode the character string into a Data Matrix symbol. Corresponds to the term “Mode” within the context of QR Code.


	Text encodation 

	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from a set of 37 characters in a Basic Set, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32) and 26 lowercase alphabetic characters (a - z) (byte values 97 to 122), and it encodes the remaining data values from the range (0-127) in a Shifted Set.  Three characters belonging to the Basic Set are represented by 16 bits.


	X12 encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from the standard ANSI X12 electronic data interchange characters, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32), the three standard ANSI X12 terminator and separator characters (having byte values 13, 42, 62)  and 26 uppercase alphabetic characters (A - Z) (byte values 65 to 90). Three characters are represented by 16 bits.



5.1.3  
Character Set for Direct Code Display

(1) QR Code

In Byte mode, data is encoded at 8 bits per character. As defined in ISO/IEC 18004:2006 [QR], the default character set for Byte mode is ISO/IEC 8859-1 [ISO/IEC 8859-1].
(2) Data Matrix

As defined in ISO/IEC 16022:2000 [DATAMATRIX], the default character interpretation for character values 0 to 127 shall conform to ANSI X3.4. The default character interpretation for character values 128 to 255 shall conform to ISO/IEC 8859-1: Latin Alphabet No. 1. [ISO/IEC 8859-1]. 
ISO/IEC 8859-1 is one of the families of various 8-bit single-byte coded graphic character sets that are standardized in the world, e.g., ISO/IEC 8859-2 to 8859-16, or JIS X 0201 (for Japan). The lower 7 bit code spaces of these families share almost the same characters as those of ASCII Code, while higher bits define characters for different languages respectively. 
For Direct Code that is intended to be displayed, the data is displayed to the users using one of the character sets that are supported by the handset if appropriate character set is available. It is not possible for OMA to specify all the character sets for all the languages that may be used in the world. Therefore, the following printable ASCII characters are defined as the Minimum Conformance Characters Set for Direct Code Display, MCCSDCD, for the default Byte mode when it is used for Direct Code.

MCCSDCD = %x20-7E / %x0D / %x0A 
; all ASCII printable characters, CR and LF. 

Whenever conformance to this specification is tested or elaborated for displaying the data of Direct Code, e.g., IOP testing, only MCCSDCD SHOULD be used. Note that there are a few well-known exceptions even in this range. For example, the display glyphs of 0x5C (back slash) and 0x7F (tilde) in JIS X 0201 are different from those of ASCII.
Any character set may be used, depending on the country or market. When an alternative character set is specified, however, the parties intending to read the Data Matrix symbols require to be notified of the applicable character set in the application specification or by bilateral agreement. Appendix-A summarizes some of the best practices of the industry for the character sets that are used for Direct Code.

3.2 Definitions 
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