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1 Reason for Change

This CR proposes the changes to the TS section 10 for MC Interfaces based on OMA-MC-2009-0181-INP_MC-Interfaces.ppt.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Request for MC AHG to review and agree to the proposed changes.
6 Detailed Change Proposal

Change 1:  Proposed changes to Section 10 – add general introduction to start of section
This section specifies the interfaces exposed by the various components of the MC Enabler:
· All MC Enabler interfaces, MC-1 thru MC-8, SHALL be web services that expose REST APIs [REF]:

· Each REST API SHALL be invoked using an http POST connection request.

· The URL used SHALL always point to one of the MC Enabler components: the MC Client, the CMP or the MCR.
· For MC-1 and MC-5 web services, the URL SHALL be the HOME_CMP_URL that is currently configured in the MCC.  The HOME_CMP_URL SHALL specify the network address of the home CMP (or the CCH where applicable).
· For MC-3 and MC-7 web services, the URL SHALL be the REMOTE_CMP_URL that specifies the network address of the remote CMP (or the CCH where applicable) that is to be contacted for resolving the ICI.
· All string parameters containing special characters or spaces MUST be UTF-8 URL encoded.  Please refer to http://www.w3schools.com/TAGS/ref_urlencode.asp for more information.
· Each REST API response SHALL be in the form of a XML 1.0 document delivered using the http protocol:
· The encoding of all these XML documents SHALL be “UTF-8”.

· The root element of all these XML documents SHALL be “envelope”.
Example:
<? xml version="1.0" encoding="UTF-8" ?>
<envelope>
...
</envelope>
· The MC Enabler components (the MC Client, the CMP and the MCR) SHALL support the parsing of XML 1.0 documents.
End Change 1.
Change 2:  Proposed changes to Section 10.2 – MC-1 Interface: replace with text below
10.2 MC-1 Interface
The MC-1 interface SHALL support the following REST APIs:
· MC-1-RESOLVE_ICI web service.

· MC-1-UPDATE_MCC web service.

10.2.1 MC-1-RESOLVE_ICI Web Service

10.2.1.1 Example

Request:

http://resolver.scanlife.com/?btype=DM&barcode=5ABEABCD&appid=1234&userid=5678
Response:

<? xml version="1.0" encoding="UTF-8" ?>

<envelope>

    <codeset numactions="1" title="ScanLife">

        <action type="web" title="My Web" typeid="7" handler="" >

            <property name="url" type="tx" >www.scanlife.com </property>

        </action>
  </codeset>

</envelope>
10.2.1.2 Request

The MC-1-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the HOME_CMP_URL that is currently configured in the MCC.  The HOME_CMP_URL SHALL specify the network address of the home CMP (or the CCH where applicable).
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:
	Parameter
	Requirement
	Type
	Description

	btype
	Mandatory
	string
	The “btype” identifies the barcode type (Symbology) of the barcode that was decoded by the MC Client.  This may be “QR”, “DM”, “EZ”, etc.

	barcode
	Mandatory
	string
	The “barcode” contains the value of the ICI to be resolved by the home CMP

	appid
	Mandatory
	string
	The “appid” uniquely identifies the version of the MC Client across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	userid
	Mandatory
	string
	The “userid” uniquely identifies the handset user across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	browserlaunch
	Optional
	boolean
	If present, lets the home CMP know that the response must be a redirection to the target URL for a WEB code or dynamically generated web page (??) for all other code types.

	langid
	Optional
	string
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.


10.2.1.3 Response
On a successful resolution, the MC-1-RESOLVE_ICI web service response SHALL contain a “codeset” element as specified below in the root “envelope” element.

codeset Element 
<codeset numactions="{val}" title="{val}">
    <action type="{val}" title="{val}" typeid="{val}" >
        <property name="{val}" type="{val}" >{val}</property>
       ...
    </action>
    ...
</codeset>
The resolved data from the MC-1-RESOLVE_ICI  request is enclosed inside the codeset element which has the following attributes:
	Attribute
	Type
	Description

	numactions
	number
	A numeric value that provides the number of action elements attached within the codeset.

	title
	string
	The title of the code to be displayed on the MC Client.  If the codeset has only one action element, then this may be NULL.


action Element 

The action element contained inside a codeset element defines a individual action to be performed by the MC Client and has the following attributes: 
	Attribute
	Type
	Description

	type
	string
	Specifies the type of action: “tel”, “contact”, “sms”, “email”, “mms”, “web”, “calendar” or “note”.

	title
	string
	The title of the code to be displayed on the MC Client.

	typeid
	number
	Specifies the type of action: tel (1), contact (2), sms (3), email (4), mms(5), wap(6), web(7), calendar(8) or note (9)

	handler
	string
	This attribute is present only when the action is of type ‘web’. This specifies the handler on the client application that should handle/consume the returned URI.


There is usually only one action element attached to the codeset element except in the case of menu codes where there can be more than one. 

Each action element can have one or more property elements that define the properties of the action to be performed by the MC Client. 

property Element 

The property element encloses a single property associated with the action and has the following attributes:

	Attribute
	Type
	Description

	name
	string
	Specifies the name attribute of the property to be used by the MC Client to extract the known values.  Please see below for a list of named properties based on the action type.

	type
	string
	The data type of the property value (data associated with property): ‘tx’ for text, ‘no’ for numeric, ‘dt’  for date (additional attributes to be present) and ‘tm’ for datetime (additional attributes to be present):
When the type of property is 'dt' , the data will be formatted as 'YYYYMMDD'
When the type of property is 'tm', the data will be formatted as 'YYMMDDhhmm'.

	yr
	string
	This attribute is only present when the property type is ‘dt’ or ‘tm’. This is a string that gives the year in ‘YYYY’ format.

	mon
	string
	This attribute is only present when the property type is ‘dt’ or ‘tm’. This is a string that gives the month  in ‘mmm’ format.

	dat
	string
	This attribute is only present when the property type is ‘dt’ or ‘tm’. This is a string that gives the date in ‘dd’ format.

	hr
	string
	This attribute is only present when the property type is ‘tm’. This is a string that gives the hour component of time in 24 hour format. E.g. ‘16’ for 4 pm. The format is ‘HH’

	min
	string
	This attribute is only present when the property type is ‘tm’. This is a string that gives the minute component of time. The format is ‘mm’


The table below gives a list of properties based on the type of the action. 

	Properties

	Name
	Type
	Description

	All Actions

	wpexecurl
	tx
	The url to launch on the wap browser if the action is not supported on the client application. This is the complete url of the server that will display the data related to the action on the wap browser and support execution If the browser supports it.

	 
	 
	 

	Telephone (tel)

	num
	tx
	The phone number associated with the tel action. E.g. ‘+12122780178’

	SMS (sms)

	num
	tx
	The phone number associated with the sms action. E.g. ‘+12122780178’

	text
	tx
	The text associated with the sms action.

	Email (email)

	to
	tx
	The email address associated with the email action.

	subject
	tx
	The subject text associated with the email action

	body
	tx
	The body text associated with the email action

	Contact (contact)

	name
	tx
	This is combination of FirstName and Last Name for the contact action.

	fname
	tx
	This is the first name of person associated with contact action.

	lname
	tx
	This is the last name of the person associated with the contact action.

	telcel
	tx
	This is the cell phone number of the person associated with the contact action.

	telhome
	tx
	This is the home phone number of the person associated with the contact action.

	telwork
	tx
	This is the work phone number of the person associated with the contact action.

	email
	tx
	This is the primary email address of the person associated with the contact action.

	email2
	tx
	This is the secondary email address of the person associated with the contact action.

	address
	tx
	The complete address of the person associated with the contact action.

	staddr1
	tx
	The first part of street address associated with contact action.

	staddr2
	tx
	The second part of the street address associated with the contact action.

	city
	tx
	The city component of the address of the person associated with the contact action.

	state
	tx
	The state component of the address of the person associated with the contact action

	zip
	tx
	The zip component of the address of the person associated with the contact action.

	country
	tx
	The country component of the address of the person associated with the contact action.

	company
	tx
	The name o f the company of the person associated with the contact action

	jobtitle
	tx
	The job title of the person associated with the contact action.

	birthday
	dt
	The birthday of the person associated with the contact action.

	Web (web)

	url
	tx
	The url associated with the web action.

	MMS (mms)

	num
	tx
	The phone number associated with the mms action.

	subject
	tx
	The subject text associated with the mms action

	body
	tx
	The body text associated with the mms action

	Calendar (calendar)

	summary
	tx
	Appt summary associated with the calendar action

	startdate
	tm
	Date time associated with the calendar action

	enddate
	tm
	Date time associated with the calendar action

	location
	tx
	The location associated with the calendar action

	attendee
	tx
	The attendee information associated with the calendar action.

	Note  (note)

	message
	tx
	The text associated with the note action.

	 
	 
	 


On a failure, the MC-1-RESOLVE_ICI web service response SHALL contain a “system” element of type “info” as specified below in the root “envelope” element.

system Element 
<system type="info">
  <property name="status" type="tx">{message}</property>
</system> 
Where each system element MUST contain a single property element of type text that defines a system message to displayed by the MC CLient. 

End Change 2.
Change 3:  Proposed changes to Section 10.4 – MC-3 Interface
10.4 MC-3 Interface

The MC-3 interface SHALL support the following REST APIs:

· MC-3-RESOLVE_ICI web service.

10.4.1 MC-3-RESOLVE_ICI Web Service

10.2.1.4 Example

Request:

http://resolver.scanlife.com/?transactionid=xyz123&barcode=5ABEABCD&userid=5678
Response:

<? xml version="1.0" encoding="UTF-8" ?>

<envelope>

    <codeset numactions="1" title="ScanLife">

        <action type="web" title="My Web" typeid="7" handler="" >

            <property name="url" type="tx" >www.scanlife.com </property>

        </action>
  </codeset>

  <system type="info">
    <property name="status" type="no" >{status code}</property>
    <property name="transactionid" type="tx" >{transactionid}</property>
  </system> 
</envelope>
10.2.1.5 Request

The MC-3-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the REMOTE_CMP_URL that matches the Routing Prefix of the ICI to be resolved.  The REMOTE_CMP_URL SHALL specify the network address of the remote CMP (or the CCH where applicable).
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:

	Parameter
	Requirement
	Type
	Description

	transactionid
	Mandatory
	string
	The “transactionid” allows the communicating CMPs to reconcile resolution transactions at a later date, if needed.

	barcode
	Mandatory
	string
	The “barcode” contains the value of the ICI to be resolved by the home CMP

	userid
	Mandatory
	string
	The “userid” uniquely identifies the handset user across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	langid
	Optional
	string
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cmptype
	Optional
	String
	The “cmptype” specifies the configuration of the requesting CMP: “CMP”, “CCH”, “CRS”


10.2.1.6 Response
On a successful resolution, the MC-3-RESOLVE_ICI web service response SHALL contain a “codeset” element in the root “envelope” element as specified in section 10.2.1.3.
End Change 3.
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