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1 Reason for Change

This document proposes adding text relating to the message exchange and behaviour of the MCC and CMPs in regards to charging/reporting/tracking. R01 addresses the discussion and comments made regarding this document at the F2F Sorrento meeting. R02 addresses the comments made by AT&T and Neustar at the CC held May 4th. R03 addresses the discussion points from Day 2 of the MC Interim.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group discuss and agree this text for inclusion.
6 Detailed Change Proposal

Change 1:  Add text to Section 9.5 for tracking and reporting
9.5 Charging and Accounting
This section describes the procedures for tracking and reporting chargeable events related to Indirect Mobile Code usage.

9.5.1 Tracking and Reporting Procedures
This section describes the procedures required to track and report chargeable events. Further details on message formats can be found in section 10.X.X.

5.2.1.1 Procedures at the MCC
In order to track chargeable events, the MCC SHALL send the MC-4-TRACKING_REPORT message to the Home CMP (or Split-CMP-Parent) over the MC-4 interface. This message is used to report usage of the resolved content, applications making use of the resolved content, and device components (e.g. location).
The MC-4-TRACKING_REPORT message SHALL contain at least the Indirect Code Identifier and an identifier of the MCC. The detailed parameters of the MC-4-TRACKING_REPORT message are described in section 10.X.X.


If a tracking-address is present in the MC-1-RESOLVE_ICI_RESPONSE message sent from the Home CMP (or Split-CMP-Parent) to the MCC, the MCC SHALL send the MC-4-TRACKING_REPORT message to the indicated addatracking-address associated with this ICI.  
If a tracking-address is not present in the MC-1-RESOLVE_ICI_RESPONSE message sent from the Home CMP (or Split-CMP-Parent) to the MCC, the MCC SHALL send the MC-4-TRACKING_REPORT message to the default pre-provisioned Tracking Address by the Home CMP as detailed in Section 5.2.3.

· 
· 
5.2.1.2 Procedures at the Home CMP
When the Home CMP receives the MC-1-RESOLVE_ICI_RESPONSE with the tracking-address field representing the previous entities in the resolution path, the Home CMP SHALL append its own tracking address if interested in receiving the MC-4-TRACKING_REPORT message from the MCC.

Upon reception of the MC-4-TRACKING_REPORT message, the Home CMP (or Split-CMP-Parent) SHALL be able to remove and/or anonymize some data elements in the tracking report prior to distributing the information to subsequent entities, subject to service provider policies.

If multiple CMPs (or Split-CMPs/Parents) were involved in code resolution, the Home CMP (or Split-CMP-Parent) SHALL send the tracking report to the tracking-address received in the MC-3- RESOLVE_ICI_RESPONSE identifying the subsequent entities in the reporting path. Sending of the tracking report by the Home CMP (or Split-CMP-Parent) to the next entity as identified by the next tracking address fragment in the tracking-address is subject to business agreements. The Home CMP may remove this tracking address fragment if the Home CMP does not have business agreements with this entity.
5.2.1.3 Procedures at a Remote CMP

When there are multiple CMPs (or Split-CMPs/Parents) involved in code resolution, the tracking-address in the MC-3- RESOLVE_ICI_RESPONSE SHALL represent a combination of the tracking address fragments provided by the subsequent CMPs (or Split-CMPs/Parents parents of resolving Split-CMPs/Children or Split-CMPs/Children) involved in content acquisition by way of code resolution which are interested in tracking chargeable events. 

Each tracking-address fragment SHALL have the following format, 
http://[REMOTE_CMPx_TRACKING_URL]/[REMOTE_CMPx_TRACKING_PARAMETERS]
where [REMOTE_CMPx_TRACKING_URL] represents the tracking address identifying the tracking server at CMPx, and [REMOTE_CMPx_TRACKING_PARAMETERS] represents the parameter name-value pairs in the tracking report sent to the [REMOTE_CMPx_TRACKING_URL].
An example of this format illustrating two CMPs involved in code resolution and in tracking of chargeable events is shown below:

http://www.cmp1.com/tracking?id=A1B2C3&t2=http://www.cmp2.com/metrics/2009?iden=A1B2C3 

Upon reception of the MC-6-TRACKING_REPORT message, the Remote CMP (or Split-CMP-Parent) SHALL be able to remove and/or anonymize some data elements in the tracking report prior to distributing the information to subsequent entities, subject to service provider policies.

The Remote CMP (or Split-CMPs-Parent) SHALL use URL redirection to send the tracking report to the next entity in the reporting path. Sending of the tracking report by the Remote CMP (or Split-CMP-Parent) to the next entity as identified by the next tracking address fragment in the tracking-address is subject to business agreements. The Remote CMP may remove this tracking address fragment if the Remote CMP does not have business agreements with this entity.
Change 2:  Update to Section 5.2.3
5.2.3 MCC Configuration Parameters

The parameters required to ensure proper functioning of the MC Client with the Operating System of the device are subject to implementation and are not specified in MC Enabler.

If the MC Client supports resolution of Indirect Codes, the following minimum parameters SHALL be configured in the MC Client:

· Network Address (i.e. HTTP URL) of the Home CMP (or Split-CMP-Parent, as applicable).

If the MC Client supports resolution of Indirect Codes, the following charging-related parameters MAY be configured in the MC Client:

· Tracking Address of the tracking server at the Home CMP (or Split-CMP-Parent, as applicable).


The MC Client SHALL support the ability for the user to enter and store user personal data information on an ‘Opt-in’ basis. The following user personal data information SHOULD be supported at minimum:

a)  Age
b) Gender

c) Postal Code/Zip Code

d) Household Income
e) Preferred language
It SHALL be possible for the user to add, update or delete any supported user personal data information at any time.

It SHALL be possible for the MCC to insert available user personal data stored in the MCC as metadata in the MC-1-RESOLVE_ICI_REQUESTmessage and in the MC-4-TRACKING_REPORT message. 

If user personal data has been entered and stored in the MC Client, the user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for this personal information data to be forwarded as metadata for each MC-1-RESOLVE_ICI_REQUEST message.
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