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1 Reason for Change

This document aligns the current TS with the agreed changes to the AD as per OMA-MC-2009-0185R01-CR_AD_diagrams_based_on_ARC_WG_recommendations.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group discuss and agree these modifications for inclusion.
6 Detailed Change Proposal

Change 1:  Update Section 3 to align with AD
3.2 Definitions

	Alphanumeric Mode
	One of the modes that is supported by QR Code. It encodes data from a set of 45 characters, i.e. 10 numeric digits (0 - 9) (byte values 30HEX to 39HEX), 26 alphabetic characters (A - Z) (byte values 41HEX to 5AHEX) , and 9 symbols (SP, $, %, *, +, -, ., /, :) (byte values 20HEX, 24HEX, 25HEX, 2AHEX, 2BHEX, 2D to 2FHEX, 3AHEX respectively). Normally, two nput

characters are represented by 11 bits.

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of  DataMatrix.


	Byte Mode
	One of the modes that is supported by QR Code. In this mode, data is encoded at 8 bits per character. In closed-system national or application-specific implementations of QR Code 2005, an alternative 8-bit character set, for example as defined in an appropriate part of ISO/IEC 8859, may be specified for Byte mode. When an alternative character set is specified, however, the parties intending to read the QR Code 2005 symbols require to be notified of the applicable character set in the application specification or by bilateral agreement.

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.

	Code Clearing House function
	The process of Indirect Code routing based on the Indirect Code Identifier, through which: a) the Resolving CMP is determined, and b) the Indirect Code Identifier is forwarded to the Resolving CMP.  

	
	

	Code Resolution (or Code Resolution function)
	The process of mapping an Indirect Code Identifier supplied from an Indirect Code into either content to be consumed directly by the handset, or the address of content (or a service) to be consumed by the handset. Typically, Code Resolution requires access to network service.

	Code Resolution Server
	The Code Resolution Server performs the code resolution part of the CMP; CRS exists in markets where the CMP role is not owned by a single entity. 

	Code Transfer
	The ability for a Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Routing Prefix
	That part of the Indirect Code Identifier that contains a value that is uniquely assigned to the CMP (Split-CMP/Child, as applicable) and is used for routing.

	Direct Code
	A Mobile Code that contains either (a) content for direct consumption for the handset, or (b)  the address of the service to be accessed (typically, a URI [URI])

	Direct MC Format (DMF)
	A generic common data format to specify data formats for Direct Codes for the OMA MC enabler. It is defined by ABNF notations in 7.x.2.1.

	Error Correction Level
	QR Code 2005, which is the basis of the specification [QR] that is normatively referenced in this specification, employs Reed-Solomon error control coding to detect and correct errors. There are four user-selectable levels of error correction, i.e., L, M, Q and H, offering the capability of recovery from the following amounts of damage, i.e., 7%, 15%, 25% and 30%, respectively.

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.

	Global Mobile Code Registry
	The Global Mobile Code Registry is a singular and unique component within an Indirect Code eco-system that is entrusted to allocate, administer, and maintain global uniqueness of Routing Prefixes used in the given eco-system.
Editor’s note:  This needs to align with the Section on Global Registry..

	Indirect Code
	A Mobile Code that contains an Indirect Code Identifier.

	Indirect Code Identifier
	An identifier in the Indirect Code that has to be resolved in order to access the intended content or service. See also Code Resolution.

	Kanji Mode
	One of the modes that is supported by QR Code. The Kanji mode efficiently encodes Kanji characters in accordance with the Shift JIS system based on JIS X 0208.

	Mailbox
	A Mailbox is a conceptual entity which receives mail (as defined by Section 3.4 of [RFC2822] with further clarifications that are specified in this specification.). Normally, a Mailbox is comprised of two parts: (1) an optional display name that indicates the name of the recipient that could be displayed to the user of a mail application, and (2) an addr-spec address enclosed in angle brackets ("<" and ">").  There is also an alternate simple form of a Mailbox where the addr-spec address appears alone, without the recipient's name or the angle brackets.

	Mobile Code
	A 1D or 2D barcode as read by camera-equipped handsets

	Mobile Code Client
	The MC enabler software entity that resides in the device, and contains the functionality to acquire, decode, and extract the encoded information for further processing as required. This is often referred to as a Mobile Code Reader and these terms can be used synonymously.

	Mobile Code Data Format
	The syntactical description of the information contained within a Mobile Code. 

	Mobile Code Publisher
	This is a brand (business, organisation or individual) who distributes certain content or services (i.e. an advertising campaign) to a mass audience by using Mobile Code scanning as a channel.

	Mobile Code Sales Agency
	The Mobile Code Sales Agency ensures the best Mobile Code service or campaign success by coordinating business topics and related activities on behalf of the Mobile Code Publisher. 

	Mobile Code Scanning
	The physical act of capturing a Mobile Code symbol and decoding the information contained within the Mobile Code into a Data Format.

	Mobile Code Service Policy
	A set of Policy Conditions [Ref: OMA Dictionary] that convey any service level constraints that are placed on Mobile Code Resolution.  Mobile Code Service Policy is typically defined by the Mobile Code Publisher and is applicable to one or more Indirect Code Identifiers.  

	Mode
	Method of representing a defined character set as a bit string.
Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.

	Model
	QR Code family contains four different technologies, i.e., QR Code Model 1, QR Code Model 2, QR Code 2005, and the Micro QR Code format. QR Code Model 2 symbols are fully compatible with QR Code 2005 reading systems.

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.

	Numeric Mode
	One of the modes that is supported by QR Code. It encodes data from the decimal digit set (0 - 9) (byte values 30HEX to 39HEX). Normally, 3 data characters are represented by 10 bits.

	Recognizable Format
	A data format that is included in a Direct Code and is recognized by the MCC, to enable causing certain actions, such as displaying the recognition results to the user along with the messages if any, offering options for the user to select, and/or invoking an application.

	Resolution Identifier
	That part of the Indirect Code Identifier that is used to index the content or service.

	Structured Append Mode
	One of the modes that is supported by QR Code. It is used to split the encoding of the data from a message over a number of QR Code symbols. All of the symbols require to be read and the data message can be reconstructed in the correct sequence. The Structured Append header is encoded in each symbol to identify the length of the sequence and the symbol’s position in it, and verify that all the symbols read belong to the same message. 

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.

	Symbology
	The algorithm by which data is encoded as visual elements (typically arrangements of lines or squares), and the resultant “look and feel” for the user.

	Telephone-Number-String
	A Telephone-Number-String is a string of characters to represent a telephone number to human. It consists of phone digits, “+”, ”*”, and “#”. It may contain visual separators that are commonly used in various places in the world. It is defined in Section 7.2.3.1.

	Version
	Size of the QR Code symbol represented in terms of its position in the sequence of permissible sizes.  QR Code 2005 defines 40 Versions (1 to 40) among others. For QR Code symbols, the sizes are from 21 × 21 modules (Version 1) to 177 × 177 (Version 40) modules.

Editor’s Note: This definition may need to be consolidated or harmonized with corresponding definitions of DataMatrix.


3.3 Abbreviations

	1D
	1-Dimensional

	2D
	2-Dimensional

	ASCII
	American Standard Code for Information Interchange

	CCH
	Code Clearing House

	CMP
	Code Management Platform

	CP
	Code Publisher

	CR
	Code Resolution

	EAN
	European Article Number, see EAN/UPC

	EAN/UPC
	Barcode symbology family including EAN-8, EAN-13, UPC-A, and UPC-E [EAN/UPC]

	FTP
	File Transfer Protocol

	GMCR
	Global Mobile Code Registry

	IEC
	International Electrotechnical Commission

	ISO
	International Organization for Standardization

	JAN
	Japanese Article Number, a barcode of the EAN symbology family, used in Japan

	MC
	Mobile Code

	NDEF
	NFC Data Exchange Format

	NFC
	Near Field Communications

	OMA
	Open Mobile Alliance

	QR
	Quick Response, a type of barcode symbology [[QR]]

	SMS
	Short Message Service

	UPC
	Universal Product Code, see EAN/UPC

	URI
	Uniform Resource Identifier [URI]


Change 2:  Align Sec. 8 with AD

8.3.1 Indirect Mobile Code Request Routing Procedures

In order to resolve an Indirect Mobile Code, the MCC SHALL send the MC-1-RESOLVE_ICI_REQUEST message to its Home CMP (or Split-CMP/Parent) over the MC-1 interface. This message contains the following information:
· The MC-1-RESOLVE_ICI_REQUEST message SHALL contain the barcode type (Symbology) of the barcode that was decoded as the value of the “btype” parameter

· The MC-1-RESOLVE_ICI_REQUEST message SHALL include the ICI of the barcode that was decoded as the value of the “barcode” parameter.

The Home CMP (or Split-CMP/Parent) SHALL maintain a local cache of all Routing Prefixes of codes hosted by CMPs (or Split-CMPs/Children, where applicable) that it has business agreements with covering the commercial  aspects as well as adherence to the Home CMP’s (or the Split-CMP’s/Parent, where applicable) content guidelines, terms and conditions of use, privacy policy, etc. The Home CMP (or Split-CMP/Parent) SHALL manually maintain this cache based on bilateral agreements with emerging ecosystems, consulting the master list of OMA-compliant regional ecosystems maintained by OMNA.

Upon receipt of the MC-1-RESOLVE_ICI_REQUEST message, the Home CMP (or Split-CMP/Parent)  SHALL determine the Indirect Code Identifier, and its Routing Prefix, based on the values of the parameters “btype” and “barcode” in the message. Based on the Routing Prefix, the Home CMP (or Split-CMP/Parent)  SHALL determine if the Indirect Code Identifier with its associated content is locally hosted. 

· If the Indirect Code Identifier is hosted on the Home CMP, the Home CMP resolves the code as described in section 8.3.2. 

· If the Indirect Code Identifier is hosted on a Split-CMP/Child that has a child relationship with the Home Split-CMP/Parent, the Split-CMP/Parent SHALL send a MC-4-RESOLVE_ICI_REQUEST message to the Split-CMP/Child. Refer to section 8.3.2.

If the Indirect Code Identifier is not locally hosted on the Home CMP (or Split-CMP/Parent), the Home CMP (or Split-CMP/Parent) SHALL check if the Routing Prefix matches the locally cached information on the mapping between the CMP (or Split-CMP/Parent) Routing Prefixes and associated CMP (or Split-CMP/Parent) network addresses it has business agreements with.  If the Home CMP (or Split-CMP/Parent) has a network address cached for the received Routing Prefix, the Home CMP (or Split-CMP/Parent) SHALL send the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMP (or Split-CMP/Parent) for resolution.

· Upon receipt of the MC-3-RESOLVE_ICI_REQUEST message, the Remote CMP resolves the code as described in section 8.3.2.

· Upon receipt of the MC-3-RESOLVE_ICI_REQUEST message, the Remote Split-CMP/Parent SHALL send an MC-3-RESOLVE_ICI_REQUEST message to the Split-CMP/Child that hosts the code. Refer to section 8.3.2.

If the Home CMP (or Split-CMP/Parent) receives a request to resolve an Indirect Code Identifier that is not hosted locally, and the Home CMP (or Split-CMP/Parent) does not have a network address cached for the received Routing Prefix, the Home CMP (or Split-CMP/Parent) MAY send an MC-2-RESOLVE_UNKNOWN_ROUTING_PREFIX message to the GMCR, if the GMCR has been implemented in the ecosystem the Home CMP (or Split-CMP/Parent) inhabits. Alternatively, the Home CMP (or Split-CMP/Parent) MAY take actions determined by business agreements that are beyond the scope of this specification.

· Upon receipt of the MC-2-RESOLVE_UNKNOWN_ROUTING_PREFIX message, the GMCR SHALL send an MC-2-UNKOWN_ROUTING_PREFIX_RESOLUTION message to the Home CMP (or Split-CMP/Parent). This message SHALL include the network address of the CMP (or Split-CMP/Parent) associated with the received Routing Prefix. 

· Upon receipt of the MC-2- UNKNOWN_ROUTING_PREFIX_RESOLUTION message, the Home CMP (or Split-CMP/Parent) SHALL send the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMP (or Split-CMP/Parent) specified by the received network address.
8.3.2 Indirect Mobile Code Resolution Procedures

Upon receipt of an MC-1- RESOLVE_ICI_REQUEST for an Indirect Code Identifier that is hosted locally, the Home CMP SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
Upon receipt of an MC-3-RESOLVE_ICI_REQUEST message, the Split-CMP/Child SHALL send an MC-3- RESOLVE_ICI_RESULT to its Split-CMP/Parent. The MC-3-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
Upon receipt of an MC-3-RESOLVE_ICI_RESULT message, the Split-CMP/Parent SHALL perform the following:

· If the Split-CMP/Parent is the Home Split-CMP/Parent for the MCC corresponding to the Indirect Code Identifier being resolved, the Split-CMP/Parent SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
· If the Split-CMP/Parent is not the Home Split-CMP/Parent for the MCC corresponding to the Indirect Code Identifier being resolved, the Split-CMP/Parent SHALL send an MC-3- RESOLVE_ICI_RESULT message to the Home Split-CMP/Parent. Upon receipt of this message, the Home Split-CMP/Parent SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.

Change 3:  Align Sec. 10 with AD

10.2 MC-1 Interface

Editor’s Note: This section contains the message formats and message procedures for all messages on the MC-1 interface.

The MC-1 interface is used by the MCC to request and receive resolution of an ICI.

The MCC SHALL support the parsing of XML 1.0 documents:

· All communication on the MC-1 interface from the MCC to the Home CMP (or the Split-CMP/Parent where applicable) SHALL be in the form of http requests.

· All communication on the MC-1 interface from the Home CMP (or the Split-CMP/Parent where applicable) to the MCC SHALL be in the form of XML 1.0 documents using the http protocol.

The CMP (also the Split-CMP/Parent and the Split-CMP/Child where applicable) SHALL support the parsing and generation of XML 1.0 documents:

· All latency critical communication on the MC-4, MC-5, MC-6 interfaces SHALL be in the form of XML 1.0 documents using the SOAP protocol. 

The http requests from the MCC to its Home CMP (or the Split-CMP/Parent where applicable) SHALL adhere to the following requirements:

· It SHALL be a HTTP POST connection type request.

· It SHALL always connect to the HOME_CMP_URL that is currently configured in the MCC:

· The HOME_CMP_URL SHALL specify the network address of the Home CMP (or the Split-CMP/Parent where applicable).

· It SHALL always include the following parameters: “appid”, “userid”:

· The “appid” SHALL uniquely identify the application version of the MCC across all handsets communicating with this Home CMP (or the Split-CMP/Parent where applicable) on the MC-1 interface.

· The “userid” SHALL uniquely identify the handset user across all handsets communicating with this Home CMP (or the Split-CMP/Parent where applicable) on the MC-1 interface.

Example:

HTTP POST resolver.scanlife.com/?appid=1234&userid=5678

The XML 1.0 documents SHALL adhere to the following requirements:

· The encoding of all these XML documents SHALL be “UTF-8”.

· The root element of all these XML documents SHALL be “envelope”.

Example:

<? xml version="1.0" encoding="UTF-8" ?>

<envelope>

...

</envelope>
10.2 MC-1 Interface
The MC-1 interface SHALL support the following REST APIs:

· MC-1-RESOLVE_ICI web service.

10.2.1 MC-1-RESOLVE_ICI Web Service

10.2.1.1 Request

The MC-1-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the HOME_CMP_URL that is currently configured in the MCC.  The HOME_CMP_URL SHALL specify the network address of the Home CMP (or the Split-CMP/Parent where applicable).
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:

10.2.1.2 MC-1-RESOLVE_ICI_RESPONSE Message Structure

	Element
	Requirement
	Occurrences
	Type
	Description

	Indirect-Code-Identifier
	Mandatory
	1
	TBD
	Identifier in the Indirect Code that resolves to the content/service or address of content/service received in this response. Can also be used for tracking purposes. 

	Resolved-Content
	Mandatory
	1
	TBD
	The resolved content/service or its address associated with the ICI.

	Content-Description
	Optional
	0..1
	String
	Free text describing the resolved content for user consumption (e.g. for displaying to the user).

	Tracking-Indicator
	Mandatory
	1
	Boolean
	Indicates whether to track content usage for accounting purposes.

	Tracking-Address
	Conditional
	0..n
	URI
	URL specifying a location to which to send tracking data. Home CMP (or Split-CMP/Parent) SHALL have full control over this parameter and is likely to enforce that the tracking server in the Home CMP (or Split-CMP/Parent) domain is the first entity to receive this data.

Present if Tracking-Indicator is true and either:

(1) There is no pre-provisioned tracking address on MCC

(2) Home CMP (or Split-CMP/Parent) wants to overwrite the pre-provisioned tracking address

(3) Tracking address was provided by the resolving CMP (or Split-CMP/Child) or (or Split-CMP/Parent) of the resolving (or Split-CMP/Child)


Table 7 - MC-1-RESOLVE_ICI_RESPONSE Message

10.4 MC-3 Interface

The MC-3 interface SHALL support the following REST APIs:

· MC-3-RESOLVE_ICI web service.

10.4.1 MC-3-RESOLVE_ICI Web Service

10.4.1.1 Request

The MC-3-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the REMOTE_CMP_URL that matches the Routing Prefix of the ICI to be resolved.  The REMOTE_CMP_URL SHALL specify the network address of the Remote CMP (or the Split-CMP/Parent where applicable).
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:

	Parameter
	Requirement
	Type
	Description

	transactionid
	Mandatory
	string
	The “transactionid” allows the communicating CMPs to reconcile resolution transactions at a later date, if needed.

	barcode
	Mandatory
	string
	The “barcode” contains the value of the ICI to be resolved by the Home CMP

	userid
	Mandatory
	string
	The “userid” uniquely identifies the handset user across all handsets communicating with the Home CMP (or the Split-CMP/Parent where applicable) on the MC-1 interface.

	langid
	Optional
	string
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cmptype
	Optional
	String
	The “cmptype” specifies the configuration of the requesting CMP: “CMP”, “Split-CMP/Parent”, “Split-CMP/Child”

	ct_forwardcount
	Optional
	String
	The “ct_forwardcount” specifies the number of CMPs involved for resolving a transferred ICI.

	ct_crsid
	Optional
	String
	The “ct_crsid” specifies the Routing Prefix assigned to the resolving Split-CMP/Child for a transferred ICI.

	ct_networkaddr
	Optional
	String
	The “ct_networkaddr” specifies the network address of the resolving CMP that can be either a fully qualified hostname or an IP address (v4 or v6).  May be present for a transferred ICI and when the MC-3-RESOLVE_ICI_REQUEST message is not sent directly to the CMP or Split-CMP/Parent associated with the Network Address.

	{Contextual-Information}
	Optional
	TBD
	Placeholder for contextual metadata associated with the request (e.g. network & device capabilities, location)
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