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8 Reason for Change

This CR proposes TS text to enable the MC Service Policy attributes repository, decision and enforcement.
See OMA-MC-2010-0029-INP_TS_solution_approaches_for_MC_Service_Policy.zip for background and proposed approach to adding support of MC Service Policy in the MC TS.

9 Impact on Backward Compatibility

MC Service Policy support is a new feature in the MC RD 1.0 Section 6.2.4 - Admin and Configuration and Section 6.2.5 – Usability to be enabled; there is no known impact on backward compatibility. 
10 Impact on Other Specifications

Nil. 

11 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

12 Recommendation

MC SWG to kindly consider the proposed changes, agree and implement them in the MC TS.
13 Detailed Change Proposal

Change 1:  Instance of Code Resolution Action conditioned by MC Service Policy at Home CMP as the Resolving CMP – change in Section 8.2.2.2
8.2.2.2   Procedures at Home CMP (or Split-CMP-Parent Where Applicable)

When receiving the MC-1-RESOLVE_ICI_REQUEST message from the MCC, the home CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the MCC is not authorised to access the home CMP (or the Split-CMP-Parent where applicable).

b. Set the “status” to “MC_MISSING_PARAMS” if either “ici” or “icibk” or any of the mandatory parameters is missing.

c. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The home CMP (or the Split-CMP-Parent where applicable) SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Return the MC-ERROR message to the MCC.

d. End the procedures here.

2. Otherwise, in the case of the home CMP:

a. If the specified ICI is hosted on it:

i. Check with MC Service Policy conditions specified for the ICI, if any (see Section 8.3.3).  If any one of the applicable MC Service Policy conditions is not met: then 
· Include the ‘status’ and set it to ‘MC_INACTIVE_ICI’ if the arrival time of the received request falls outside of the validity period of the ICI, or to ‘MC_CANNOT_RESOLVE_ICI’ for other cases. 

· Include the ‘description’ corresponding to the ‘status’ if it is to be included.

· Send the MC-ERROR message to the MCC.
· End the procedures here.
ii. Otherwise, retrieve the information associated with the specified ICI.

iii. Include the “tracking-indicator”.

· If the specified ICI is not to be tracked:

· Set the “tracking-indicator” to “0”.

· Go to Step 2.a.iv.

· If the specified ICI is to be tracked:

· Set the “tracking-indicator” to “1”.

· Include the “tracking-address” and set it to an appropriate address if there is no pre-provisioned tracking address on the MCC or the Home CMP does not wish to use the pre-provisioned tracking address on the MCC for tracking the specified ICI.

iv. Include the parameters associated with the retrieved information based on local policies.

v. Include the “ici” and set it to the “ici” in the received request.

vi. Return the MC-1-RESOLVE_ICI_RESPONSE message to the MCC.

vii. End the procedures here.

b. Otherwise, go to Step 4.

3. In the case of the home Split-CMP-Parent:

a. If the specified ICI is hosted on a Split-CMP-Child served by it:

i. Include the “tid” and set it to an appropriate value.

ii. Include parameters received in the MC-1-RESOLVE_ICI_REQUEST message based on local policies.

Editor’s Note: Describe the parameters that may be included or must not be included (e.g., appid).
iii. Send the MC-3-RESOLVE_ICI_REQUEST message to the resolving Split-CMP-Child.

iv. Wait for the response.

· If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Retrieve code resolution information from the received response.

· If the “tracking-address” is not received in the response, go to Step 2.a.iii.

· If the “tracking-address” is received in the response:

· If the Split-CMP-Parent does not want to receive tracking report for the specified ICI:

· Include the “tracking-indicator” and set it to “1”.

· Include the “tracking-address” and set it to the “tracking-address” received in the response.

· Go to Step 2.a.iv.

· If the Split-CMP-Parent wants to receive tracking report for the specified ICI:

· Include the “tracking-indicator” and set it to “1”.

· Include the “tracking-address” and set it to the “tracking-address” received in the response.

· Modify the content in the “tracking-address” as follows:

a. Add the designated tracking server address before the beginning of the content even if there is a pre-provisioned tracking address on the MCC and the designated tracking server address is the same as the pre-provisioned tracking address on the MCC. The content becomes a parameter of this tracking server address.

· Go to Step 2.a.iv.

· If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR message is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the MCC.

· End the procedures here.

b. Otherwise, continue.

4. If the home CMP (or the Split-CMP-Parent where applicable) has the routing information for the specified ICI:

a. Include the “count” and set it to “1”.

b. Include the “tid” and set it to an appropriate value.

c. Include parameters received in the MC-1-RESOLVE_ICI_REQUEST message based on local policies.

d. Send the MC-3-RESOLVE_ICI_REQUEST message to the remote CMP (or the Split-CMP-Parent where applicable).

e. Wait for the response.

i. If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Retrieve code resolution information from the received response.

· If the “tracking-address” is not received in the response, go to Step 2.a.iii.

· If the “tracking-address” is received in the response:

· If the Home CMP (or the Split-CMP-Parent where applicable) does not want to receive tracking report for the specified ICI:

· Include the “tracking-indicator” and set it to “1”.

· Include the “tracking-address” and set it to the “tracking-address” received in the response.

· Go to Step 2.a.iv.

· If the Home CMP (or the Split-CMP-Parent where applicable) wants to receive tracking report for the specified ICI:

· Include the “tracking-indicator” and set it to “1”.

· Include the “tracking-address” and set it to the “tracking-address” received in the response.

· Modify the content in the “tracking-address” as follows:

· Add the designated tracking server address before the beginning of the content even if there is a pre-provisioned tracking address on the MCC and the designated tracking server address is the same as the pre-provisioned tracking address on the MCC. The content becomes a parameter of this tracking server address.

· Go to Step 2.a.iv.

Change 2:  Instance of Code Resolution Action conditioned by MC Service Policy at the Remote/Resolving CMP – change in Section 8.2.2.3
8.2.2.3    Procedures at Remote/Resolving CMP (or Split-CMP-Parent Where Applicable)
When receiving the MC-3-RESOLVE_ICI_REQUEST message from the requesting CMP (or the Split-CMP-Parent where applicable), the CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the MCC is not authorised to access the home CMP (or the Split-CMP-Parent where applicable).

b. Set the “status” to “MC_MISSING_PARAMS” if either “ici” or “icibk” or any of the mandatory parameters is missing.

c. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The CMP (or the Split-CMP-Parent where applicable) SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

d. Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

e. End the procedures here.

2. Otherwise, in the case of the CMP:

a. If the specified ICI is hosted on it:

i. Check with MC Service Policy conditions specified for the ICI, if any (see Section 8.3.3).  If any one of the applicable MC Service Policy conditions is not met: then 
· Include the ‘status’ and set it to ‘MC_INACTIVE_ICI’ if the arrival time of the received request falls outside of the validity period of the ICI, or to ‘MC_CANNOT_RESOLVE_ICI’ for other cases. 

· Include the ‘description’ corresponding to the ‘status’ if it is to be included.

· Send the MC-ERROR message to the requesting CMP (or Split-CMP-Parent where applicable).
· End the procedures here.
ii. Otherwise, retrieve the information associated with the specified ICI and use the information to populate the parameters to be returned in the MC-3-RESOLVE_ICI_RESPONSE message.

Editor’s Note: Describe the parameters to be included in the response, if so desired.
iii. Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

iv. If the resolving CMP wants to track the specified ICI:

· Include the “tracking-address” and set it to an appropriate address.

v. Return the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

vi. End the procedures here.

b. Otherwise, go to Step 4.

Change 3:  Instance of Code Resolution Action conditioned by MC Service Policy at the Resolving Split-CMP-Child – change in Section 8.2.2.4
8.2.2.4    Procedures at Resolving Split-CMP-Child

When receiving the MC-3-RESOLVE_ICI_REQUEST message from the Split-CMP-Parent, the resolving Split-CMP-Child SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the Split-CMP-Parent is not authorised to access the resolving Split-CMP-Child.

b. Set the “status” to “MC_MISSING_PARAMS” if any of the mandatory parameters is missing.

c. Set the “status” to “MC_INVALID_ICI” if the ICI in the “ici” is unknown.

d. Set the “status” to “MC_INACTIVE_ICI” if the ICI in the “ici” is inactive.

e. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The resolving Split-CMP-Child SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Include the “tid” and set it to the value in the “tid” received in the request.

d. Return the MC-ERROR message.

e. End the procedures here.

2. Otherwise, check with MC Service Policy conditions specified for the ICI, if any (see Section 8.3.3).  If any one of the applicable MC Service Policy conditions is not met: then 
a. Include the ‘status’ and set it to ‘MC_INACTIVE_ICI’ if the arrival time of the received request falls outside of the validity period of the ICI, or to ‘MC_CANNOT_RESOLVE_ICI’ for other cases. 

b. Include the ‘description’ corresponding to the ‘status’ if it is to be included.

c. Send the MC-ERROR message to the requesting Split-CMP-Parent.
d. End the procedures here.
3. Otherwise, retrieve the information associated with the specified ICI and use the information to populate the parameters to be returned in the MC-3-RESOLVE_ICI_RESPONSE message.

Editor’s Note: Describe the parameters including those for tracking purpose, if so desired.
1. If the resolving Split-CMP-Child wants to track the specified ICI:

a. Set the “tracking-indicator” to “1”.

b. Include the “tracking-address” and set it to an appropriate address.

2. Include other parameters, if so desired.

3. Include the “tid” and set it to the “tid” received in the request.

4. Return the MC-3-RESOLVE_ICI_RESPONSE message to the Split-CMP-Parent.

5. End procedures here.

Change 4:  Add new Section 8.3.3 – MC Service Policy Management
8.3.3
MC Service Policy Management
Mobile Code (MC) Service Policy provides a set of policy conditions that convey any service level constraints that are placed on Mobile Code Resolution.  For each Indirect Code, the Resolving CMP specifies the action associated with the ICI to convey either content, or an URI to access service or content, in coordination with the Code Publisher.  To meet the business requirements of the Code Publisher, the Resolving CMP MAY specify optional MC Service Policy conditions that must be satisfied prior to resolution of the ICI.  
8.3.3.1  MC Service Policy Specification

The following MC Service Policy conditions MAY be specified for each ICI, or a range of ICIs:

1. Code Resolution request validity period of the ICI, if specified, SHALL comprise of a “START DATE –TIME” and a “END DATE-TIME” in according with ISO 8601 format, as follows:

ICI START DATE-TIME is:   YYYY-MM-DDT hh:mm:ss

ICI END DATE-TIME is: YYYY-MM-DDT hh:mm:ss

Note: “T” is a separator; it appears literally in the string, to indicate the beginning of the time element.
Editor’s Note: Add ISO 8601:2004 “Data elements and interchange formats -- Information interchange -- Representation of dates and times” to the list of Normative References.
2. Code Resolution request geographic area origin of the ICI, if specified, SHALL comprise of either one, or both, of the following geographic location identification information:

a) MNO network identifier (either ‘home’, ‘roamed to’, or both), if available, of the mobile subscriber.
b) LOC Data, if available, of the mobile subscriber device at the time the Indirect Code is scanned.
Due to variations of the syntax used to represent the above geographic location identification information by the MCC, mobile device and network, the Resolving CMP is expected to recognise a wider range of syntaxes used in the location information included in the MC-1-RESOLVE_ICI_REQUEST message or MC-3-RESOLVE_ICI_REQUEST message (as applicable) when comparing with the syntax used for the location information policy conditions specified and stored for a ICI, or range of ICIs.  Such details are implementation specific and not specified further in the MC TS.
8.3.3.2  MC Service Policy Enforcement

When MC Service Policy has been specified for an ICI, Code Resolution SHALL only be completed by the Resolving CMP if all applicable MC Service Policy conditions are satisfied.
The following MC Service Policy enforcement action SHALL be taken for each ICI, or a range of ICIs, by the Resolving CMP:

1. If Code Resolution request validity period policy condition has been specified for the ICI, or a range of ICIs, the Resolving SHALL verify the arrival time of the MC-1-RESOLVE_ICI_REQUEST message or MC-3-RESOLVE_ICI_REQUEST message (as applicable).

a. If the arrival time as above falls within the range of the validity period policy conditions as specified in Section 8.3.3.1 (1) stored for the ICI, or range of ICIs, then Code Resolution SHALL be completed and the information retrieved.

b. If the arrival time as above falls outside of the range the validity period policy conditions as specified in Section 8.3.3.1 (1) stored for the ICI, or range of ICIs, then Code Resolution SHALL NOT be completed and an appropriate MC-ERROR message SHALL be returned.
2. If Code Resolution request geographic area origin policy condition has been specified for the ICI, or a range of ICIs,  the Resolving SHALL verify the geographic location identification information included in the MC-1-RESOLVE_ICI_REQUEST message or MC-3-RESOLVE_ICI_REQUEST message (as applicable), if available.

a. If the geographic location identification information received as above falls within the range of geographic area origin policy conditions as specified in Section 8.3.3.1 (2) stored for the ICI, or range of ICIs, then Code Resolution SHALL be completed and the information retrieved.
b. If the geographic location identification information received as above falls outside of the range of geographic area origin policy conditions as specified in Section 8.3.3.1 (2) stored for the ICI, or range of ICIs, then Code Resolution SHALL NOT be completed and an appropriate MC-ERROR message SHALL be returned.
c. If no geographic location identification information as above is received, this constitutes an indeterminate condition. Under such a case, it is subject to local policy agreement between the Resolving CMP and the Code Publisher whether Code Resolution is to be completed, or not.  

Change 5:  Modify the parameter tables in Sections dealing with MC-1, MC-3, MC-4 and MC-6

10.3.1.1

	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the home CMP

	appid
	Mandatory
	1
	String
	The “appid” uniquely identifies the MC Client software version as assigned by the MCC vendor. 

	enablerver
	Mandatory
	1
	String
	The “enablerver” indicates the OMA MC Enabler version, as defined as part of the Section 8.1 - Data Format.

	clientid
	Mandatory
	1
	String
	 The “clientid” is used for identifying an instance of the MCC installation on the specific handset. This parameter is generally used by the Home CMP (or the Split-CMP-Parent, where applicable) only. ‘clientid’ may be referred to as ‘user id’ in some application development environments.

	btype
	Optional
	0..1
	String
	The “btype” identifies the barcode type (Symbology) of the barcode that was decoded by the MC Client.  This may be “QR”, “DM”, “EZ”, “1D”, etc.

	language
	Optional
	0..1
	String
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “income” provides the household income information.  A numeric value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long.

	gender
	Optional
	0..1
	String
	The “gender” provides gender information. It can be “female” or “male”.

	locationinfo
	Optional
	0..n
	String
	Provides the user’s LOC Data (e.g. latitude and longitude) at the time the Mobile Code was scanned.

	networkidhome
	Optional
	0..1
	String
	The home MNO Identifier of the user’s device.

	networkidroam
	Optional
	0..1
	String
	The roamed-to MNO Identifier from where the Mobile Code was scanned.


Table 15: MC-1-RESOLVE_ICI_REQUEST Message
10.5.1.1
	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the communicating CMPs to reconcile resolution transactions at a later date, if needed.

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the Home CMP

	user
	Mandatory
	1
	String
	The “user” uniquely identifies the handset user across all handsets communicating with the Home CMP (or the Split-CMP-Parent where applicable) on the MC-1 interface.

	apikeyid
	Optional
	0..1
	String
	The “apikeyid” is used by the responder CMP to retrieve security information associated with the requestor CMP (i.e., the stored “apikey”) and MUST be present when using digital signatures for authentication.

	signature
	Optional
	0..1
	String
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP as described in Section 9.3.2.

	language
	Optional
	0..1
	String
	The “language” identifies the alpha-2 language code [ISO639-1] in the MC Client to allow the Resolving CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “in” provides the household income information.  A value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long. 

	gender
	Optional
	0..1
	String
	The “gender” provides gender setting in the MC Client. It can be “female” or “male”.

	count
	Optional
	0..1
	String
	The “count” specifies the number of CMPs that have been involved in routing the code resolution request for resolving a transferred ICI.

	addr
	Optional
	0..1
	String
	 The “addr” specifies the URL of the resolving CMP (or the Split-CMP-Parent where applicable).  It may be included in certain cases (e.g., where tandem Split-CMP-Parents and Code Transfer is involved).

	locationinfo
	Optional
	0..n
	String
	Provides the user’s LOC Data (e.g. latitude and longitude) at the time the Mobile Code was scanned.

	networkidhome
	Optional
	0..1
	String
	The home MNO Identifier of the user’s device.

	networkidroam
	Optional
	0..1
	String
	The roamed-to MNO Identifier from where the Mobile Code was scanned.


Table 21: MC-3-RESOLVE_ICI_REQUEST Message

10.6.1.1
	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI which was previously sent to the Home CMP for resolution.

	enablerver
	Mandatory
	1
	String
	The “enablerver” indicates the OMA MC Enabler version as defined as part of the Section 8.1 – Data Format.

	clientid
	Mandatory
	1
	String
	The “clientid” is used for identifying an instance of the MCC installation on the specific handset. This parameter is generally used by the Home CMP (or the Split-CMP-Parent, where applicable) only. “clientid” may be referred to as “user id” in some application development environments.

	appname
	Optional
	0..n
	String
	The application name of the invoked application.

	trackingaddress
	Optional
	0..1
	String
	The address of the tracking servers associated with the CMPs involved in the resolution of this “ici”.

	action
	Optional
	0..n
	String
	The action as performed by the invoked application (e.g. store, bookmark, display). 

	contenttype
	Optional
	0..1
	String
	Identifies the type of resolved content associated with this “ici”.

	timestamp
	Optional
	0..n
	String
	Date and time at which the resolved content was accessed.

	usagecount
	Optional
	0..n
	String
	Provides the number of times the resolved content has been accessed.

	
	
	
	
	

	
	
	
	
	

	locationinfo
	Optional
	0..n
	String
	Provides the user’s LOC Data (e.g. latitude and longitude) at the time the Mobile Code was scanned.

	networkidhome
	Optional
	0..1
	String
	The home MNO Identifier of the user’s device.

	networkidroam
	Optional
	0..1
	String
	The roamed-to MNO Identifier from where the Mobile Code was scanned.


Table 23: MC-4-TRACKING_REPORT Message

10.8.3.1

	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI which was previously sent to the Home CMP for resolution.

	user
	Mandatory
	1
	String
	The “user” uniquely identifies the handset user across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	appname
	Optional
	0..n
	String
	The application name of the invoked application.

	trackingaddress
	Optional
	0..1
	String
	The address of the tracking servers associated with the CMPs involved in the resolution of this “ici”.

	action
	Optional
	0..n
	String
	The action as performed by the invoked application (e.g. store, bookmark, display). 

	contenttype
	Optional
	0..1
	String
	Identifies the type of resolved content associated with this “ici”.

	timestamp
	Optional
	0..n
	String
	Date and time at which the resolved content was accessed.

	usagecount
	Optional
	0..1
	String
	Provides the number of times the resolved content has been accessed.

	locationinfo
	Optional
	0..n
	String
	Provides the user’s LOC Data (e.g. latitude and longitude) at the time the Mobile Code was scanned.

	networkidhome
	Optional
	0..1
	String
	The home MNO Identifier of the user’s device.

	networkidroam
	Optional
	0..1
	String
	The roamed-to MNO Identifier from where the Mobile Code was scanned.


Table 32: MC-6-TRACKING_REPORT Message
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