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1 Reason for Change

This CR is created to capture miscellaneous changes from the group online editing in the MC Las Vegas meeting.  It was agreed that when this document would be AGREED when uploaded.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this CR.
6 Detailed Change Proposal
Change 1:  Proposed changes for Section 10.1 – General Interface Considerations … adding text pertaining to management of timers
This section specifies the interfaces exposed by the various components of the MC Enabler:

· All MC Enabler interfaces, MC-1 thru MC-6, SHALL be web services that expose REST APIs [ REF - To be filled in later]:

· Each REST API SHALL be invoked using either an http POST or an http GET connection request.

· The URL used SHALL always point to one of the MC Enabler network components: the CMP (or Split-CMP-Parent or Split-CMP-Child where applicable) or the MCR.

· All string parameters containing special characters or spaces MUST be UTF-8 URL encoded.  Please refer to http://www.w3schools.com/TAGS/ref_urlencode.asp for more information.

· The USER_AGENT text string in the HTTP header SHALL be transmitted unchanged in the requests.

· There are cases of code resolution routing (e.g. chained HTTP sessions) whereby worst-case scenarios might time out at the MCC application level (see Appendix G).  Under such conditions, timers at the HTTP layer, MC application layer, or both affecting the MCC or CMP(s) will need to be considered.  
For example, code resolution response time-out conditions should be set to a value long enough to accommodate lower layer system propagation issues (e.g. data rate over radio interfaces, mobility management and international roaming). 

Management of timers for this purpose is considered out-of-scope from this specification.
· Each REST API response SHALL be in the form of a XML 1.0 document delivered using the http protocol:

· The encoding of all these XML documents SHALL be “UTF-8”.
· The http header information SHALL contain the 200 OK HTTP status code for all requests that were completed even if the request was not successfully executed, e.g., the ICI was not resolved by the CMP.

· All other HTTP status codes are expected to be handled by underlying web server platform and are outside the scope of this specification. 
· The root element of all these XML documents SHALL be “envelope”.
· In case of an unsuccessful execution of the requested MC web service, the  response SHALL contain an “error” element as specified below in the root “envelope” element:
<error>
   <transactionid>{transaction id}</transactionid>
   <status>{error status code}</status>
   <description>{descriptive message}</description>
</error>
· A complete list of MC error status codes and descriptions along with the mapping of the error status codes to specific MC web services is available in Table Y
· Each MC web service SHALL have a distinct URL for the request based on the type of web service.

· The MC Enabler components (the MC Client, the CMP and the MCR) SHALL support the parsing of XML 1.0 documents. 


Editor’s Note: This section is a catch-all for items that may apply to all interfaces, e.g. underlying protocol assumptions, security, etc.
Change 2:  Proposed changes for Section 10.1.1 – Location Information … delete this section in its entirety as this type of data can be conveyed similarly to other content types by an Indirect Code without being standardized.


· 
· 
· 







Change 3:  Proposed changes for Section 10.3.1.1 – Resolve ICI Request … modifying the parameters in the Resolve ICI Request message to distinguish between OMA Enabler version number from the MCC software version number; also clarifying the use of the ‘clientid’ which can support other uses (e.g., MCC authentication by the Home CMP).
10.3.1
MC-1-RESOLVE_ICI Web Service
10.3.1.1 
Resolve ICI Request

The MC-1-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-1-RESOLVE_ICI_REQUEST_URL that is currently configured in the MCC.
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· The “cc” MUST be present when the “post” is present.

· If the “income” or “age” contains a free text phrase but the “language” is not present, the default language, English, applies.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the home CMP

	appid
	Mandatory
	1
	String
	The “appid” uniquely identifies the MC Client software version as assigned by the MCC vendor.

	enablerver
	Mandatory
	1
	String
	The “enablerver” indicates the OMA MC Enabler version, as defined as part of the Section 8.1 - Data Format.

	clientid
	Mandatory
	1
	String
	The “clientid” is used for identifying an instance of the MCC installation on the specific handset. This parameter is generally used by the Home CMP (or the Split-CMP-Parent, where applicable) only. ‘clientid’ may be referred to as ‘user id’ in some application development environments.

	btype
	Optional
	0..1
	String
	The “btype” identifies the barcode type (Symbology) of the barcode that was decoded by the MC Client.  This may be “QR”, “DM”, “EZ”, “1D”, etc.

	
	
	
	
	

	language
	Optional
	0..1
	String
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “income” provides the household income information.  A numeric value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long.

	gender
	Optional
	0..1
	String
	The “gender” provides gender information. It can be “female” or “male”.

	
	
	
	
	


Table 15 - MC-1-RESOLVE_ICI_REQUEST Message
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