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1 Reason for Change

R02 shows group online edits on Days 3 & 4 of Aachen meeting.

Section 9.1 in the MC TS currently has out-of-date information regarding MCC installation, provisioning and update procedures.  This CR proposes changes as previously discussed and agreed in terms of scope and details appropriate for MC v1.0.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

Procedures in this section may have dependencies on OMA Device Management specifications.  Specific mentions of such other documents are included in the text of the changes in this CR.
No changes are required in the other DM documents referenced in this CR.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MC SWG is kindly asked to review and agree changes in this CR.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

9. System Overview

9.1 MCC Installing, Provisioning and Updating

MC Client installation, provisioning and updating (including re-installation) processes are expected to follow existing procedures implemented for application installation, provisioning and updating by service providers or device manufacturer (in case the MCC is preloaded in the mobile device).  


9.1.1 

1. 
2. 
Examples of device application installation, provisioning and updating methods for the MCC include the following (not an exhaustive list):
1. Implementation specific OTA method.

2. OMA Device Management Enabler methods.
3. Local data connection (e.g. via a flash card, Blue Tooth, data cable or docking station). 
4. Other Web services supported by the provider of the MCC. 
All of the methods and procedures for device application installation, provisioning and updating as mentioned above are not unique to the MCC application and are implementation specific; hence, no further details for such are specified in the MC Enabler TS.


9.1.2 

1. 
2. 
3. 
9.1.3 MCC Configuration Parameters

Upon completion, or as part, of the MC Client installation, provisioning or updating, the MCC SHALL be configured on the mobile device in order to use the MC Enabler.  The specific method used to configure the MCC is out-of-scope (see Section 9.1 above).

If the MC Client supports resolution of Indirect Codes, the following minimum parameters SHALL be configured in the MC Client:

· Network Address (i.e. HTTP URL) of the Home CMP (or Split-CMP-Parent, as applicable).

If the MC Client supports resolution of Indirect Codes, the following charging-related parameters MAY be configured in the MC Client:

· Tracking Address of the tracking server at the Home CMP (or Split-CMP-Parent, as applicable).

Change 2:  Move Section 9.2 Authentication to be a sub-section of 9.3 - Security
9.2 Handling of User Personal Data Information
The MCC SHALL support the ability for the user to enter and store user personal data information on an ‘Opt-in’ basis. User Personal data information can be entered and stored either in the MCC or the Home CMP.  The following user personal data information SHOULD be supported at minimum:

a)  Age
b) Gender

c) Postal Code/Zip Code

d) Household Income
e) Preferred language
9.2.1 MCC based solution



If personal data information is available and stored locally on the MCC, it SHALL be possible for the MCC to insert available user personal data information in the MC-1-RESOLVE_ICI_REQUEST message and MC-4-TRACKING_REPORT message.
If user personal data has been entered and stored in the MCC, the user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for each (or all) MC-1-RESOLVE_ICI_REQUEST message and MC-4-TRACKING_REPORT message.
9.2.2 Home CMP based solution

If personal data information is available and stored locally on the home CMP, it SHALL be possible for the home CMP to insert available user personal data information in the MC-3-RESOLVE_ICI_REQUEST message and MC-6-TRACKING_REPORT message.
If user personal data has been entered and stored in the home CMP, the user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for each (or all) MC-3-RESOLVE_ICI_REQUEST message and MC-6-TRACKING_REPORT message.




9.3 Security
This section on MC Security includes Authentication solutions, as applicable. 
The security requirements of the Mobile Codes Enabler are addressed by two separate sets of procedures:

· Between the MCC and its Home CMP, the network element the MCC communicates with.

· Between any two MC Enabler network elements (i.e., between two CMPs, or between a CMP and the MCR when applicable).
Change 3:  Propose to add a parameter in MC-1 and MC-4 parameter tables

10.3.1.1
	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the home CMP

	appid
	Mandatory
	1
	String
	The “appid” uniquely identifies the MC Client software version as assigned by the MCC vendor. 

	enablerver
	Mandatory
	1
	String
	The “enablerver” indicates the OMA MC Enabler version, as defined as part of the Section 8.1 - Data Format.

	clientid
	Mandatory
	1
	String
	 The “clientid” is used for identifying an instance of the MCC installation on the specific handset. This parameter is generally used by the Home CMP (or the Split-CMP-Parent, where applicable) only. ‘clientid’ may be referred to as ‘user id’ in some application development environments.

	btype
	Optional
	0..1
	String
	The “btype” identifies the barcode type (Symbology) of the barcode that was decoded by the MC Client.  This may be “QR”, “DM”, “EZ”, “1D”, etc.

	optout
	Optional
	0..1
	Boolean
	The “optout” is present only when:

i) personal data information is stored in the home CMP; and
ii) the user has opted out from sending any personal data information. 

	language
	Optional
	0..1
	String
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “income” provides the household income information.  A numeric value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long.

	gender
	Optional
	0..1
	String
	The “gender” provides gender information. It can be “female” or “male”.


Table 15: MC-1-RESOLVE_ICI_REQUEST Message
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