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1 Reason for Change

This CR removes texts related to the “count” in Section 8.2, Section 10.5.1.1 and Annex G, adds discussion on loop prevention in Section 10.1 and adds “DNS” in Section 3.3.  
Also, since the “ici” is not returned in the MC-1-RESOLVE_ICI_RESPONSE message, the procedure mentioning the inclusion of the “ici” in the MC-1-RESOLVE_ICI_RESPONSE message in Section 8.2.2.2 is removed.  “Cancel Timer Tcr3“ still appears in step 4 in Section 8.2.2.3.   That procedure is removed.  “tracking-indicator” and “tracking-address” are also changed to “trackingindicator” and “trackingaddress” in Section 8.2.  The inclusion of the “codecontentset” is added to the procedures at various places.  New ICI data format does not have a way to tell the ICI block; therefore, the procedures about querying the MCR that mention the “icibk” are modified.   Table  17 in Section 10.4.1.1 is modified so that the “ici” is mandatory and the “icibk” is removed.   Section 8.2.2.5 is also modified to remove the “icibk”.  Please note that the “icibk” stays in the code transfer related procedures and messages.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this CR.
6 Detailed Change Proposal
Change 1:  Proposed changes for Sections 8.2.1 through 8.2.2.3
8.1 (no change)
8.2 Code Resolution Procedures

An ICI needs to be mapped into either content to be consumed directly by the handset, or the address of content (or a service) to be consumed by the handset.  This section describes the procedures for the functional entities that are involved in the ICI resolution.

8.2.1 Overview of Code Resolution Procedures

When the MCC detects that a scanned Mobile Code is an Indirect Code, it retrieves the ICI from the Indirect Code and sends the code resolution request to the home CMP (or the Split-CMP-Parent where applicable).  If personal profile information is available and stored locally on the MCC, the MCC includes the subscriber profile information such as preferred language, age, gender, household income and postal code in the code resolution request if the user has opted in to allow the inclusion of the information in the code resolution request.

In the case of the home CMP that hosts the specified ICI, it resolves the ICI and returns the response to the MCC.   In the case of the home Split-CMP-Parent where its Split-CMP-Child hosts the specified ICI, it sends the code resolution request to the resolving Split-CMP-Child, receives the response from the resolving Split-CMP-Child and returns the response to the MCC.

Otherwise, the home CMP (or the Split-CMP-Parent where applicable) sends the code resolution request to the remote/resolving CMP (or the Split-CMP-Parent where applicable) based on the locally available routing information or by querying the MCR for the routing information.    If no routing information is available for the specified ICI, the home CMP (or the Split-CMP-Parent where applicable) returns an error to the MCC.
The remote/resolving CMP (or the Split-CMP-Parent where applicable) performs procedures similar to those performed by the home CMP (or the Split-CMP-Parent where applicable) as described above.   The major differences are that the remote/resolving CMP (or the Split-CMP-Parent where applicable):

· 
· Returns the MC-3-RESOLVE_ICI_RESPONSE to the requesting CMP (or the Split-CMP-Parent where applicable) instead of returning the MC-1-RESOLVE_ICI_RESPONSE to the MCC.
· 
· Does not perform procedures that the home CMP (or the Split-CMP-Parent where applicable) does that manipulate the parameters (e.g., related to tracking) to be returned in the response to the MCC.
Normally when the remote CMP (or the Split-CMP-Parent where applicable) is involved, the code resolution request will eventually reach the resolving CMP (or the Split-CMP-Child where applicable) that resolves the ICI and the response is returned to the MCC in the backward sequence via the CMPs (or the Split-CMP-Parent where applicable) that were involved in routing the code resolution request.  Any failure in routing the code resolution request before reaching the resolving CMP (or the Split-CMP-Child where applicable) or in resolving the ICI at the resolving CMP (or the Split-CMP-Child where applicable) would cause an error to be returned to the MCC in the backward sequence through the CMPs (or the Split-CMP-Parent where applicable) that were involved in routing the code resolution request.


8.2.2 Specific Code Resolution Procedures

8.2.2.1 Procedures at MCC

When the MCC detects that a scanned Mobile Code is an Indirect Code based on the presence of the “Code-Marker”, it SHALL perform the following procedures:

1. Display the text in the “Displayed-Text” field if it has a non-zero length.

2. Include the “ici” and set it to the value in the “ICI” field of the Indirect Code.

3. If personal profile information is available and stored locally on the MCC, include the parameters associated with the subscriber profile information if the user has opted in to include such information in the request.

4. Ask for the user permission to include the subscriber profile information for this request if required.

5. 
6. Send the MC-1-RESOLVE_ICI_REQUEST message to the home CMP (or the Split-CMP-Parent where applicable).

7. Wait for the response.

a. If the MC-1-RESOLVE_ICI_RESPONSE message is received:
i. If the “trackingindicator” in the received response is set to “1”:

1. If the “trackingaddress” is received in the response:

· Use the information in the “trackingaddress” to invoke tracking for the specified ICI.
· Go to Step 6.a.iii.
2. If the “trackingaddress” is not received in the response:

· Use the pre-provisioned tracking address on the MCC to invoke tracking for the specified ICI.
ii. Otherwise, continue.
iii. Invoke any appropriate action based on the ”codecontentset” in the received response.
iv. End the procedures here.
b. If the MC-ERROR message is received:
i. Display an appropriate text to the user based on the “status” error and/or the “description” in the received response.
ii. End the procedures here.
8.2.2.2 Procedures at Home CMP (or Split-CMP-Parent Where Applicable)

When receiving the MC-1-RESOLVE_ICI_REQUEST message from the MCC, the home CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the MCC is not authorised to access the home CMP (or the Split-CMP-Parent where applicable).

b. Set the “status” to “MC_MISSING_PARAMS” if either “ici” or “icibk” or any of the mandatory parameters is missing.

c. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The home CMP (or the Split-CMP-Parent where applicable) SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Return the MC-ERROR message to the MCC.

d. End the procedures here.

2. Otherwise, in the case of the home CMP:

a. If the specified ICI is hosted on it:

i. Retrieve the information associated with the specified ICI.

ii. Include the “trackingindicator”.

· If the specified ICI is not to be tracked:

· Set the “trackingindicator” to “0”.

· Go to Step 2.a.iii.

· If the specified ICI is to be tracked:

· Set the “trackingindicator” to “1”.

· Include the “trackingaddress” and set it to an appropriate address if there is no pre-provisioned tracking address on the MCC or the Home CMP does not wish to use the pre-provisioned tracking address on the MCC for tracking the specified ICI.

iii. Include the “codecontentset” containing the information based on the retrieved information for the specified ICI and local policies.

iv. 
v. Return the MC-1-RESOLVE_ICI_RESPONSE message to the MCC.

vi. End the procedures here.

b. Otherwise, go to Step 4.

3. In the case of the home Split-CMP-Parent:

a. If the specified ICI is hosted on a Split-CMP-Child served by it:

i. Include the “tid” and set it to an appropriate value.

ii. Include parameters received in the MC-1-RESOLVE_ICI_REQUEST message based on local policies.
iii. If the subscriber profile information is not present in the received request but is stored locally, include the subscriber profile related parameters based on local policies.
Editor’s Note: Describe the parameters that may be included or must not be included (e.g., appid).
iv. Send the MC-3-RESOLVE_ICI_REQUEST message to the resolving Split-CMP-Child.

v. Wait for the response.

· If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Retrieve the information from the “codecontentset” in the received response.

· If the “trackingaddress” is not received in the response, go to Step 2.a.ii.

· If the “trackingaddress” is received in the response:

· If the Split-CMP-Parent does not want to receive tracking report for the specified ICI:

· Include the “trackingindicator” and set it to “1”.

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Go to Step 2.a.iii.

· If the Split-CMP-Parent wants to receive tracking report for the specified ICI:

· Include the “trackingindicator” and set it to “1”.

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Modify the content in the “trackingaddress” as follows:

a. Add the designated tracking server address before the beginning of the content even if there is a pre-provisioned tracking address on the MCC and the designated tracking server address is the same as the pre-provisioned tracking address on the MCC. The content becomes a parameter of this tracking server address.

· Go to Step 2.a.iii.

· If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR message is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the MCC.

· End the procedures here.

b. Otherwise, continue.

4. If the home CMP (or the Split-CMP-Parent where applicable) has the routing information for the specified ICI:

a. 
b. Include the “tid” and set it to an appropriate value.

c. Include parameters received in the MC-1-RESOLVE_ICI_REQUEST message based on local policies.

d. If the subscriber profile information is not present in the received request but is stored locally, include the subscriber profile related parameters based on local policies.
e. Send the MC-3-RESOLVE_ICI_REQUEST message to the remote CMP (or the Split-CMP-Parent where applicable).

f. Wait for the response.

i. If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Retrieve the information from the “codecontentset”in the received response.

· If the “trackingaddress” is not received in the response, go to Step 2.a.ii.

· If the “trackingaddress” is received in the response:

· If the Home CMP (or the Split-CMP-Parent where applicable) does not want to receive tracking report for the specified ICI:

· Include the “trackingindicator” and set it to “1”.

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Go to Step 2.a.iii.

· If the Home CMP (or the Split-CMP-Parent where applicable) wants to receive tracking report for the specified ICI:

· Include the “trackingindicator” and set it to “1”.

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Modify the content in the “trackingaddress” as follows:

· Add the designated tracking server address before the beginning of the content even if there is a pre-provisioned tracking address on the MCC and the designated tracking server address is the same as the pre-provisioned tracking address on the MCC. The content becomes a parameter of this tracking server address.

· Go to Step 2.a.iii.

ii. If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR message is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the MCC.

· End the procedures here.

5. Otherwise, check if the home CMP (or the Split-CMP-Parent where applicable) is configured to query an MCR for the routing information for the specified ICI.

a. If it does not query the MCR:

i. Include the “status” and set it to “MC_CANNOT_RESOLVE_ICI”.

ii. Include the “description” corresponding to the “status” if it is to be included.

iii. Return the MC-ERROR message to the MCR.

iv. End the procedures here.

b. If it queries the MCR:

i. Include the “tid” and set it to an appropriate value.

ii. Include the “ici” based on the specified ICI.

iii. Send the MC-2-ROUTE_ICI_REQUEST message to the MCR.

iv. Wait for the response.

· If the MC-2-ROUTE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-2-ROUTE_ICI_REQUEST message.

· Use the “addr” in the response to determine the remote/resolving CMP (or the Split-CMP-Parent where applicable) to receive the outbound MC-3-RESOLVE_ICI_REQUEST message.
· MAY include the “addr” if the receiving CMP (or the Split-CMP-Parent where applicable) is not associated with the URL in the “addr”.
· 
· Go to Step 4.a.

· If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-2-ROUTE_ICI_REQUEST message.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR message is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the MCC.

· End the procedures here.

8.2.2.3 Procedures at Remote/Resolving CMP (or Split-CMP-Parent Where Applicable)

When receiving the MC-3-RESOLVE_ICI_REQUEST message from the requesting CMP (or the Split-CMP-Parent where applicable), the CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the MCC is not authorised to access the home CMP (or the Split-CMP-Parent where applicable).

b. Set the “status” to “MC_MISSING_PARAMS” if either “ici” or “icibk” or any of the mandatory parameters is missing.

c. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The CMP (or the Split-CMP-Parent where applicable) SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

d. Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

e. End the procedures here.

2. Otherwise, in the case of the CMP:

a. If the specified ICI is hosted on it:

i. Retrieve the information associated with the specified ICI and include the “codecontentset” containing the information based on the retrieved information for the specified ICI and local policies.

Editor’s Note: Describe the parameters to be included in the response, if so desired.
ii. Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

iii. If the resolving CMP wants to track the specified ICI:

· Include the “trackingaddress” and set it to an appropriate address.

iv. Return the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

v. End the procedures here.

b. Otherwise, go to Step 4.

3. In the case of the Split-CMP-Parent:

a. If the specified ICI is hosted on a Split-CMP-Child served by it:

i. 
· 
· 
· 
· 
· 
ii. Include the “tid” and set it to an appropriate value.

iii. Include parameters received in the MC-3-RESOLVE_ICI_REQUEST message based on local policies.


iii. Send the MC-3-RESOLVE_ICI_REQUEST message to the resolving Split-CMP-Child.

iv. Wait for the response.

· If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

· Include the “codecontentset” from the received response based on the local policies.

· If the “trackingaddress” is not received in the response:

· If the Split-CMP-Parent wants to track the specified ICI:

· Include the “trackingaddress” and set it to an appropriate address.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

· If the “trackingaddress” is received in the response:

· If the Split-CMP-Parent does not want to receive tracking report for the specified ICI:

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

· If the Split-CMP-Parent wants to receive tracking report for the specified ICI:

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Modify the content in the “trackingaddress” as follows:

a. Append a name-value pair to the designated tracking server address where the http URL parameter name (e.g., “t2=”) can be any string so long as it does not violate the http URL parameter name syntax and where the value is that of the content in the “trackingaddress” field.

b. Add the designated tracking server address before the beginning of the content.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

· If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Alert the operation staff about the failure when needed.

· Include the “tid” and set it to the “tid” in the received MC-3-RESOLVE_ICI_REQUEST message.

· Set the “status” to the same error if the “status” in the received MC-ERROR MESSAGE is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

b. Otherwise, continue.

4. If the CMP (or the Split-CMP-Parent where applicable) has the routing information for the specified ICI:

a. 
b. 
i. 
ii. 
iii. 
iv. 
v. 
c. 
d. Include the “tid” and set it to an appropriate value.

e. Include parameters received in the MC-3-RESOLVE_ICI_REQUEST message based on local policies.

f. Send the MC-3-RESOLVE_ICI_REQUEST message to the remote CMP (or the Split-CMP-Parent where applicable).

g. Wait for the response.

i. If the MC-3-RESOLVE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with that in the “tid” of the sent MC-3-RESOLVE_ICI_REQUEST message.

· 
· Include the “codecontentset” from the received response based on the local policies.

· If the “trackingaddress” is not received in the response:

· If the CMP (or the Split-CMP-Parent where applicable) wants to track the specified ICI:

· Include the “trackingaddress” and set it to an appropriate address.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

· If the “trackingaddress” is received in the response:

· If the CMP (or the Split-CMP-Parent where applicable) does not want to receive tracking report for the specified ICI:

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

· If the CMP (or the Split-CMP-Parent where applicable) wants to receive tracking report for the specified ICI:

· Include the “trackingaddress” and set it to the “trackingaddress” received in the response.

· Modify the content in the “trackingaddress” as follows:

· Append a name-value pair to the designated tracking server address where the http URL parameter name (e.g., “t2=”) can be any string so long as it does not violate the http URL parameter name syntax and where the value is that of the content in the “trackingaddress” field.

· Add the designated tracking server address before the beginning of the content.

· Send the MC-3-RESOLVE_ICI_RESPONSE message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

ii. If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR MESSAGE is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

5. Otherwise, check if the remote CMP (or the Split-CMP-Parent where applicable) is configured to query an MCR for the routing information for the specified ICI.

a. If it does not query the MCR:

i. Include the “status” and set it to “MC_CANNOT_RESOLVE_ICI”.

ii. Include the “description” corresponding to the “status” if it is to be included.

iii. Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

iv. End the procedures here.

b. If it queries the MCR:

i. Include the “tid” and set it to an appropriate value.

ii. Include the “ici” based on the specified ICI.

iii. Send the MC-2-ROUTE_ICI_REQUEST message to the MCR.

iv. Wait for the response.

· If the MC-2-ROUTE_ICI_RESPONSE message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-2-ROUTE_ICI_REQUEST message.

· Use the “addr” in the response to determine the remote/resolving CMP (or the Split-CMP-Parent where applicable) to receive the outbound MC-3-RESOLVE_ICI_REQUEST message

· MAY include the “addr” if the receiving CMP (or the Split-CMP-Parent where applicable) is not associated with the URL in the “addr”.

· 
· Go to Step 4.a.

· If the MC-ERROR message is received:

· Process the response only if the “tid” in the received message matches with the “tid” in the sent MC-3-RESOLVE_ICI_REQUEST message.

· Alert the operation staff about the failure when needed.

· Set the “status” to the same error if the “status” in the received MC-ERROR MESSAGE is “MC_INVALID_ICI” or “MC_INACTIVE_ICI”.

· Otherwise, set the “status” to “MC_CANNOT_RESOLVE_ICI”.

· Include the “status”.

· Include the “description” corresponding to the “status” if it is to be included.

· Return the MC-ERROR message to the requesting CMP (or the Split-CMP-Parent where applicable).

· End the procedures here.

8.2.2.4 Procedures at Resolving Split-CMP-Child

When receiving the MC-3-RESOLVE_ICI_REQUEST message from the Split-CMP-Parent, the resolving Split-CMP-Child SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the Split-CMP-Parent is not authorised to access the resolving Split-CMP-Child.

b. Set the “status” to “MC_MISSING_PARAMS” if any of the mandatory parameters is missing.

c. Set the “status” to “MC_INVALID_ICI” if the ICI in the “ici” is unknown.

d. Set the “status” to “MC_INACTIVE_ICI” if the ICI in the “ici” is inactive.

e. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The resolving Split-CMP-Child SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Include the “tid” and set it to the value in the “tid” received in the request.

d. Return the MC-ERROR message.

e. End the procedures here.

2. Otherwise, retrieve the information associated with the specified ICI and include the “codecontentset” to contain the retrieved information based on local policies.

1. If the resolving Split-CMP-Child wants to track the specified ICI, include the “trackingaddress” and set it to an appropriate address.
2. 
3. 
Editor’s Note: Describe other parameters, if so desired.
4. 
5. Include the “tid” and set it to the “tid” received in the request.

6. Return the MC-3-RESOLVE_ICI_RESPONSE message to the Split-CMP-Parent.

7. End procedures here.

8.2.2.5 Procedures at MCR
When receiving the MC-2-ROUTE_ICI_REQUEST message from the CMP (or the Split-CMP-Parent where applicable), the MCR SHALL perform the following procedures:

1. If any of the following is detected:

a. Set the “status” to “MC_UNAUTHORISED” if the requesting CMP (or Split-CMP-Parent where applicable) is not authorised to access the MCR.

b. Set the “status” to “MC_MISSING_PARAMS” if any of the mandatory parameters is missing.

c. Set the “status” to “MC_INVALID_ICI” if the ICI in the “ici” is unknown.

d. Set the “status” to “MC_INACTIVE_ICI” if the ICI in “ici” is inactive.

e. Set the “status” to “MC_SERVICE_UNAVAILABLE” if there is a problem (e.g., overload or database access problem) to handle the request at any time during the request processing.

The MCR SHALL then

a. Include the “status”.

b. Include the “description” corresponding to the “status” if it is to be included.

c. Include the “tid” and set it to the “tid” received in the request.

d. Return the MC-ERROR message to the CMP (or Split-CMP-Parent where applicable).

e. End the procedures here.

2. Otherwise, retrieve the network address associated with the ICI in the “ici”.

3. Include the “addr” and set it to the retrieved network address.

4. Include the “tid” and set it to the “tid” received in the request.

5. Return the MC-2-ROUTE_ICI_RESPONSE message to the CMP (or the Split-CMP-Parent where applicable).

6. End the procedures here.
Change 2:  Proposed changes for Section 10.1
10. 1  General Interface Considerations

This section specifies the interfaces exposed by the various components of the MC Enabler:

· All MC Enabler interfaces, MC-1 thru MC-6, SHALL be web services that expose REST APIs [ REF - To be filled in later]:

· Each REST API SHALL be invoked using either an http POST or an http GET connection request.

· The URL used SHALL always point to one of the MC Enabler network components: the CMP (or Split-CMP-Parent or Split-CMP-Child where applicable) or the MCR.

· All string parameters containing special characters or spaces MUST be UTF-8 URL encoded.  Please refer to http://www.w3schools.com/TAGS/ref_urlencode.asp for more information.

· The USER_AGENT text string in the HTTP header SHALL be transmitted unchanged in the requests.

· There are cases of code resolution routing (e.g. chained HTTP sessions) whereby worst-case scenarios might time out at the MCC application level (see Appendix G).  Under such conditions, timers at the HTTP layer, MC application layer, or both affecting the MCC or CMP(s) will need to be considered.  
For example, code resolution response time-out conditions should be set to a value long enough to accommodate lower layer system propagation issues (e.g. data rate over radio interfaces, mobility management and international roaming). 
Management of timers for this purpose is considered out-of-scope from this specification.
· Since several CMPs (or the Split-CMP-Parents when applicable) can be involved in routing the code resolution request (see Appendix G) for a specified ICI, a loop could be formed when some involved CMPs (or the Split-CMP-Parents when applicable) have incorrect routing information for the specified ICI.  All CMPs (or the Split-CMP-Parents when applicable) are recommended to support some loop-prevention mechanisms to detect looped routing, stop forwarding the code resolution request when a loop is detected and return the MC-ERROR message with the “status” set to “MC_TOO_MANY_HOPS” to the requesting CMP (or the Split-CMP-Parents when applicable).  Applying the loop-prevention mechanisms is considered out-of-scope from this specification.
· Each REST API response SHALL be in the form of a XML 1.0 document delivered using the http protocol:

· The encoding of all these XML documents SHALL be “UTF-8”.
· The http header information SHALL contain the 200 OK HTTP status code for all requests that were completed even if the request was not successfully executed, e.g., the ICI was not resolved by the CMP.

· All other HTTP status codes are expected to be handled by underlying web server platform and are outside the scope of this specification. 
· The root element of all these XML documents SHALL be “envelope”.
· In case of an unsuccessful execution of the requested MC web service, the  response SHALL contain an “error” element as specified below in the root “envelope” element:
<error>
   <transactionid>{transaction id}</transactionid>
   <status>{error status code}</status>
   <description>{descriptive message}</description>
</error>
· A complete list of MC error status codes and descriptions along with the mapping of the error status codes to specific MC web services is available in Table Y
· Each MC web service SHALL have a distinct URL for the request based on the type of web service.

· The MC Enabler components (the MC Client, the CMP and the MCR) SHALL support the parsing of XML 1.0 documents. 


Editor’s Note: This section is a catch-all for items that may apply to all interfaces, e.g. underlying protocol assumptions, security, etc.

Change 3:  Proposed changes for Section 10.4.1.1
10.4.1.1     Route ICI Request
The MC-2-ROUTE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-2-ROUTE_ICI_REQUEST_URL that is currently configured in the CMP (or the Split-CMP/Parent where applicable).  
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· 
	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile code routing transactions at a later date, if needed.

	ici
	Mandatory
	0..1
	String
	The “ici” contains the value of the ICI to be used by the MCR.

	
	
	
	
	

	apikeyid
	Optional
	0..1
	String
	The “apikeyid” is used by the MCR to retrieve security information associated with the requestor CMP (or Split-CMP-Parent where applicable), i.e., the stored “apikey”, and MUST be present when using digital signatures for authentication.

	signature
	Optional
	0..1
	String
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP (or Split-CMP-Parent, where applicable) as described in Section 9.3.2.


Table 17: MC-2-ROUTE_ICI_REQUEST Message

Change 4:  Proposed changes for Section 10.5.1.1

10.5.1.1     Resolve ICI Request

The MC-3-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-3-RESOLVE_ICI_REQUEST_URL that is provided by the remote CMP (or the Split-CMP-Parent where applicable) that is to receive the request and currently configured in the CMP (or the Split-CMP-Parent where applicable).  

· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the communicating CMPs to reconcile resolution transactions at a later date, if needed.

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the Home CMP

	user
	Mandatory
	1
	String
	The “user” uniquely identifies the handset user across all handsets communicating with the Home CMP (or the Split-CMP-Parent where applicable) on the MC-1 interface.

	apikeyid
	Optional
	0..1
	String
	The “apikeyid” is used by the responder CMP to retrieve security information associated with the requestor CMP (i.e., the stored “apikey”) and MUST be present when using digital signatures for authentication.

	signature
	Optional
	0..1
	String
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP as described in Section 9.3.2.

	language
	Optional
	0..1
	String
	The “language” identifies the alpha-2 language code [ISO639-1] in the MC Client to allow the Resolving CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “in” provides the household income information.  A value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long. 

	gender
	Optional
	0..1
	String
	The “gender” provides gender setting in the MC Client. It can be “female” or “male”.

	
	
	
	
	

	addr
	Optional
	0..1
	String
	 The “addr” specifies the URL of the resolving CMP (or the Split-CMP-Parent where applicable).  It may be included in certain cases (e.g., where tandem Split-CMP-Parents and Code Transfer is involved).

	
	
	
	
	


Table 19: MC-3-RESOLVE_ICI_REQUEST Message

Change 5:  Proposed changes for Appendix G

Appendix G.  Code Resolution Worst Case Scenario (Informative)
G.1   Introduction

This section describes the worst case scenario in resolving an ICI.  The purpose is to show that many CMPs and MCRs may be involved and how the code resolution request or response is routed.
G.2   Message Flows

Error! Reference source not found. shows the message flows in resolving an ICI.   In this scenario, the specified ICI is not hosted on the Home CMP and a Split-CMP-Child, instead of a CMP, resolves the specified ICI.  Two Remote CMPs are shown to perform the Gateway CMP function in the given community of interest.  In this scenario, they are involved in routing the MC-3-RESOLVE_ICI_ REQUEST message where the Remote CMPx provides services to the Home CMP and the Remote CMPy provides services to the Split-CMP-Parent of the Resolving Split-CMP-Child and Remote CMPx, and Remote CMPy each queries an MCR for routing information. 
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Figure G-1: Message Flows in Resolving an ICI in the Worst Case Scenario

The steps in resolving the specified ICI are described below.
1. The MCC sends the MC-1-RESOLVE_ICI_REQUEST message to the Home CMP.

2. The Home CMP sends the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMPx.

3. The Remote CMPx sends the MC-2-ROUTE_ICI_REQUEST message to the MCR1.

4. The MCR1 returns the MC-2-ROUTE_ICI_RESPONSE message to the Remote CMPx.

5. The Remote CMPx sends the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMPy.

6. The Remote CMPy sends the MC-2-ROUTE_ICI_REQUEST message to the MCR2.

7. The MCR2 returns the MC-2-ROUTE_ICI_RESPONSE message to the Remote CMPy.

8. The Remote CMPy sends the MC-3-RESOLVE_ICI_REQUEST message to the Split-CMP-Parent of the Resolving Split-CMP-Child.

9. The Split-CMP-Parent sends the MC-3-RESOLVE_ICI_REQUEST message to the Split-CMP-Child.

10. The Split-CMP-Child returns the MC-3-RESOLVE_ICI_RESPONSE message to the Split-CMP-Parent.

11. The Split-CMP-Parent returns the MC-3-RESOLVE_ICI_RESPONSE message to the Remote CMPy.

12. The Remote CMPy returns the MC-3-RESOLVE_ICI_RESPONSE message to the Remote CMPx.

13. The Remote CMPx returns the MC-3-RESOLVE_ICI_RESPONSE message to the Home CMP.

14. The Home CMP returns the MC-1-RESOLVE_ICI_RESPONSE message to the MCC.

G.3   Discussion

Error! Reference source not found.shows that several CMPs (or the Split-CMP-Parents when applicable) can be involved in routing the code resolution request and two MCRs can be queried to retrieve the routing information for resolving an ICI.  Also not shown in Figure G-1, the Domain Name System (DNS) is used to retrieve the IP address associated with the hostname in the http URL of the code resolution request when no cached information is available.  Therefore, the timers at the MCC and CMPs (or the Split-CMP-Parents when applicable) would need to consider the worst-case scenario.  Since several CMPs (or the Split-CMP-Parents when applicable) may be involved, a loop due to the incorrect routing information at some of the involved CMPs (or the Split-CMP-Parents when applicable) could be formed; therefore, it is recommended that the CMPs (or the Split-CMP-Parents when applicable) support some loop-prevention mechanisms.


Change 6:  Proposed change for Section 3.3

3. 3  Abbreviations
	1D
	1-Dimensional

	2D
	2-Dimensional

	ABNF
	Augmented BNF for Syntax Specifications

	API
	Application Programming Interface

	ASCII
	American Standard Code for Information Interchange

	CMP
	Code Management Platform

	DM
	Device Management

	DMF
	Direct MC Format

	DNS
	Domain Name System

	EAN
	European Article Number, see EAN/UPC

	EAN/UPC
	Barcode symbology family including EAN-8, EAN-13, UPC-A, and UPC-E [EAN/UPC]

	EDIFACT
	Electronic Data Interchange For Administration, Commerce and Transport

	MCR
	Mobile Code Registry

	HTTP
	Hypertext Transfer Protocol

	ICI
	Indirect Code Identifier

	IEC
	International Electrotechnical Commission

	ISO
	International Organization for Standardization

	MC
	Mobile Code

	MCC
	Mobile Code Client

	MLA
	Multi-lateral Arrangement

	MMS
	Multimedia Messaging Service

	MNO
	Mobile Network Operator

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	QR
	Quick Response, a type of barcode symbology Error! Reference source not found.

	REST
	Representational State Transfer

	SCOMO
	Software Component Management Object

	SMS
	Short Message Service

	UPC
	Universal Product Code, see EAN/UPC

	URI
	Uniform Resource Identifier [Error! Reference source not found.]

	URL
	Uniform Resource Locator

	UTF
	Unicode Transformation Format

	XML
	Extensible Markup Language
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