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1 Reason for Change

R01 adds incremental SCR tables reflecting the changes in the TS version 2010-08-12 compared to 

version 2010-08-23.  Yellow highlights should be removed once the delta text is incorporated in the final Appendix B of the TS.
SCR Tables for Indirect Codes.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this CR.
6 Detailed Change Proposal

Add new SCR Tables for Indirect Codes to Appendix B – Static Conformance Requirements
Change 1:  B.1 – Client SCR Tables
Appendix B.     Static Conformance Requirements

(Normative)
< Skip to relevant sections >
B.1.4 
MCC Support for Indirect Code Data Format (IDF)
	Item
	Function
	Reference
	Requirement

	MC-IDF-C-001-M
	Indirect Code data format SHALL follow Table 11.
	Section 8.1
	

	MC-IDF-C-002-M
	ICI SHALL start at immediately after the Version-Number field and end just before the ICI-DT-Separator field.  

	Section 8.1
	MC-IDF-C-001-M

	MC-IDF-C-003-M
	ICI-DT-Separator SHALL only be present if and only if there is Display-Text to follow
	Section 8.1
	MC-IDF-C-001-M

	MC-IDF-C-004-M
	A new major version number should be used and SHALL be one higher than the latest major version number.


	Section 8.1
	MC-IDF-C-001-M

	MC-IDF-C-005-M
	The Code-Marker SHALL contain the format as described in Section 6.1 to indicate that the Mobile Code is an Indirect Code
	Section 8.1.1
	

	MC-IDF-C-006-M
	The Version-Number version number of this specification
	Section 8.1.2
	MC-IDF-C-001-M

	MC-IDF-C-007-M
	The most significant 4 bits indicate the major version number
	Section 8.1.2
	MC-IDF-C-001-M

	MC-IDF-C-008-M
	The least significant 4 bits indicate the minor version number
	Section 8.1.2
	MC-IDF-C-001-M

	MC-IDF-C-009-M
	For this specification, this field contains the value “%x10”.


	Section 8.1.2
	MC-IDF-C-001-M

	MC-IDF-C-010-M
	The Indirect Code Identifier (ICI) SHALL comprise of the following format Table 12
	Section 8.1.3
	MC-IDF-C-001-M

	MC-IDF-C-011-M
	The ICI SHALL consist of two major fields:
	Section 8.1.3
	MC-IDF-C-001-M

	MC-IDF-C-012-M
	The length of the ICI field SHALL NOT be more than 36 octets
	Section 8.1.3
	

	MC-IDF-C-013-M
	The Length-Indicator SHALL be 4-bit long and contains a 1-hex digit value that indicates the length of the Remaining-Part-of-Routing-Prefix field
	Section 8.1.3.1.1
	

	MC-IDF-C-014-M
	The Registry-ID SHALL be assigned by OMNA.  A Registry-ID SHALL have a fixed length of 3-hex digits and with the following specific details:
	Section 8.1.3.1.2
	

	MC-IDF-C-015-M
	The value “%x000” SHALL be reserved
	Section 8.1.3.1.2
	

	MC-IDF-C-016-M
	The value “%x001” SHALL be used by OMNA to assign Routing-Prefix directly to entities that are not a Registry-ID Recipient. 
	Section 8.1.3.1.2
	

	MC-IDF-C-017-M
	The range of values from %x002 to %xFFF SHALL be assigned by OMNA to a Registry-ID Recipient.
	Section 8.1.3.1.2
	

	MC-IDF-C-018-M
	The Remaining-Part-of-Routing-Prefix SHALL be assigned by OMNA or a Registry-ID Recipient to a Resolving CMP
	Section 8.1.3.1.3
	

	MC-IDF-C-019-M
	The length of the Remaining-Part-of-Routing-Prefix SHALL be equal to the value in the Length-Indicator field + 1
	Section 8.1.3.1.3
	

	MC-IDF-C-020-M
	Each octet in the Remaining-Part-of-Routing-Prefix SHALL contain any value from %x00 to %xFF, except %x04
	Section 8.1.3.1.3
	

	MC-IDF-C-021-M
	The Resolution-Identifier SHALL be assigned by the Resolving CMP for purposes of resolving each ICI
	Section 8.1.3.2
	

	MC-IDF-C-022-M
	Resolution-Identifier SHALL contain any value from %x00 to %xFF, except %x04
	Section 8.1.3.2
	

	MC-IDF-C-023-M
	The ICI-DT-Separator SHALL be equal to %x04 to indicate the presence of Display-Text that follows immediately after the ICI. 
	Section 8.1.4
	

	MC-IDF-C-024-M
	Display-Text MAY be present after the ICI and, when present, is preceded immediately by the ICI-DT-Separator
	Section 8.1.5
	

	MC-IDF-C-025-M
	The Display-Text, when present, SHALL contain the text string to be displayed on the mobile device
	Section 8.1.5
	

	MC-IDF-C-026-M
	The MCC processes the ICI and SHALL contain only the following ASCII characters: 

%x20-7e, %x0a (LF) and %x0d (CR).
	Section 8.1.5
	


B.1.5
MCC Configuration (CFG)

	Item
	Function
	Reference
	Requirement

	MC-CFG-C-001-M
	MC Client installation, provisioning or updating, the MCC SHALL be configured on the mobile device in order to use the MC Enabler
	Section 9.1.1
	

	MC-CFG-C-002-M
	If MC Client supports resolution of Indirect Codes, the following minimum parameters SHALL be configured in the MC Client:

· Network Address of the Home CMP
	Section 9.1.1
	

	MC-CFG-C-003-O
	If MC Client supports resolution of Indirect Codes, the following charging-related parameters MAY be configured in the MC Client:

· Tracking Address of the tracking server at the Home CMP
	Section 9.1.1
	

	MC-CFG-C-004-M
	MC Client SHALL support the ability for the user to enter and store user personal data on an ‘Opt-in’ basis
	Section 9.2
	Method entering user personal data is out-of-scope

	MC-CFG-C-005-M
	The following user personal data SHOULD be supported at minimum:

a)  Age
b) Gender

c) Postal Code/Zip Code
d) Household Income

e) Preferred Language
	Section 9.2
	

	MC-CFG-C-006-M
	MCC to insert available data information and location information in the MC-1-RESOLVE_ICI_REQUEST message and MC-4-TRACKING_REPORT message
	Section 9.2.1
	

	MC-CFG-C-007-M
	The user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for each (or all) MC-1-RESOLVE_ICI_REQUEST message and MC-4-TRACKING_REPORT message
	Section 9.2.1
	


B.1.6
MCC Support for Security (SEC)

	Item
	Function
	Reference
	Requirement

	MC-SEC-C-001-O
	This section describes an optional solution that MAY be used to authenticate the MCC to the home CMP, which comprises of the following procedures
	Section 9.3.1
	

	MC-SEC-C-002-M
	A secure ICI MUST have the same Routing-Prefix field as that of the original ICI (e.g., none of the octets in the Routing-Prefix can be changed and the Routing Prefix must be sent in clear)
	Section 9.3.3
	

	MC-SEC-C-003-M
	The routing of a Secure ICI MUST NOT be changed if any portion of the Resolution-Identifier field of the original ICI is changed
	Section 9.3.3
	

	MC-SEC-C-004-M
	The maximum length of any Secure ICI MUST NOT exceed 36 octets, the maximum length of the ICI field.


	Section 9.3.3
	

	MC-SEC-C-005-M
	Any octet after the Routing-Prefix part of any Secure ICI MUST NOT contain the value “%x04”, the ICI-DT-Separator
	Section 9.3.3
	

	MC-SEC-C-006-M
	When a Secure ICI scheme is used, it SHOULD be used for all the non-transferred ICIs under a particular Routing Prefix or for all the transferred ICIs under the same ICI block
	Section 9.3.3
	


B.1.7
MCC Support for Code Resolution (CR)

	Item
	Function
	Reference
	Requirement

	MC-CR-C-001-M
	When the MCC detects that a scanned Mobile Code is an Indirect Code based on the presence of the “Code-Marker”, it SHALL perform the following procedures:
	Section 8.2.2.1
	

	MC-CR-C-002-O
	Display the text in the “Display-Text” field if it has a non-zero length.
	Section 8.2.2.1
	

	MC-CR-C-003-M
	Include the parameters in Steps 2 to 6 and send the MC-1-RESOLVE_ICI_REQUEST message to the home CMP (or the Split-CMP-Parent where applicable) 
	Section 8.2.2.1
	

	MC-CR-C-004-M
	If the MC-1-RESOLVE_ICI_RESPONSE message is received, follow Steps 8.a.(i) to (v).
	Section 8.2.2.1
	

	MC-CR-C-005-M
	If the MC-ERROR message is received, follow Steps 8.b.(i) to (ii).
	Section 8.2.2.1
	


B.1.8
MCC Support for Tracking & Reporting Procedures (TRP)  
	Item
	Function
	Reference
	Requirement

	MC-TRP-C-001-M
	In order to track chargeable events, the MCC send the MC-4-TRACKING_REPORT message to the Home CMP (or Split-CMP-Parent) over the MC-4 interface
	Section 8.4.2.1
	

	MC-TRP-C-002-M
	The MC-4-TRACKING_REPORT message contain at least the Indirect Code Identifier and an identifier of the MCC
	Section 8.4.2.1
	

	MC-TRP-C-003-M
	If a trackingaddress is present in the MC-1-RESOLVE_ICI_RESPONSE message sent from the Home CMP (or Split-CMP-Parent) to the MCC, the MCC send the MC-4-TRACKING_REPORT
	Section 8.4.2.1
	

	MC-TRP-C-004-M
	If a trackingaddress is not present but the trackingindicator is set to “true” in the MC-1-RESOLVE_ICI_RESPONSE message sent from the Home CMP (or Split-CMP-Parent) to the MCC, the MCC send the MC-4-TRACKING_REPORT message
	Section 8.4.2.1
	


B.1.9
MCC Support for Interface (INT1) MC-1 
	Item
	Function
	Reference
	Requirement

	MC-INT1-C-001-M
	The MC-1 interface  support the following REST APIs
	Section 10.3 
	

	MC-INT1-C-002-M
	The MC-1-RESOLVE_ICI web service request SHALL be made as specified below:
	Section 10.3.1.1
	

	MC-INT1-C-003-M
	The URL in the request SHALL be the MC-1-RESOLVE_ICI_REQUEST_URL that is currently configured in the MCC
	Section 10.3.1.1
	

	MC-INT1-C-004-M
	The parameters marked “Mandatory” in the Table 15 below SHALL be present in the request
	Section 10.3.1.1
	

	MC-INT1-C-005-O
	The parameters marked “Optional” in the Table 15 below MAY be present in the request
	Section 10.3.1.1
	

	MC-INT1-C-006-M
	The “cc” MUST  be present when the “post” is present
	Section 10.3.1.1
	

	MC-INT1-C-007-M
	If the “income” or “age” contains a free text phrase but the “language” is not present, the default language, English, SHALL apply.


	Section 10.3.1.1
	


B.1.10
MCC Support for Interface (INT4) MC-4 
	Item
	Function
	Reference
	Requirement

	MC-INT4-C-001-M
	The MC-4-TRACKING_REPORT web service request SHALL be made as specified below
	Section 10.6.1.1
	

	MC-INT4-C-002-M
	The URL in the request SHALL be one of
	Section 10.6.1.1
	

	MC-INT4-C-003-M
	The parameters marked “Mandatory” in Table 23 below SHALL be present in the request
	Section 10.6.1.1
	

	MC-INT4-C-004-O
	The parameters marked “Optional” in Table 23 below MAY be present in the request.
	Section 10.6.1.1
	

	MC-INT4-C-005-M
	If “usagestatistics” is present it SHALL be structured according to the format in Table 24.
	Section 10.6.1.1.1
	


Change 2:  Add B.2 – Server SCR Tables

B.2 
SCR for MC Enabler Server 

Section B2 covers Static Conformance Requirements for the following MC Enabler Server components (also referred to as ‘network elements’ in the TS):

· Code Management Platform (CMP).

· CMP-Split-Parent (where applicable).

· CMP-Split-Child (where applicable).

· MC Registry (MCR), where applicable.
B.2.1
Home CMP Configuration (CFG)

	Item
	Function
	Reference
	Requirement

	MC-CFG-S-001-M
	Home CMP MAY support the ability for the user to enter and store user personal data on an ‘Opt-in’ basis
	Section 9.2
	Method entering user personal data is out-of-scope

	MC-CFG-S-005-M
	The following user personal data SHOULD be supported at minimum:

a)  Age
f) Gender

g) Postal Code/Zip Code
h) Household Income

i) Preferred Language
	Section 9.2
	

	MC-CFG-S-006-M
	Home CMP to insert available user personal data information and location information in the MC-3-RESOLVE_ICI_REQUEST message and MC-6-TRACKING_REPORT message
	Section 9.2.1
	

	MC-CFG-S-007-M
	The user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for each (or all) MC-3-RESOLVE_ICI_REQUEST message and MC-6-TRACKING_REPORT message
	Section 9.2.1
	


B.2.2
Network Element Support for Security (SEC)

	Item
	Function
	Reference
	Requirement

	MC-SEC-S-001-M
	To meet the security requirements as applicable to communications between any two MC Enabler network elements (i.e., MC-2, MC-3, MC-5 and MC-6 interfaces) SHALL adhere to the following
	Section 9.3.2
	

	MC-SEC-S-002-O
	Secure, dedicated & managed physical or logical transport connections between the requestor and responder network elements may be used.
	Section 9.3.2
	

	MC-SEC-S-003-O
	MC application level digital signature including that in Step 3 below MAY additionally be used, subject to implementation
	Section 9.3.2
	

	MC-SEC-S-004-M
	When insecure or shared transport connections are used (e.g. public Internet connection) between the requestor and responder network elements, the following security measures SHALL be used
	Section 9.3.2
	

	MC-SEC-S-005-M
	The requestor network element SHALL calculate the digital signature as follows
	Section 9.3.2
	

	MC-SEC-S-006-M
	The requestor network element SHALL include the “apikeyid” and the above signature as part of every request to the responder network element
	Section 9.3.2
	

	MC-SEC-S-007-M
	The responder network element uses the “apikeyid” to retrieve the security information associated with the requestor network element (i.e., the stored “apikey”) and will validate the signature before proceeding to execute the request
	Section 9.3.2
	

	MC-SEC-SC-008-M
	If authentication in step (e) fails, the responder network element is not to execute the request and SHALL return an appropriate error status
	Section 9.3.2
	


B.2.3
Support for Code Resolution (CR)

	Item
	Function
	Reference
	Requirement

	Home CMP (or Split-CMP-Parent Where Applicable)

	MC-CR-S-001-M
	When receiving the MC-1-RESOLVE_ICI_REQUEST message from the MCC, the home CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

Step 1 in its entirety.
	Section 8.2.2.2
	

	MC-CR-S-002-M
	Acting as a home CMP, follow Steps 2a & 2b
	Section 8.2.2.2
	For the CMP only.

	MC-CR-S-003-M
	Acting as a home Split-CMP-Parent, follow Steps 3a & 3b.
	Section 8.2.2.2
	For the Split-CMP-Parent only.

	MC-CR-S-004-M
	If the home CMP (or the Split-CMP-Parent where applicable) has the routing information for the specified ICI:

Follow Step 4 in its entirety.
	Section 8.2.2.2
	

	MC-CR-S-005-M
	If the home CMP (or the Split-CMP-Parent where applicable) does not have the routing information for the specified ICI:

Follow Step 5 in its entirety.
	Section 8.2.2.2
	

	Remote/Resolving CMP (or Split-CMP-Parent Where Applicable)

	MC-CR-S-006-M
	When receiving the MC-3-RESOLVE_ICI_REQUEST message from the requesting CMP (or the Split-CMP-Parent where applicable), the CMP (or the Split-CMP-Parent where applicable) SHALL perform the following procedures:

Step 1 in its entirety.
	Section 8.2.2.3
	

	MC-CR-S-007-M
	Acting as a remote CMP,

follow Steps 2a & 2b.
	Section 8.2.2.3
	For the CMP only.

	MC-CR-S-008-M
	Acting as a remote Split-CMP-Parent,

follow Steps 3a & 3b.
	Section 8.2.2.3
	For the Split-CMP-Parent only.

	MC-CR-S-009-M
	If the CMP (or Split-CMP-Parent where applicable) has the routing information for the specified ICI:

Follow Step 4 in its entirety.
	Section 8.2.2.3
	

	MC-CR-S-010-M
	If the CMP (or Split-CMP-Parent where applicable) does not have the routing information for the specified ICI:

Follow Step 5 in its entirety.
	Section 8.2.2.3
	

	Resolving Split-CMP-Child

	MC-CR-S-011-M
	When receiving the MC-3-RESOLVE_ICI_REQUEST message from the Split-CMP-Parent, the resolving Split-CMP-Child SHALL perform the following procedures:

Steps 1 to 9.
	Section 8.2.2.4
	For the Split-CMP-Child only.

	MCR

	MC-CR-S-012-M
	If the MCR is implemented and when receiving the MC-2-ROUTE_ICI_REQUEST message from the CMP (or the Split-CMP-Parent where applicable), the MCR SHALL perform the following procedures:

Steps 1 to 6.
	Section 8.2.2.5
	


B.2.4
Resolving CMP Support for Service Policy Management (SPM)

	Item
	Function
	Reference
	Requirement

	MC-SPM-C-001-O
	The following MC Service Policy conditions  may be specified for each ICI, or a range of ICIs
	Section 8.3.3.1
	

	MC-SPM-C-002-M
	Code Resolution request validity period of the ICI, if specified, SHALL comprise of a ‘START-DATE-TIME’ and an ‘END-DATE-TIME’.
	Section 8.3.3.1
	

	MC-SPM-C-003-M
	Code Resolution request geographic area origin of the ICI, if specified, SHALL comprise of either one, or both, of the following geographic location identification information
	Section 8.3.3.1
	

	MC-SPM-C-004-M
	When MC Service Policy has been specified for an ICI, Code Resolution SHALL be completed by the Resolving CMP if all applicable MC Service Policy conditions are satisfied
	Section 8.3.3.2
	

	MC-SPM-C-005-M
	The following MC Service Policy enforcement action to be taken for each ICI, or a range of ICIs, by the Resolving CMP:


	Section 8.3.3.2
	

	MC-SPM-C-006-M
	If Code Resolution request validity period policy condition has been specified for the ICI, or a range of ICIs,
	Section 8.3.3.2
	

	MC-SPM-C-007-M
	If the arrival time as above falls within the range of the validity period policy conditions as specified in Section 8.3.3.1
	Section 8.3.3.2
	

	MC-SPM-C-008-M
	If the arrival time as above falls outside of the range the validity period policy conditions as specified in Section 8.3.3.1 (1) stored for the ICI, or range of ICIs, then Code Resolution SHALL NOT be completed and an appropriate MC-ERROR message SHALL be returned
	Section 8.3.3.2
	

	MC-SPM-C-009-M
	If Code Resolution request geographic area origin policy condition has been specified for the ICI, or a range of ICIs, the Resolving  verify the geographic location identification information included
	Section 8.3.3.2
	

	MC-SPM-C-010-M
	If the geographic location identification information received as above falls within the range of geographic area origin policy conditions as specified in Section 8.3.3.1 (2) stored for the ICI, or range of ICIs, then Code Resolution completed and the information retrieved.
	Section 8.3.3.2
	

	MC-SPM-C-011-M
	If the geographic location identification information received as above falls outside of the range of geographic area origin policy conditions as specified in Section 8.3.3.1 (2) stored for the ICI, or range of ICIs
	Section 8.3.3.2
	

	MC-SPM-C-012-M
	then Code Resolution SHALL NOT be completed
	Section 8.3.3.2
	MC-SPM-C-011-M

	MC-SPM-C-013-M
	appropriate MC-ERROR message SHALL be returned
	Section 8.3.3.2
	MC-SPM-C-011-M and MC-SPM-C-012-M


B.2.5
Support for Code Transfer Procedures (CTP)

	Item
	Function
	Reference
	Requirement

	Old Resolving CMP (or Split-CMP-Child Where Applicable)

	MC-CTP-S-001-O
	When requested to support Code Transfer for an ICI or block of ICIs, the Old Resolving CMP SHALL perform the following procedures:
	Section 8.3.2.1
	

	MC-CTP-S-002-M
	Code transfer request procedures.
	Section 8.3.2.1.1
	MC-CTP-S-001-O

	MC-CTP-S-003-M
	Code transfer confirmation procedures.
	Section 8.3.2.1.2
	MC-CTP-S-001-O

	Old Split-CMP-Parent

	MC-CTP-S-004-O
	When requested to support Code Transfer for an ICI or block of ICIs, the Old Split-CMP-Parent SHALL perform the following procedures:
	Section 8.3.2.2
	

	MC-CTP-S-005-M
	Code transfer request procedures.
	Section 8.3.2.2.1
	MC-CTP-S-001-O

	MC-CTP-S-006-M
	When receiving the MC-5-TRANSFER_CONFIRMATION_REQUEST message from the MCR, the old Split-CMP-Parent SHALL perform the following procedures: 
	Section 8.3.2.2.2
	MC-CTP-S-001-O

	MC-CTP-S-007-M
	When the Code transfer confirmation procedures are initiated by the old resolving Split-CMP-Parent, it SHALL perform the following procedures:
	Section 8.3.2.2.3
	MC-CTP-S-001-O

	MCR

	MC-CTP-S-008-O
	When receiving the MC-5-CODE_TRANSFER_REQUEST message from the old or new resolving CMP (or Split-CMP-Parent where applicable), the MCR SHALL perform the following procedures:
	Section 8.3.2.3
	

	MC-CTP-S-009-M
	Code transfer request procedures
	Section 8.3.2.3.1
	MC-CTP-S-001-O

	MC-CTP-S-010-M
	Code transfer confirmation procedures
	Section 8.3.2.3.2
	MC-CTP-S-001-O

	New Resolving CMP (or Split-CMP-Child Where Applicable)

	MC-CTP-S-011-O
	When requested by an MCP to transfer-in an ICI or ICI block, the new resolving CMP (or Split-CMP-Child where applicable) SHALL perform the following procedures:
	Section 8.3.2.4
	

	MC-CTP-S-012-M
	Code transfer request procedures.
	Section 8.3.2.4.1
	MC-CTP-S-001-O

	New Split-CMP-Parent

	MC-CTP-S-013-O
	When receiving the MC-6-CODE_TRANSFER_REQUEST message from the new resolving Split-CMP-Child, the new Split-CMP-Parent SHALL perform the following procedures:
	Section 8.3.2.5
	

	MC-CTP-S-014-M
	Code transfer request procedures
	Section 8.3.2.5.1
	MC-CTP-S-001-O


B.2.6
CMP Support for Tracking & Reporting Procedures (TRP)  
	Item
	Function
	Reference
	Requirement

	MC-TRP-S-001-M
	Home CMP prepend its designated tracking address(es) if interested in receiving the MC-4-TRACKING_REPORT message from the MCC
	Section 8.4.2.2
	

	MC-TRP-S-002-M
	Each trackingaddress fragment SHALL have the following format
	Section 8.4.2.2
	

	MC-TRP-S-003-M
	Upon reception of the MC-4-TRACKING_REPORT message, the tracking server as designated by the Home CMP (or Split-CMP-Parent)  able to remove and/or anonymise some data elements in the tracking report
	Section 8.4.2.3
	

	MC-TRP-S-004-M
	If multiple CMPs (or Split-CMPs/Parents) were involved in code resolution, the tracking server as designated by the Home CMP (or Split-CMP-Parent)  send the tracking report to the trackingaddress received in the MC-3- RESOLVE_ICI_RESPONSE
	Section 8.4.2.3
	

	MC-TRP-S-005-M
	Home CMP may remove this tracking address fragment if the Home CMP does not have business agreements with this entity.
	Section 8.4.2.3
	

	MC-TRP-S-006-M
	When there are multiple CMPs (or Split-CMPs/Parents) involved in code resolution, the trackingaddress in the MC-3- RESOLVE_ICI_RESPONSE  represent a combination of the tracking address
	Section 8.4.2.4
	

	MC-TRP-S-007-M
	Each trackingaddress fragment SHALL have the following format
	Section 8.4.2.4
	MC-TRP-S-010-M

	MC-TRP-S-008-O
	Under certain circumstances (e.g. as mandated by community restrictions) the [REMOTE_CMPx_TRACKING_ADDRESS]
	Section 8.4.2.4
	

	MC-TRP-S-009-O
	Under certain circumstances, some or all [REMOTE_CMPx_TRACKING_ADDRESS_URL] fragments MAY point to a commonly designed neutral 3rd party
	Section 8.4.2.4
	

	MC-TRP-S-010-M
	Upon reception of the MC-6-TRACKING_REPORT message, the tracking server as designated by the Remote CMP (or Split-CMP-Parent) be able to remove and/or anonymise some data elements in the tracking report
	Section 8.4.2.5
	

	MC-TRP-S-011-M
	The tracking server as designated by the Remote CMP (or Split-CMPs-Parent)  use URL redirection to send the tracking report to the next entity in the reporting path
	Section 8.4.2.5
	

	MC-TRP-S-012-M
	The tracking server as designated by the Remote CMP may remove this tracking address fragment if the Remote CMP does not have business agreements with this entity.
	Section 8.4.2.5
	


B.2.x General Interface Considerations 
	MC-GIC-C-001-O
	Upon receiving such an error, the MCC MAY inform the mobile user about the Mobile Code authentication failure and instruct the mobile user not to scan that same Mobile Code again.


	Section 10.1
	

	
	
	
	

	
	
	
	


B.2.7
Support for Interface (INT1) MC-1
	Item
	Function
	Reference
	Requirement

	Home CMP

	MC-INT1-S-001-M
	The MC-1 interface  support the following REST APIs
	Section 10.3 
	

	MC- INT1-S-002-M
	The resolved content as specified in Section 10.3.1.2.1 
	Section 10.3.1.2
	

	MC- INT1-S-003-M
	URL specifying a location to which to send tracking data. Home CMP (or Split-CMP-Parent)  have full control over this parameter
	Section 10.3.1.2
	

	MC-INT1-S-004-M
	In the case of a successful execution of the MC-1-RESOLVE_ICI web service, the response SHALL contain a “codecontentset” element in the root “envelope” element as specified in Table 17
	Section 10.3.1.2.1
	

	MC-INT1-S-005-M
	The resolved content items as specified below in Table 18.  One or more “codecontent” elements SHALL be present.
	Section 10.3.1.2.1
	

	MC-INT1-S-006-M
	The MC-1-RESOLVE_ICI web service error SHALL be made as specified below
	Section 10.3.1.3
	

	MC-INT1-S-007-M
	The MC-ERROR message defined in Section 10.1 SHALL be returned when a failure is detected.


	Section 10.3.1.3
	

	MC-INT1-S-008-M
	The “tid” MUST NOT be present
	Section 10.3.1.3
	


B.2.8
Support of Interface (INT2) MC-2 
	Item
	Function
	Reference
	Requirement

	Home CMP (or Split-CMP-Parent)

	MC-INT2-S-001-M
	The MC-2 interface  support the following REST API


	Section 10.4
	

	MC-INT2-S-002-M
	The MC-2-ROUTE_ICI web service request  be made as specified below
	Section 10.4.1.1
	

	MC-INT2-S-003-M
	The URL in the request SHALL be the MC-2-ROUTE_ICI_REQUEST_URL that is currently configured in the CMP
	Section 10.4.1.1
	

	MC-INT2-S-004-M
	The parameters marked “Mandatory” in Table 19 below SHALL be present in the request
	Section 10.4.1.1
	

	MC-INT2-S-005-O
	The parameters marked “Optional” in Table 19 below May be present in the request
	Section 10.4.1.1
	

	MC-INT2-S-006-M
	The “apikeyid” is used by the MCR to retrieve security information associated with the requestor CMP
	Section 10.4.1.1
	

	MC-INT2-S-007-M
	When using digital signatures for authentication, the “signature” field  be present and contain the signature calculated by the requestor CMP
	Section 10.4.1.1
	

	MCR

	MC-INT2-S-008-M
	The MC-2-ROUTE_ICI web service response SHALL be made as specified below
	Section 10.4.1.2
	

	MC-INT2-S-009-M
	The parameters marked “Optional” in Table 20 below SHALL be present in the response
	Section 10.4.1.2
	

	MC-INT2-S-010-O
	The parameters marked “Mandatory” in Table 20 below May be present in the response.
	Section 10.4.1.2
	

	MC-INT2-S-011-M
	The “addr” MUST be present when the MCR has the routing information for the ICI or ICI block.
	Section 10.4.1.2
	

	MC-INT2-S-012-M
	The MC-2-ROUTE_ICI web service error SHALL be made as specified below
	Section 10.4.1.3
	

	MC-INT2-S-013-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.
	Section 10.4.1.3
	

	MC-INT2-S-014-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request
	Section 10.4.1.3
	


B.2.9
Support of Interface (INT3) MC-3 
	Item
	Function
	Reference
	Requirement

	CMP

	MC-INT3-S-001-M
	The MC-3 interface SHALL support the following REST API
	Section 10.5
	

	MC-INT3-S-002-M
	The MC-3-RESOLVE_ICI web service request SHALL be made as specified below
	Section 10.5.1.1
	

	
	
	
	

	MC-INT3-S-003-M
	The URL in the request SHALL be the MC-3-RESOLVE_ICI_REQUEST_URL that is provided by the remote CMP
	Section 10.5.1.1
	

	MC-INT3-S-004-M
	The parameters marked “Mandatory” in the table below SHALL be present in the request
	
	

	MC-INT3-S-005-M
	The parameters marked “Optional” in Table 21 below MAY be present in the request 
	Section 10.5.1.1
	MC-INT3-S-004-M

	MC-INT3-S-006-M
	The “clientid” is used for identifying an instance of the MCC installation on the specific handset. This parameter is generally used by the Home CMP (or the Split-CMP-Parent, where applicable) only
	Section 10.5.1.1
	

	MC-INT3-S-007-M
	The “apikeyid” is used by the responder CMP to retrieve security information associated with the requestor CMP
	Section 10.5.1.1
	

	MC-INT3-S-008-M
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP as described in Section 9.3.2
	Section 10.5.1.1
	

	MC-INT3-S-009-M
	It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range
	Section 10.5.1.1
	

	MC-INT3-S-010-M
	The “in” provides the household income information.  A value, when provided, is tied to the currency associated with the “cc”.
	Section 10.5.1.1
	

	MC-INT3-S-011-M
	The MC-3-RESOLVE_ICI web service response SHALL be made as specified below
	Section 10.5.1.2
	

	MC-INT3-S-012-M
	The parameters marked “Mandatory” in Table 22 below SHALL be present in the response
	Section 10.5.1.2
	

	MC-INT3-S-013-O
	The parameters marked “Optional” in Table 22 below MAY be present in the response
	Section 10.5.1.2
	

	MC-INT3-S-014-M
	The resolved content as specified in section 10.3.1.2.1. This element SHALL be present on successful resolution of the “ici”
	Section 10.5.1.2
	

	MC-INT3-S-015-M
	URL specifying a location to which to send tracking data. Home CMP (or Split-CMP-Parent)
	Section 10.5.1.2
	

	MC-INT3-S-016-M
	The MC-3-RESOLVE_ICI web service error SHALL be made as specified below
	Section 10.5.1.3
	

	MC-INT3-S-017-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected
	Section 10.5.1.3
	

	MC-INT3-S-018-M
	The “tid” MUST be present and MUST be copied from the request
	Section 10.5.1.3
	


B.2.10
Support for Interface (INT4) MC-4 
	Item
	Function
	Reference
	Requirement

	Home CMP

	MC-INT4-S-001-M
	The MC-4-TRACKING_REPORT web service error SHALL be made as specified below
	Section 10.6.1.2
	

	MC-INT4-S-002-M
	The MC-ERROR message defined in Section 10.2 MUST be returned with the “status” below when a failure is detected.
	Section 10.6.1.2
	

	MC-INT4-S-003-M
	The “tid” MUST NOT be present.
	Section 10.6.1.2
	


B.2.11
Support of Interface (INT5) MC-5

	Item
	Function
	Reference
	Requirement

	Home CMP (or Split-CMP-Parent)

	MC-INT5-S-001-M
	The MC-5 interface SHALL support the following REST APIs:
	Section 10.7
	

	MC-INT5-S-002-M
	The MC-5-CODE_TRANSFER web service request SHALL be made as specified below
	Section 10.7.1.1
	

	MC-INT5-S-003-M
	The URL in the request SHALL be the MC-5-CODE_TRANSFER_REQUEST_URL that is currently configured in the CMP
	Section 10.7.1.1
	

	MC-INT5-S-004-M
	The parameters marked “Mandatory” in Table 25 below SHALL be present in the request
	Section 10.7.1.1
	

	MC-INT5-S-005-O
	The parameters marked “Optional” in Table 25 below MAY be present in the request.
	Section 10.7.1.1
	

	MC-INT5-S-006-M
	Either “ici” or “icibk” but not both MUST be present in the request
	Section 10.7.1.1
	

	MC-INT5-S-007-M
	The “addr” MUST be present in the request that is sent by the new CMP (or the Split-CMP-Parent when applicable)
	Section 10.7.1.1
	

	MC-INT5-S-008-M
	The “addr” MUST NOT be present in the request that is sent by the old CMP (or the Split-CMP-Parent when applicable).
	Section 10.7.1.1
	

	MC-INT5-S-009-M
	The “apikeyid” is used by the MCR to retrieve security information associated with the requestor CMP (or Split-CMP-Parent when applicable),
	Section 10.7.1.1
	

	MC-INT5-S-010-M
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP
	Section 10.7.1.1
	

	MC-INT5-S-011-O
	The MC-5-TRANSFER_CONFIRMATION web service MAY be used by the MCR to inform the old CMP
	Section 10.7.2
	

	MC-INT5-S-012-M
	The MC-5-TRANSFER_CONFIRMATION web service request SHALL be made as specified below
	Section 10.7.2.1
	

	MC-INT5-S-013-M
	The URL in the request SHALL be the MC-5-TRANSFER_CONFIRMATION_REQUEST_URL that is currently configured in the MCR
	Section 10.7.2.1
	

	MC-INT5-S-014-M
	The parameters marked “Mandatory” in Table 27 below SHALL be present in the request while the others MAY be present in the request
	Section 10.7.2.1
	

	MC-INT5-S-015-O
	The parameters marked “Optional” in Table 27 below MAY be present in the request 
	Section 10.7.2.1
	

	MC-INT5-S-016-M
	Either “ici” or “icibk” but not both MUST be present in the request
	Section 10.7.2.1
	

	MC-INT5-S-017-M
	The “apikeyid” is used by the MCR to retrieve security information associated with the requestor CMP
	Section 10.7.2.1
	

	MC-INT5-S-018-M
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP (or Split-CMP-Parent, where applicable) as described in Section 9.3.2.
	Section 10.7.2.1
	

	MCR

	MC-INT5-S-019-M
	The MC-5-CODE_TRANSFER web service response SHALL be made as specified below
	Section 10.7.1.2
	

	MC-INT5-S-020-M
	The parameters marked “Mandatory” in Table 26 below SHALL be present in the response
	Section 10.7.1.2
	

	MC-INT5-S-021-M
	The parameters marked “Optional” in Table 26 below MAY be present in the response.
	Section 10.7.1.2
	

	MC-INT5-S-022-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request
	Section 10.7.1.2
	

	MC-INT5-S-023-M
	The MC-5-CODE_TRANSFER web service error SHALL be made as specified below
	Section 10.7.1.3
	

	MC-INT5-S-024-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected
	Section 10.7.1.3
	

	MC-INT5-S-025-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request.
	Section 10.7.1.3
	

	MC-INT5-S-026-M
	The MC-5-TRANSFER_CONFIRMATION web service response SHALL be made as specified below
	Section 10.7.2.2
	

	MC-INT5-S-027-M
	The parameters marked “Mandatory” in the Table 28 below SHALL be present in the response
	Section 10.7.2.2
	

	MC-INT5-S-028-O
	The parameters marked “Optional” in the Table 28 below MAY be present in the response
	Section 10.7.2.2
	

	MC-INT5-S-029-M
	The “tid” MUST be copied from the “tid” in the request
	Section 10.7.2.2
	

	MC-INT5-S-030-M
	The MC-5-TRANSFER_CONFIRMATION web service error SHALL be made as specified below.
	Section 10.7.2.3
	

	MC-INT5-S-031-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected
	Section 10.7.2.3
	

	MC-INT5-S-032-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request
	Section 10.7.2.3
	


B.2.12
Support of Interface (INT6) MC-6 
	Item
	Function
	Reference
	Requirement

	CMP

	MC-INT6-S-001-M
	The MC-6 interface SHALL support the following REST API
	Section 10.8
	

	MC-INT6-S-002-M
	The MC-6-CODE_TRANSFER web service request SHALL be made as specified below:
	Section 10.8.1.1
	

	MC-INT6-S-003-M
	The URL in the request SHALL be the MC-6-CODE_TRANSFER_REQUEST_URL that is currently configured in the Split-CMP-Child
	Section 10.8.1.1
	

	MC-INT6-S-004-M
	The parameters marked “Mandatory” in Table 29 below SHALL be present in the request
	Section 10.8.1.1
	

	MC-INT6-S-005-O
	The parameters marked “Optional” in Table 29 below MAY be present in the request.
	Section 10.8.1.1
	

	MC-INT6-S-006-M
	Either “ici” or “icibk” but not both MUST be present in the request.
	Section 10.8.1.1
	

	MC-INT6-S-007-M
	The “apikeyid” is used by the responder CMP to retrieve security information associated with the requestor CMP
	Section 10.8.1.1
	

	MC-INT6-S-008-M
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP as described in Section 9.3.2.
	Section 10.8.1.1
	

	MC-INT6-S-009-M
	The MC-6-CODE_TRANSFER web service response SHALL be made as specified below
	Section 10.8.1.2
	

	MC-INT6-S-010-M
	The parameters marked “Mandatory” in Table 30 below SHALL be present in the response
	Section 10.8.1.2
	

	MC-INT6-S-011-O
	The parameters marked “Optional” in Table 30 below MAY be present in the response
	Section 10.8.1.2
	

	MC-INT6-S-012-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request
	Section 10.8.1.2
	

	MC-INT6-S-013-M
	The MC-6-CODE_TRANSFER web service error SHALL be made as specified below
	Section 10.8.1.3
	

	MC-INT6-S-014-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected
	Section 10.8.1.3
	

	MC-INT6-S-015-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request.
	Section 10.8.1.3
	

	MC-INT6-S-016-M
	The MC-6-TRANSFER_CONFIRMATION web service request SHALL be made as specified below
	Section 10.8.2.1
	

	MC-INT6-S-017-M
	The URL in the request SHALL be the MC-6-TRANSFER_CONFIRMATION_REQUEST_URL that is currently configured in the Split-CMP-Parent.
	Section 10.8.2.1
	

	MC-INT6-S-018-M
	The parameters marked “Mandatory” in Table 31 below SHALL be present in the request
	Section 10.8.2.1
	

	MC-INT6-S-019-M
	The parameters marked “Optional” in Table 31 below MAY be present in the request
	Section 10.8.2.1
	

	MC-INT6-S-020-M
	Either “ici” or “icibk” but not both MUST be present in the request.
	Section 10.8.2.1
	

	MC-INT6-S-021-M
	The “apikeyid” is used by the responder CMP to retrieve security information associated with the requestor CMP
	Section 10.8.2.1
	

	MC-INT6-S-022-M
	When using digital signatures for authentication, the “signature” field MUST be present and contain the signature calculated by the requestor CMP as described in Section 9.3.2
	Section 10.8.2.1
	

	MC-INT6-S-023-M
	The MC-6-TRANSFER_CONFIRMATION web service response SHALL be made as specified below
	Section 10.8.2.2
	

	MC-INT6-S-024-M
	The parameters marked “Mandatory” in Table 32 below SHALL be present in the response
	Section 10.8.2.2
	

	MC-INT6-S-025-O
	The parameters marked “Optional” in Table 32 below MAY be present in the response
	Section 10.8.2.2
	

	MC-INT6-S-026-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request.
	Section 10.8.2.2
	

	MC-INT6-S-027-M
	The MC-6-TRANSFER_CONFIRMATION web service error SHALL be made as specified below
	Section 10.8.2.3
	

	MC-INT6-S-028-M
	The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected
	Section 10.8.2.3
	

	MC-INT6-S-029-M
	The “tid” MUST be present and MUST be copied from the “tid” in the request
	Section 10.8.2.3
	

	MC-INT6-S-030-M
	The MC-6-TRACKING_REPORT web service request SHALL be made as specified below
	Section 10.8.3.1
	

	MC-INT6-S-031-M
	The parameters marked “Mandatory” in Table 33 below SHALL be present in the request
	Section 10.8.3.1
	

	MC-INT6-S-032-O
	The parameters marked “Optional” in Table 33 below MAY be present in the request.
	Section 10.8.3.1
	

	MC-INT6-S-033-M
	If “usagestatistics” is present it SHALL be structured according to the format in Table 34.
	Section 10.8.3.1.1
	

	MC-INT6-S-034-M
	The MC-6-TRACKING_REPORT web service error SHALL be made as specified below
	Section 10.8.3.2
	

	MC-INT6-S-035-M
	The MC-ERROR message defined in Section 10.2 MUST be returned when a failure is detected
	Section 10.8.3.2
	

	MC-INT6-S-036-M
	The “tid” MUST NOT be present
	Section 10.8.3.2
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