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10 Reason for Change

This CR proposes the changes to the TS sections 8.2.2.2 and 8.2.2.3 to address the CONRR Comments A002 & A003.
11 Impact on Backward Compatibility

No impact.
12 Impact on Other Specifications

No impact.
13 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

14 Recommendation

Request for MC SWG to review and agree to the proposed changes.
15 Detailed Change Proposal

Change 1:  Proposed changes to section 8.2.2.2 – replace the current 8.2.2.2 section with the following
8.2.2.2   Procedures at the Home CMP
When the Home CMP receives an MC-1-RESOLVE_ICI_REQUEST message from an MCC, it will perform the following steps:

1. Check for basic error conditions as specified in section 8.2.2.x.1.  If an MC-ERROR message was generated, it SHALL return the generated message to the MCC.  The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point.
2. Else, check if the “ici” is managed by the Home CMP:

a. If the “ici” is hosted on it, it SHALL follow the procedures specified in section 8.2.2.x.4, else (in the case of a Split-CMP-Parent where the “ici” is hosted on a Split-CMP-Child served by it), it SHALL follow the procedures specified in section 8.2.2.x.7.  

b. It SHALL then return the generated message (MC-ERROR or MC-1-RESOLVE_ICI_RESPONSE) to the MCC.  The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point.
3. Else, if the Home CMP has the routing information for the specified “ici”, it SHALL follow the procedures specified in section 8.2.2.x.5 to send the MC-3-RESOLVE_ICI_REQUEST to the Remote CMP and process the response.  It SHALL then return the generated message (MC-ERROR or MC-1-RESOLVE_ICI_RESPONSE) to the MCC.  The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point.
4. Else, if the Home CMP is configured to query an MCR, it SHALL follow the procedures specified in section 8.2.2.x.6 to execute the MC-2-ROUTE_ICI_REQUEST message to the MCR and process the response.
a. If an MC-ERROR response is generated, the Home CMP SHALL respond to the MCC with that MC_ERROR message. The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point.
b. Else, the Home CMP SHALL follow the procedures specified in section 8.2.2.x.5 to execute the MC-3-RESOLVE_ICI_REQUEST to the Remote CMP.  It SHALL then return the generated message (MC-ERROR or MC-1-RESOLVE_ICI_RESPONSE) to the MCC.  The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point
5. Else, the Home CMP SHALL respond with the MC_ERROR message as specified in section 10.2, setting the “status” to “MC_CANNOT_RESOLVE_ICI” and the “tid” as specified in section 8.2.2.x.2.
End Change 1
Change 2:  Proposed changes to section 8.2.2.3 – replace the current 8.2.2.3 section with the following

8.2.2.3   Procedures at the Remote CMP
When the Remote CMP receives an MC-3-RESOLVE_ICI_REQUEST message from another CMP, it will perform the following steps:

1. Check for basic error conditions as specified in section 8.2.2.x.1.  If an MC-ERROR message was generated, it SHALL return the generated message to the requestor CMP.  The procedure for processing the MC-3-RESOLVE_ICI_REQUEST is terminated at this point.
2. Else, check if the “ici” is managed by the Remote CMP:

a. If the “ici” is hosted on it, it SHALL follow the procedures specified in section 8.2.2.x.3, else (in the case of a Split-CMP-Parent where the “ici” is hosted on a Split-CMP-Child served by it), it SHALL follow the procedures specified in step E.  

b. It SHALL then return the generated message (MC-ERROR or MC-3-RESOLVE_ICI_RESPONSE) to the MCC.  The procedure for processing the MC-3-RESOLVE_ICI_REQUEST is terminated at this point.
The following steps are only required if the Remote CMP supports the optional Code Transfer function.

3. Else, if the Remote CMP has the routing information for the specified “ici”, it SHALL follow the procedures specified in section 8.2.2.x.8 to send the MC-3-RESOLVE_ICI_REQUEST to the Remote CMP and process the response.  It SHALL then return the generated message (MC-ERROR or MC-3-RESOLVE_ICI_RESPONSE) to the requestor CMP.  The procedure for processing the MC-3-RESOLVE_ICI_REQUEST is terminated at this point.
4. Else, if the Remote CMP is configured to query an MCR, it SHALL follow the procedures specified in section 8.2.2.x.6  to execute the MC-2-ROUTE_ICI_REQUEST message to the MCR and process the response.

a. If an MC-ERROR response is generated, the Remote CMP SHALL respond to the requestor CMP with that MC_ERROR message. The procedure for processing the MC-1-RESOLVE_ICI_REQUEST is terminated at this point.
b. Else, the Remote CMP SHALL follow the procedures specified in section 8.2.2.x.8 to execute the MC-3-RESOLVE_ICI_REQUEST to the Remote CMP.  It SHALL then return the generated message (MC-ERROR or MC-3-RESOLVE_ICI_RESPONSE) to the MCC.  The procedure for processing the MC-3-RESOLVE_ICI_REQUEST is terminated at this point
5. Else, the Remote CMP SHALL respond with the MC_ERROR message as specified in section 10.2, setting the “status” to “MC_CANNOT_RESOLVE_ICI” and the “tid” as specified in section 8.2.2.x.2.
End Change 2

Change 3:  Add the new proposed section 8.2.2.x Common CMP Procedures for Code Resolution that describes common Code Resolution procedures referenced in sections 8.2.2.2 and 8.2.2.3

8.2.2.x   Composite CMP Procedures for Code Resolution
The following sub-sections describe procedural steps referenced in sections 8.2.2.2 and 8.2.2.3.

8.2.2.x.1   Checking for Basic Errors

This section describes the procedures followed by a CMP to check for basic error conditions on receipt of an incoming request:

1. If service is not available at any time during the request processing (e.g., server overload or database access problems), the CMP SHALL generate the MC_ERROR message as specified in section 10.2, setting the “status” to “MC_SERVICE_UNAVAILABLE” and the “tid” as specified in section 8.2.2.x.2.

2. If the requestor (either the MCC or another CMP) is not authorized to access the CMP, the CMP SHALL generate the MC_ERROR message as specified in section 10.2, setting the “status” to “MC_UNAUTHORISED” and the “tid” as specified in section 8.2.2.x.2.

3. If any of the mandatory parameters is missing, the CMP SHALL generate the MC_ERROR message as specified in section 10.2, setting the “status” to “MC_MISSING_PARAMS” and the “tid” as specified in section 8.2.2.x.2

8.2.2.x.2   Setting the “tid” in the MC-ERROR Message

This section describes the procedures followed by a CMP to set the “tid” parameter in the MC-ERROR message generated by it to respond to an incoming request:

1. If the CMP is the Home CMP, it SHALL not include the “tid”.

2. Else, it SHALL set the “tid” to the value of the “tid” received in the incoming request.

8.2.2.x.3   Setting the Parameters for ICI Tracking

This section describes the procedures followed by a CMP to set the “trackingindicator” and the “trackingaddress” parameters in its response (either the MC-1-RESOLVE_ICI_RESPONSE message to the MCC or the MC-3-RESOLVE_ICI_RESPONSE message to another CMP):

1. If the CMP is the Home CMP and does not support tracking of ICIs as specified in section 8.4, it SHALL set the “trackingindicator” to 0.  This is independent of whether it receives a “trackingaddress” as part of an MC-3-RESOLVE_ICI_RESPONSE message.

2. Else, if the CMP is the Home CMP and supports tracking as specified in section 8.4 and the specified ICI is to be tracked, the Home CMP SHALL set the “trackingindicator” to 1.

a. It SHALL also specify the “trackingaddress” to the appropriate address if there is no pre-provisioned tracking address on the MCC or it does not wish to use the pre-provisioned tracking address on the MCC for tracking the specified ICI

b. If present in an MC-3-RESOLVE_ICI_RESPONSE message and in accordance with the Home CMP business policies, it MAY include the “trackingaddress” received in the MC-3-RESOLVE_ICI_RESPONSE message.

c. If the Home CMP is a Split-CMP-Parent and it wants to receive the tracking report for the specified ICI, it SHALL modify the content in the “trackingaddress” as follows:

· Add the designated tracking server address before the beginning of the content even if there is a pre-provisioned tracking address on the MCC and the designated tracking server address is the same as the pre-provisioned tracking address on the MCC. The content becomes a parameter of this tracking server address.

3. Else, if the CMP is not the Home CMP and supports tracking of ICIs as specified in section 8.4 and the specified ICI is to be tracked, the CMP SHALL set the “trackingaddress” to the desired address.

8.2.2.x.4   The Resolving CMP
This section describes the procedures followed by a CMP when it is the Resolving CMP, i.e., when the specified “ici” is hosted on it:

1. If all of the applicable MC Service Policy conditions specified in Section 8.3.3 are satisfied, the CMP SHALL generate the MC-1-RESOLVE_ICI_RESPONSE as specified in  Table 16 if it is the Home CMP, else it SHALL generate the MC-3-RESOLVE_ICI_RESPONSE as specified in Table 22:

a. It SHALL retrieve the mapping information associated with the specified ICI and generate the “codecontentset” as specified in Tables 16, 17, 18.
b. It MAY include the “contentdescription” as specified in Table 16.
c. It SHALL follow the procedures specified in section 8.2.2.x.3 to set the “trackingindicator” and “trackingaddress” parameters

2. Else, if any of the applicable MC Service Policy conditions specified in Section 8.3.3 is not satisfied, it SHALL generate the MC-ERROR message as specified in section 10.2, setting the “status” to “MC_INACTIVE_ICI” if the arrival time of the received request falls outside of the validity period of the specified ICI, or to “MC_CANNOT_RESOLVE_ICI” for all other cases.  It SHALL also set the “tid” as specified in section 8.2.2.x.2.

8.2.2.x.5   Sending the MC-3-RESOLVE_ICI_REQUEST from a Home CMP

This section describes the procedures followed by a Home CMP to send the MC-3-RESOLVE_ICI_REQUEST message to a Remote CMP based on an incoming MC-1-RESOLVE_ICI_REQUEST message from an MCC.  If the Home CMP is a Split-CMP-Parent, the Remote CMP MAY be a Split-CMP-Child.

1. The Home CMP SHALL generate and send the MC-3-RESOLVE_ICI_REQUEST message to the Remote                                               CMP as specified in section 10.5.1.1:
a. The request SHALL contain the “tid” parameter as specified in Table 21.

b. The request SHALL include the following parameters received in the incoming MC-1-RESOLVE_ICI_REQUEST message: “ici”, “clientid”.
c. The request SHALL contain the following parameters if they were received in the incoming MC-1-RESOLVE_ICI_REQUEST message: “language”, “networkidhome”, “networkidroam”.
d. Based on local CMP policies and if the value of the “optout” parameter is “FALSE” in the incoming MC-1-RESOLVE_ICI_REQUEST message, the request MAY contain the following parameters if  they were received in the incoming message or stored locally: “cc”, “post”, “age”, “income”, “gender”, “locationinfo”:

· If the above data was not present in the received request but is stored locally, and if the “optout” in the received request is set to “TRUE”, the above data MUST NOT be included.
e. The request MAY contain the following optional parameters as specified in Table 21: “apikeyid”, “signature”, “addr”.

2. The Home CMP SHALL process the response only if the “tid” received in the response matches the “tid” in the MC-3-RESOLVE_ICI_REQUEST:

a. If the MC-ERROR message is received as the response, the Home CMP SHALL generate a similar MC-ERROR message as specified in section 10.2, setting the “tid” as specified in section 8.2.2.x.4.
b. Else if the MC-3-RESOLVE_ICI_RESPONSE message is received as the response, the Home CMP SHALL generate the MC-1-RESOLVE_ICI_RESPONSE message as specified in  Table 16 as follows:
· It SHALL include the “codecontentset” received in the MC-3-RESOLVE_ICI_RESPONSE message.
· If present, it SHALL include the “contentdescription” received in the MC-3-RESOLVE_ICI_RESPONSE message.
· It SHALL follow the procedures specified in section 8.2.2.x.3 to set the “trackingindicator” and “trackingaddress” parameters.

3. Else, in the case of a “tid” mis-match, the Home CMP SHALL generate the MC-ERROR message as specified in section 10.2, setting the “status” to “MC_CANNOT_RESOLVE_ICI” and the “tid” as specified in section 8.2.2.x.2
8.2.2.x.6   Sending the MC-2-ROUTE_ICI_REQUEST from a CMP
This section describes the procedures followed by a CMP to send the MC-2-ROUTE_ICI_REQUEST message to an MCR. 
1. The CMP SHALL send the MC-2-ROUTE_ICI_REQUEST message to the MCR as specified in section 10.5.1.1:
a. The request SHALL contain the “tid” parameter as specified in Table 19.

b. The request SHALL include the “ici” parameter received in the incoming request (either the MC-1-RESOLVE_ICI_REQUEST message from an MCC or the MC-3-RESOLVE_ICI_REQUEST message from another CMP).
c. The request MAY contain the following optional parameters as specified in Table19: “apikeyid”, “signature”..

2. The CMP SHALL process the response only if the “tid” received in the response matches the “tid” in the MC-2-ROUTE_ICI_REQUEST:
a. If the MC-ERROR message is received, the CMP SHALL generate a similar MC-ERROR message as specified in section 10.2, setting the “tid” as specified in section 8.2.2.x.4. 
· Further, it SHALL overwrite the “status” to “MC_CANNOT_RESOLVE_ICI” unless it was “MC_INVALID_ICI”, “MC_INACTIVE_ICI” or “MC_FRAUDULENT_ICI”.
b. Else if the MC-2-ROUTE_ICI_RESPONSE message is received, the CMP SHALL use the returned “addr” (as specified in Table 20) to update its internal routing information for the specified “ici”.
3. Else, in the case of a “tid” mis-match, the CMP SHALL generate the MC-ERROR message as specified in section 10.2, setting the “status” to “MC_CANNOT_RESOLVE_ICI” and the “tid” as specified in section 8.2.2.x.2.
8.2.2.x.7   Sending the MC-3-RESOLVE_ICI_REQUEST from a Home CMP (Split-CMP-Parent)
This section describes the procedures followed by a Home CMP when it is a Split-CMP-Parent and the “ici” is hosted on a Split-CMP-Child served by it.
The Home CMP SHALL follow the procedures specified in section 8.2.2.x.5 to send the MC-3-RESOLVE_ICI_REQUEST to the Split-CMP-Child (Remote CMP) and process the response.

8.2.2.x.8   Sending the MC-3-RESOLVE_ICI_REQUEST from a Remote CMP

This section describes the procedures followed by a CMP to send the MC-3-RESOLVE_ICI_REQUEST message to a Remote CMP, based on an incoming MC-3-RESOLVE_ICI_REQUEST message from another CMP.  This only happens when the “ici” is part of the optional Code Transfer function and the CMP is not the Home CMP. When the CMP is a Split-CMP-Parent, the Remote CMP MAY be a Split-CMP-Child.

This section describes the procedures followed by a CMP to set the “tid” parameter in the MC-ERROR message generated by it to respond to an incoming request:

1. The CMP SHALL send the MC-3-RESOLVE_ICI_REQUEST message to the Remote                                               CMP as specified in section 10.5.1.1:

a. The request SHALL contain the “tid” parameter as specified in Table 21.

b. The request SHALL include the following parameters received in the incoming MC-3-RESOLVE_ICI_REQUEST message: “ici”, “clientid”.

c. The request SHALL contain the following parameters if they were received in the incoming MC-3-RESOLVE_ICI_REQUEST message: “language”, “networkidhome”, “networkidroam”. 

d. Based on local CMP policies, the request MAY contain the following parameters if they were received in the incoming MC-3-RESOLVE_ICI_REQUEST message: “cc”, “post”, “age”, “income”, “gender”, “locationinfo”.

e. The request MAY contain the following optional parameters as specified in Table 21: “apikeyid”, “signature”, “addr”.
2. The CMP SHALL process the response only if the “tid” received in the response matches the “tid” in the MC-3-RESOLVE_ICI_REQUEST:

a. If the MC-ERROR message is received as the response, the CMP SHALL generate a similar MC-ERROR message as specified in section 10.2:
· It SHALL set the “tid” to the value of the “tid” received in the original incoming MC-3-RESOLVE_ICI_REQUEST message.
b. Else if the MC-3-RESOLVE_ICI_RESPONSE message is received as the response and the incoming request , the Home CMP SHALL generate the MC-3-RESOLVE_ICI_RESPONSE message as specified in  Table 22 as follows:
· It SHALL include including the “tid” received in the original incoming MC-3-RESOLVE_ICI_REQUEST message.
· It SHALL include the “codecontentset” received in the MC-3-RESOLVE_ICI_RESPONSE message.
· If present, it SHALL include the “contentdescription” received in the MC-3-RESOLVE_ICI_RESPONSE message.
· It SHALL follow the procedures specified in section 8.2.2.x.5 to set the “trackingaddress” parameter.

3. Else, in the case of a “tid” mis-match, the Home CMP SHALL generate the MC-ERROR message as specified in section 10.2, setting the “status” to “MC_CANNOT_RESOLVE_ICI” and the “tid” as specified in section 8.2.2.x.2.

End Change 3
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