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 2: Bug Fix
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	Source:
	Maurizio Ghirardi, Telecom Italia, maurizio.ghirardi@telecomitalia.it 
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1 Reason for Change

Proposed status change and comments regarding the chapter J of the OMA-TS-MC-V1_0-20100831-D document and explained in the CONRR
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Telecom Italia after evaluate the CONR comments propose a status update adding some comment to try to close the related item.
6 Detailed Change Proposal

Change 1:  James Yu, Neustar comments
	A125
	2010.09.16
	E
	J.1
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Editorial comments on Figure J-1.

Proposed Change:  “Clear data” does not mean anything.   Delete it where it appears. (OK the meaning was “not encrypted value” like plaintext)
Change “ERI_B64 Part One” to “ERI_ B64_Part_One”and “ERI_B64 Part Two” to “ERI_ B64_Part_Two”, (OK)
Change “Barcode Indirect Code Data” to “Indirect Code”.

Change “optional Security data” to “Security data”.

Put “Optional” under “ICI”. (OK)
	Status: CLOSE


	A126
	2010.09.16
	E
	J.2
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Editorial comments in Figure J-2.

Proposed Change: Change “Recovery” to “Recover” at two places. (OK)
Change “ERI_B64 Part One” to “ERI_ B64_Part_One”and “ERI_B64 Part Two” to “ERI_ B64_Part_Two”, (OK)
Change “Recovery full ERI_B64” to “Recover Full_ERI_B64”. (OK)
Change “ERI_B64 Decoding” to “Full_

ERI_B64 decoding”. (OK)
Change “ERI new HMAC calculation” to “Received_ERIH calculation”. (OK)
Change “ERIH new HMAC Verification” to “Received_ERIH verification”.

Change “ERI Decryption” to “ERI decryption”. (OK)
Change “re-calculate” to “Re-calculate”. (OK)
Change “Verification Failure” to “Verification failure”. (OK)
Change “The calculated Resolution Identifier” to “The Calculated Resolution Identifier”. (OK)
Change “Verification is successfully” to “Verification is successful”. (OK)
Change “Stored  Secure finger print ERI HMAC” to “Store secure ERIH”. (NO, we does not store the received calculated ERIH but ERIH is previously stored value recorded during the ICI registration phase, see proposed change)
Change “Start standard ICI Resolution” to “Start standard ICI resolution”. (OK)
	Status: OPEN

Propose to add string information on Figure J-2



[image: image1]

	A127
	2010.09.16
	T
	J.2
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Comment in Figure J-2.

Proposed Change: The bottom part of the flow chart needs to be modified.  When the CRI is not compared with the store one, the standard ICI resolution process can start after the decision box where “Received_ERIH verification” is checked because the mapping information can be retrieved using ERX. (YES when we may use ERX if we store the ICI at CMP but, you may use directly the CRI if you don’t want to memorize the ICI so we have the highest possible level of protection, see proposed change)
	Status: OPEN

Between “Received ERIH” and “Start standard

ICI resolution” add a box like this on Figure J-2
[image: image2]

	A128
	2010.09.16
	T
	J.3
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Error in the “Original-ICI” string in Step h of the Encryption Procedures part in Example #1 on page 187.

Proposed Change: Add “%x0002 followed by characters “ before the string. (OK but probably the step is the g. In the step h we are a CMP record that probably do not need Registry ID info)
	Status: CLOSE
AP: Telecom Italia to attend CC and discuss.



	A129
	2010.09.16
	T
	J.3
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Errors in the Secure ICI string in Step g of the Encryption Procedures part in Example #2 on page 188.

Proposed Change: Change “ded80bvssjmdJnoJu4” to “ca200T6Hczh6YO4N37”. (OK)
	Status: CLOSE
AP: Telecom Italia to attend CC and discuss.



	A130
	2010.09.16
	T
	J.3
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Error in the “Original-ICI” string in Step h of the Encryption Procedures part in Example #2 on page 188.

Proposed Change: Add “%xf002 followed by characters “ before the string. (OK but the probably the step is g)
	Status: CLOSE
AP: Telecom Italia to attend CC and discuss.



	A131
	2010.09.16
	T
	J.3
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Error in the “Received_ERI” string in Step d of the Decryption Procedures part in Example #2 on page 188.

Proposed Change: Copy the string in Step b of the Encryption Procedures part in Example #2 on page 187. (OK)
	Status: CLOSE
AP: Telecom Italia to attend CC and discuss.



	A131
	2010.09.16
	E
	J.3
	Source: James Yu, Neustar

Form: <INP doc, mtg, confcall>

Comment: Error in Step numbers.

Proposed Change: Change the last 3 Step numbers from “c” through “e” to “”e” through “g”. (OK)
	Status: CLOSE



Change 2:  Kennie Kwong AT&T changes
	A143
	2010.09.16
	T
	Appendix J
	Source: AT&T and Telecom Italia

Form: OMA-CONR-2010-0106
Comment: In Figure J-1, General Procedures to Create a Secure ICI, the T description on the legend and T box in the Indirect Code Data should be removed.
Proposed Change: Remove ‘T’ in the Legend of Figure J-1; and remove the ‘T’ box in the Barcode Indirect code Data as they are not applicable in the Secure ICI. (OK)
 
	Status: CLOSE



Change 3:  Mike Parsel Sprint changes

	A236
	2010.09.09
	T
	J3
	Source: Sprint

Form: OMA-CONR-2010-0110

Comment: improve reference text “In the three examples below, “Public-key cryptography”, “Hash-based Message Authentication Code” [RFC2104] and the “Splitting Feature” in the RFC 4868 [RFC4868]  are used where RFC 4868 specifies as truncation value nnn/2 bits of the resulting hash bits, where nnn corresponds to the output bit length of the algorithm (e.g., HMAC-SHA-nnn/2).” 

Proposed Change: In the three examples below, “Public-key cryptography”, “Hash-based Message Authentication Code” [RFC2104] and the “Splitting Feature” in [RFC4868]  are used (e.g., HMAC-SHA-nnn/2; nnn/2 bits is the truncation value; nnn corresponds to the output bit length of the algorithm). (OK)
	Status: CLOSE



Change 4:  Proposed amendment of the figures J1 and J2 in line with the previous notese
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Figure J-1
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Figure J-2
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