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1. Scope

This document describes in detail available test cases for OMA-TS-MC-V1_0-20101130-C.zip .   Static Conformance Requirements (SCRs) for the MC Enabler are contained in Appendix B of the MC TS. 
The test cases are split in two categories, conformance and interoperability test cases.

The conformance test cases are aimed to verify the adherence to normative requirements described in the technical specifications. 

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.

If either conformance or interoperability tests do not exists at the creation of the test specification this part should be marked not available.

Organisation of the test cases in this document is intended, whenever possible, to mirror the corresponding enabler test requirements in OMA-ETR-Mobile_Codes-V1_0-20101130-C.zip   As in the ETR document, this document does not define the entire breadth of validation nor the individual test cases needed to validate interoperability.

The intended audience for this document is those involved with creation, execution and evaluation of test campaigns for the OMA Mobile Codes v1.0 Enabler [MC-ERELD].
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

Normative References

	[DATAMATRIX]
	“Information technology — Automatic identification and data capture techniques — Data Matrix bar code symbology specification”, ISO/IEC 16022:2006, URL: http://www.iso.org/iso/iso_catalogue/catalogue_ics/catalogue_detail_ics.htm?csnumber=44230

	[QR]
	“Information technology — Automatic identification and data capture techniques — QR Code 2005 bar code symbology specification”, ISO/IEC 18004:2006, URL: http://www.iso.org/iso/iso_catalogue/catalogue_tc/catalogue_detail.htm?csnumber=43655

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[MC-RD]
	“OMA Mobile Codes 1.0 Requirements”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/     

	[MC-AD]
	“OMA Mobile Codes 1.0 Architecture”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 

	[MC-TS]
	“OMA Mobile Codes 1.0 Technical Specification”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 

	[MC-TS_MO]
[OMNA]

	“OMA Mobile Codes 1.0 Management Object”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 
“OMA Naming Authority”. Open Mobile Alliance(,                      URL:http://www.openmobilealliance.org/



Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[MC-ERELD]
	“Enabler Release Definition for Mobile Codes 1.0”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.8, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_8,  URL:http://www.openmobilealliance.org/   

	[OMAURI]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[URI]
	“RFC 3986. Uniform Resource Identifier (URI): Generic Syntax”, IETF, http://www.ietf.org/rfc/rfc3986.txt.

	
	

	
	


3. Terminology and Conventions

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

The following numbering scheme is used:

xxx-y.z-con-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’con’
Indicating this test is a conformance test case
number
Leap number for the test case

Or

xxx-y.z-int-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’int’
Indicating this test is a interoperability test case
number
Leap number for the test case
If needed, describe or declare using appropriate normative references the additional conventions that are used.

DELETE THIS COMMENT

Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	Code Clearing House function
	The process of Indirect Code routing based on the Indirect Code Identifier, through which: a) the Resolving CMP is determined, and b) the Indirect Code Identifier is forwarded to the Resolving CMP.  

	Code Management Platform
	The Code Management Platform provides a resolution service pertaining to Indirect Codes; it is normally capable of performing both the Code Clearing House (CCH) function and Code Resolution (CR) and may also interact with other Code Management Platforms, as required.  In certain deployment scenarios, the CCH function and the CR function may be implemented in two separate Code Management platforms.  (See Split-CMP-Parent and Split-CMP-Child).

	Code Resolution (or Code Resolution function)
	The process of mapping a Direct Code or an Indirect Code into either content to be consumed directly by the device, or the address of content (or a service) to be accessed by the device. Typically, Code Resolution for Indirect Codes requires access to network service.

	Code Transfer
	The ability for a Mobile Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Code Resolution (or Code Resolution function)
	The process of mapping a Direct Code or an Indirect Code into either content to be consumed directly by the device, or the address of content (or a service) to be accessed by the device. Typically, Code Resolution for Indirect Codes requires access to network service.

	Code Transfer
	The ability for a Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Data String
	Data that represents a Direct Code or an Indirect Code. A Data String is encoded by a Symbology to yield a Mobile Code.

	Direct Code
	A Mobile Code that contains either: (a) content for direct consumption by the device, or (b) the address of content (or a service) to be accessed (typically, a URI [URI]).

	Home CMP 
	The CMP to which a particular MCC is configured to send all Code Resolution requests.  Where applicable in a Split-CMP deployment scenario, the Home CMP may be a Split-CMP-Parent.   

	Indirect Code
	A Mobile Code that contains an Indirect Code Identifier.

	Indirect Code Identifier
	An identifier in the Indirect Code that has to be resolved in order to access the intended content or service. See also Code Resolution.

	Mobile Code
	A 1D or 2D barcode as read by camera-equipped devices.

	Mobile Code Client
	The MC Enabler software entity that resides in the device, and contains the functionality to acquire, decode, and extract the encoded information for further processing as required. This is often referred to as a Mobile Code Reader and these terms can be used synonymously.

	Mobile Code Data Format
	The syntactical description of the information contained within a Mobile Code. 

	Mobile Code Publisher
	This is a brand (business, organisation or individual) who distributes certain content or services (e.g., an advertising campaign) to a mass audience by using Mobile Code Scanning as a channel.

	Mobile Code Registry
	A local registry responsible for sub-allocation of Mobile Code Routing Prefixes within the ranges of Routing Prefixes obtained from OMNA. The Mobile Code Registry (MCR) also supports a data look-up facility accessible by authorised principals (e.g., CMPs or Split-CMP-Parents) for Routing Prefixes in its database.

	Mobile Code Scanning
	The physical act of capturing a Mobile Code Symbology and decoding the information contained within the Mobile Code.

	Multi-lateral Arrangement
	An arrangement amongst specific CMPs (including Split-CMP-Parents, where applicable) that are not associated with any Mobile Code Registry, in which the parties agreed to support each other in a multi-lateral way in order to manage sub-allocation of MC Routing Prefixes as well as discovery and updates thereof; details of such MLAs are not specified in the MC Enabler TS.

	Remote CMP 
	The CMP that receives a Code Resolution request when the Home CMP (or Split-CMP-Parent, where applicable) is unable to resolve a particular Indirect Code Identifier.

	Resolving CMP 
	The CMP (or Split-CMP-Child, where applicable) that is able to resolve a particular Indirect Code Identifier.  

	Routing Prefix
	That part of the Indirect Code Identifier that contains a value that is uniquely assigned to the CMP (or Split-CMP-Child, where applicable) and is used for routing.

	Split-CMP-Child 
	A CMP in the Split-CMP deployment scenario, where only the Code Resolution function is implemented.  In addition, subject to business relationship, a Split-CMP-Child may be associated with one and only one Split-CMP-Parent.

	Split-CMP-Parent 
	A CMP in the Split-CMP deployment scenario, where only the Code Clearing House function is implemented.  In addition, subject to business relationship, a Split-CMP-Parent may be associated with multiple Split-CMP-Children.  

	Symbology
	The algorithm by which data is encoded as visual elements (typically arrangements of lines or squares), and the resultant “look and feel” for the user.

	
	

	
	


Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	1D
	1-Dimensional

	2D
	2-Dimensional

	CMP
	Code Management Platform

	DM
	Device Management

	MCR
	Mobile Code Registry

	ICI
	Indirect Code Identifier

	IEC
	International Electrotechnical Commission

	ISO
	International Organization for Standardization

	MC
	Mobile Code

	MCC
	Mobile Code Client

	MLA
	Multi-lateral Arrangement

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	QR
	Quick Response, a type of barcode symbology [QR]

	URI
	Uniform Resource Identifier [URI]

	URL
	Uniform Resource Locator


4. Introduction

The purpose of this document is to provide test cases for Mobile Codes Candidate Enabler Release V1.0 as specified in 
OMA-TS-MC-V1_0-20101130-C.zip.
Mobile Codes 1.0 Test Requirements cover the following components:

· Mobile Code Client (MCC).

· MC Enabler Server components (also referred to as ‘network elements’ in the [MC-TS]):

· Code Management Platform (CMP).

· CMP-Split-Parent (where applicable).

· CMP-Split-Child (where applicable).
· Mobile Code Registry (MCR), where applicable.

There are no interoperability tests defined for the Direct Code due to the fact that the MCC has no other entity to interoperate with when processing the Direct Code. Within the [MC-TS], Section 7 therein for Direct Code specification defines how the Data String that is captured and decoded from a 2D code image is processed so that the original data is recognized, displayed and/or triggers actions in the MCC.

The test cases in Section 5 herein cover only Indirect Codes.

The implementation of some features is optional for the MC Clients and/or the servers (i.e., the CMP or MCR) in the Mobile Codes Enabler.  The tests associated with these optional features, where applicable, are marked as "(Includes Optional Features)" in the test specification.

<List the items needed to test the enabler, e.g.

The following items on an overall level are needed to adequately test the <xxx> enabler:

An origin server configured to support…. 

A web page providing a link…

[Optional] A web page providing a link…

Detailed info will be put in the specific test cases description. >

< If possible this part of the document should describe any protocols used by this enabler, e.g.

The <xxx> enabler tests are carried out using <yyy> and/or <zzz> protocols. >

5. Mobile Codes Conformance Test Cases

<There should be a chapter for conformance tests, under this chapter the test cases may be grouped in best possible way according to e.g. feature or groups of features to make the document easy to read and use>

<Test Cases should not address anything not explicitly mentioned in the Specifications or ETR. They should also not address any quality of service issues. The Pass/Fail verdict for a Test Case should be clearly specified and not be open to interpretation.>

<If there are no conformance test cases available, please indicate with 'Not Available'>
<If information for a heading of the test case is not available, please indicate that with 'Not Available' in the appropriate row of a test case.>
< Section 5.1 shows example on headings for one test case.  It should be replicated, as needed, for each test case. >
<If the test case tests one or more optional SCR Items, the title of the test case should have "(Includes Optional Features)" string appended to it. >
Mobile Codes-1.0-con-number
No Conformance Tests are necessary for the Mobile Codes Enabler.  All SCR references applicable to the Interoperability Tests are as specified for the respective test cases in Section 6.
6. Mobile Codes Interoperability Test Cases

<There should be a chapter for interoperability tests. Under this chapter the test cases should be grouped according to the ETR feature key grouping as specified in the ETR document for the Enabler. This is done for the ease of association of the test cases to the corresponding ETR requirements and the SCRs.>

<Test Cases should not address anything not explicitly mentioned in the Specifications or ETR. They should also not address any quality of service issues. The Pass/Fail verdict for a Test Case should be clearly specified and not be open to interpretation.>

<If there are no interoperability test cases available, please indicate with 'Not Available'>

<If information for a heading of the test case is not available, please indicate that with 'Not Available' in the appropriate row of a test case.>
<Section 6.1 shows examples on headings for one test case.  It should be replicated, as needed, for each test case. >
<If the test case tests one or more optional SCR Items, the title of the test case should have "(Includes Optional Features)" string appended to it. >
Mobile Codes-1.0-int-number

MC-1.0-int-001
	Test Case Id
	MC-1.0-int-001

	Test Object
	MC Client 

	Test Case Description
	Verify if the MCC can send the MC-1-RESOLVE_ICI_REQUEST message including available user personal data information and Location information. 

	Specification Reference
	[OMA_MC_TS] Sections 8.2.2.1, 10.3.1.1

	SCR Reference
	MC-CR-C-001-M, MC-CR-C-002-M, MC-CR-C-003-M, MC-CR-C-004-M, MC-CR-C-005-M, MC-CR-C-006-M

	ETR Reference
	MCC-MT-1

	Tool
	Not Applicable

	Test code
	Not Applicable

	Preconditions
	· Equipment:

· 1 MC Client (‘MCC’)

· 1 CMP server (‘CMP’)
· State:

· The MCC is configured on the device to use the MC Enabler.
· MCC is configured to work with a CMP server as its Home CMP. 

· MCC is configured to allow forwarding of User Personal Data and location data (LOC Data), based on user Opt-In permission status. Both Opt-In and Opt-Out conditions are tested.
· Assuming no error conditions.
· Assuming prior knowledge of the ICI encoded into each of the Indirect Code test samples, respectively.

· Assuming prior knowledge of the optional User Personal Data and LOC Data to be added by the MCC when user Opt-In permission is given. 

	Test Procedure
	1. User sets Opt-In permission status (through the device U/I) for sending optional data when requesting Code Resolution as follows:

a) ‘Yes’ for User Personal Data and ’Yes’ for LOC Data.

b) ‘Yes’ for User Personal Data and ‘No’ for LOC Data.

c) ‘No’ for User Personal Data and ‘Yes’ for LOC Data.

d) ‘No’ for User Personal Data and ‘No’ for LOC Data.
2. With the user Opt-In permission status set to Step 1(a) above, scanning of an Indirect Code is initiated by the mobile device in which the MCC resides.
3. User gives permission (through the device U/I) for MCC to proceed with resolution of the Indirect Code (i.e. access to network service is authorised).

Repeat Steps 2 and 3 above for each of the user Opt-In permission status in Step 1.

	Pass-Criteria
	1. Home CMP receives the MC-1-RESOLVE_ICI_REQUEST message.
2. Home CMP receives the ICI.

3. At the Home CMP, verify if the received ICI matches the input ICI encoded into the code symbology.
4. At the Home CMP, check for the presence of any available User Personal Data and LOC Data received according to the user Opt-In permission status set by the device U/I for the MCC.

5. At the Home CMP, verify the received User Personal Data and/or LOC Data, if present, matches the input data inserted by the MCC.


MC-1.0-int-002
	Test Case Id
	MC-1.0-int-002

	Test Object
	MC Client

	Test Case Description
	Verify if the MCC can receive the MC-1-RESOLVE_ICI_RESPONSE message including available tracking address information.

	Specification Reference
	[OMA_MC-TS] Sections 8.2.2.1 and 10.3.1.2.

	SCR Reference
	MC-CR-C-002-M, MC-CR-C-003-M, MC-CR-C-004-M, MC-CR-C-005-M, MC-CR-C-006-M, MC-CR-C-008 and MC-CR-C-010-M

MC-CR-S-014-M  to  MC-CR-S-020-M, inclusively.

MC-CR-S-025-M, 

MC-CR-S-027-M  to  MC-CR-S-029-M, inclusively. 

MC-CR-S-032-M

	ETR Reference
	MCC-MT-2

	Tool
	Not Applicable

	Test code
	Not Applicable

	Preconditions
	· Equipment:

· 1 MC Client (‘MCC’)

· 1 CMP server (‘CMP’)
· State:

· The MCC is configured on the Client to use the MCC Enabler

· MCC is configured to work with a CMP server as its Home CMP.
· Tracking reporting is enabled and implemented at the MCC.

· Assuming prior knowledge of the content (or address to content) associated with the ICI that is encoded into each of the Indirect Code test samples, respectively.

· Assuming prior knowledge of the Tracking Address associated with the ICI content (or address to content) for each of the Indirect Code test samples, respectively.

· Assuming no error conditions.

	Test Procedure
	1. Scanning of an Indirect Code is initiated by the mobile device where the MCC resides.

2. User gives permission for MCC to ask for resolution of the Indirect Code.

3.    MCC sends the MC-1-RESOLVE_ICI_REQUEST message to the CMP server.
4.   CPM server resolves the Indirect Code and returns the MC-1-             RESOLVE_ICI_RESPONSE message including Tracking Address to the MC Client.

	Pass-Criteria
	1. The MC Client receives the MC-1-RESOLVE_ICI_RESPONSE message including available Tracking Address information.
2. At the MC Client, verify if the received information resulting from resolution of the ICI matches the intended content (or address to content) for the ICI.

3. At the MC Client, verify the received Tracking Address information for the resolved ICI content (or address to content) matches the intended Tracking Address.


MC-1.0-int-003
	Test Case Id
	MC-1.0-int-003

	Test Object
	MCR 

	Test Case Description
	a) Verify if the MCR can receive the MC-2-ROUTE_ICI_REQUEST message as specified in [MC-TS] Sections 8.2.2.4 and 10.4.1.1.

b) Verify if the MCR can send the MC-2-ROUTE_ICI_RESPONSE message as specified in [MC-TS] Sections 8.2.2.4 and 10.4.1.2.

	Specification Reference
	[MC TS] Sections 8.2.2.4, 10.4.1.1 and 10.4.1.2

	SCR Reference
	MC-CR-S-010, MC-CR-S-011, MC-CR-S-012

	ETR Reference
	MCR-MT-1 and MCR-MT-2

	Tool
	Not Applicable

	Test code
	Not Applicable

	Preconditions
	· Equipment:

· 1 CMP server
· 1 MCR server (‘MC Registry’)
· State:

· Home CMP cannot resolve a MC-1-RESOLVE_ICI_REQUEST message from the MCC.

· Home CMP is associated with a MCR.

· MCR has prior knowledge of the network address information of the Resolving CMP for a given ICI.

· Assuming no error conditions.

	Test Procedure
	1. Home CMP sends a MC-2-ROUTE_ICI_REQUEST message to the MCR.
2. MCR processes the MC-2-ROUTE_ICI_REQUEST message by looking up the network address of the Resolving CMP based on the Routing Prefix as part of the ICI.

3. MCR returns the MC-2-ROUTE_ICI_RESPONSE message to the requestor CMP.

	Pass-Criteria
	1. Home CMP receives the MC-2-ROUTE_ICI_RESPONSE message from the MCR.

2. At the Home CMP, verify if the network address of the Resolving CMP is included in the MC-2-ROUTE_ICI_RESPONSE message.
3. At the Home CMP, verify if the network address of the Resolving CMP matches the intended network address information for the given ICI.


MC-1.0-int-004
	Test Case Id
	MC-1.0-int-004

	Test Object
	Home CMP

	Test Case Description
	Verify if the CMP (or the Split-CMP-Parent when applicable) can send the MC-3-RESOLVE_ICI_REQUEST message including available user personal data information, Location information and/or security information as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.1.

	Specification Reference
	[MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.1.

	SCR Reference
	MC-CR-S-004-M, MC-CR-S-008-M and MC-CR-S-029-M 

	ETR Reference
	CMP-MT-3

	Tool
	Not Applicable 

	Test code
	Not Applicable

	Preconditions
	· Equipment:

· 1 CMP server acting as the Home CMP.

· 1 CMP server acting as the Remote/Resolving CMP.
· State:

· Home CMP cannot resolve a MC-1-RESOLVE_ICI_REQUEST message from the MCC.

· Home CMP has knowledge of the network address of the Remote (Resolving) CMP.  This knowledge has been discovered by any one of the following pre-conditions:

a) This information exists in the local cache of the Home CMP.

b) Home CMP has a prior query to the associated MCR, where it exists.

c) Home CMP has a prior query to the Lead CMP within a Multi-lateral Arrangement community.

· Assuming the ‘Split-CMP-Parent’ variant is not applicable.

· The Security information option is disabled

· User has opted-in to send User Personal Data information and LOC Data information.

· Assuming prior knowledge of the Personal Data information and LOC Data of the user and/or device contained in the MC-1-RESOLVE_ICI_REQUEST message received from the MCC.
· Assuming no error conditions.

	Test Procedure
	1. Home CMP sends a MC-3-RESOLVE_ICI_REQUEST message to the Remote (Resolving) CMP.

	Pass-Criteria
	1. Remote (Resolving) CMP receives MC-3-RESOLVE_ICI_REQUEST message from the requestor CMP.

2. At the Remote (Resolving) CMP, verify if the ICI and optional Personal Data and LOC Data information (as applicable) is included in the MC-3-RESOLVE_ICI_REQUEST message received from the Home CMP.
3. At the Remote (Resolving) CMP, verify if the received ICI matches the intended ICI.

4. At the Remote (Resolving) CMP, verify if the received optional Personal Data and LOC Data information (as applicable) matches the the intended information, respectively.


MC-1.0-int-005
	Test Case Id
	MC-1.0-int-005

	Test Object
	Home CMP

	Test Case Description
	Verify if the CMP (or the Split-CMP-Parent when applicable) can receive the MC-3-RESOLVE_ICI_RESPONSE message including available ‘trackingaddress’ information and/or ‘contentdescription’ as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.2.

	Specification Reference
	[MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.2.

	SCR Reference
	MC-CR-S-004-M

MC-CR-S-007-M  to  MC-CR-S-010-M, inclusively.
MC-CR-S-028-M and MC-CR-S-029-M

	ETR Reference
	CMT-MT-4

	Tool
	Not Applicable

	Test code
	Not Applicable

	Preconditions
	· Equipment:

· 1 CMP server acting as the Home CMP.

· 1 CMP server acting as the Remote/Resolving CMP.
· State:

· Home CMP cannot resolve a MC-1-RESOLVE_ICI_REQUEST message from the MCC.

· Home CMP has knowledge of the network address of the Remote (Resolving) CMP.  This information has been discovered by one of the following pre-conditions:

d) This information exists in the local cache of the Home CMP.

e) By querying the associated MCR, where it exists.

f) By querying the Lead CMP within a Multi-lateral Arrangement community.

· Assuming prior knowledge of the content (or address to content) associated with the ICI that is encoded into each of the Indirect Code test samples, respectively.

· Assuming prior knowledge of the Tracking Address associated with the ICI content (or address to content) for each of the Indirect Code test samples, respectively.
· Assuming the Split-CMP-Parent variant is not applicable.

· The Security information option is disabled

· Home CMP has sent a MC-3-RESOLVE_ICI_REQUEST message to the Remote (Resolving) CMP.

	Test Procedure
	1. Remote (Resolving) CMP receives a MC-3-RESOLVE_ICI_REQUEST message from the Home CMP.

2. Remote (Resolving) CMP resolves the Indirect Code content based on the ICI in the MC-3-RESOLVE_ICI_REQUEST message received from Home CMP.

3. Remote (Resolving) CMP sends a MC-3-RESOLVE_ICI_RESPONSE message to the Home CMP, including ‘contentdescription’ associated with the ICI and any available ‘trackingaddress’ information.

	Pass-Criteria
	1. Home CMP receives MC-3-RESOLVE_ICI_RESPONSE message from the Remote (Resolving) CMP.

2. At the Home CMP, verify if the ‘contentdescription’ associated with the ICI and available ‘trackingaddress’ information (as applicable) is included in the MC-3-RESOLVE_ICI_RESPONSE message from the Remote (Resolving) CMP.
3. At the Home CMP, verify the ‘contentdescription’ information received matches the intended content (or address to content) associated with the ICI.

4. At the Home CMP, verify the ‘trackingaddress’ information received matches the intended Tracking Address information for the intended content (or address to content) associated with the ICI.


Editor’s Note:

Additional test cases for Indirect Codes will be added as per the reminder of the Mobile Codes ETR.
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Appendix B. <<Optional>>Conformance Test Case applicability

Introduction

This section shall help implementers of the Mobile Codes Enabler to select appropriate Conformance test cases that are applicable to the features implemented.

This appendix lists all test cases testing only mandatory features, ICS (Implementation  Conformance Specification) , IXIT (Implementation eXtra Information)  and a mapping from ICS/IXIT to applicable test cases as defined by the Open Mobile Alliance.

Test Cases testing only mandatory features

These Conformance test cases are independent from any applicability, are testing only mandatory SCRs and SHALL be run with every implementation.

	Test Case

	SUPL-1.0-con-000 - Compatible Versions


Applicability

Client ICS

	ICS
	Description
	SCR
Reference(s)
	Supported (yes/no)

	ics_SLP_SessionID _Ipv4
	IPV4 in SLP session ID supported
	
	


Client IXIT

	IXIT
	Description
	Unit
<(Range of values)>
	Value

	ixit_timer_UT1
	Value of Timer UT1
	seconds
(5 to 25)
	


Server ICS

	ICS
	Description
	SCR
Reference(s)
	Supported (yes/no)

	ics_SLP_SessionID _Ipv4
	IPV4 in SLP session ID supported
	
	


Server IXIT

	IXIT
	Description
	Unit
<(Range of values)>
	Value

	ixit_timer_ST1
	Value of Timer ST1
	seconds
(5 to 25)
	


ICS to test case mapping

According to the ICS described above the applicable test cases can be derived from the following table.

	Applicability
	Test Cases

	ics_MT_SMS AND ics_3GPP
	SUPL-1.0-con-014  - Incorrect MT SMS message content
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Figure 1: Example Figure
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