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1 Reason for Contribution

This contribution proposes API requirements for the MC Client (MCC) for the Mobile Codes V2.0 Enabler in scope for the new WID 0251 “Mobile Codes Enhancement and APIs”. 

2 Summary of Contribution

MCC API requirements are proposed herein.
3 Detailed Proposal

6. Requirements
(Normative)

	Label
	Description
	Release

	
	The MCC API MUST be capable to be invoked by a Web Runtime App to acquire the mobile code via the device camera.
	

	
	The MCC API MUST be capable to transfer the decoded data from the mobile code  without consuming it to the Web Runtime App upon request. 
	

	
	The MCC API MUST support Web Runtime App manipulation of  the received data according to its own functionality without any restrictions from the MC Enabler.
	

	
	
	

	
	
	


High-Level Functional Requirements

	Label
	Description
	Release

	FOO-HLF-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

Security
This section specifies security requirements related to the usage of the MCC API.
6.1.1.1 Authentication

	Label
	Description
	Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

	Label
	Description
	Release

	
	The MCC API  MUST be able to authorize access only to a Web Runtime App that is requestors entitled to access the function.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

	Label
	Description
	Release

	
	Data transferred across the MCC API between the MCC and the Web Runtime App MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

	Label
	Description
	Release

	
	Data transferred across the MCC API between the MCC and the Web Runtime App MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

Charging Events

	Label
	Description
	Release

	
	The MCC API MUST, for Indirect Codes, support charging mechanisms implemented by the Home CMP.


	

	
	The MCC API MAY, for Indirect Codes, support charging mechanisms implemented by the Resolving CMP.

Informational Note: This is subject to the business relationships between the Home CMP and the Remote Resolving CMP.
	


Table 7: High-Level Functional Requirements – Charging Events Items

Administration and Configuration

	Label
	Description
	Release

	
	The MCC API MUST, for Indirect Codes, administration and configuration mechanisms implemented by the Home CMP.
Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

Usability

	Label
	Description
	Release

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

Interoperability

	Label
	Description
	Release

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

Privacy

	Label
	Description
	Release

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

Overall System Requirements

	Label
	Description
	Release

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MC SWG is kindly requested to review and edit, as necessary, the proposed API requirements for the MC Client for MC V2.0 Enabler.

Agreed requirements will be incorporated in the Combined Enabler Release (ER) Document; the latest version of which is OMA-ER-MCAPI-V1_0-20111017-D.zip.
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