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1. Scope 
(Informative)
The Mobile Codes v1.0 Enabler Test Requirements (ETR) document covers at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to all relevant items the CD-Mobile Codes SWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

This document does not define the entire breadth of validation nor the individual test cases needed to validate interoperability.

The intended audience for this document is those involved with creation, execution and evaluation of test campaigns for the OMA Mobile Codes v1.0 Enabler [MC-ERELD].
2. References

2.1 Normative References

	[DATAMATRIX]
	“Information technology — Automatic identification and data capture techniques — Data Matrix bar code symbology specification”, ISO/IEC 16022:2006, URL: http://www.iso.org/iso/iso_catalogue/catalogue_ics/catalogue_detail_ics.htm?csnumber=44230

	[QR]
	“Information technology — Automatic identification and data capture techniques — QR Code 2005 bar code symbology specification”, ISO/IEC 18004:2006, URL: http://www.iso.org/iso/iso_catalogue/catalogue_tc/catalogue_detail.htm?csnumber=43655

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[MC-RD]
	“OMA Mobile Codes 1.0 Requirements”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/     

	[MC-AD]
	“OMA Mobile Codes 1.0 Architecture”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 

	[MC-TS]
	“OMA Mobile Codes 1.0 Technical Specification”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 

	[MC-TS_MO]
	“OMA Mobile Codes 1.0 Management Object”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/ 

	
	


2.2 Informative References

	[MC-ERELD]
	“Enabler Release Definition for Mobile Codes 1.0”, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.8, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_8,  URL:http://www.openmobilealliance.org/   

	[OMAURI]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[URI]
	“RFC 3986. Uniform Resource Identifier (URI): Generic Syntax”, IETF, http://www.ietf.org/rfc/rfc3986.txt.


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	Code Clearing House function
	The process of Indirect Code routing based on the Indirect Code Identifier, through which: a) the Resolving CMP is determined, and b) the Indirect Code Identifier is forwarded to the Resolving CMP.  

	Code Management Platform
	The Code Management Platform provides a resolution service pertaining to Indirect Codes; it is normally capable of performing both the Code Clearing House (CCH) function and Code Resolution (CR) and may also interact with other Code Management Platforms, as required.  In certain deployment scenarios, the CCH function and the CR function may be implemented in two separate Code Management platforms.  (See Split-CMP-Parent and Split-CMP-Child).

	Code Resolution (or Code Resolution function)
	The process of mapping a Direct Code or an Indirect Code into either content to be consumed directly by the device, or the address of content (or a service) to be accessed by the device. Typically, Code Resolution for Indirect Codes requires access to network service.

	Code Transfer
	The ability for a Mobile Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Code Resolution (or Code Resolution function)
	The process of mapping a Direct Code or an Indirect Code into either content to be consumed directly by the device, or the address of content (or a service) to be accessed by the device. Typically, Code Resolution for Indirect Codes requires access to network service.

	Code Transfer
	The ability for a Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Data String
	Data that represents a Direct Code or an Indirect Code. A Data String is encoded by a Symbology to yield a Mobile Code.

	Direct Code
	A Mobile Code that contains either: (a) content for direct consumption by the device, or (b) the address of content (or a service) to be accessed (typically, a URI [URI]).

	Home CMP 
	The CMP to which a particular MCC is configured to send all Code Resolution requests.  Where applicable in a Split-CMP deployment scenario, the Home CMP may be a Split-CMP-Parent.   

	Indirect Code
	A Mobile Code that contains an Indirect Code Identifier.

	Indirect Code Identifier
	An identifier in the Indirect Code that has to be resolved in order to access the intended content or service. See also Code Resolution.

	Mobile Code
	A 1D or 2D barcode as read by camera-equipped devices.

	Mobile Code Client
	The MC Enabler software entity that resides in the device, and contains the functionality to acquire, decode, and extract the encoded information for further processing as required. This is often referred to as a Mobile Code Reader and these terms can be used synonymously.

	Mobile Code Data Format
	The syntactical description of the information contained within a Mobile Code. 

	Mobile Code Publisher
	This is a brand (business, organisation or individual) who distributes certain content or services (e.g., an advertising campaign) to a mass audience by using Mobile Code Scanning as a channel.

	Mobile Code Registry
	A local registry responsible for sub-allocation of Mobile Code Routing Prefixes within the ranges of Routing Prefixes obtained from OMNA. The Mobile Code Registry (MCR) also supports a data look-up facility accessible by authorised principals (e.g., CMPs or Split-CMP-Parents) for Routing Prefixes in its database.

	Mobile Code Scanning
	The physical act of capturing a Mobile Code Symbology and decoding the information contained within the Mobile Code.

	Multi-lateral Arrangement
	An arrangement amongst specific CMPs (including Split-CMP-Parents, where applicable) that are not associated with any Mobile Code Registry, in which the parties agreed to support each other in a multi-lateral way in order to manage sub-allocation of MC Routing Prefixes as well as discovery and updates thereof; details of such MLAs are not specified in the MC Enabler TS.

	Remote CMP 
	The CMP that receives a Code Resolution request when the Home CMP (or Split-CMP-Parent, where applicable) is unable to resolve a particular Indirect Code Identifier.

	Resolving CMP 
	The CMP (or Split-CMP-Child, where applicable) that is able to resolve a particular Indirect Code Identifier.  

	Routing Prefix
	That part of the Indirect Code Identifier that contains a value that is uniquely assigned to the CMP (or Split-CMP-Child, where applicable) and is used for routing.

	Split-CMP-Child 
	A CMP in the Split-CMP deployment scenario, where only the Code Resolution function is implemented.  In addition, subject to business relationship, a Split-CMP-Child may be associated with one and only one Split-CMP-Parent.

	Split-CMP-Parent 
	A CMP in the Split-CMP deployment scenario, where only the Code Clearing House function is implemented.  In addition, subject to business relationship, a Split-CMP-Parent may be associated with multiple Split-CMP-Children.  

	Symbology
	The algorithm by which data is encoded as visual elements (typically arrangements of lines or squares), and the resultant “look and feel” for the user.


3.3 Abbreviations

	1D
	1-Dimensional

	2D
	2-Dimensional

	CMP
	Code Management Platform

	DM
	Device Management

	MCR
	Mobile Code Registry

	ICI
	Indirect Code Identifier

	IEC
	International Electrotechnical Commission

	ISO
	International Organization for Standardization

	MC
	Mobile Code

	MCC
	Mobile Code Client

	MLA
	Multi-lateral Arrangement

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	QR
	Quick Response, a type of barcode symbology [QR]

	URI
	Uniform Resource Identifier [URI]

	URL
	Uniform Resource Locator


4. Introduction

The purpose of this Enabler Test Requirements (ETR) document is to help guide the testing effort for the Enabler Mobile Codes 1.0, documenting those areas where testing is most important to ensure interoperability of implementations.

The Mobile Codes 1.0 Enabler specifies normative support required (as well optional features) for a full ecosystem for both Direct and Indirect Codes.

Technology, interface behaviour and procedures for interoperability (some of which are optional) are specified for:

· Symbology(s)

· Mobile Code Data Format

· Direct encoding of content

· Encoding of Indirect Code Identifiers

· Resolution of Indirect Code Identifiers

· Security, Tracking and Reporting, and Code Transfer
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for Mobile Codes 1.0.

This document may also provide some guidance on the prioritization of the specifications and features to be tested as part of Mobile Codes 1.0, as applicable.
4.1 General Guidelines to Interpret ETRs

These are the guidelines to interpret these requirements.

· The components being tested are assumed to have reached to a certain level of maturity through implementer’s internal conformance methodologies. The internal conformance methodologies are out of scope of these ETRs.

· The test suites derived from these requirements are targeted to test the interoperability between the component implementations.

· The requirements specified below do not force any new behaviours that are not explicitly stated in the detailed specifications.
4.1.1 MC Architectural Model

Mobile Codes Enabler defined an architectural model [MC-AD] that can be instantiated to accommodate different market scenarios as motivated by distinct business models and requirements [MC-RD]. This section contains excerpts from Section 5.2.1 of the [MC-AD].
In the normative architecture, the Code Management Platform (CMP) component performs the two primary functions: Code Clearing House (CCH) function and Code Resolution (CR) function.  This scenario reflects the case where both of these functions are owned & operated by the same actor.  In case the CCH function and CR function are owned & operated by different actors, a split-CMP deployment scenario can also be supported.  Further details of possible deployment scenarios, functional components and interfaces are provided in Sections 4.1.2, 4.1.3 and 4.1.4.  
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Figure 1: MC Architecture Model
NOTES: 

1. Mobile Code Registry (MCR) and its exposed interfaces MC-2 and MC-5 are optional.  Alternatively, if CMP belongs to a Multi-lateral Arrangement (MLA) with other CMPs, equivalent functionalities to the MCR can be achieved; details of MLAs are not specified in this enabler. 

2. Interfaces MC-3 and MC-6 are exposed to another CMP only when the CMP in question is acting as a Remote CMP.

4.1.2 Deployment Scenarios (Informative) 

This section contains excerpts from Section 5.2.2 of the [MC-AD].

Instantiating the MC architecture from 4.1.1, two deployment scenarios are illustrated in this section.  Some terms used herein are also informative relevant to the deployment scenarios as described.  “Home CMP” and “Remote CMP” are instantiated roles pertinent only to the resolution of a given Indirect Code.  As explained further in Section 5.3.2 of the [MC-AD] the MCR, where one is implemented with associated CMPs, provides a real-time data query function for discovery of unknown Routing Prefixes pertaining to a given Indirect Code; hence, CMP communications with the MCR is on an as-required basis.  Equivalent MCR functions may also be fulfilled by a MLA, where one exists.
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Figure 2: Deployment Scenario 1: Home CMP interconnecting with a Remote CMP

In Figure 2, two CMPs are involved in resolution of a given Indirect Code.  In this instance, CMP1 acts as the Home CMP and CMP2 acts as the Remote CMP; the CR function in the Remote CMP resolves the Indirect Code.  CMP2 in this instance is also called the “Resolving CMP”.


[image: image4.emf]MC-1

MC-4

MC-2

MC-5

MCR

MCC

Legend

Interfacenot specified by this Enabler

Interface specified by this Enabler

Component not specified by this Enabler

Component specified by this Enabler

CCH

function 

MLA

or

CR

function 

MC-3

MC-6

or

MC-3

MC-6

Other

CMP

Split-CMP1 Split-CMP2

Null

CR

function 

Null

CCH

function 


Figure 3: Deployment Scenario 2: Split-CMP Interconnection

In Figure 3, a Split-CMP scenario relevant in some market is shown.  Split-CMP1 acts as a “clearing house” entity implementing only the CCH function; Split-CMP2 acts as a “campaign manager” entity implementing only the CR function.  In this instance, the CR function in the Split-CMP2 resolves the Indirect Code; hence Split-CMP2 is also the “Resolving CMP”.  Subject to implementation, specific business relationship may also constrain the interconnection of multiple campaign managers to the same clearing house, which is analogous to the child(ren) to parent relationship.

4.1.3 Interface Definitions – General 
This section (containing excerpts from Section 5.2.3 of the [MC-AD]) lists general definitions of the interfaces specified in the Mobile Code Enabler architecture. Note that message flow is not restricted by the direction of the interface exposure; i.e., messages may flow one way or the other, or both, depending on the functionality specified (see Section 5.3 in the [MC-AD] for details of functional components and interfaces).  Use of the MCR is described herein normatively, albeit its implementation is optional (see Note 1 of Figure 1).

· MC-1 (mandatory): This interface is exposed by the Home CMP to an authorised principal (e.g. the MCC) for transfer of latency-critical information; this information may include: request for resolution of Indirect Code Identifier, response containing resolved content or address of content (or a service), error codes, additional meta-data (e.g., subscriber profile information and location information).
Note:
Transfer of latency-critical information refers to transactions or messaging flows specified by the MC Enabler that directly impact on the user experience due to sensitivity to latency.  Such message flows normally start from the MCC decoding of the data of an Indirect Code ending with its successful resolution by the Resolving CMP and return of the Code Resolution results to the MCC for action.  However, additional message flows with increased latency might result when the Home CMP needs to query the MCR about unknown Mobile Codes before forwarding the Code Resolution requests to the Resolving CMP. 

· MC-2 (optional, applicable to an MCR having associated CMPs): This interface is exposed by the MCR to an authorised principal (e.g., the CMP) for transfer of latency-critical information; this information includes: query & response for network address of the Resolving CMP.
· MC-3 (mandatory): This interface is exposed by the Remote CMP to an authorised principal (e.g. the Home CMP) for transfer of latency-critical information; this information may include: request for resolution of Indirect Code Identifier, response containing resolved content or address of content (or a service), error codes, additional meta-data (e.g. subscriber profile information and location information).
· MC-4 (mandatory): This interface is exposed by the Home CMP to an authorised principal (e.g., the MCC) for transfer of non latency-critical information; this information may include: tracking and logging, accounting and reporting, etc.
Note:
Transfer of non latency-critical information refers to all transactions or messaging flows specified by the MC Enabler that are excluded from the transfer of latency-critical information as mentioned above. 

· MC-5 (optional, applicable to an MCR having associated CMPs): This interface is exposed by the MCR to an authorised principal (e.g., the CMP) for transfer of non latency-critical information; this information includes: the right to use a Routing Prefix, the associated network address of the Resolving CMP, and information necessary to handle Code Transfer and updates on the Routing Prefixes and/or transferred ICIs. 
· MC-6 (mandatory): This interface is exposed by the Remote CMP to an authorised principal (e.g., the Home CMP) for transfer of non latency-critical information; this information may include: reporting, chargeable events, updates on the Routing Prefixes and/or transferred ICIs through Multi-lateral Arrangements among the CMPs, etc.
5. Test Requirements

Mobile Codes 1.0 Enabler specifies normatively the Mobile Code Data Format for encoding data into the 2D barcode image according to supported mandatory Symbologies for publication, and also what behaviours the MCC must follow to resolve a Mobile Code after reading the Data String that is encoded in the barcode image.  Direct Codes can be resolved by the MCC without invoking network access to any network server; whereas, Indirect Codes are resolved with mandatory actions by the home network server and other additional servers, as required.  For Indirect Codes, Mobile Codes 1.0 also specifies behaviours for different network servers for interoperability and also support for additional (including optional) features desirable for the 2D Mobile Codes ecosystem.  

Mobile Codes 1.0 Test Requirements cover the following components:

· Mobile Code Client (MCC).

· MC Enabler Server components (also referred to as ‘network elements’ in the [MC-TS]):

· Code Management Platform (CMP).

· CMP-Split-Parent (where applicable).

· CMP-Split-Child (where applicable).

· Mobile Code Registry (MCR), where applicable.  

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler Mobile Codes version 1.0.

In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g., user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides the interactions between the application (or service layer) functionality of the MC 1.0 Enabler with the underlying IP layer that is agnostic to the lower layer network connections, there are no identified interactions between the MC Enabler with other OMA Enablers. Use cases of interaction at the application layer between functional components of the MC Enabler are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e., functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e., client/server interactions between one to another).  The specific sub-sections (Mandatory and Optional test requirements) also separate the client and server test requirements.

There are no interoperability tests defined for the Direct Code due to the fact that the MCC has no other entity to interoperate with when processing the Direct Code. Within the [MC-TS], Section 7 therein for Direct Code specification defines how the Data String that is captured and decoded from a 2D code image is processed so that the original data is recognized, displayed and/or triggers actions in the MCC.

The test requirements in Section 5 herein cover only Indirect Codes.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.  The following Feature Key format is used in this document:

xxx-MT-yy or xxx-OT-yy; where,
‘xxx’ indicates the component of the MC Enabler.

‘MT’ indicates a mandatory test.

 ‘OT’ indicates an optional test.

‘yy’ indicates the assigned number of the test.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.
5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contain an explanation for their exclusion.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MCC-MT-1
	Code Resolution request over MC-1 interface 
	Verify if the MCC can send the MC-1-RESOLVE_ICI_REQUEST message including available user personal data information and Location information as specified in [MC-TS] Sections 8.2.2.1 and 10.3.1.1.

	
	MCC-MT-2
	Code Resolution response over MC-1 interface
	Verify if the MCC can receive the MC-1-RESOLVE_ICI_RESPONSE message including available tracking address information as specified in [MC-TS] Sections 8.2.2.1 and 10.3.1.2.

	
	MCC-MT-3
	Tracking report over MC-4 interface
	Verify if the MCC can send the MC-4-TRACKING_REPORT message including available user personal data information and Location information as specified in [MC-TS] Sections 8.4.2.1 and 10.6.1.1.

	Error Flow
	MCC-MT-4
	MCC error reception
	Verify if the MCC can receive the MC-ERROR message covering all applicable ‘status’ values for both MC-1 and MC-4 as specified in [MC-TS] Sections 8.2.2.1, 8.4.2.1, 10.3.1.3 and 10.6.1.2.


Table 1: Applicability Table for MC Client Specific Mandatory Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	CMP-MT-1
	Code Resolution request over MC-1 interface 
	Verify if the CMP (or the Split-CMP-Parent when applicable) can receive the MC-1-RESOLVE_ICI_REQUEST message including available user personal data information and Location information as specified in [MC-TS] Sections 8.2.2.2 and 10.3.1.1.

	
	CMP-MT-2
	Code Resolution response over MC-1 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can send the MC-1-RESOLVE_ICI_RESPONSE message including available ‘trackingaddress’ information and/or ‘contentdescription’ as specified in [MC-TS] Sections 8.2.2.2, 8.4.2.2 and 10.3.1.2.

	
	CMP-MT-3
	Code Resolution request over MC-3 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can send the MC-3-RESOLVE_ICI_REQUEST message including available user personal data information, Location information and/or security information as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.1.

	
	CMP-MT-4
	Code Resolution response over MC-3 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can receive the MC-3-RESOLVE_ICI_RESPONSE message including available ‘trackingaddress’ information and/or ‘contentdescription’ as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.5.1.2.

	
	CMP-MT-5
	Code Resolution request over MC-3 interface
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can receive the MC-3-RESOLVE_ICI_REQUEST message including available user personal data information, Location information and/or security information as specified in [MC-TS] Sections 8.2.2.3 and 10.5.1.1.

	
	CMP-MT-6
	Code Resolution response over MC-3 interface
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can send the MC-3-RESOLVE_ICI_RESPONSE message including available ‘trackingaddress’ information and/or ‘contentdescription’ as specified in [MC-TS] Sections 8.2.2.3, 8.2.2.5, 8.4.2.4 and 10.5.1.2.

	
	CMP-MT-7
	Tracking report over MC-4 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can receive the MC-4-TRACKING_REPORT message including available user personal data information, Location information and/or security information as specified in [MC-TS] Sections 8.4.2.3 and 10.6.1.1.

	
	CMP-MT-8
	Tracking report over MC-6 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can send the MC-6-TRACKING_REPORT message including available user personal data information and Location information as specified in [MC-TS] Sections 8.4.2.3, 8.4.2.5 and 10.6.1.1. 

	
	CMP-MT-9
	Tracking report over MC-6 interface
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can receive the MC-6-TRACKING_REPORT message including available user personal data information and Location information as specified in [MC-TS] Sections 8.4.2.5 and 10.6.1.1. 

	
	CMP-MT-10
	Code Routing request over MC-2 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can send the MC-2-ROUTE_ICI_REQUEST message as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.4.1.1.

	
	CMP-MT-11
	Code Routing response over MC-2 interface
	Verify if the CMP (or the Split-CMP-Parent when applicable) can receive the MC-2-ROUTE_ICI_RESPONSE message as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3 and 10.4.1.2. 

	
	MCR-MT-1
	Code Routing request over MC-2 interface
	Verify if the MCR can receive the MC-2-ROUTE_ICI_REQUEST message as specified in [MC-TS] Sections 8.2.2.4 and 10.4.1.1. 

	
	MCR-MT-2
	Code Routing response over MC-2 interface
	Verify if the MCR can send the MC-2-ROUTE_ICI_RESPONSE message as specified in [MC-TS] Sections 8.2.2.4 and 10.4.1.2.

	Error Flow
	CMP-MT-12
	CMP error message sending
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can send the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3, 8.2.2.5, 8.4.2.3, 8.4.2.5, 10.1, 10.3.1.3, 10.5.1.3, 10.6.1.2 and 10.8.3.2.

	
	CMP-MT-13
	CMP error message reception
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can receive the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.2.2.2, 8.2.2.3, 8.3.2.1.1, 10.1, 10.4.1.3, 10.5.1.3, 10.6.1.2 and 10.8.3.2.

	
	MCR-MT-3
	Code routing error sending
	Verify if the MCR can send the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.2.2.4 and 10.4.1.3.


Table 2: Applicability Table for MC Server Specific Mandatory Test Requirements
5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.  Additionally, important conformance test requirements MAY be listed, as applicable.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MCC-OT-1
	Configuration of the MCC using an OMA DM Enabler as an option
	Verify if the MC Management Object file [MC-TS_MO] can be used by the OMA DM Enabler to configure the MCC after the MCC has been installed by the DM Enabler. Use of DM Enabler (among other acceptable methods) to install, provision and update of the MCC is optional.. 

	Error Flow
	Nil
	
	

	
	Nil
	
	


Table 3: Applicability Table for MC Client Specific Optional Test Requirements
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	CMP-OT-1
	Code Transfer request over MC-5 interface
	Verify if the old or new Resolving CMP (or the Split-CMP-Parent when applicable) can send the MC-5-CODE_TRANSFER_REQUEST message as specified in [MC-TS] Sections 8.3.2.1.1, 8.3.2.2.1, 8.3.2.5.1 and 10.7.1.1.

	
	CMP-OT-2
	Code Transfer response over MC-5 interface
	Verify if the old or new Resolving CMP (or the Split-CMP-Parent when applicable) can receive the MC-5-CODE_TRANSFER_RESPONSE message as specified in [MC-TS] Sections 8.3.2.1.1, 8.3.2.2.1, 8.3.2.5.1 and 10.7.1.2.

	
	MCR-OT-1
	Code Transfer request over MC-5 interface
	Verify if the MCR can receive the MC-5-CODE_TRANSFER_REQUEST message as specified in [MC-TS] Sections 8.3.2.3.1 and 10.7.1.1.

	
	MCR-OT-2
	Code Transfer response over MC-5 interface
	Verify if the MCR can send the MC-5-CODE_TRANSFER_RESPONSE message as specified in [MC-TS] Sections 8.3.2.3.1 and 10.7.1.2.

	
	MCR-OT-3
	Code Transfer confirmation request over MC-5 interface
	Verify if the MCR can send the MC-5- TRANSFER_CONFIRMATION_REQUEST message as specified in [MC-TS] Sections 8.3.2.3.2 and 10.7.2.1.

	
	MCR-OT-4
	Code Transfer confirmation response over MC-5 interface
	Verify if the MCR can receive the MC-5- TRANSFER_CONFIRMATION_RESPONSE message as specified in [MC-TS] Sections 8.3.2.3.2 and 10.7.2.2.

	
	CMP-OT-3
	Code Transfer confirmation request over MC-5 interface
	Verify if the old Resolving CMP (or the Split-CMP-Parent when applicable) can receive the MC-5- TRANSFER_CONFIRMATION_REQUEST message as specified in [MC-TS] Sections 8.3.2.1.2, 8.3.2.2.2 and 10.7.1.1.

	
	CMP-OT-4
	Code Transfer confirmation response over MC-5 interface
	Verify if the old Resolving CMP (or the Split-CMP-Parent when applicable) can send the MC-5- TRANSFER_CONFIRMATION_RESPONSE message as specified in [MC-TS] Sections 8.3.2.1.2, 8.3.2.2.2 and 10.7.1.2.

	
	CMP-OT-5
	Code Transfer request over MC-6 interface
	Verify if the old or new Resolving Split-CMP-Child can send the MC-6-CODE_TRANSFER_REQUEST message as specified in [MC-TS] Sections 8.3.2.1.1, 8.3.2.4.1 and 10.8.1.1.

	
	CMP-OT-6
	Code Transfer response over MC-6 interface
	Verify if the old or new Resolving Split-CMP-Child can receive the MC-6-CODE_TRANSFER_RESPONSE message as specified in [MC-TS] Sections 8.3.2.1.1, 8.3.2.4.1 and 10.8.1.2.

	
	CMP-OT-7
	Code Transfer confirmation request over MC-6 interface
	Verify if the old Split-CMP-Parent can send the MC-6- TRANSFER_CONFIRMATION_REQUEST message as specified in [MC-TS] Sections 8.3.2.2.3 and 10.8.2.1.

	
	CMP-OT-8
	Code Transfer confirmation request over MC-6 interface
	Verify if the old Resolving Split-CMP-Child can receive the MC-6- TRANSFER_CONFIRMATION_REQUEST message as specified in [MC-TS] Sections 8.3.2.1.2 and 10.8.2.1.

	Error Flow
	CMP-OT-9
	Code Transfer error sending
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can send the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.3.2.1.2, 8.3.2.2, 8.3.2.3.1, 8.3.2.5.1, 10.1, 10.7.2.3 and 10.8.1.3.

	
	CMP-OT-10
	CMP Code Transfer error reception
	Verify if the CMP (or the Split-CMP-Parent or Split-CMP-Child when applicable) can receive the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.3.2.1.1, 8.3.2.2, 8.3.2.4.1, 8.3.2.5.1, 10.1, 10.7.1.3, 10.7.2.3, 10.8.1.3 and 10.8.2.3.

	
	MCR-OT-5
	MCR Code Transfer error sending
	Verify if the MCR can send the MC-ERROR message covering all applicable ‘status’ values for each Interface as specified in [MC-TS] Sections 8.3.2.3.1 and 10.7.1.3.

	
	MCR-OT-6
	MCR Code Transfer error reception
	Verify if the MCR can receive the MC-ERROR message covering all applicable ‘status’ values for MC-5 Interface as specified in [MC-TS] Sections 8.3.2.3.2 and 10.7.2.3.


Table 4: Applicability Table for MC Server Specific Optional Test Requirements
5.2 Backwards Compatibility

None.
5.3 Enabler Dependencies

The MC Enabler depends upon other OMA Enablers and specifications from other bodies, including the following:

· ISO QR Code [QR] that provides one of the symbologies typically used with Mobile Codes.

· ISO Data Matrix Codes [DATAMATRIX] that provides one of the symbologies typically used with Mobile Codes.

· OMA URI [OMAURI] that provides the URI schemes intended to be used with Mobile Codes.

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version and no previous version within OMA.
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	Document Identifier
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	Sections
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	All
	Mobile Codes v1.0 ETR document is initiated.
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	All
	Implemented online edits by the MC SWG on 2010-08-31.

General editorial clean-up and formatting, with normative references of MC RD, AD and TS added.
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	All
	Aligned all definitions with the RD, AD and TS.

Formatting of the references and removal of uncited references in the document.

Aligned section numbering due to TS Sections 8.2 & 8.3 re-writes.

General editorial clean-up is applied.








( 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20100101-I]
( 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20100101-I]

_1324783201.vsd
Text


Text


MC-2


MCC


MCR


Null
CCH
function 


CR
function 


MC-6


MC-3



_1324783855.vsd
Text


Text


MC-2


MCC


MCR


CCH
function 


CR
function 


MC-6


MC-3



_1324778041.vsd
Text


Text


MC-6


MC-2


MCC


MCR


CMP



