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1. Scope

OMA Mobile Codes Enabler aims to stimulate, by the creation of a standard, a global market in which barcodes act as enablers for camera-equipped handsets to access content and services. Some technologies already exist; for example, in Japan, 2D barcode scanning is in widespread use. However there is fragmentation in the worldwide market currently, due to the variety of approaches to the questions of which barcode symbologies should be supported, what format of data they should contain, and how client software should behave when barcodes are read.  The Open Mobile Alliance aims to halt fragmentation by providing a standard by creating specifications to address interoperability needs as they arise. Once enough mobile code clients that follow those specifications are deployed on consumer handsets, marketing organisations and publishers will be able to include mobile codes as links to online content and services with confidence, in advertising and promotional campaigns, and in printed and displayed media of many kinds.
2. References

2.1 Normative References

	[DATAMATRIX]
	“Information technology — International symbology specification — Data Matrix”, ISO/IEC 16022:2000.

	[ISO639-1]
	“Codes for the representation of names of languages -- Part 1: Alpha-2 code”, ISO 639-1:2002.

	[ISO3166-1]
	“Codes for the representation of names of countries and their subdivisions – Part 1: Country codes”, ISO 3166-1:2006.

	[QR]
	“Information technology — Automatic identification and data capture techniques — QR Code 2005 bar code symbology specification”, ISO/IEC 18004:2006.

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	Augmented BNF for Syntax Specifications: ABNF

	[RFC2822]
	“Internet Message Format”, P. Resnick, April 2001, http://www.ietf.org/rfc/rfc2822.txt 

	[RFC3966]
	The tel URI for Telephone Numbers

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[VCARD2.1]
	“vCard The Electronic Business Card Version 2.1”, A versit Consortium Specification,

September 18, 1996, URL: http://www.imc.org/pdi/vcard-21.doc

	
	


2.2 Informative References

	[EAN/UPC]
	“Information technology — Automatic identification and data capture techniques — Bar code symbology specification — EAN/UPC”, ISO/IEC 15420.

	[FLASHCODE]
	“Flashcode Reader International Specification”, Version 1.0 http://www.mobiletag.com/beta/en/contactspecification.html

	[ISO/IEC 8859-1]
	Information technology -- 8-bit single-byte coded graphic character sets -- Part 1: Latin alphabet No. 1, http://www.iso.org/iso/catalogue_detail.htm?csnumber=28245 

	[JIS X 0201]
	7-bit and 8-bit coded character sets for information interchange, http://www.webstore.jsa.or.jp/webstore/Com/FlowControl.jsp?bunsyoId=JIS+X+0201%3A1997&dantaiCd=JIS&status=1&pageNo=3&lang=en 

	[JIS X 0208]
	7-bit and 8-bit double byte coded KANJI sets for information interchange, http://www.webstore.jsa.or.jp/webstore/Com/FlowControl.jsp?lang=en&bunsyoId=JIS+X+0208%3A1997&dantaiCd=JIS&status=1&pageNo=0

	[JIS X 0510]
	Two dimensional symbol – QR Code – Basic specification, http://www.webstore.jsa.or.jp/webstore/Com/FlowControl.jsp?lang=en&bunsyoId=JIS+X+0510%3A2004&dantaiCd=JIS&status=1&pageNo=0 

	[MIME]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, RFC 2046 http://www.ietf.org/rfc/rfc2046.txt 

	
	

	
	

	[NTTDOCOMOGUIDE]
	“Rough Measures and criteria for creating QR codes compatible with all terminals”, NTT DoCoMo, http://www.nttdocomo.co.jp/english/service/imode/make/content/barcode/about/#p02

	[NTTDOCOMOFUNC]
	“Outline of Functions”, NTT DoCoMo, http://www.nttdocomo.co.jp/english/service/imode/make/content/barcode/function/ 

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMAWP]
	“White Paper on Mobile Codes”, Version 1.0, Open Mobile Alliance™, OMA-WP-MobileCodes-20081024-A, URL:http://www.openmobilealliance.org/.

	[OMAURI]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™,
OMA-TS-URI_Schemes-V1_0-20080626-A, URL:http://www.openmobilealliance.org/.

	
	

	[TAGURI]
	“RFC 4151. The 'tag' URI Scheme”, IETF, http://www.faqs.org/rfcs/rfc4151.html.

	
	

	[URI]
	“RFC 3986. Uniform Resource Identifier (URI): Generic Syntax”, IETF, http://www.ietf.org/rfc/rfc3986.txt.

	
	

	[URNRES]
	“RFC 2169 - A Trivial Convention for using HTTP in URN Resolution”, IETF, http://www.faqs.org/rfcs/rfc2169.html.


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	Code Clearing House function
	The process of Indirect Code routing based on the Indirect Code Identifier, through which: a) the Resolving CMP is determined, and b) the Indirect Code Identifier is forwarded to the Resolving CMP.  

	Code Marker
	A marker consisting of an octet %x03, a text string “OMA” and %x20 that is placed in the beginning of Data String to explicitly specify the Mobile Code as an Indirect Code.

	Code Resolution (or Code Resolution function)
	The process of mapping an Indirect Code Identifier supplied from an Indirect Code into either content to be consumed directly by the handset, or the address of content (or a service) to be consumed by the handset. Typically, Code Resolution requires access to a network service.

	Code Resolution Server
	The Code Resolution Server performs the code resolution part of the CMP; CRS exists in markets where the CMP role is not owned by a single entity. 

	Code Transfer
	The ability for a Code Publisher to change the Resolving CMP for a single or multiple Indirect Code Identifiers.

	Routing Prefix
	That part of the Indirect Code Identifier that contains a value that is uniquely assigned to the CMP (Split-CMP-Child, as applicable) and is used for routing.

	Data String
	Data that represent a Direct Code or an Indirect Code. A Data String is encoded by a Symbology to yield a Mobile Code.

	Direct Code
	A Mobile Code that contains either (a) content for direct consumption for the handset, or (b)  the address of the service to be accessed (typically a URI [URI])

	Direct MC Format (DMF)
	A generic common data format to specify data formats for Direct Codes for the OMA MC enabler. It is defined by ABNF notations in 7.x.2.1.

	Global Mobile Code Registry
	The Global Mobile Code Registry is a singular and unique component within an Indirect Code eco-system that is entrusted to allocate, administer, and maintain global uniqueness of Routing Prefixes used in the given eco-system.

Editor’s note:  This needs to align with the Section on Global Registry.

	Indirect Code
	A Mobile Code that contains an Indirect Code Identifier.

	Indirect Code Identifier
	An identifier in the Indirect Code that has to be resolved in order to access the intended content or service. See also Code Resolution.

	Mailbox
	A Mailbox is a conceptual entity which receives mail (as defined by Section 3.4 of [RFC2822] with further clarifications that are specified in this specification.). Normally, a Mailbox is comprised of two parts: (1) an optional display name that indicates the name of the recipient that could be displayed to the user of a mail application, and (2) an addr-spec address enclosed in angle brackets ("<" and ">").  There is also an alternate simple form of a Mailbox where the addr-spec address appears alone, without the recipient's name or the angle brackets.

	Mobile Code
	A 1D or 2D barcode as read by camera-equipped handsets

	Mobile Code Client
	The MC enabler software entity that resides in the device, and contains the functionality to acquire, decode, and extract the encoded information for further processing as required. This is often referred to as a Mobile Code Reader and these terms can be used synonymously.

	Mobile Code Data Format
	The syntactical description of the information contained within a Mobile Code. 

	Mobile Code Publisher
	This is a brand (business, organisation or individual) who distributes certain content or services (i.e. an advertising campaign) to a mass audience by using Mobile Code scanning as a channel.

	Mobile Code Sales Agency
	The Mobile Code Sales Agency ensures the best Mobile Code service or campaign success by coordinating business topics and related activities on behalf of the Mobile Code Publisher. 

	Mobile Code Scanning
	The physical act of capturing a Mobile Code symbol and decoding the information contained within the Mobile Code into a Data Format.

	Mobile Code Service Policy
	A set of Policy Conditions [Ref: OMA Dictionary] that convey any service level constraints that are placed on Mobile Code Resolution.  Mobile Code Service Policy is typically defined by the Mobile Code Publisher and is applicable to one or more Indirect Code Identifiers.  

	Quiet Zone
	A Quiet Zone is a region which shall be free of all other markings, surrounding the symbol on all four sides. For QR Code symbols and for dark on light Data Matrix symbols its nominal reflectance value shall be equal to that of the light modules. For reflectance reversed (light on dark) Data Matrix symbols its nominal reflectance value shall be equal to that of the dark modules.

	Recognizable Format
	A data format that is included in a Direct Code and is recognized by the MCC, to enable causing certain actions, such as displaying the recognition results to the user along with the messages if any, offering options for the user to select, and/or invoking an application.

	Resolution Identifier
	That part of the Indirect Code Identifier that is used to index the content or service.

	Symbology
	The algorithm by which data is encoded as visual elements (typically arrangements of lines or squares), and the resultant “look and feel” for the user.

	Telephone-Number-String
	A Telephone-Number-String is a string of characters to represent a telephone number to human. It consists of phone digits, “+”, ”*”, and “#”. It may contain visual separators that are commonly used in various places in the world. It is defined in Section 7.2.2.1.


3.3 Abbreviations

	1D
	1-Dimensional

	2D
	2-Dimensional

	ASCII
	American Standard Code for Information Interchange

	CCH
	Code Clearing House

	CMP
	Code Management Platform

	CP
	Code Publisher

	CR
	Code Resolution

	EAN
	European Article Number, see EAN/UPC

	EAN/UPC
	Barcode symbology family including EAN-8, EAN-13, UPC-A, and UPC-E [EAN/UPC]

	GMCR
	Global Mobile Code Registry

	IEC
	International Electrotechnical Commission

	ISO
	International Organization for Standardization

	JAN
	Japanese Article Number, a barcode of the EAN symbology family, used in Japan

	MC
	Mobile Code

	MCC
	Mobile Code Client

	OMA
	Open Mobile Alliance

	QR
	Quick Response, a type of barcode symbology [[QR]]

	UPC
	Universal Product Code, see EAN/UPC

	URI
	Uniform Resource Identifier [URI]


4. Introduction
(Informative)
Mobile codes – 2D and 1D barcodes – have emerged as a promising enabler of the mobile Internet in some markets. Camera-equipped handsets now have good enough optics, image resolution and processing capacity to read mobile codes on printed materials and electronic displays. These symbols encode information such as URLs, phone numbers, and in-line content such as business cards.

There is, however, still a lack of interoperability between different markets and players. The majority of consumers are unlikely to adopt the technology before it comes pre-installed on their devices. Similarly, marketing, publishing and other industries that are otherwise motivated to provide mobile codes will not adopt them without adequate potential for consumer take-up. That in turn would entail deployment on a large variety of devices, and interoperability between different service providers. 

	Example
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	Symbology
	QR [[QR]]
	Data Matrix [[DATAMATRIX]]
	EAN-13 [EAN/UPC]

	Data
	http://www.openmobilealliance.org
	http://www.openmobilealliance.org
	5901234123457


4.1 Version 1.0

The Mobile Codes Enabler contains support for a full ecosystem for both Direct and Indirect Codes.

Technology is specified for:

· Symbology(s)

· Mobile Code Data Format

· Direct encoding of content

· Encoding of Indirect Code Identifiers

· Resolution of Indirect Code Identifiers

· Security procedures

4.2 Version 2.0
This version of the Mobile Codes Enabler adds security processes for validating Mobile Codes to the ecosystem specified in Version 1.0.

5. Symbologies
5.1 Mandated 2D Standard Symbologies  

A 2D Symbology or two-dimensional bar code frequently appears square in shape and contains data which is read both horizontally and vertically by the scanner. It is a two dimensional way of representing information. The mandated 2D standardized bar code symbologies have the capacity to encode both direct and indirect message formats.

The MCC SHALL support both QR Code [QR] and Data Matrix [DATAMATRIX].

These two standard bar codes provide a good basis for global interoperability and represent the majority of the mobile codes used in the world today. Bothe QR Code and Data Matrix are ISO standards.

5.1.1 QR Code support 

The MCC MUST support QR Code as defined in ISO/IEC 18004:2006 [QR], with the following clarifications in order to ensure interoperability.

5.1.1.1 Model 

The MCC MUST support QR Code Model 2.

5.1.1.2 Versions

The MCC MUST support Versions 1 to 10.

The MCC MAY support Versions 11 or higher.

5.1.1.3 Error Correction Levels

QR Code 2005, which is the basis of the specification [QR] that is normatively referenced in this specification employs Reed-Solomon error control coding to detect and correct errors. For QR Code there are four user-selectable levels of error correction, i.e., L, M, Q and H, offering the capability of recovery from the following amounts of damage, i.e., 7%, 15%, 25% and 30%, respectively. 

The MCC MUST support  Error Correction Levels, L, M, Q and H, for all the mandatory Versions (i.e., Versions 1 to 10).

5.1.1.4 Mode

The MCC MUST support the following Modes:

· Numeric mode,

· Alphanumeric mode,

· Byte mode, and

· Kanji mode.

The MCC MUST support any combination of the above modes.

5.1.1.5 Character Set for Direct Code Display

In Byte mode, data is encoded at 8 bits per character. As defined in ISO/IEC 18004:2006 [QR], the default character set for Byte mode is ISO/IEC 8859-1 [ISO/IEC 8859-1]. ISO/IEC 8859-1 is one of the families of various 8-bit single-byte coded graphic character sets that are standardized in the world, e.g., ISO/IEC 8859-2 to 8859-16, or JIS X 0201 (for Japan). The lower 7 bit code spaces of these families share almost the same characters as those of ASCII Code, while higher bits define characters for different languages respectively. 

For Direct Code that is intended to be displayed, the data that is encoded in Byte mode is displayed to the users using one of the character sets that are supported by the handset if appropriate character set is available. It is not possible for OMA to specify all the character sets for all the languages that may be used in the world. Therefore, the following printable ASCII characters are defined as the Minimum Conformance Characters Set for Direct Code Display, MCCSDCD, for the default Byte mode when it is used for Direct Code.

MCCSDCD = %x20-7E / %x0D / %x0A 
; all ASCII printable characters, CR and LF. 

Whenever conformance to this specification is tested or elaborated for displaying the data of Direct Code from Byte mode, e.g., IOP testing, only MCCSDCD SHOULD be used. Note that there are a few well-known exceptions even in this range. For example, the display glyphs of 0x5C (back slash) and 0x7F (tilde) in JIS X 0201 are different from those of ASCII.

Any character set may be used in Byte mode, depending on the country or market. When an alternative character set is specified, however, the parties intending to read the QR Code symbols require to be notified of the applicable character set in the application specification or by bilateral agreement. Appendix C summarizes some of the best practices of the industry for the character sets that are used for Direct Code.
5.1.1.6 Quiet Zone

· The MCC MUST be able to read a QR Code symbol with a Quiet Zone that is equal to or larger than 4X wide on all four sides, where the X dimension is the width of a module.

· The MCC SHOULD be able to read a QR Code symbol with a Quiet Zone that is equal to 3X wide on all four sides.

The ISO standard [QR] mandates the minimum 4X Quiet Zone to be read. This specification mandates the same 4X Quiet Zone. In order to ensure readability of actual printed QR Code symbols, however, the 3X recommendation is added in order for the MCC to have an extra margin to cope with such problems as misalignment, etc. that may arise in physical printing.

This specification does not specify the actual X dimension since it has impact on the design of the scanning technology such as cameras, lenses and optics that are used in handsets, which is out of the scope of this specification. However, Appendix-D provides informative recommendations for the module width X dimension in order to increase compatibility between the printed QR code symbols and the handsets that implements the OMA MCC.　Appendix-D also provides informative recommendations that are essential in order to make code reading successful.

5.1.1.7 Structured Append mode

Structured Append mode that is supported by QR Code is used to split the encoding of the data from a message over a number of QR Code symbols. All of the symbols require to be read and the data message can be reconstructed in the correct sequence. 

The MCC MUST support Structured Append mode to enable up to 16 QR Code symbols to be concatenated.
As the Structured Append mode requires the user to capture a multiple number of QR Code symbols, the MCC needs to implement a mechanism to enable the user to capture  the complete set of symbols. An example of capturing a multiple number of QR Code symbols in the Structured Append mode is described in Appendix F. 

The MCC MUST support a mechanism that allows the user to exit from the process of capturing multiple QR Code symbols wherever and whenever the user may be in the process of capturing these symbols if the user wishes to do so.

5.1.1.8 QR Code terminology

The following table shows terminologies that are used for QR Code.

	Alphanumeric mode 
	One of the modes that is supported by QR Code. It encodes data from a set of 45 characters, i.e. 10 numeric digits (0 - 9) (byte values 30HEX to 39HEX), 26 alphabetic characters (A - Z) (byte values 41HEX to 5AHEX) , and 9 symbols (SP, $, %, *, +, -, ., /, :) (byte values 20HEX, 24HEX, 25HEX, 2AHEX, 2BHEX, 2D to 2FHEX, 3AHEX respectively). Normally, two input characters are represented by 11 bits.



	Byte mode


	One of the modes that is supported by QR Code. In this mode, data is encoded at 8 bits per character.. Corresponds to the term “Base 256” within the context of Data Matrix.



	Kanji mode


	One of the modes that is supported by QR Code. The Kanji mode efficiently encodes Kanji characters in accordance with the Shift JIS system based on JIS X 0208.

	Mode 
	Method of representing a defined character set as a bit string that is used to encode the character string into a QR Code symbol. Corresponds to the term “Encodation Scheme” within the context of Data Matrix.


	Model 


	QR Code family contains four different technologies, i.e., QR Code Model 1, QR Code Model 2, QR Code 2005, and the Micro QR Code format. QR Code Model 2 symbols are fully compatible with QR Code 2005 reading systems.



	Numeric mode

 
	One of the modes that is supported by QR Code. It encodes data from the decimal digit set (0 – 9) (byte values 30HEX to 39HEX). Normally, 3 data characters are represented by 10 bits.



	Version

 
	Size of the QR Code symbol represented in terms of its position in the sequence of permissible sizes.  QR Code 2005 defines 40 Versions (1 to 40) among others. For QR Code symbols, the sizes are from 21 × 21 modules (Version 1) to 177 × 177 (Version 40) modules.




5.1.2 Data Matrix support 

The MCC MUST support Data Matrix as defined in ISO/IEC 16022:2000 [DATAMATRIX], with the following clarifications in order to ensure interoperability.

5.1.2.1 Type of Data Matrix 

The MCC MUST support Data Matrix type ECC 200. 

5.1.2.2 Data Matrix symbol sizes

Data Matrix ECC 200 supports square symbols of several sizes ranging from 10x10 modules up to 144x144 modules as well as non-square rectangular shaped symbols of six different sizes.

The MCC MUST support Data Matrix symbol sizes up to 52x52 modules, including the rectangular symbols. Specifically these are the ECC 200 symbols of sizes 10x10, 12x12, 14x14, 16x16, 18x18, 20x20, 22x22, 24x24, 26x26, 32x32, 36x36, 40x40, 44x44, 48x48, 52x52, 8x18, 8x32, 12x26, 12x36, 16x36, 16x48.

The MCC MAY support Data Matrix ECC 200 symbol sizes of 64x64 or larger.

5.1.2.3 Encodation Scheme

The MCC MUST support the following Encodation Schemes:

· ASCII

· C 40

· Text

· X12

· EDIFACT

· Base 256.

The MCC MUST support any combination of the above encodation schemes.

5.1.2.4 Quiet Zone

· The MCC MUST be able to read a Data Matrix symbol with a Quiet Zone that is equal to or larger than 1X wide on all four sides, where the X dimension is the width of a module.

The ISO standard [Data Matrix] mandates the minimum 1X Quiet Zone to be read. This specification mandates the same 1X Quiet Zone. 
This specification does not specify the actual X dimension since it has impact on the design of the scanning technology such as cameras, lenses and optics that are used in handsets, which is out of the scope of this specification. However, Appendix-D provides informative recommendations for the module width X dimension in order to increase compatibility between the printed Data Matrix symbols and the handsets that implements the OMA MCC.　Appendix-D also provides informative recommendations that are essential in order to make code reading successful.

5.1.2.5 Structured Append

Structured Append mode that is supported by Data Matrix is used to split the encoding of the data from a message over a number of Data Matrix symbols. All of the symbols require to be read and the data message can be reconstructed in the correct sequence. 

The MCC MUST support Structured Append to enable up to 16 Data Matrix symbols to be concatenated. 
As the Structured Append mode requires the user to capture a multiple number of Data Matrix symbols, the MCC needs to implement a mechanism to enable the user to capture the complete set of symbols . An example of capturing a multiple number of Data Matrix symbols in the Structured Append mode is described in Appendix F. 

The MCC MUST support a mechanism that allows the user to exit from the process of capturing multiple Data Matrix symbols, wherever and whenever the user may be in the process of capturing these symbols if the user wishes to do so.

5.1.2.6 Data Matrix terminology

The following table shows terminologies that are used for Data Matrix.

	ASCII encodation 


	One of the encodation schemes that is supported by Data Matrix ECC 200. In this scheme, double digit numerics are encoded at 4 bits per character digit, ASCII values 0-127 are encoded at 8 bits per character, and extended ASCII values 128-255 are encoded at 16 bits per character.



	Base 256 encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. In this scheme, data is encoded at 8 bits per character. Corresponds to the term “Byte mode” within the context of QR code.



	C 40 encodation 


	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from a set of 37 characters in a Basic Set, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32) and 26 uppercase alphabetic characters (A - Z) (byte values 65 to 90), and it encodes the remaining data values from the range (0-127) in a Shifted Set.  Three characters belonging to the Basic Set are represented by 16 bits.



	EDIFACT encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes 63 ASCII values (byte values 32 to 94). Four characters are represented by 24 bits.



	Encodation Scheme 
	Method of representing a defined character set as a bit string that is used to encode the character string into a Data Matrix symbol. Corresponds to the term “Mode” within the context of QR Code.


	Text encodation 


	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from a set of 37 characters in a Basic Set, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32) and 26 lowercase alphabetic characters (a - z) (byte values 97 to 122), and it encodes the remaining data values from the range (0-127) in a Shifted Set.  Three characters belonging to the Basic Set are represented by 16 bits.



	X12 encodation 
	One of the encodation schemes that is supported by Data Matrix ECC 200. It encodes data from the standard ANSI X12 electronic data interchange characters, i.e. 10 numeric digits (0 - 9) (byte values 48 to 57), the SPACE symbol (byte value 32), the three standard ANSI X12 terminator and separator characters (having byte values 13, 42, 62)  and 26 uppercase alphabetic characters (A - Z) (byte values 65 to 90). Three characters are represented by 16 bits.




5.1.3 Character Set for Direct Code Display

(1) QR Code

In Byte mode, data is encoded at 8 bits per character. As defined in ISO/IEC 18004:2006 [QR], the default character set for Byte mode is ISO/IEC 8859-1 [ISO/IEC 8859-1]. This default character set may be overridden by the MCC configuration (e.g., see Appendix A. for details).

(2) Data Matrix

As defined in ISO/IEC 16022:2000 [DATAMATRIX], the default character interpretation for character values 0 to 127 shall conform to ANSI X3.4. The default character interpretation for character values 128 to 255 shall conform to ISO/IEC 8859-1: Latin Alphabet No. 1. [ISO/IEC 8859-1]. This default character set may be overridden by the MCC configuration.

ISO/IEC 8859-1 is one of the families of various 8-bit single-byte coded graphic character sets that are standardized in the world, e.g., ISO/IEC 8859-2 to 8859-16, or JIS X 0201 (for Japan). The lower 7 bit code spaces of these families share almost the same characters as those of ASCII Code, while higher bits define characters for different languages respectively. 

For Direct Code that is intended to be displayed, the data is displayed to the users using one of the character sets that are supported by the handset if appropriate character set is available. It is not possible for OMA to specify all the character sets for all the languages that may be used in the world. Therefore, the following printable ASCII characters are defined as the Minimum Conformance Characters Set for Direct Code Display, MCCSDCD, for the default Byte mode when it is used for Direct Code.

MCCSDCD = %x20-7E / %x0D / %x0A 
; all ASCII printable characters, CR and LF. 

Whenever conformance to this specification is tested or elaborated for displaying the data of Direct Code, e.g., IOP testing, only MCCSDCD SHOULD be used. Note that there are a few well-known exceptions even in this range. For example, the display glyphs of 0x5C (back slash) and 0x7F (tilde) in JIS X 0201 are different from those of ASCII.

Any character set may be used, depending on the country or market. When an alternative character set is specified, however, the parties intending to read the QR Code or the Data Matrix symbols require to be notified of the applicable character set in the application specification or by bilateral agreement. Appendix-A summarizes some of the best practices of the industry for the character sets that are used for Direct Code.
6. General Mobile Code Resolution 
Both Direct Code and Indirect Code are addressed in this specification; thus there is a need to explicitly mark the Mobile Code so that the Mobile Code Client can handle each type accordingly. 
6.1 OMA Mobile Code Header Format

OMA Mobile Code Enabler supports both Direct and Indirect Codes.  The MCC decodes the Symbology of a Mobile Code to extract a Data String. A Data String contains data and/or data formats of either a Direct Code or an Indirect Code, of which details are specified in section 7 and 8, respectively.  
In order to differentiate between a Direct Code and an Indirect Code, a Code-Marker is placed at the beginning of a Data String for an Indirect Code to explicitly specify the Mobile Code as an Indirect Code.  Lack of a Code-Marker at the beginning of a Data String specifies the Mobile Code as a Direct Code. A Code-Marker is defined in the ABNF notation as follows:

Code-Marker = %x03   "OMA"  %x20       ; ABNF strings are case-insensitive.   
The length of a Code Marker is fixed. A Code-Marker consists of two parts; i) an octet %x03 for the MCC to use as a part of the key to distinguish an Indirect Code from a Direct Code, and ii) a human readable string, "OMA". The string is for those who attempt to read OMA Indirect Codes using mobile code clients that do not support the OMA MC Enabler, e.g., conventional direct code handsets. The string combined with %x03 is used as the key to distinguish an Indirect Code from any other data.　Note that the string is case-insensitive.
· The MCC SHALL recognize a Mobile Code as an Indirect Code if the Data String starts with a Code-Marker.
· The MCC SHALL recognize a Mobile Code as a Direct Code if the Data String does not start with a Code-Marker.
7. Direct Mobile Code Resolution

7.1 Plain Text In Direct Code and the Structure 

A plain text refers to any string of characters that consists entirely of printable characters (i.e., human-readable characters) and, optionally, a very few specific types of control characters (e.g., characters indicating carriage returns and line feeds).   

A Data String for a Direct Code contains human readable plain text messages and data formats that are specified by this specification and are recognized by the MCC.  Such a data format is defined as a Recognizable Format. 
A Data String for a Direct Code may contain any number of plain text messages and Recognizable Formats that are listed in 
Table 1
.  The plain text messages and Recognizable Formats may appear in a Data String of a Direct Code in any order or in any number of occurrences within the physical limitation of the mobile code. The MCC recognizes the Recognizable Formats, leading to enable causing certain actions, while the MCC only presents the plain text messages  to the user as they are written.
A Data String for a Direct Code may contain unprintable-control-characters.
The MCC MUST display the plain text messages and the actionable images of Recognizable Formats, that are specified in each Recognizable Format section, in the order they are embedded in the Data String. 
The MCC MUST replace an unprintable-control-character by an appropriate printable character, e.g., a white space %x20, if it appears anywhere outside of the Recognizable Formats. How to handle the unprintable-control-characters is specified in each Recognizable Format.
unprintable-control-character = %x00-09 / %x0B-0C / %x0E-1F / %x7F
How to handle displaying characters of such character sets that are not supported by the handset is subject to the implementation.

7.1.1 Recognizable Formats 

The Recognizable Formats include i) existing standard formats and standard schemes such as http: [OMAURI] that are referenced and specified further in this specification, and ii) the data formats that are specified for the Direct Code within this specification. To specify the latter, a generic common format, the DMF that is defined in the next section, is used. 
Table 1
 lists all the Recognizable Formats. The details of the Recognizable Formats are specified in the subsequent sections in this specification.
7.1.2 Generic Common Direct MC Format (DMF)  

This specification uses a generic common format, Direct MC Format (DMF), to specify Recognizable Formats, where standard formats or schemes are not available or suitable for the use of Direct Codes. Direct Codes typically have capacity limits for the amount of information to be embedded, due to performances of optics and cameras of various mobile devices, and/or limitations from printing requirements relative to the physical appearances). The DMF is an efficient, flexible and generic common format suitable for defining Recognizable Formats for the Direct Code.

7.1.2.1 DMF Definition

The generic format of the DMF is defined by using the ABNF (augmented Backus-Naur form) described in RFC 2234 [RFC2234].  The DMF enables defining various data formats with printable characters as well as with binary data. 

The DMF is identified by Identifier followed by “:”, and is a collection of Properties. The DMF terminates with a “;” at the end of the format. The DMF allows for specifying a Recognizable Format without a single Property. 

Each Property contains a Property-Name and, one or more Property-Values. Properties are delimited by a “;”. When there are multiple Property-Values, each of those values MUST be delimited by a ",'.
Property-Values MUST be escaped according to the rule defined in 7.1.2.2.
When binary data is encoded, the type of the content, e.g., jpeg, gif, and the length of the binary data must be included in the Recognizable Format. The decimal representation in the format, Length, must be equal to the actual length of the binary data.

The generic DMF in the ABNF notation is defined as follows:

DMF-DATA = Identifier ":" *Property  /  Binary-Data-Object  ";"

Identifier = 1*(ALPHA / DIGIT / “-“) 　
Property = Property-Name ":" Property-Value *("," Property-Value) ";"

Property-Name = 1* (ALPHA / DIGIT / “-“)  

Property-Value = *(printable-ASCII-character/ ISO8Bit/ ShiftJISChar / UTF8-char))

Printable-ASCII-character = %x20-2b / %x2d-39 / %3c-%x5b / %x5d-7e / CRLF

ISO8Bit = %x80-ff

ShiftJISChar = (%x81-9f / %xe0-fc) (%x40-7e / %x80-fc) 

; Shift JIS char

UTF8-char   = UTF8-2 / UTF8-3 / UTF8-4 


; UTF8-1 is deleted

UTF8-2      = %xC2-DF UTF8-tail

UTF8-3      = %xE0 %xA0-BF UTF8-tail / %xE1-EC 2( UTF8-tail ) / %xED %x80-9F UTF8-tail / %xEE-EF 2( UTF8-tail )

UTF8-4      = %xF0 %x90-BF 2( UTF8-tail ) / %xF1-F3 3( UTF8-tail ) / %xF4 %x80-8F 2( UTF8-tail )

UTF8-tail   = %x80-BF

Binary-Data-Object =  "TYPE:" CONTENT-TYPE ";" "LNG:" Length ";" "BODY:" Binary-Data ";"

Length = 1*DIGIT

Binary-Data = 1*OCTET

CONTENT-TYPE = ALPHA *(Printable-ASCII-character)

ALPHA          =  %x41-5A / %x61-7A   



; A-Z / a-z 

DIGIT = "0"/ "1"/ "2"/ "3"/ "4"/ "5"/ "6"/ "7"/ "8"/ "9"

OCTET = %x00-FF

CRLF = %x0D %x0A
ISO8Bit covers the extended range of characters from ASCII character set, such as JIS X 0201 (for Japan), ISO/IEC-8859-1 to ISO/IEC8859-16 character sets.
The character set used for Property-Value is not specified in this specification except for the ASCII printable characters as defined by MCCSDCD in section 5.1.3. When characters in a Direct Code are displayed, a default character set of the handset is used. Such a character set may be determined by the service provider, the current location of the handset, user's setting, etc. If an appropriate display cannot be achieved by the default character set as judged by the user, it is an implementation specific matter how to resolve the issue. For example, some implementation may allow the user to select alternative character sets by menu selections.
7.1.2.2 Escaping DMF Property-Values
Certain characters using as a parameter of Property, i.e. ",", ";", ":", and "\",   MUST be denoted by using the escape sequence with a backslash “\”. For example, http://www.openmobilealliance.org/ must be denoted as http\://www.openmobilealliance.org/.
7.1.3 List of Recognizable Formats 
Table 1 lists all the Recognizable Formats that are specified in this specification. The MCC recognizes the Recognizable Formats, leading to enable causing certain actions. The details of the syntax and semantics of each Recognizable Format are specified in the corresponding sections that are indicated in the table.

	
	Recognizable Format
	Description
	Section

	1
	http: , https:
	Web access
	7.2.1

	2
	Telephone-Number-String ,
tel:
	Telephone Number String Recognition and Tel URI Scheme
	7.2.2

	3
	Mailbox
	Mail Address Recognition
	7.2.3

	4
	MECARD:
	Business Card Recognition
	7.2.4

	5
	MEBKM:
	Bookmark Recognition
	7.2.5

	6
	MATMSG:
	Email Linkage Data Format Recognition
	7.2.6

	7
	MELOC:
	Location Information
	7.2.7


Table 1 - List of Recognizable Formats
7.2 Recognizable Formats
7.2.1 Web Access

7.2.1.1 http: and https: URI Schemes
The MCC SHALL recognize http: and https: URI schemes as the Recognizable Formats, with the following clarifications.

The MCC SHALL support the following sections of OMA-URI [OMAURI].

· Section 5.0,

· Section 5.1, and 

· Section 5.2.

The MCC SHALL recognize http: and https: as  a  Recognizable Format wherever such a  format is present in the Direct Code; such a format may exist alone, in the middle of a plain text message, with other Recognizable Format, or inside of other Recognizable Format. When http: or https: URI Scheme appears in other Recognizable Formats that are specifically listed in Table 10, the MCC SHALL conduct recognition based on the rules that are specified in Section 7.3.
7.2.1.2 Behavior

After recognizing the Recognizable Format;

· The MCC SHALL display the recognized URIs with other data such as plain text messages and/or other Recognizable Formats; 

· The MCC SHALL make such a URI selectable by the user for invocation; 

· If multiple URIs are recognized, the MCC SHALL provide means for the user to choose one from them; 

· In order to ensure user authorization, the MCC SHALL display the URIs in texts so that the user is able to see the URIs before invoking a browser; 

· If a URI is selected and clicked by the user, the MCC SHALL invoke a browser with the URI to be passed to; 

· The MCC SHOULD make the URIs available for other applications such as registering them into a bookmark in the device if the user wishes; and

· Once the invoked application is terminated the control SHOULD be returned to the MCC if such control is possible in the device.
7.2.2 Telephone Number String Recognition and Tel URI Scheme 

This section defines the Telephone-Number-String recognition. The syntax of the Telephone-Number-String is defined below using the ABNF [RFC2234]. A Telephone-Number-String consists of phone digits, “+”, ”*”, and “#”. It may include visual separators that are commonly used in various places in the world.  Also this section defines the optional support of Tel URI scheme [RFC3966]. 

7.2.2.1 Telephone Number String Recognition 
1. The MCC SHALL recognize a Telephone-Number-String as a Recognizable Format.

A Telephone-Number-String may contain visual separators.  Visual separators merely aid readability by human and are not used for a URI to place a call or send a message. Visual separators must be removed when a Telephone-Number-String is used as a URI.

2. The MCC SHALL recognize a Telephone-Number-String as a Recognizable Format wherever such a format is present in the Direct Code; such a format may exist alone, in the middle of a plain text message, with other Recognizable Format, or inside of other Recognizable Format. When a Telephone-Number-String appears in other Recognizable Formats that are specifically listed inTable 10, the MCC SHALL conduct recognition based on the rules that are specified in  Section 7.3.
Definition of Telephone-Number-String using the ABNF notation:

Telephone-Number-String = String-1 / String-2 / String-3

String-1 = (“+“ / DIGIT) 9*25Phonedigit [Visual-Separator]　　　　　　　　　　　
String-2 = (“*“ / “#“) 4*25Phonedigit [Visual-Separator]

String-3 = TEL (“+” / DIGIT2) 2*25Phonedigit [Visual-Separator]                   

Phonedigit = [Visual-Separator] DIGIT2　　　　　　　　　　　　　　　　　　　　　　　　
DIGIT = “0“/ “1“/ “2“/ “3“/ “4“/ “5“/ “6“/ “7“/ “8“/ “9“ 

DIGIT2 = DIGIT / “*“ / “#“　　
Visual-Separator = 1*4VS 

VS = “(“ / “)“ / “.“ / “-“ / “/“ / SP 

SP = %x20 

TEL = “tel:“        ; ABNF strings are case-insensitive.     

Implementation may have additional detection methods to enhance recognition results. 

7.2.2.2 Tel URI scheme Recognition
The MCC MAY recognize the “tel:” scheme [RFC3966] as a Recognizable Format. The "tel" URI describes resources identified by telephone numbers.

7.2.2.3 Behavior

After recognizing the Recognizable Format that represents a telephone number either by the specifications 7.2.2.1 or 7.2.2.2;

· The MCC SHALL display the recognized format with any other data such as plain text messages and/or other Recognizable Formats; 

· The MCC SHALL make the format that represents a telephone number selectable by the user for initiating a voice call, sending an SMS / MMS message or other types of communications. Such communications may include initiating a push-to-talk call, a video phone call, etc, which are available on the device;

· If multiple Recognizable Formats that represent telephone numbers are recognized, the MCC SHALL provide means for the user to choose one from them; 
· The MCC SHOULD make the telephone number obtained from the Recognizable Format that represents a telephone number available for other applications such as saving it into a contact book in the device if the user wishes; and

7.2.3 Mail Address Recognition
7.2.3.1 Mailbox
1. The MCC SHALL recognize a Mailbox as the Recognizable Format.

2. The Mailbox SHALL follow the definition in [RFC2822].

The following exceptions to [RFC2822] apply in order for successful recognition of a Mailbox. 

· Any white spaces or comments (i.e., CFWS (comments and/or folding white space) as defined in [RFC2822]) SHALL NOT be used in a Mailbox.

· In the case of name-addr, display-name SHALL follow the same syntax as that of local-part.

3. The MCC SHALL recognize a Mailbox as a Recognizable Format wherever such a Mailbox is present in the Direct Code; such a Mailbox may exist alone, in the middle of a plain text message, with other Recognizable Format, or inside of other Recognizable Format. When a Mailbox appears in other Recognizable Formats that are specifically listed inTable 10, the MCC SHALL conduct recognition based on the rules that are specified inSection 7.3.
7.2.3.2 Behavior

After recognizing the Mailbox;

· The MCC SHALL display the Mailbox with any other data such as plain text messages and/or other Recognizable Formats; 

· The MCC SHALL make the Mailbox selectable by the user for invoking an email client application, with the Mailbox being inserted as the destination in the email application.

· If multiple Mailboxes are recognized, the MCC SHALL provide means for the user to choose one from them; 

· The MCC SHOULD make the Mailbox available for other applications such as saving it into a contact book in the device if the user wishes.

7.2.4 Business Card Recognition 

7.2.4.1 MECARD Format

The MECARD format recognizes data that are essential for business cards.
· The definition of MECARD syntax MUST be based on the DMF Definition in Section 7.1.2, with the following specifications and clarifications that MUST supersede the generic definition in Section 7.1.2.
· The MCC MUST recognize MECARD: as a Recognizable Format.

· The MCC MUST NOT recognize MECARD: as a Recognized Format when MECARD: is found embedded within another Recognizable Format.
An example of MECARD format is shown below (CR/LF added for human readability):

MECARD: 

N:Bill Jones;

TEL:+18586230741;
TEL:+18586230742;
EMAIL:foo@openmobilealliance.org;
EMAIL:hoo@openmobilealliance.org;

URL: http\://www.openmobilealliance.org;

;

The table below defines the Properties of the MECARD, the number of Property-Values, and the semantic descriptions. The MCC conformance criteria are described in the specific property descriptions (below).

	Property
	Number of Property-Value
	Semantic Description

	N
	1
	The name of the person associated with the MECARD

	SOUND
	1
	A sound annotation for the name of the person associated with the MECARD

	TEL
	1
	A telephone number associated with the MECARD

	EMAIL
	1
	An electronic mail address associated with the MECARD

	BDAY
	1
	The date of birth associated with the MECARD

	ADR
	1
	The physical delivery address associated with the MECARD

	NOTE
	1
	Supplemental information or a comment associated with the MECARD

	URL
	1
	A URL associated with the MECARD

	NICKNAME
	1
	A nick name of the person associated with the MECARD


Table 2 - Properties of the MECARD
· The MCC MUST ignore any Property that is found in the MECARD but is not included in this table. It is recommended to display such ignored data as it may help the user to understand what are written in the symbol.

· All the Properties have one Property-Value, respectively. The following characters; comma, “,”, semicolon, “;”, colon, “:”, and back slash, “\”, MUST be escaped as defined in Section 7.1.2.1 using a back slash, “%x5c”, if such a character needs to be included in the Property-Value. If such characters that need to be escaped are found without being escaped in the Property, they MUST be ignored.

7.2.4.2 N Property

· The MCC MUST support the N Property.

· The string of characters in the Property-Value of the N Property MUST be recognized as the name of the person associated with the MECARD.
· If more than one N Property is found, the MCC MUST recognize as many N Properties as it can process. The N Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

7.2.4.3 SOUND Property

· The MCC SHOULD support the SOUND Property.

· The string of characters in the Property-Value of the SOUND Property MUST be recognized as the sound annotation for the name of the person associated with the MECARD.
· If more than one SOUND Property is found, the MCC MUST recognize as many SOUND Properties as it can process. The SOUND Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

7.2.4.4 TEL Property

· The MCC MUST support the TEL Property.

· The string of characters in the Property-Value MUST comply to the definition of Telephone-Number-String, as defined in Section 7.2.2.

· The string of characters in the Property-Value of the TEL Property MUST be recognized as the telephone number associated with the MECARD.
· If more than one TEL Property is found, the MCC MUST recognize as many TEL Properties as it can process. The TEL Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

· In addition to recognizing MECARD as a structure, the MCC MUST recognize the Property-Value in the TEL Property by itself, if it complies to the above definition, as the telephone number associated with the MECARD and provide the functions that are defined in Section 7.2.2. The MCC MUST provide a means to the user to be able to choose which one, i.e., the MECARD or the telephone number, is to be invoked. If multiple TEL Properties are found, the MCC MUST provide these functions for all the telephone numbers that the MCC is capable of supporting.

7.2.4.5 EMAIL Property

· The MCC MUST support the EMAIL Property.

· The string of characters in the Property-Value MUST comply to the definition of the Mailbox, as defined in Section 7.2.3.

· The string of characters in the Property-Value of the EMAIL Property MUST be recognized as the electronic mail address associated with the MECARD.
· If more than one EMAIL Property is found, the MCC MUST recognize as many EMAIL Properties as it can process. The EMAIL Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

· In addition to recognizing MECARD as a structure, the MCC MUST recognize the Property-Value in the EMAIL Property by itself, if it complies to the above definition, as the electronic mail address associated with the MECARD and provide the functions that are defined in Section 7.2.3. The MCC MUST provide a means to the user to be able to choose which one, i.e., the MECARD or the electronic mail address, is to be invoked. If multiple EMAIL Properties are found, the MCC MUST provide these functions for all the electronic mail addresses that the MCC is capable of supporting.

7.2.4.6 BDAY Property

· The MCC MUST support the BDAY Property.

· The string of characters in the Property-Value of the BDAY Property MUST be recognized as the date of birth associated with the MECARD.
· If more than one BDAY Property is found, the MCC MUST recognize as many BDAY Properties as it can process. The BDAY Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

· The string of characters in the BDAY Property-Value MUST be a string of 8 characters consisting of ASCII characters, “%x30-39”. The first 4 characters from the head MUST represent the year, the next 2 characters MUST represent the month, and the last 2 characters MUST represent the day of the birth, respectively. If there are more than 8 characters found, the excessive characters MUST be set to be NULL.

7.2.4.7 ADR Property

· The MCC MUST support the ADR Property.

· The string of characters in the Property-Value of the ADR Property MUST be recognized as the physical delivery address associated with the MECARD.
· If more than one ADR Property is found, the MCC MUST recognize as many ADR Properties as it can process. The ADR Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

7.2.4.8 NOTE Property

· The MCC MUST support the NOTE Property.

· The string of characters in the Property-Value of the NOTE Property MUST be recognized as the supplemental information or a comment associated with the MECARD.
· If more than one NOTE Property is found, the MCC MUST recognize the NOTE Properties as many as it can process. The NOTE Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

7.2.4.9 URL Property

· The MCC MUST support the URL Property.

· The string of characters in the Property-Value MUST comply to the definition of the http: and https:, as defined in Section 7.2.1.

· The string of characters in the Property-Value of the URL Property MUST be recognized as the http: and https: URI schemes associated with the MECARD.
· If more than one URL Property is found, the MCC MUST recognize as many URL Properties as it can process. The URL Properties that exceed the maximum number of the MCC’s processing capability MUST be ignored.

· In addition to recognizing MECARD as a structure, the MCC MUST recognize the Property-Value in the URL Property by itself, if it complies to the above definition, as the http: and https: URI schemes associated with the MECARD and provide the functions that are defined in Section 7.2.1. The MCC MUST provide a means to the user to be able to choose which one, i.e., the MECARD or the URI scheme, is to be invoked. If multiple URL Properties are found, the MCC MUST provide these functions for all the URI schemes that the MCC is capable of supporting.

· It should be noted that, as defined by Section 7.1.2, DMF Definition, certain characters in the URI scheme MUST be denoted by using the escape sequence with a backslash “\”.
7.2.4.10 NICKNAME Property

· The MCC MUST support the NICKNAME Property.

· The string of characters in the Property-Value of the NICKNAME Property MUST be recognized as the nick name of the person associated with the MECARD.
· If more than one NICKNAME Property is found, the MCC MUST recognize as many NICKNAME Properties as it can process. The NICKNAME Properties that exceed the maximum number of the MCC’s processing capability  MUST be ignored.

7.2.4.11 Behavior

If MECARD is chosen by the user, an appropriate application MUST be invoked to store the data contained in the MECARD to a phone book on the handset. 
Some Property-Values in the MECARD are also Recognizable Formats,  in addition to be elements of the MECARD structure,. They are the Property-Values of TEL, EMAIL, and URL Properties, as defined in Sections 7.2.2, 7.2.3, and 7.2.1, respectively. If such Property-Values exist and are found to be satisfying the respective definitions, the MCC MUST recognize these values as Recognizable Formats in addition to recognizing the MECARD itself, and MUST offer the functions that are specified in the respective sections of this specification, in addition to that for the MECARD. The MCC MUST provide the user with a means of selecting which application is to be invoked, e.g., by displaying the values with actionable strings allowing the user to select and invoke the desired application.

The following table summarizes the elements of MECARD that are recognized as actionable strings and displayed as text.

	Property
	Actionable String
	Description

	MECARD
	Yes
	“MECARD” may be displayed using any string that may be familiar to users in the desired language. If this is selected, the data in the MECARD is to be stored in the phone book by appropriate application(s). 

	N
	No
	The name of the person associated with the MECARD is displayed.

	SOUND
	No
	A sound annotation for the name of the person associated with the MECARD is displayed.

	TEL
	Yes
	A telephone number associated with the MECARD is displayed. If the actionable link is selected instead of MECARD, it invokes applications, e.g., initiating a phone call. Details are specified in Section 7.2.2.

	EMAIL
	Yes
	An electronic mail address associated with the MECARD is displayed. If the actionable link is selected instead of MECARD, the user is presented application(s) that may be invoked, e.g., invoking an email client with this email address being set as the destination address. Details are specified in Section 7.2.3.

	BDAY
	No
	The date of birth associated with the MECARD is displayed.

	ADR
	No
	The physical delivery address associated with the MECARD is displayed.

	NOTE
	No
	Supplemental information or a comment associated with the MECARD is displayed.

	URL
	Yes
	A URL associated with the MECARD is displayed. If the actionable link is selected instead of MECARD, the user is presented application(s) that may be invoked, e.g., a web browser to access the page designated by the URL. Details are specified in Section 7.2.1.

	NICKNAME
	No
	A nick name of the person associated with the MECARD is displayed.


Table 3 - MECARD Elements

7.2.5 Bookmark Recognition 

7.2.5.1 MEBKM format

The MEBKM format recognizes data that are essential for a bookmark.
· The definition of MEBKM syntax MUST be based on the DMF Definition in Section 7.1.2, with the following specifications and clarifications that MUST supersede the generic definition in Section 7.1.2.
· The MCC MUST recognize MEBKM: as a Recognizable Format.

· The MCC MUST NOT recognize MEBKM: as a Recognized Format when MEBKM: is found embedded within another Recognizable Format.
An example of MEBKM format is shown below (CR/LF added for human readability):

MEBKM: 

TITLE:OMA Home Page;

URL: http\://www.openmobilealliance.org;

;

The table below defines the Properties of the MEBKM, the number of Property-Values, and the semantic descriptions. The MCC conformance criteria are described in the specific property descriptions (below).

	Property
	Number of Property-Value
	Semantic Description

	TITLE
	1
	A title associated with the MEBKM, e.g., the name of the location pointed by the URL

	URL
	1 
	A URL associated with the MEBKM


Table 4 - Properties of the MEBKM
· The MCC MUST ignore any Property that is found in the MEBKM but is not included in this table. It is recommended to display such ignored data as it may help the user to understand what are written in the symbol.

· All the Properties have one Property-Value, respectively. The following characters; comma, “,”, semicolon, “;”, colon, “:”, and back slash, “\”, MUST be escaped as defined in Section 7.1.2.1 using a back slash, “%x5c”, if such a character needs to be included in the Property-Value. If such characters that need to be escaped are found without being escaped in the Property, they MUST be ignored.

7.2.5.2 TITLE Property

· The MCC MUST support the TITLE Property.

· The string of characters in the Property-Value of the TITLE Property MUST be recognized as the title associated with the MEBKM.
7.2.5.3 URL Property

· The MCC MUST support the URL Property.

· The string of characters in the Property-Value MUST comply to the definition of the http: and https:, as defined in Section 7.2.1.

· The string of characters in the Property-Value of the URL Property MUST be recognized as the http: and https: URI schemes associated with the MEBKM.

· In addition to recognizing MEBKM as a structure, the MCC MUST recognize the Property-Value in the URL Property by itself, if it complies to the above definition, as the http: and https: URI schemes associated with the MEBKM, and MUST provide the functions that are defined in Section 7.2.1. The MCC MUST provide a means to the user to be able to choose which one, i.e., the MEBKM or the URI scheme, is to be invoked.

· It should be noted that, as defined by Section 7.1.2, DMF Definition, certain characters in the URI scheme MUST be denoted by using the escape sequence with a backslash “\”.
7.2.5.4 Behavior

If MEBKM is chosen by the user, an appropriate application MUST be invoked to store the data contained in the MEBKM to a bookmark registry on the handset. 

The URL Property-Value in the MEBKM is also a Recognizable Format, in addition to be an element of the MEBKM structure. It is defined in Sections 7.1.2.2. The MCC MUST recognize the Property-Value of URL Property as a Recognizable Format in addition to recognizing the MEBKM itself, and MUST offer the functions that are specified in Section 7.1.2.2, in addition to that for the MEBKM. The MCC MUST provide the user with a means of selecting which application is to be invoked, e.g., by displaying the values with actionable strings allowing the user to select and invoke the desired application.

The following table summarizes the elements of MEBKM that are recognized as actionable strings and displayed as text.

	Property
	Actionable String
	Description

	MEBKM
	Yes
	“MEBKM” may be displayed using any string, e.g., “Add to bookmark”, that may be familiar to users in the desired language. If this is selected, the data in the MEBKM is to be stored in the bookmark registry by appropriate application(s). 

	TITLE
	No
	The title associated with the MEBKM is displayed.

	URL
	Yes
	A URL associated with the MEBKM is displayed. If the actionable link is selected instead of MEBKM, the user is presented application(s) that may be invoked, e.g., a web browser to access the page designated by the URL. Details are specified in Section 7.2.1.


Table 5 - MEBKM Actionable Strings
7.2.6 Email Linkage Data Format Recognition 

7.2.6.1 MATMSG format

The MATMSG format is used to link email data contained in the format to applications such as email clients.
· The definition of MATMSG syntax MUST be based on the DMF Definition in Section 7.1.2, with the following specifications and clarifications that MUST supersede the generic definition in Section 7.1.2.
· The MCC MUST recognize MATMSG: as a Recognizable Format.

· The MCC MUST NOT recognize MATMSG: as a Recognized Format when MATMSG: is found embedded within another Recognizable Format.
An example of the MATMSG format is shown below (CR/LF added for human readability):

MATMSG: 

TO:foo@openmobilealliance.org;

SUB:Hello;

BODY:This is the message body.;
;

The TO Property must be present in the MATMSG data. If TO Property is not found, it is an erroneous mobile code. The number of TO Properties is 1 or more. The number of the SUB Property may be zero or one. The number of the BODY Property may be zero or one.

The table below defines the Properties of the MATMSG format, the number of Property-Values, and the semantic descriptions. The MCC conformance criteria are described in the specific property descriptions (below).

	Property
	Number of Property-Value
	Semantic Description

	TO
	1
	An electronic mail address associated with the MATMSG, whose Property-Value will be inserted in the destination address field if an application, e.g., an email client, is invoked.

	SUB
	1
	A subject of the message associated with the MATMSG, of which Property-Value will be inserted in the subject field if an application, e.g., an email client, is invoked.

	BODY
	1
	A body of the message associated with the MATMSG, of which Property-Value will be inserted in the body field if an application, e.g., an email client, is invoked.


Table 6 – Properties of the MATMSG
· The MCC MUST ignore any Property that is found in the MATMSG format but is not included in this table. It is recommended to display such ignored data as it may help the user to understand what are written in the symbol.

· All the Properties have one Property-Value, respectively. The following characters; comma, “,”, semicolon, “;”, colon, “:”, and back slash, “\”, MUST be escaped as defined in Section  7.1.2.1 using a back slash, “%x5c”, if such a character needs to be included in the Property-Value. If such characters that need to be escaped are found without being escaped in the Property, they MUST be ignored.

7.2.6.2 TO Property

· The MCC MUST support the TO Property.

· The string of characters in each TO Property-Value MUST comply with the definition of the Mailbox, as defined in Section 7.2.3.
· The MCC MUST recognize each Property-Value of the TO Property as a Mailbox associated with the MATMSG.

· If more than one TO Property is found, the MCC MUST recognize as many TO Properties as it can process as a group. Any TO Properties over and above the maximum number that can be processed as a group MUST be ignored.

· The MATMSG MUST be displayed as an actionable string of characters that is familiar to users in the desired language, e.g., “Create email”. Additionally, the MCC MUST display each individual TO Property-Value as an actionable string of characters, to the extent that the MCC can process. Note that, depending on the MCC implementation, the number of TO Property-Values that the MCC can process individually as actionable strings may be different than the number of TO Properties that can be processed as a group in the MATMSG.
· For the MATMSG, the MCC MUST insert the group of recognized TO Property-Values into the destination address fields of an application, e.g., an email client that is selected and invoked. Additionally, for individual TO Property-Values, the MCC behavior is defined in Section 7.2.3.2. 
7.2.6.3 SUB Property
· The MCC MUST support the SUB Property.

· The string of characters in the Property-Value of the SUB Property MUST be recognized as the subject of the message associated with the MATMSG.

· If present, the Property-Value of the SUB Property MUST be inserted in the subject field of the application, e.g., an email client, that is selected and invoked.

7.2.6.4 BODY Property

· The MCC MUST support the BODY Property.

· The string of characters in the Property-Value of the BODY Property MUST be recognized as the body of the message associated with the MATMSG.

· If present, the Property-Value of the BODY Property MUST be inserted in the body field of the application, e.g., an email client, that is selected and invoked.

7.2.6.5 Behavior

· The MCC MUST provide the user with a means of selecting any one of the actionable strings, i.e., the MATMSG or an individually displayed TO Property-Value. 
· If one of the actionable strings is selected by the user, an appropriate application, e.g., an email client, MUST be invoked and the data in the format that is selected by the user MUST be inserted in the respective fields of the email in the application.

The following table summarizes the elements of MATMSG that are recognized as actionable strings and displayed as text.
	Property
	Actionable String
	Description

	MATMSG
	Yes
	“MATMSG” may be displayed by using any string that is familiar to users in the desired language, e.g., “Create email”. If this actionable string is selected by the user, an appropriate application, e.g., an email client, is invoked and the data in the MATMSG is inserted in the respective field of the email in the selected application.

	TO
	Yes
	The Property-Value, i.e., an electronic mail address associated with the MATMSG, is displayed as an actionable string if it complies with the definition. In case where multiple TO Properties are found, each of the Property-Values are displayed as an actionable string if it complies with the definition. 

If the actionable string representing the Property-Value or one of the Property-Values (as appropriate) is selected by the user, an appropriate application, e.g., an email client, is invoked and the data in the Property-Value is inserted in the destination header of the email in the selected application.

	SUB
	No
	The subject of the message associated with the MATMSG is displayed. No part of the Property-Value is recognized as a Recognizable Format.

	BODY
	No
	The body of the message associated with the MATMSG is displayed. No part of the Property-Value is recognized as a Recognizable Format.


Table 7 - MATMSG Actionable Strings
7.2.7 Location Information
7.2.7.1 MELOC  Format

1. The MCC SHALL recognize MELOC: as the Recognizable Format.

2. The MCC SHALL NOT recognize MELOC: as the Recognized Format when the MELOC: is found in other Recognizable Format.

MELOC contains geolocation (GEO) information which is borrowed from [VCARD2.1]
Example  (CR/LF added for human readability):

MELOC: 

ADR: 1234 Broadway Av., Richardson Tx, 75081 USA;

BLD: I;

FLR: 14;

ROOM: 29;

GEO:37.386013-122.082932;
ALT: 36.5

;

The table below defines the Properties of the MELOC format, the number of Property-Value and the composer conformance criteria. The MCC conformance criteria are described in the specific property description.

	Property
	Number of Property-Value
	Semantic Description
	

	ADR
	1
	The physical address of the location indicated by the Property GEO.
	

	BLD
	1
	The building code of the location indicated by the Property GEO. 
	

	FLR
	1
	The floor number of the location indicated by the Property GEO.
	

	ROOM
	1
	The room number of the location indicated by the Property GEO.
	

	GEO
	1
	The location information as specified by [VCARD2.1]
	

	ALT
	1
	The altitude information complementing the GEO information. The altitude information is expressed in WGS84 reference system. 
	


Table 8 - MELOC Format
For the Properties ADR, BLD, FLR, ROOM, GEO and ALT the Property-Value of each Property is a single string of characters that may contain any number of commas “,” and/or semicolons “;”. For a comma in the string, an escape sequence is not used. For a semicolon in the string, an escape sequence MUST be used so that “;” is denoted as “\;”.
ADR Property

At a minimum, an input of 100 bytes data MUST be supported for the Property-Value.

BLD Property

At a minimum, an input of 1 bytes data MUST be supported for the Property-Value.

FLR Property

At a minimum, an input of 4 bytes data MUST be supported for the Property-Value.

ROOM Property

At a minimum, an input of 4 bytes data MUST be supported for the Property-Value.

GEO Property
At a minimum, an input of 17 bytes data MUST be supported for the Property-Value.

ALT Property
At a minimum, an input of 4 bytes data MUST be supported for the Property-Value.

7.2.7.2 Behavior

After recognizing the MELOC:

1. The MCC SHALL display the MELOC with other data such as plain text messages and/or other Recognizable Formats;

2. If multiple Recognizable Formats are recognized, the MCC SHALL provide means for the user to choose one from them.

3. The MCC SHALL make such a format selectable by the user for initiating the appropriate application e. g. map, indoor routing, workforce tracking etc.

7.3 Recognition of overlapping Recognizable Formats

There are cases where the whole or a portion of a Recognizable Format overlaps with other Recognizable Formats. For overlapping Recognizable Formats, a rule is needed how such overlapping formats are recognized consistently among the various implementations of this specification, so as to ensure consistency between the expectation of the publisher of the mobile code and the recognition results to be presented to the user. In order to ensure consistency, a priority must be defined in order for the MCC to be able to select those that are most suitable. The following examples show such overlapping formats and suitable prioritized recognition.

	Examples
	Description
	Suitable Priority

	1
	http://www.omaorg.org/test@omaorg.org
	An email address is embedded in an http: schema
	http://www.omaorg.org/test@omaorg.org
Prioritize the http: schema

	2
	09012345678@omaorg.org
	A telephone number is embedded in an email address
	09012345678@omaorg.org 
Prioritize the email address.

	3
	tel:09012345678@omaorg.org
	Tel: appears in front of an email address in which a telephone number is embedded.
	tel:09012345678@omaorg.org

Prioritize the telephone number.

	4
	012 345 678 987@omaorg.org
	A telephone number containing SPs as visual separator overlaps with an email address
	0012 345 678 987@omaorg.org

(i) Prioritize the email address, and

(ii) Recognized the telephone number as a separate Recognizable Format


Table 9 - Examples of a Recognizable Format appearing in other Recognizable Format
The following specifies the rules for recognizing the following Recognizable Formats that are listed in Table 10when they are overlapping:

	Recognizable Format
	Note

	http: and https:
	

	tel:
	(String-3)

	telephone number
	(String-1 and String-2)

	mail address
	


Table 10 - Recognizable Formats that need to be resolved when overlapping
In case where overlapping Recognizable Formats are found:

· When a telephone number and an email address are overlapping each other, and the telephone number contains one or more SPs, %x20, as a visual separator, then;
· The MCC MUST select the email address as the first priority Recognizable Format, and
· The MCC MUST recognize a partial string that does not overlap with the string representing the email address as a separate telephone number if the partial string satisfies the definition of a telephone number as defined in 7.2.3.1.

· The MCC MUST select the email address as the first priority Recognizable Format if the email address starts with a telephone number. 

· Otherwise, among the Recognizable Formats that overlap each other, the MCC MUST select the Recognizable Format whose first character starts closest to the beginning of the Data String as the first priority Recognizable Format.

· The MCC MUST display the actionable image of the first priority Recognizable Format. How to handle other Recognizable Formats that overlap with the selected first priority Recognizable Format is subject to each implementation.

8. Indirect Code Handling
8.1 Data Format

Editor’s Note: This section defines the indirect mobile code data format.

This section describes the data format used for Indirect Code. 

The data format is shown below.

	Field
	Code-Marker
	Version-Number
	ICI
	Displayed-Text

	Length
	5 octets
	1 octet
	Variable length

(4 or more octets)
	Variable length

(0 or more octets)

	Description
	See Section 6.1
	The most significant 4 bits identify the major version; the least significant 4 bits identify the minor version
	Contains the Indirect Code Identifier
	Contains the text to be displayed on the mobile device


Table 11 - Data Format

Total length of the Indirect Code Data String is constrained by the symbology and the symbol size. 

The four fields SHALL follow the order as shown above.

Additional fields MAY be added in a future version after the last field of the latest version (e.g., “Displayed-Text” field is the last field of v1.0).  When new fields are added, a new major version number SHALL be used and SHALL be one higher than the latest major version number.

Each field is described in the sections below.

8.1.1 Code-Marker

This field SHALL contain the Code-Marker described in Section 6.1 to indicate that the Mobile Code is an Indirect Code.

8.1.2 Version-Number

This field SHALL contain the version number of this specification.   The most significant 4 bits SHALL indicate the major version number.  The least significant 4 bits SHALL indicate the minor version number.  For this specification, this field SHALL contain the value “%x10”.

8.1.3 ICI

This field SHALL contain the Indirect Code Identifier (ICI).

It has the following format:

	Field
	Registry-ID
	Routing-ID
	Resolution-Prefix
	Resolution- Identifier-Remaining-Part

	Length
	Variable length

(one to four octets)
	Variable length

(one to four octets)
	Variable Length

(one to four octets)
	Variable length

(one to 256 octets)

	Description
	 Contains the beginning part of the Routing Prefix and identifies a registry
	Contains the remaining part of the Routing Prefix after “Registry-ID”
	Contains the beginning part of the Resolution Identifier and indicates the block of ICIs that are resolved by the same CMP 
	Contains the remaining part of the   Resolution Identifier after “Resolution-Prefix” 


Table 12 - Indirect Code Identifier (ICI) Format
The ICI consists of the Routing Prefix and the Resolution Identifier.
The Routing Prefix consists of the “Registry-ID” and the “Routing-ID”.
The Resolution Identifier consists of the “Resolution-Prefix” and the “Resolution-Identifier-Remaining-Part”.

8.1.3.1 Registry-ID

This field SHALL contain the Registry-ID assigned by OMNA.  Its length is indicated by the most significant 2 bits of the first octet as shown below.

· “00”: The length is 1 octet.   The least significant 6 bits indicate the 6-bit Registry-ID value.

· “01”: The length is 2 octets.  The least significant 6 bits of the first octet and the 8 bits of the second octet indicate the 14-bit Registry-ID value.

· “10”: The length is 3 octets.   The least significant 6 bits of the first octet and the 16 bits of the next two octets indicate the 22-bit Registry-ID value.

· “11”: The length is 4 octets.   The least significant 6 bits of the first octet and the 24 bits of the next three octets indicate the 30-bit Registry-ID value.

The 6/14/22/30-bit Registry-ID value SHALL NOT be 0.

In the case of a 4-octet Registry-ID field, the number of assignable Registry-ID values is 230-1.

In the case of a single-octet Registry-ID field having a value of “%x01” it means that OMNA is assigning the Routing Prefixes directly without MCR involvement.

8.1.3.2 Routing-ID

This field SHALL contain the remaining part of the Routing Prefix after the Registry-ID.  Its length is indicated by the most significant 2 bits of the first octet as shown below.

· “00”: The length is 1 octet.   The least significant 6 bits indicate the 6-bit Routing-ID value.

· “01”: The length is 2 octets.  The least significant 6 bits of the first octet and the 8 bits of the second octet indicate the 14-bit Routing-ID value.

· “10”: The length is 3 octets.   The least significant 6 bits of the first octet and the 16 bits of the next two octets indicate the 22-bit Routing-ID value.

· “11”: The length is 4 octets.   The least significant 6 bits of the first octet and the 24 bits of the next three octets indicate the 30-bit Routing-ID value.

The 6/14/22/30-bit Routing-ID value SHALL NOT be 0.

In the case of a 4-octet Registry-ID field, the number of assignable Routing-ID values is 230-1.

8.1.3.3 Resolution-Prefix

This field SHALL contain a value that indicates a block of ICIs that are assigned to be associated with a set of specific content/services or addresses of content/services that are resolved by the same CMP. It is intended to facilitate routing of code resolution requests in some cases (e.g., when code transfer is supported).  Its length is indicated by the most significant 2 bits of the first octet as shown below.

· “00”: The length is 1 octet.   The least significant 6 bits indicate the 6-bit Resolution-Prefix value.

· “01”: The length is 2 octets.  The least significant 6 bits of the first octet and the 8 bits of the second octet indicate the 14-bit Resolution-Prefix value.

· “10”: The length is 3 octets.   The least significant 6 bits of the first octet and the 16 bits of the next two octets indicate the 22-bit Resolution-Prefix value.

· “11”: The length is 4 octets.   The least significant 6 bits of the first octet and the 24 bits of the next three octets indicate the 30-bit Resolution-Prefix value.

The 6/14/22/30-bit Resolution-Prefix value SHALL NOT be 0.

In the case of a 4-octet Resolution-Prefix field, the number of assignable Resolution-Prefix values is 230-1.

8.1.3.4 Resolution-Identifier-Remaining-Part

This field SHALL contain the remaining part of the Resolution Identifier after the Resolution-Prefix field.  Its length is indicated by the first octet.

· “00000000”: The length is 1 octet indicating that there is no remaining part after Resolution-Prefix (e.g., the field only contains the length indicator).

· Any value between “00000001” and “11111110”: The value indicates the length of Resolution-Identifier-Remaining-Part field.  If the value is x, the next (x-1) octets contain the value of the remaining part of the Resolution Identifier.  Using a value of “00001000” (8 in decimal number) as an example, the length of the field is 8 octets and the next 7 octets after the first octet contain the remaining part of the Resolution Identifier after Resolution-Prefix.  The number of assignable values in this example would be 256.

· “11111111”: The length is 255 octets.  The 254 octets after the first octet contain the remaining part of the Resolution Identifier after Resolution-Prefix.  The number of assignable values would be 22032.

When the length indicator contains a value that is more than “%x02”, the second most significant octet of this field SHALL NOT be “%x00”.

In the case of a 255-octet Resolution-Identifier-Remaining-Part field, the number of assignable Resolution-Identifier-Remaining-Part values is 22032.

8.1.4 Displayed-Text

Anything remaining after the ICI in an Indirect Code is the Displayed-Text field.  This field is not present in the Indirect Code when the end of the ICI is also the end of the Indirect Code.  This field, when present, SHALL contain the text string to be displayed on the mobile device while the MCC processes the ICI and SHALL contain only printable ASCII characters. 

The MCC SHALL display the text string in the Displayed-Text field, when present, as the plain text (e.g., does not display the text with actionable strings allowing the user to select and invoke the desired application).
8.2 Code Resolution Procedures

Editor’s Note: This section contains basic routing procedures, i.e. how the MCC forwards the request to the hosting CMP/CRS, what a CCH/CMP does when it receives an unknown Routing Prefix, how MCCs are provisioned with home CMPs/CCHs.

This section describes the procedures required to resolve Indirect Mobile Codes. For more details on message formats, refer to section x.x.

8.2.1 Overview of Code Resolution Procedures

In order to resolve an Indirect Mobile Code, the MCC SHALL send the MC-1-RESOLVE_ICI_REQUEST message to its Home CMP (or Split-CMP-Parent) over the MC-1 interface. This message contains the following information:
· The MC-1-RESOLVE_ICI_REQUEST message SHALL contain the barcode type (Symbology) of the barcode that was decoded as the value of the “btype” parameter

· The MC-1-RESOLVE_ICI_REQUEST message SHALL include the ICI of the barcode that was decoded as the value of the “barcode” parameter.

The Home CMP(or Split-CMP-Parent) SHALL maintain a local cache of all Routing Prefixes of codes hosted by CMPs (or Split-CMPs/Children, where applicable) that it has business agreements with covering the commercial  aspects as well as adherence to the Home CMP’s (or the Split-CMP’s/Parent’s, where applicable) content guidelines, terms and conditions of use, privacy policy, etc. The Home CMP (or Split-CMP-Parent) SHALL manually maintain this cache based on bilateral agreements with emerging ecosystems, consulting the master list of OMA-compliant regional ecosystems maintained by OMNA.

Upon receipt of the MC-1-RESOLVE_ICI_REQUEST message, the Home CMP (or Split-CMP-Parent)  SHALL determine the Indirect Code Identifier, and its Routing Prefix, based on the values of the parameters “btype” and “barcode” in the message. Based on the Routing Prefix, the Home CMP (or Split-CMP-Parent)  SHALL determine if the Indirect Code Identifier with its associated content is locally hosted. 

· If the Indirect Code Identifier is hosted on the Home CMP, the Home CMP resolves the code as described in section 0. 

· If the Indirect Code Identifier is hosted on a Split-CMP-Child that has a child relationship with the Home Split-CMP-Parent, the Split-CMP-Parent SHALL send a MC-4-RESOLVE_ICI_REQUEST message to the Split-CMP-Child. Refer to section 0.

If the Indirect Code Identifier is not locally hosted on the Home CMP (or Split-CMP-Parent), the Home CMP (or Split-CMP-Parent) SHALL check if the Routing Prefix matches the locally cached information on the mapping between the CMP (or Split-CMP-Parent) Routing Prefixes and associated CMP (or Split-CMP-Parent) network addresses it has business agreements with.  If the Home CMP (or Split-CMP-Parent) has a network address cached for the received Routing Prefix, the Home CMP (or Split-CMP-Parent) SHALL send the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMP (or Split-CMP-Parent) for resolution.

· Upon receipt of the MC-3-RESOLVE_ICI_REQUEST message, the Remote CMP resolves the code as described in section 0.

· Upon receipt of the MC-3-RESOLVE_ICI_REQUEST message, the Remote Split-CMP-Parent SHALL send an MC-3-RESOLVE_ICI_REQUEST message to the Split-CMP-Child that hosts the code. Refer to section 0.

If the Home CMP (or Split-CMP-Parent) receives a request to resolve an Indirect Code Identifier that is not hosted locally, and the Home CMP (or Split-CMP-Parent) does not have a network address cached for the received Routing Prefix, the Home CMP (or Split-CMP-Parent) MAY send an MC-2-RESOLVE_UNKNOWN_ROUTING_PREFIX message to the GMCR, if the GMCR has been implemented in the ecosystem the Home CMP (or Split-CMP-Parent) inhabits. Alternatively, the Home CMP (or Split-CMP-Parent) MAY take actions determined by business agreements that are beyond the scope of this specification.

· Upon receipt of the MC-2-RESOLVE_UNKNOWN_ROUTING_PREFIX message, the GMCR SHALL send an MC-2-UNKOWN_ROUTING_PREFIX_RESOLUTION message to the Home CMP (or Split-CMP-Parent). This message SHALL include the network address of the CMP (or Split-CMP-Parent) associated with the received Routing Prefix. 

· Upon receipt of the MC-2- UNKNOWN_ROUTING_PREFIX_RESOLUTION message, the Home CMP (or Split-CMP-Parent) SHALL send the MC-3-RESOLVE_ICI_REQUEST message to the Remote CMP (or Split-CMP-Parent) specified by the received network address.
Upon receipt of an MC-1- RESOLVE_ICI_REQUEST for an Indirect Code Identifier that is hosted locally, the Home CMP SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
Upon receipt of an MC-3-RESOLVE_ICI_REQUEST message, the Split-CMP-Child SHALL send an MC-3- RESOLVE_ICI_RESULT to its Split-CMP-Parent. The MC-3-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
Upon receipt of an MC-3-RESOLVE_ICI_RESULT message, the Split-CMP-Parent SHALL perform the following:

· If the Split-CMP-Parent is the Home Split-CMP-Parent for the MCC corresponding to the Indirect Code Identifier being resolved, the Split-CMP-Parent SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
· If the Split-CMP-Parent is not the Home Split-CMP-Parent for the MCC corresponding to the Indirect Code Identifier being resolved, the Split-CMP-Parent SHALL send an MC-3- RESOLVE_ICI_RESULT message to the Home Split-CMP-Parent. Upon receipt of this message, the Home Split-CMP-Parent SHALL send the MC-1-RESOLVE_ICI_RESULT message to the MCC. The MC-1-RESOLVE_ICI_RESULT message SHALL consist of the “codeset” element as described in section x.x.
8.2.2 Specific Code Resolution Procedures

8.2.2.1 Procedures at MCC

8.2.2.2 Procedures at Home CMP (or Split-CMP-Parent Where Applicable)

8.2.2.3 Procedures at Remote/Resolving CMP (or Split-CMP-Parent Where Applicable)

8.2.2.4 Procedures at Resolving Split-CMP-Child

8.2.2.5 Procedures at MCR

8.3 Code Transfer Procedures
8.3.1 Overview of Code Transfer Procedures

8.3.2 Specific Code Transfer Procedures
8.3.2.1 Procedures at Old Resolving CMP (or Split-CMP-Child Where Applicable)

8.3.2.1.1 Code transfer request procedures
8.3.2.1.2 Code transfer confirmation procedures

8.3.2.2 Procedures at Old Split-CMP-Parent

8.3.2.2.1 Code transfer request procedures

8.3.2.2.2 Code transfer confirmation procedures when receiving the MC-5-TRANSFER_CONFIRMATION_ REQUEST message from the MCR

8.3.2.2.3 Code transfer confirmation procedures initiated by the old resolving Split-CMP-Parent

8.3.2.3 Procedures at MCR

8.3.2.3.1 Code transfer request procedures

8.3.2.3.2 Code transfer confirmation procedures
8.3.2.4 Procedures at New Resolving CMP (or Split-CMP-Child Where Applicable)

8.3.2.4.1 Code transfer request procedures
8.3.2.5 Procedures at New Split-CMP-Parent

8.3.2.5.1 Code transfer request procedures
8.4 Reporting Procedures
[Note: Decide if to include section 8.4.]

8.4.1 Overview of Reporting Procedures

8.4.2 Specific Reporting Procedures

8.4.2.1 Procedures at MCC

8.4.2.2 Procedures at Home CMP (or Split-CMP-Parent Where Applicable)

8.4.2.3 Procedures at Remote CMP (or Split-CMP-Parent Where Applicable)

[Note: Decide if to include section 8.4.2.3 (e.g., reporting stops at Home CMP (or Split-CMP-Parent where applicable) if to include section 8.4.]

8.4.2.4 Procedures at Resolving Split-CMP-Child

[Note: Decide if to include section 8.4.2.4 (e.g., reporting stops at Home CMP (or Split-CMP-Parent where applicable) if to include section 8.4.]
9. System Overview

9.1 MCC Installing, Provisioning and Updating Processes
Editor’s Note: This section explains how the MCC can be updated with new parameters, etc.

MCC updating is supported by existing OMA enablers. Refer to [DM].

The MC Client SHALL be installed and configured on the mobile device in order to use the MC Enabler.
9.1.1 MCC Installation Process
Methods by which the MC Client is installed include the following:

1. Downloading of the MC Client to an existing and fully functioning mobile device.

2. Preloading of the MC Client in the mobile device (i.e. the MC Client exists in the device at the time the user receives a new device. Details of this preloading method are out-of-scope of the MC Enabler.
The following methods MAY be used to download the MC Client to the device:

1. OMA Device Management Enabler v1.2.1 with Software Component Management Object (SCOMO)*.  The MNO is assumed to operate the DM Server function.
2. Local data connection (e.g. using a flash card, Blue Tooth, data cable, docking station). Details of this method are out-of-scope of the MC Enabler.

3. Other web services supported by the provider of the MC Client. Details of this method are out-of-scope of the MC Enabler.

*Editor’s Note: Need to check if the method suggestion in the above is available and effective. At minimum there is a need for a MCC management object.

9.1.2 MCC Configuration Process
The following methods MAY be used to configure the MC Client in the device:

1. OMA Device Management Enabler v1.2.1 with Client Provisioning v1.1.  The MNO is assumed to operate the DM Server function.
2. Local data connection (e.g. using a flash card, Blue Tooth, data cable, docking station). Details of this method are out-of-scope of the MC Enabler.

3. Other web services supported by the provider of the MC Client.  Details of this method are out-of-scope of the MC Enabler.

9.1.3 MCC Configuration Parameters

The parameters required to ensure proper functioning of the MC Client with the Operating System of the device are subject to implementation and are not specified in MC Enabler.

If the MC Client supports resolution of Indirect Codes, the following minimum parameters SHALL be configured in the MC Client:

· Network Address of the Home CMP (or CCH as applicable).

The MC Client SHALL support the ability for the user to enter and store user personal data information on an ‘Opt-in’ basis. The following user personal data information SHOULD be supported at minimum:

a)  Age
b) Gender

c) Postal Code/Zip Code

d) Household Income
e) Preferred language
It SHALL be possible for the user to add, update or delete any supported user personal data information at any time.

It SHALL be possible for the MCC to insert available user personal data stored in the MCC as metadata in the MC-1 ‘Code Resolution Request’ message.  

If user personal data has been entered and stored in the MC Client, the user SHALL be able to ‘Opt-in’ or ‘Opt-out’ for this personal information data to be forwarded as metadata for each MC-1 ‘Code Resolution Request’ message.
9.2 Authentication

Editor’s Note: This section explains how mobile code authentication works.

Authentication of Indirect Mobile Codes MAY be supported in certain ecosystems based upon business agreements. 
9.3 Security
Editor’s Note: This section explains general system security aspects, e.g. trusted servers and links in the architecture.

9.4 Code Transfer

Editor’s Note: This section explains how Code Transfer can be accomplished in the system.

9.5 Charging and Accounting

Editor’s Note: This section explains charging and accounting principles in the system. 

10. Interface Definitions

10.1 General Interface Considerations

This section specifies the interfaces exposed by the various components of the MC Enabler:

· All MC Enabler interfaces, MC-1 thru MC-6, SHALL be web services that expose REST APIs [ REF - To be filled in later]:

· Each REST API SHALL be invoked using either an http POST or an http GET connection request.

· The URL used SHALL always point to one of the MC Enabler network components: the CMP (or Split-CMP-Parent or Split-CMP-Child where applicable) or the MCR.

· All string parameters containing special characters or spaces MUST be UTF-8 URL encoded.  Please refer to http://www.w3schools.com/TAGS/ref_urlencode.asp for more information.

· The USER_AGENT text string in the HTTP header SHALL be transmitted unchanged in the requests.

· Each REST API response SHALL be in the form of a XML 1.0 document delivered using the http protocol:

· The encoding of all these XML documents SHALL be “UTF-8”.
· The http header information SHALL contain the 200 OK HTTP status code for all requests that were completed even if the request was not successfully executed, e.g., the ICI was not resolved by the CMP.

· All other HTTP status codes are expected to be handled by underlying web server platform and are outside the scope of this specification. 
· The root element of all these XML documents SHALL be “envelope”.
· In case of an unsuccessful execution of the requested MC web service, the  response SHALL contain an “error” element as specified below in the root “envelope” element:
<error>
   <transactionid>{transaction id}</transactionid>
   <status>{error status code}</status>
   <description>{descriptive message}</description>
</error>
· A complete list of MC error status codes and descriptions along with the mapping of the error status codes to specific MC web services is available in Table Y
· Each MC web service SHALL have a distinct URL for the request based on the type of web service.

· The MC Enabler components (the MC Client, the CMP and the MCR) SHALL support the parsing of XML 1.0 documents. 


Editor’s Note: This section is a catch-all for items that may apply to all interfaces, e.g. underlying protocol assumptions, security, etc.

10.1.1 Location Information

If the Indirect Mobile Code framework is used to convey geographic location information, position information is delivered by the CMP to the terminal according to Presence Information Data Format Location Object (PIDF-LO) protocol defined in IETF GEOPRIV framework. According to RFC 5491, Location information in a PIDF-LO may be described in the terms of:

· Civic address and in building position

· Geographic coordinates

· FFS Indoor relative coordinates should be included.

Civic Address

The location information in terms of civic address and in-building position (floor,room,area in the room) is encoded according to IETF Presence Information Data Format Location Object (PIDF-LO) [RFC 5139] defined in GEOPRIV framework.

Geografic coordinates
The geographic location information is encoded according to the Geography Markup Language (GML) 3.1.1
Indoor relative coordinates

The indoor relative coordinates information with respect to a reference point is described according to IETF DRAFT <http://tools.ietf.org/html/draft-linsner-geopriv-relativeloc-03>. It should be included in GEOPRIV official RFCs.

Editor’s Note: The indoor relative coordinates information will be available over the MC enabler interfaces when IETF GEOPRIV framework will release a dedicated RFC in the GEOPRIV framework.
10.2 Error Handling

	Parameter
	Requirement
	Occurrences
	Type
	Description

	transactionid
	Optional
	0..1
	String
	The “transactionid” allows the responding entity and the requesting entity to reconcile the transactions at a later date, if needed.  It is optional on the MC-1 and MC-4 interface responses but MUST be present for all other interfaces.

	status
	Mandatory
	1
	String
	The “status” specifies the type of failure in a brief but descriptive textual form.  The value of the MC status code is structured as follows:  MC_<text> - where <text>  is a brief descriptive text string, e.g., MC_MISSING_PARAMS, MC_INVALID_ICI, etc.  

	description
	Optional
	0..1
	String
	The “description” provides a more detailed description of the failure, providing a  finer granularity of the error  “status”.


Table 13 - MC Error Response
	Status
	Applies to
	Description

	
	MC-1_RESOLVE_ICI
	MC-2_ROUTE_ICI
	MC-3_RESOLVE_ICI
	MC-5_CODE_TRANSFER
	MC-5_TRANSFER_CONFIRMATION
	MC-6 _CODE_TRANSFER
	MC-6_TRANSFER_CONFIRMATION
	

	MC_UNAUTHORIZED
	X
	X
	X
	X
	X
	X
	X
	The request could not be authenticated or some other security violation occurred.

	MC_SERVICE_UNAVAILBLE
	X
	X
	X
	X
	X
	X
	X
	The requested service is currently unavailable (due to maintenance or other server downtime or for old unsupported requests).

	MC_MISSING_PARAMS
	X
	X
	X
	X
	X
	X
	X
	The request is missing required parameters.

	MC_INVALID_ICI
	X
	X
	X
	X
	X
	X
	X
	The specified ICI (or ICI Block) is unknown or invalid and cannot be resolved.

	MC_ INACTIVE_ICI
	X
	X
	X
	X
	
	X
	
	The specified ICI (or ICI Block) is inactive (blocked for inappropriate content, part of an expired campaign or transferred out).

	MC_ CANNOT_RESOLVE_ICI
	X
	
	X
	
	
	
	
	The specified ICI (or ICI Block) cannot be resolved because of a network level failure or because the ICI has been transferred.

	MC_TOO_MANY_HOPS
	
	
	X
	
	
	
	
	The specified ICI cannot be resolved – resolution attempt stopped due to too many hops

	MC_ CT_TOKEN_MISMATCH
	
	
	
	X
	
	X
	
	The tokens in the Code Transfer request do not match.

	MC_ CT_NOT_SUPPORTED
	
	
	
	X
	
	X
	
	Code Transfer is not supported for the specified ICI (or ICI Block).

	MC_ CT_ NOT_AVAILABLE
	
	
	
	X
	
	X
	
	Code Transfer is not available at this time for the specified ICI (or ICI Block).

	MC_ CT_ NOT_REQUESTED
	
	
	
	
	X
	
	X
	Code Transfer has not been requested for the specified ICI (or ICI Block).


Table 14 – Mapping between status codes and MC interface messages
10.3 MC-1 Interface

Editor’s Note: This section contains the message formats and message procedures for all messages on the MC-1 interface.

The MC-1 interface SHALL support the following REST APIs:

· MC-1-RESOLVE_ICI web service.

10.3.1 MC-1-RESOLVE_ICI Web Service

10.3.1.1 Resolve ICI Request

The MC-1-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-1-RESOLVE_ICI_REQUEST_URL that is currently configured in the MCC.
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.
· The “cc” MUST be present when the “post” is present.

· If the “income” or “age” contains a free text phrase but the “language” is not present, the default language, English, applies.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the home CMP

	appid
	Mandatory
	1
	String
	The “appid” uniquely identifies the version of the MC Client across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	user
	Mandatory
	1
	String
	The “user” uniquely identifies the handset user across all handsets communicating with the home CMP (or the CCH where applicable) on the MC-1 interface.

	btype
	Optional
	0..1
	String
	The “btype” identifies the barcode type (Symbology) of the barcode that was decoded by the MC Client.  This may be “QR”, “DM”, “EZ”, “1D”, etc.

	browser
	Optional
	0..1
	Boolean
	The “browser” allows the home CMP to know that the response must be a redirection to the target URL for a WEB code or dynamically generated web page for all other code types.

	language
	Optional
	0..1
	String
	The “langid” identifies the current language setting in the MC Client to allow the home CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “income” provides the household income information.  A numeric value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long.

	gender
	Optional
	0..1
	String
	The “gender” provides gender information. It can be “female” or “male”.

	{Contextual-Information}
	Optional
	0..1
	TBD
	Placeholder for contextual metadata associated with the request (e.g. network & device capabilities, location)


Table 15 - MC-1-RESOLVE_ICI_REQUEST Message

Editor’s Note:  Elements denoted as {element-name} are placeholders for elements yet to be defined. 

Editor’s Note: It is to be investigated to see if a country may have more than one currency.
10.3.1.2 MC-1 RESOLVE_ICI_RESPONSE Message Structure

	Element
	Requirement
	Occurrences
	Type
	Description

	Indirect-Code-Identifier
	Mandatory
	1
	TBD
	Identifier in the Indirect Code that resolves to the content/service or address of content/service received in this response. Can also be used for tracking purposes. 

	Resolved-Content
	Mandatory
	1
	TBD
	The resolved content/service or its address associated with the ICI.

	Content-Description
	Optional
	0..1
	String
	Free text describing the resolved content for user consumption (e.g. for displaying to the user).

	Tracking-Indicator
	Mandatory
	1
	Boolean
	Indicates whether to track content usage for accounting purposes.

	Tracking-Address
	Conditional
	0..n
	URI
	URL specifying a location to which to send tracking data. Home CMP (or Split-CMP-Parent) SHALL have full control over this parameter and is likely to enforce that the tracking server in the Home CMP (or Split-CMP-Parent) domain is the first entity to receive this data.

Present if Tracking-Indicator is true and either:

(1) There is no pre-provisioned tracking address on MCC

(2) Home CMP (or Split-CMP-Parent) wants to overwrite the pre-provisioned tracking address

(3) Tracking address was provided by the resolving CMP (or Split-CMP-Child) or (or Split-CMP-Parent) of the resolving (or Split-CMP-Child)


Table 16 - MC-1-RESOLVE_ICI_RESPONSE Message

Editor’s Note:  Further study is required on whether a method to identify the code request is necessary for correlating the request and response. This note applies to the Indirect-Code-Identifier element or an alternate Transaction-ID.

Editor’s Note:  Further discussion is needed on whether an “Optional” approach to Tracking-Indicator is more efficient. Also, it may be more efficient to combine Tracking-Indicator and Tracking-Address.

10.3.1.3 Resolve ICI Failure
The MC-1-RESOLVE_ICI web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST NOT be present.

· The possible “status” errors are:

· MC_UNAUTHORIZED

· MC_SERVICE_UNAVAILABLE

· MC_MISSING_PARAMS

· MC_INVALID_ICI

· MC_INACTIVE_ICI

· MC_CANNOT_RESOLVE_ICI

10.4 MC-2 Interface

The MC-2 interface SHALL support the following REST API:

· MC-2-ROUTE_ICI web service.

10.4.1 MC-2-ROUTE_ICI Web Service
10.4.1.1 Route ICI Request
The MC-2-ROUTE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-2-ROUTE_ICI_REQUEST_URL that is currently configured in the CMP (or the Split-CMP/Parent where applicable).  
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· Either “ici” or “icibk” but not both MUST be present in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile code routing transactions at a later date, if needed.

	ici
	Optional
	0..1
	String
	The “ici” contains the value of the ICI to be used by the MCR.

	icibk
	Optional
	0..1
	String
	The “icibk” contains the block of ICIs to be used by the MCR.


Table 17 - MC-2-ROUTE_ICI_REQUEST Message

10.4.1.2 Route ICI Response

The MC-2-ROUTE_ICI web service response SHALL be made as specified below.

· The parameters marked “Mandatory” in the table below SHALL be present in the response while the others MAY be present in the response.

· The “addr” MUST be present when the MCR has the routing information for the ICI or ICI block.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile code routing transactions at a later date, if needed.

	addr
	Mandatory
	1
	String
	The “ddr” specifies the network address of the resolving CMP (or the Split-CMP-Parent where applicable)  that is a fully qualified domain name.  


Table 18 - MC-2-ROUTE_ICI_RESPONSE Message

10.4.1.3 Route ICI Failure

The MC-2-ROUTE_ICI web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

· The possible “status” errors are:

· MC_UNAUTHORIZED

· MC_SERVICE_UNAVAILABLE

· MC_MISSING_PARAMS

· MC_INVALID_ICI

· MC_INACTIVE_ICI
10.5 MC-3 Interface

Editor’s Note: This section contains the message formats and message procedures for all messages on the MC-3 interface.

The MC-3 interface SHALL support the following REST APIs:

· MC-3-RESOLVE_ICI web service.

10.5.1 MC-3-RESOLVE_ICI Web Service

10.5.1.1 Resolve ICI Request

The MC-3-RESOLVE_ICI web service request SHALL be made as specified below:

· The URL in the request SHALL be the MC-3-RESOLVE_ICI_REQUEST_URL that is provided by the remote CMP (or the Split-CMP-Parent where applicable) that is to receive the request and currently configured in the CMP (or the Split-CMP-Parent where applicable).  

· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request:

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the communicating CMPs to reconcile resolution transactions at a later date, if needed.

	ici
	Mandatory
	1
	String
	The “ici” contains the value of the ICI to be resolved by the Home CMP

	user
	Mandatory
	1
	String
	The “user” uniquely identifies the handset user across all handsets communicating with the Home CMP (or the Split-CMP-Parent where applicable) on the MC-1 interface.

	language
	Optional
	0..1
	String
	The “language” identifies the alpha-2 language code [ISO639-1] in the MC Client to allow the Resolving CMP to tailor the response appropriately.

	cc
	Optional
	0..1
	String
	The “cc” identifies the alpha-2 country code [ISO3166-1] that is associated with the “post”.

	post
	Optional
	0..1
	String
	The “post” identifies the postal code or zip code.

	age
	Optional
	0..1
	String
	The “age” provides the age information.

 It SHALL contain a numeric value for an exact age (e.g., 35), two values separated by a dash indicating a range (e.g., 22-55) or a free text phrase (e.g., “young” or “retired”) in the language associated with “cc” up to 20 octets long.

	income
	Optional
	0..1
	String
	The “in” provides the household income information.  A value, when provided, is tied to the currency associated with the “cc”.   It SHALL contain a numeric value for an exact income (e.g., 50,000), two values separated by a dash indicating a range (e.g., 35,000-75,000), a value with “<” or “>” (e.g., <30,000 or >100,000) or a free text phrase (e.g., “middle-class” or “rich”) in the language associated with “cc” up to 20 octets long. 

	gender
	Optional
	0..1
	String
	The “gender” provides gender setting in the MC Client. It can be “female” or “male”.

	count
	Optional
	0..1
	String
	The “count” specifies the number of CMPs that have been involved in routing the code resolution request for resolving a transferred ICI.

	addr
	Optional
	0..1
	String
	The “addr” specifies the network address of the resolving CMP (or the Split-CMP-Parent where applicable) thatis a fully qualified hostname.  May be present for a transferred ICI and when the MC-3-RESOLVE_ICI_REQUEST message is not sent directly to the resolving CMP (or the Split-CMP-Parent where applicable) associated with the “addr”.

	{Contextual-Information}
	Optional
	0..1
	TBD
	Placeholder for contextual metadata associated with the request (e.g. network & device capabilities, location)


Table 19 - MC-3-RESOLVE_ICI_REQUEST Message

10.5.1.2 Resolve ICI Failure
The MC-3-RESOLVE_ICI web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the request.

· The possible “status” errors are:

· MC_UNAUTHORIZED

· MC_SERVICE_UNAVAILABLE

· MC_MISSING_PARAMS

· MC_INVALID_ICI

· MC_INACTIVE_ICI

· MC_CANNOT_RESOLVE_ICI

· MC_TOO_MANY_HOPS

10.6 MC-4 Interface
Editor’s Note: This section contains the message formats and message procedures for all messages on the MC-4 interface.
10.7 MC-5 Interface

The MC-5 interface SHALL support the following REST APIs:

· MC-5-CODE_TRANSFER web service.

· MC-5-TRANSFER_CONFIRMATION web service.

10.7.1 MC-5-CODE_TRANSFER Web Service
10.7.1.1 Code Transfer Request
The MC-5-CODE_TRANSFER web service request SHALL be made as specified below:

· This request is used by the old CMP (or the Split-CMP-Parent when applicable) to indicate to the MCR its permission for transferring an ICI or ICI block, or by the new CMP (or the Split-CMP-Parent when applicable) to request the transfer of an ICI or ICI block.

· The URL in the request SHALL be the MC-5-CODE_TRANSFER_REQUEST_URL that is currently configured in the CMP (or the Split-CMP-Parent where applicable).
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· Either “ici” or “icibk” but not both MUST be present in the request.

· The “addr” MUST be present in the request that is sent by the new CMP (or the Split-CMP-Parent when applicable) and MUST NOT be present in the request that is sent by the old CMP (or the Split-CMP-Parent when applicable).

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile code transfer transactions at a later date, if needed.

	ici
	Optional
	0..1
	String
	The “ici” contains the value of the ICI to be transferred.

	icibk
	Optional
	0..1
	String
	The “icibk” contains the block of ICIs to be transferred.

	token
	Mandatory
	1
	String
	The “token” contains a value assigned by the old CMP (or Split-CMP-child when applicable) for the to-be-transferred ICI or ICI block.

	addr
	Optional
	0..1
	String
	The “addr” specifies the network address of the resolving CMP (or the Split-CMP-Parent when applicable) that is a fully qualified hostname. 


Table 20 - MC-5-CODE_TRANSFER_REQUEST Message
10.7.1.2 Code Transfer Response

The MC-5-CODE_TRANSFER web service response SHALL be made as specified below.

· The parameters marked “Mandatory” in the table below SHALL be present in the response while the others MAY be present in the response.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile code transfer transactions at a later date, if needed.


Table 21 - MC-5-CODE_TRANSFER_RESPONSE Message
10.7.1.3 Code Transfer Failure

The MC-5-CODE_TRANSFER web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

· The possible “status” errors are:

a. MC_UNAUTHORIZED

b. MC_SERVICE_UNAVAILABLE

c. MC_MISSING_PARAMS

d. MC_INVALID_ICI

e. MC_INACTIVE_ICI

f. MC_CT_TOKEN_MISMATCH

g. MC_CT_NOT_SUPPORTED

h. MC_CT_NOT_AVAILABLE

10.7.2 MC-5-TRANSFER_CONFIRMATION Web Service
The MC-5-TRANSFER_CONFIRMATION web service MAY be used by the MCR to inform the old CMP (or the Split-CMP-Parent when applicable) about the successful transfer of an ICI or ICI block.  It is not used when the MCR uses other means such as email notification.

10.7.2.1 Transfer Confirmation Request
The MC-5-TRANSFER_CONFIRMATION web service request SHALL be made as specified below:

· This request is used by the MCR to confirm the transfer of an ICI or ICI block with the old CMP (or the Split-CMP-Parent when applicable).

· The URL in the request SHALL be the MC-5-TRANSFER_CONFIRMATION_REQUEST_URL that is currently configured in the MCR.
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· Either “ici” or “icibk” but not both MUST be present in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the MCR (or the Split-CMP-Parent where applicable) and CMP (or the Split-CMP-Parent where applicable) to reconcile transfer confirmation transactions at a later date, if needed.

	ici
	Optional
	0..1
	String
	The “ici” contains the value of the ICI to be transferred.

	icibk
	Optional
	0..1
	String
	The “icibk” contains the block of ICIs to be transferred.


Table 22 - MC-5-TRANSFER_CONFIRMATION_REQUEST Message
10.7.2.2 Transfer Confirmation Response

The MC-5-TRANSFER_CONFIRMATION web service response SHALL be made as specified below.

· The parameters marked “Mandatory” in the table below SHALL be present in the response while the others MAY be present in the response.

· The “tid” MUST be copied from the “tid” in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the CMP (or the Split-CMP-Parent where applicable) and MCR to reconcile transfer confirmation transactions at a later date, if needed.


Table 23 - MC-5-TRANSFER_CONFIRMATION_RESPONSE Message
10.7.2.3 Transfer Confirmation Failure

The MC-5-TRANSFER_CONFIRMATION web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

· The possible “status” errors are:

a. MC_UNAUTHORIZED

b. MC_SERVICE_UNAVAILABLE

c. MC_MISSING_PARAMS

d. MC_INVALID_ICI

e. MC_CT_NOT_REQUESTED

10.8 MC-6 Interface

The MC-6 interface SHALL support the following REST APIs:

· MC-6-CODE_TRANSFER web service.

· MC-6-TRANSFER_CONFIRMATION web service.

The two web services above are only used between the Split-CMP-Child and the Split-CMP-Parent.

10.8.1 MC-6-CODE_TRANSFER Web Service

10.8.1.1 Code Transfer Request
The MC-6-CODE_TRANSFER web service request SHALL be made as specified below:

· This request is used by the old Split-CMP-Child to indicate to the Split-CMP-Parent its permission for transferring an ICI or ICI block, or by the new Split-CMP-Child to request its Split-CMP-Parent for the transfer of an ICI or ICI block.

· The URL in the request SHALL be the MC-6-CODE_TRANSFER_REQUEST_URL that is currently configured in the Split-CMP-Child.
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· Either “ici” or “icibk” but not both MUST be present in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the old/new Split-CMP-Child and the old/new Split-CMP-Parent to reconcile code transfer transactions at a later date, if needed.

	ici
	Optional
	0..1
	String
	The “ici” contains the value of the ICI to be transferred.

	icibk
	Optional
	0..1
	String
	The “icibk” contains the block of ICIs to be transferred.

	ioken
	Mandatory
	1
	String
	The “token” contains a value assigned by the old CMP (or Split-CMP-child when applicable) for the to-be-transferred ICI or ICI block.


Table 24 - MC-6-CODE_TRANSFER_REQUEST Message

10.8.1.2 Code Transfer Response

The MC-6-CODE_TRANSFER web service response SHALL be made as specified below.

· The parameters marked “Mandatory” in the table below SHALL be present in the response while the others MAY be present in the response.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the old/new Split-CMP-Parent and the old/new Split-CMP-Child to reconcile code transfer transactions at a later date, if needed.


Table 25 - MC-6-CODE_TRANSFER_RESPONSE Message
10.8.1.3 Code Transfer Failure

The MC-6-CODE_TRANSFER web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

· The possible “status” errors are :

· MC_UNAUTHORIZED

· MC_SERVICE_UNAVAILABLE

· MC_MISSING_PARAMS

· MC_INVALID_ICI

· MC_INACTIVE_ICI

· MC_CT_TOKEN_MISMATCH

· MC_CT_NOT_SUPPORTED

· MC_CT_NOT_AVAILABLE

10.8.2 MC-6-TRANSFER_CONFIRMATION Web Service

The MC-6-TRANSFER_CONFIRMATION web service MAY be used by the old Split-CMP-Parent to inform the old Split-CMP-Child about the successful transfer of an ICI or ICI block.  It is not used when the old Split-CMP-Parent uses other means such as email notification.

10.8.2.1 Transfer Confirmation Request
The MC-6-TRANSFER_CONFIRMATION web service request SHALL be made as specified below:

· This request is used by the old Split-CMP-Parent to confirm the transfer of an ICI or ICI block with the old Split-CMP-Child.

· The URL in the request SHALL be the MC-6-TRANSFER_CONFIRMATION_REQUEST_URL that is currently configured in the Split-CMP-Parent.
· The parameters marked “Mandatory” in the table below SHALL be present in the request while the others MAY be present in the request.

· Either “ici” or “icibk” but not both MUST be present in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the old Split-CMP-Child and the old Split-CMP-Parent to reconcile transfer confirmation transactions at a later date, if needed.

	ici
	Optional
	0..1
	String
	The “ici” contains the value of the ICI to be transferred.

	icibk
	Optional
	0..1
	String
	The “icibk” contains the block of ICIs to be transferred.


Table 26 - MC-6-TRANSFER_CONFIRMATION_REQUEST Message
10.8.2.2 Transfer Confirmation Response

The MC-6-TRANSFER_CONFIRMATION web service response SHALL be made as specified below.

· The parameters marked “Mandatory” in the table below SHALL be present in the response while the others MAY be present in the response.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

	Parameter
	Requirement
	Occurrences
	Type
	Description

	tid
	Mandatory
	1
	String
	The “tid” allows the old Split-CMP-Child and the old Split-CMP-Parent to reconcile transfer confirmation transactions at a later date, if needed.


Table 27 - MC-6-TRANSFER_CONFIRMATION_RESPONSE Message
10.7.2.3 Transfer Confirmation Failure

The MC-6-TRANSFER_CONFIRMATION web service error SHALL be made as specified below.

· The MC-ERROR message defined in Section 10.1 MUST be returned when a failure is detected.

· The “tid” MUST be present and MUST be copied from the “tid” in the request.

· The possible “status” errors are :

· MC_UNAUTHORIZED

· MC_SERVICE_UNAVAILABLE

· MC_MISSING_PARAMS

· MC_INVALID_ICI

· MC_CT_NOT_REQUESTED
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix C. Best Practices of Character Set for Direct Code Display of QR Code (Informative)
This section summarizes some of the best practices of the industry for the character sets that are used for Direct Code.

C.1 Japan

Instead of ISO/IEC 18004:2006 [QR], JIS X 0510 [JIS X 0510] is normatively referenced by all Japanese QR Code implementations. JIS X 0510 contains the same specifications as those of ISO/IEC 18004:2006 [QR] except for minor points. One of the differences is that JIS X 0510 defines the default character set to be JIS X 0201 (8 bit character set) and JIS X 0208 (Shift JIS).

The following features are mandated in addition to those that are specified in 5.1.1.

· JIS X 0201 must be the character set to be used for Byte mode,

· Kanji mode as defined by [QR] must be supported, and 

· Any combination of those specified in 5.1.1.4 and Kanji mode must be supported.

Appendix D. MC Interfaces
D.1 Examples of MC-1-RESOLVE_ICI web service

Request:

http://resolver.acme-home.com/?barcode= AABB5688EEFF &appid=1234&userid=5678
Response:

<? xml version="1.0" encoding="UTF-8" ?>

<envelope>

    To be filled in later.
</envelope>

D.2 Examples of MC-3-RESOLVE_ICI web service

Request:

http://resolver.acme-remote.com/?transactionid=1234&barcode=AABB5688EEFF&userid=5678
Response:

<? xml version="1.0" encoding="UTF-8" ?>

<envelope>

    To be filled in later.
</envelope>
Appendix E. Informative recommendations for making Mobile Code reading successful
In order to provide the users with successful reading experiences of the mobile codes that are specified in this specification, the players that constitute the ecosystems need to satisfy certain requirements that are specific to each player. There are fundamentally three players:

a) Hardware Developers: Handset vendors and optical component vendors (lenses, cameras, etc);
b) MCC Developers: Those who develop the MCC software. They may develop the MCC i) inside a handset vendor who may have influence on or control of the hardware design, or ii) independent of a handset vendor targeting at various handsets from different handset vendors that are available in the market; and

 c) Publishers: Those who publish mobile codes on printed materials or computer displays.

The scope of this document is limited to the specifications of the MCC. The normative section of this document provides specifications for the MCC Developers. For example, it specifies the width of a Quiet Zone of QR Codes to be 4X or more as a MUST requirement, and 3X or more as a SHOULD requirement, respectively, for the MCC in section 5.1.1.6. It also specifies the width of a Quiet Zone of a Data Matrix symbol to be 1X or more as a MUST requirement, for the MCC in section 5.1.2.4. 
They will assure that the MCC will be able to read a QR Code symbol successfully if the symbol has a Quiet Zone larger than 4X or 3X, and that the MCC will be able to read a Data Matrix symbol successfully if the symbol has a Quiet Zone larger than 1X. However, these normative requirements for the MCC alone will not make all the reading experiences of mobile codes successful. 
For example, even if a MCC complies to the normative Quiet Zone specifications, the handsets that implement the MCC may not be able to read a printed QR Code symbol or a Data Matrix symbol in case where i) the lenses that are used in the handsets do not capture the images of the code symbols appropriately, or ii) the module width of the printed code symbol is too small for the handsets or the contrast between the symbol marking and the background is too small. The former issue belongs to those of Hardware Developers, and the latter belongs to Publishers.
While informative, this Appendix describes key requirements that should be addressed by each player.

E.1 Quiet Zone
The requirement of a Quiet Zone pertains to: 
i) The performance of an algorithm that reads a symbology and is implemented in the MCC; and,

ii) The size of the Quiet Zone that is provided for a printed mobile code by a Publisher so that the symbology is successfully read by a MCC.

	1
	Requirement: Quiet Zone

	Player
	Relevance
	Recommendation

	(a)
	Hardware Developers
	Not directly
	None

	(b)
	MCC Developers
	YES
	Normative (Sections 5.1.1.6 and 5.1.2.4)

	(c)
	Publishers
	YES
	Informative (Appendix E1.3)


E.1.1 Hardware Developers

No requirements.

E.1.2 MCC Developers

The requirements for Quiet Zones are specified normatively in sections 5.1.1.6 and 5.1.2.4. It should be noted that these requirements are essential for developing a successful MCC.
E.1.3 Publishers

It is important for Publishers to provide a sufficiently large Quiet Zone width when printing a QR Code or a Data Matrix symbol, so that the width is supported by the performance of the MCC that is used for reading the mobile code. It must be matching with the requirements that are addressed by the MCC Developer. 
(1) QR Code

In Japan where the QR Code has been ubiquitously adopted and used, 4X or larger Quiet Zones are recommended for printed QR Code symbols. However, even a handset that meets this requirement may fail to read the symbology. Thus, it is recommended for the Publishers to confirm if their printed QR Code symbols are successfully read by the targeted handsets before publishing the codes. In case where the printed symbol of the created code is not recognized, it is recommended to make the width of the Quiet Zone larger for printing.
(2) Data Matrix

1X or larger Quiet Zones are mandated for printed Data Matrix symbols. However, it has been found with commercial implementations of Data Matrix reading software that a larger Quiet Zone of at least 2X significantly increases reading performance and tolerance against difficult reading conditions (as e.g. low lighting, skew angle, blur due to imperfect focus, etc.). An even stronger enlarged Quiet Zone is beneficial for Data Matrix symbols with large (logical) dimensions beyond 26x26 cells.  Thus, it is recommended for the Publishers to use a Quiet zone of at least 2X for Data Matrix symbols up to 26x26 cells and a Quiet Zone of 4X for Data Matrix symbols of size 32x32 and higher. It is also recommended, to confirm if their printed Data Matrix symbols are successfully read by the targeted handsets before publishing the codes. In case where the printed symbol of the created code is not recognized, it is recommended to make the width of the Quiet Zone larger for printing. 
E.2 The minimum module width X
The requirement of the minimum module width X pertains to: 

i) The performance of the optics, such as lenses, cameras, etc., for appropriately capturing an image of a symbology that has the smallest module width ; and,

ii) The minimum module width that a Publisher can use to print a mobile code on printed materials or computer displays, so that the symbology is successfully read by a MCC.
	2
	Requirement: Minimum Module Width X

	Player
	Relevance
	Recommendation

	(a)
	Hardware Developers
	YES
	Informative (Appendix E2.1)

	(b)
	MCC Developers
	Not directly
	None

	(c)
	Publishers
	YES
	Informative (Appendix E2.3)


E.2.1 Hardware Developers

The scanning technology that is used in handsets implementing the OMA MCC, including cameras, lenses, optics, etc. shall be able to read QR Code symbols and Data Matrix symbols of which module width X is 0.25 mm or larger.
E.2.2 MCC Developers

No requirements.

E.2.3 Publishers

It is important for Publishers to provide a sufficiently large module width when printing a QR Code symbol or a Data Matrix symbol so that the module width is supported by the performance of the optics developed by the Hardware Developer. 
(1) QR Code

Based on the experiences in Japan where the QR Code has been ubiquitously adopted and used, module widths larger than 0.28mm are recommended for printed QR Code symbols. However, a QR Code with a module width that is sufficiently larger than this minimum module width may not be successfully read by a handset due to various reasons. Thus, it is recommended for the Publishers to confirm if their printed codes are successfully read by the targeted handsets before publishing the codes. In case where the printed symbol of the created mobile code is not recognized, it is recommended to make the module width larger for printing. 
(2) Data Matrix

Module widths larger than 0.28mm are recommended for printed Data Matrix symbols. However, a Data Matrix symbol with a module width that is sufficiently larger than this minimum module width may not be successfully read by a handset due to various reasons. Thus, it is recommended for the Publishers to confirm if their printed code symbols are successfully read by the targeted handsets before publishing the codes. In case where the printed symbol of the created mobile code is not recognized, it is recommended to make the module width larger for printing. 
E.3 Symbol Contrast
Symbol Contrast is the difference of reflectance between the light module (a module that the reflectance is high) and the dark module (a module that the reflectance is low) in the symbol. When a mobile code symbol is to be recognized with the camera, the larger the Symbol Contrast, the easier the recognition of the symbol becomes.  Conversely, it is more difficult to recognize a mobile code symbol if the Symbol Contrast is smaller. Hence, it is important to recommend the minimum Symbol Contrast that the recognition is expected to be successful.

The requirement of Symbol Contrast pertains to the following 3 elements:

i) The performance of the optics, such as lenses, cameras, etc., for appropriately capturing an image of a printed symbology of which Symbol Contrast is equal to or larger than what is specified;

ii) The performance of the algorithm to read a symbology, which is implemented in the MCC; and

iii)The minimum Symbol Contrast that a Publisher can use to print a mobile code symbol on printed materials or computer displays, so that the symbol is successfully read by the MCC.

	1
	Requirement: Symbol Contrast

	Player
	Relevance
	Recommendation

	(a)
	Hardware Developers
	Yes
	Informative

	(b)
	MCC Developers
	Yes
	Informative

	(c)
	Pulishers
	Yes
	Informative


E.3.1 Hardware Developers

It is important for Hardware Developers to develop optics with enough performance for such Symbol Contrast that is used by Publishers when printing a QR Code symbol or a Data Matrix symbol.

Based on the experiences in Japan where the QR Code has been ubiquitously adopted and used, the scanning technology that is used in handsets implementing the MCC, including cameras, lenses, optics, etc. shall be able to read QR Code symbols and Data Matrix symbols whose Symbol Contrast is 45% or larger.

E.3.2 MCC Developers

It is recommended for MCC Developers to implement an appropriate image correction (or contrast correction) in the MCC for the purpose of improving the code recognition performance for printed mobile code symbols whose Symbol Contrast is 45% or larger.

E.3.3 Publishers

It is important for Publishers to provide a sufficiently large Symbol Contrast when printing a QR Code symbol or a Data Matrix symbol, so that the Symbol Contrast is sufficiently larger than the minimum Symbol Contrast that is supported by the handsets that implement the MCC and are used for reading the mobile code. 
Based on the experiences in Japan, the Symbol Contrast of printed mobile code symbols shall be 55% or larger.
However, a mobile code symbol with a Symbol Contrast that is sufficiently larger than the minimum Symbol Contrast may not be successfully read by a handset. Thus, it is recommended for the Publishers to confirm if their printed codes are successfully read by the targeted handsets before publishing the codes. In case where the printed symbol of the created mobile code is not recognized, it is recommended to increase the Symbol Contrast for printing. 
Note: The measurement methodology and grading of the Symbol Contrast are standardized by ISO/IEC15415. The Symbol Contrast 55% or more corresponds to the grade B in the ISO standard, and is recommended as the OMA standard when a mobile code symbol is printed. However, when printing a mobile code symbol, the Symbol Contrast varies according to the various conditions of the printing materials; for example, the quality of the paper (newspapers, magazines, posters, fliers, etc.), the printing methods, and the colours of ink to be used. Therefore, the Symbol Contrast 45% or more that gives enough margins to 55% is recommended for the Hardware Developers to support. This is based on the experiences in Japan, which has been proven to be successful.

E.4 Lighting

When a mobile code symbol is to be recognized with the camera, the environmental condition (Lighting) of the place in which the symbols is captured by the camera critically influences the performance of the recognition. It is assumed that the MCC needs to capture and recognize mobile code symbols indoors as well as outdoors. The indoor Lighting varies. Hence, it is necessary to set up some guidelines for the Lighting conditions for successful recognition, so that the handsets that implement the MCC are able to successfully recognize the mobile codes under such an environmental condition.

The requirement of Lighting pertains to the following two performances:

i) The performance of the optics, such as lenses, cameras, etc., for appropriately capturing an image of a mobile code symbol under a given Lighting condition; and

ii) The performance of the algorithm to read a symbology, which is implemented in the MCC.
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	Requirement: Lighting

	Player
	Relevance
	Recommendation

	(a)
	Hardware Developers
	Yes
	Informative

	(b)
	MCC Developers
	Yes
	Informative

	(c)
	Pulishers
	No
	None


E.4.1 Hardware Developers

Based on the experiences in Japan, the scanning technology that is used in the handsets implementing the MCC, including cameras, lenses, optics, etc. shall be able to read QR Code symbols and Data Matrix symbols under the condition of 30lx-5000lx in the illuminance. Especially, it is recommended to recognize the symbols under the condition of 200lx-1200lx in the illuminance.

It is recommended for the handsets to have a capability to be able to illuminate the symbols by some means, e.g., the photo-light etc., when recognition of the symbol is difficult under the low illumination conditions.

E.4.2 MCC Developers
It is recommended for MCC Developers to implement an appropriate image correction (or illumination correction) in the MCC for the purpose of improving the code recognition performance for printed mobile code symbols under the conditions of 30lx-5000lx in the illuminance.
E.4.3 Publishers
No requirements.

Note: The standard of Lighting of indoor work space is standardized by ISO 8995.
Appendix F. A Structured Append Mode Implementation Example (Informative)

This Appendix describes an Informative note for a Structured Append mode implementation example. 
The Structured Append mode, as specified by 5.1.1.6 for QR Code and 5.1.2.4 for Data Matrix, is used to split the encoding of the data from a message over a number of symbols. All of the symbols require to be read and the data message needs to be reconstructed in the correct sequence. This mode is typically used in case where the data size exceeds the capacity of the limit of one symbol. 

Structured Append mode requires the user to capture multiple symbols one after another based on instructions from the MCC to the user.

The following flow chart describes an example of such a capturing process of multiple symbols that are in the Structured Append mode. The flow chart describes an example implementation that has been developed for QR Code. While there are minor differences in the specifications of the Structured Append modes for QR Code and Data Matrix, the overall process is very similar. The differences due to the original ISO specifications are described in the notes.

One of the important design issues is that the user should always be able to terminate the process anytime wherever the step may be. This is defined in the respective normative sections.

F.1 Flow Chart 
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(1)  Display the fact that the first captured symbol uses the Structured Append mode. Prompt the user to capture the next symbol. Display the number of remaining symbols to be captured, and the number of the total number of all the symbols.

(2) Determine concatenation of the most recently captured symbol with the symbol(s) previously captured based on the Parity Data and the Symbol Sequence Indicator. 

Refer to Chapter 7 of [QR] for determining valid concatenation of QR Code.

Refer to Section 5.6 of [DATAMARTIX] for determining valid concatenation of Data Matrix.

Note that "the Parity Data" is not defined in the symbol syntax of Data Matrix. Therefore, the process (2) is based only on the Symbol Sequence Indicator in the case of Data Matrix. In addition, the process (3) is not necessary for decoding a Data Matrix code of the Structured Append mode.
(3)  Refer to Chapter 7 of [QR] for checking the Parity Data.

Note that the process (3) is not necessary for decoding a Data Matrix code of the Structured Append mode, since Data Matrix does not define “the Parity Data”.

(4) Indicate that the symbol most recently captured is not possible to be concatenated, and prompt the user to start capturing a next symbol. Discard the symbol that is not possible to be concatenated. Indicate that the symbol is already captured, if the symbol most recently captures has already been captured before.

(5)  Prompt the user to start capturing a next symbol. Display the number of remaining symbols to be captured, and the number of the total number of all the symbols.

(6) Indicate that the symbols (or the mobile code) are not possible to be concatenated, and go back to starting state which is ready for capturing new mobile codes.

As defined normatively in Section 5.1.1.7, and Section 5.1.2.5, the MCC must support a mechanism that allows the user to exit from the process of capturing multiple QR Code symbols or Data Matrix symbols, wherever and whenever the user may be in the process of capturing these symbols if the user wishes to do so.

Appendix G. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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